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* * * * Start of changes * * * *
[bookmark: _Toc122113676][bookmark: _Hlk101533014]5.7	MBS Policy Association Management 
[bookmark: _Toc122113677]* * * * Next changes * * * *
5.7.1	General 
Clause 5.7 specifies the detailed call flows for MBS Policy and Charging Control (PCC) for 5G multicast-broadcast services over the Npcf and Nmbsmf service-based interfaces and their relationship with the flow level signalling in the 5G system.
The stage 2 definition, architecture and procedures for MBS PCC are specified in 3GPP TS 23.247 [54].
[bookmark: _Toc122113678][bookmark: _Toc97203870]* * * * Next changes * * * *
[bookmark: _Toc138668258][bookmark: _Toc122113679]5.7.2	MBS Policy Association Establishment
This clause is applicable if a new MBS Policy Association is being established.





Figure 5.7.2-1: MBS Policy Association Establishment procedure
1.	When the AF decides to create an MBS Session, the AF/NEF/MBSF may decide to interact with the PCF for MBS policy authorization based on the local configuration. If it does, the procedure continues with step2; otherwise, the procedure continues with step 11.
2.	If the AF/NEF/MBSF receives the Request for location-dependent session from the AF and if there is a need to select the same PCF for the location dependent MBS Sessions, the NEF/MBSF checks whether there is already a PCF serving the MBS session by invoking Nbsf_Management_Discovery service by sending an HTTP GET request to the resource "PCF for an MBS Session Bindings" in order to discover whether there is a PCF serving the MBS session with the MBS session ID as described in 3GPP TS 29.521 [22]. In the case that the NEF/MBSF receives a request without an MBS Session ID from the AF, the NEF/MBSF contacts with the MB-SMF to request allocation of a TMGI before the NEF/MBSF contacts with the PCF.
3.	If there is a PCF serving the MBS session, the BSF sends an HTTP "200 OK" with the address of another PCF to AF/NEF/MBSF; otherwise, the BSF returns an HTTP "200 OK" with empty array (i.e. "[ ]" in JSON).
4.	If the received Request is not for location-dependent session in step 1 or the BSF returned an HTTP "200 OK" with empty array (i.e. "[ ]" in JSON), the AF/NEF/MBSF discovers and selects the PCF as defined in clause 8.6.2, and then the AF/NEF/MBSF invokes the Npcf_MBSPolicyAuthorization_Create service operation by sending an HTTP POST request to the "MBS Application Session Contexts" resource as defined in clause 5.3.2.2 of 3GPP TS 29.537 [55] with the request body containing the concerned MBS Session ID, MBS Service Information, DNN if available and S-NSSAI if available; otherwise if the BSF returned the HTTP "200 OK" with the address of another PCF, the AF/NEF/MBSF contacts with the returned PCF by invoking the Npcf_MBSPolicyAuthorization_Create service operation.
5.	If the PCF does not have the subscription data, it invokes the Nudr_DataRepository_Query service operation to the UDR by sending an HTTP GET request to the "MBSSessionPolicyControlData" resource as specified in 3GPP TS 29.519 [12].
6.	The UDR sends an HTTP "200 OK" response to the PCF with the requested subscription data in the response message body.
NOTE 1:	Interacting with the UDR for MBS Session policy control data retrieval is not necessary in a deployment where MBS Policy Session policy control data is stored locally at the PCF.
7. 	The PCF performs MBS policy authorization based on the received MBS Service Information, the operator policies that are pre-configured at the PCF and the MBS Session policy control data retrieved from the UDR.determines whether the request is authorized and 
iIf the request is authorized, the PCF derives the MBS policies and determines whether they are allowed or not. If they are allowed, the PCF thenbased on the received information and packages them into an MBS policy decision as described in clause 5.2.2 of 3GPP TS 29.537 [55] and stores them together with the corresponding MBS session ID.
8.	If the request is authorized and the PCF is not already handling the MBS Session ID, the PCF may register to at the BSF as the PCF handling the MBS session by sending an HTTP POST request to the "PCF for an MBS Session Bindings" resource using of the Nbsf_Management_Register service operation, as described in clause 4.2.2.4 of 3GPP TS 29.521 [22].
9.	The BSF responds with "201 Created" status code if the registration of the PCF was successful.
10.	The PCF sends an Npcf_MBSPolicyAuthorization_Create Response to the NEF/MBSF.
11. AF/NEF/MBSF discovers and selects the an MB-SMF for the MBS session and sends Nmbsmf_MBSSession_Create Request to the MB-SMF as defined in clause 5.3.2.2 of 3GPP TS 29.532 [58].
12.	Upon reception of an Nmbsmf_MBSession_Create request from the NEF/MBSF, the MB-SMF discovers and selects the PCF as defined in clause 8.6.1, and then invokes the Npcf_MBSPolicyControl_Create service operation towards the PCF by sending an HTTP POST request to the "MBS Policies" resource as defined in clause 5.2.2.2 of 3GPP TS 29.537 [55] with the request body containing the concerned MBS Session ID, DNN (if received from the AF/NEF/MBSF), S-NSSAI (if received from the AF/NEF/MBSF) and MBS Service Information (if received from the AF/NEF/MBSF)..
13.	If the PCF is not handling the MBS session ID (i.e. the request from the AF/NEF/MBSF in step 11 is for location-dependent session but the PCF is not handling the MBS session ID), the PCF checks whether there is already a PCF serving the MBS session by invoking Nbsf_Management_Register service as described in 3GPP TS 29.521 [22].
14.	If there is and existing PCF for an MBS Session Binding information for the MBS session ID, the the BSF rejects the request with an HTTP "403 Forbidden" status code and includes the address of the existing PCF that is handling the MBS session in the response; otherwise, the BSF registers the PCF as the PCF handling the MBS session, stores the related PCF for an MBS Session binding information and responds to the MB-SMF with an HTTP "201 Created" status code and the next steps are executed.
15.	If the PCF receives MBS Service Information from the MB-SMF and the PCF does not have the subscription data (e.g. the steps 2-10 were not executed), it invokes the Nudr_DataRepository_Query service operation to the UDR by sending an HTTP GET request to the "MBSSessionPolicyControlData" resource as specified in 3GPP TS 29.519 [12].
16.	The UDR sends an HTTP "200 OK" response to the PCF with the requested subscription data in the response message body.
17.	The PCF determines whether the request is authorized and if the request is authorized the PCF derives the MBS policies based on the received information and packages them into an MBS policy decision as described in clause 5.2.2 of 3GPP TS 29.537 [55]. If steps 2-10 were performed and MBS policies were derived in step 7, this step is not needed.
18.	The PCF then responds to the MB-SMF. Following responses are returned to the MB-SMF:
-	If the PCF receives the HTTP "403 Forbidden" with the address of another PCF in step 14, the PCF rejects the request and responds to the MB-SMF with an HTTP "308 Permanent Redirection" status code including an HTTP Location header field containing the "apiRoot" (e.g. FQDN or IP address) of the PCF currently serving the MBS Session as described in clause 5.2.2 of 3GPP TS 29.537 [55]. In this case, the MB-SMF contacts with the returned address of the another PCF as described in step 12; otherwise,
-	If the PCF receives the HTTP "201 Created " in step 14 and the request is authorized, the PCF responds to the MB-SMF with an HTTP "201 Created" status code with the response body including the derived MBS policy as described in clause 5.2.2 of 3GPP TS 29.537 [55].
19.	The MB-SMF sends Nmbsmf_MBSSession_Create Response to the NEF/MBSF as defined in clause 5.3.2.2 of 3GPP TS 29.532 [58].
NOTE 2:	These steps 2, 8 and 13 are not necessary in a deployment with a single PCF.
* * * * Next changes * * * *
[bookmark: _Toc122113692]6.5.1	MBS Session Binding
MBS Session binding is the association of an AF Session information to one and only one MBS Session. When the PCF receives MBS Policy Association Create request or MBS Policy Association Update request from the MB-SMF and if the PCF does not receive MBS Service Information from the MB-SMF, the PCF shall perform the MBS session binding and associate the MBS session with the existing IP data flows within the AF session information (and therefore the applicable MBS PCC rulesPolicies). The PCF shall perform the MBS session binding based on the MBS Session ID.
[bookmark: _Toc122113693]* * * * Next changes * * * *
6.5.2	MBS PCC rule Authorization for an MBS session
The MBS PCC rule authorization is the selection of the 5G QoS parameters, described in clause 6.10.1 of 3GPP TS 23.247 [2] clause 6.10.1, for the MBS PCC rules.The PCF may perform the MBS PCC rule authorization in the following situations: 
-	When the MBS Service Information is received from the AF/NEF/MBSF. In this case, the MBS PCC rule authorization occurs at the reception of the information from the AF/NEF/MBSF. 
-	When the MBS Service Information is received from the MB-SMF. In this case, no session binding is performed.
By Using the authorization process, the PCF determines whether the broadcast and multicast service is authorized. If so, the MBS PCC rules are created, modified and/or removed. If the session received MBS service information is not authorized, a negative answer shall be issued to the NF that provided the information.
For the authorization of an MBS PCC rule, the PCF shall consider any 5GC specific restrictions, the AF MBS service information and other information available to the PCF (e.g. MBS Policy Control Data, operator policies). The PCF assigns an appropriate set of 5G QoS parameters (e.g. 5QI, QoS characteristics, ARP, GBR, MBR), that can be supported by the access network, to each MBS PCC rule.
[bookmark: _Toc122113694]* * * * Next changes * * * *
6.5.3	MBS QoS flow binding within an MBS session
The MBS QoS flow binding is the association of the MBS PCC rule to an MBS QoS flow, identified by the QFI, within an MBS session.
The MBS QoS flow binding function resides in at the MBS-SMF. Thise binding is performed using the following binding parameters:
-	5QI;
-	ARP;
-	Priority Level (if available in the MBS PCC rule);
-	Averaging Window (if available in the MBS PCC rule); and
-	Maximum Data Burst Volume (if available in the MBS PCC rule).
The selected MBS QoS flow shall have the same above binding parameters (listed above) as the ones indicated by the MBS PCC rule. The set of 5G QoS parameters assigned by the PCF to the MBS service data flow is the main input for QFI allocation.
The PCF shall supply the MBS PCC rule(s) to be installed, modified, or removed to the MB-SMF. The MB-SMF shall evaluate whether it is possible to use one of the existing MBS QoS flows or not, and if applicable.
Whenever the binding parameters of an MBS PCC rule changes, the existing binding of this MBS PCC rule shall be re-evaluated, i.e. the MBS QoS flow binding procedure, is performed. The re-evaluation may, for an MBS PCC rule, result in a new binding with another MBS QoS flow. If the PCF requests the same change of the binding parameters value(s) for all the MBS PCC rule(s) that are bound to the same MBS QoS Flow, the MB-SMF should not re-evaluate the binding of these MBS PCC rules, and instead, the MB-SMF shall modify the QoS parameters value(s) of the MBS QoS Flow accordingly.
If the an MBS PCC rule is removed, the MB-SMF shall remove the association of the MBS PCC rule to the MBS QoS flow to which the MBS PCC rule is associated. If the last MBS PCC rule that is bound to an MBS QoS Flow is removed, the MB-SMF shall delete the MBS QoS Flow.
When an MBS QoS flow is removed, the MB-SMF shall report to the PCF that the MBS PCC rule(s) bound to thise corresponding MBS QoS flow are removed.
* * * * Next changes * * * *
[bookmark: _Toc122113709]7.5.1	Introduction
MBS QoS parameters mapping functions are located at the PCF and MB-SMF. 
[bookmark: _Toc122113710]* * * * Next changes * * * *
7.5.2	QoS parameter mapping Functions at PCF
The QoS authorization process consists of the derivation of the parameters Authorized 5G QoS Identifier (5QI), Authorized Allocation and Retention Priority (ARP) and Authorized Maximum/Guaranteed Data Rate DL parameters. And sSuch process also includes the derivation of the Priority Level (PL), Averaging Window (AW) and Maximum Data Burst Volume (MDBV).
The PCF shall derive the Authorized QoS parameters from the MBS service information received:
-	from an AF/NEF/MBSF that interacts with the PCF via the Npcf_MBSPolicyAuthorization service; andor
-	from an MB-SMF that interacts with the PCF via the Npcf_MBSPolicyControl service.
Table 7.5.2-1: Rules for derivation of the Maximum Authorized Data Rates, Authorized Guaranteed Data Rates, Maximum Authorized QoS Class and other authorized QoS parameters per MBS service data flow in at the PCF
	Authorized QoS Parameter
	Derivation from service information
(NOTE 3)

	Maximum Authorized Data Rate DL (Max_DR_DL)
	IF operator special policy exists THEN;
 -Max_DR_DL:= as defined by operator specific algorithm;
 (NOTE 7 and 10)
ELSE IF afAppId attribute of MbsServiceInfo data type demands application 
specific data rate handling THEN
 -Max_DR_DL:= as defined by application specific algorithm;
ELSE IF mbsMediaInfo attribute is received
  IF codecs attribute of MbsMediaInfo data type provides Codec
  information for a codec that is supported by a specific algorithm
  (NOTE 4) THEN
   Max_DR_DL:= as defined by specific algorithm;
  ELSE IF maxReqMbsBwDl attribute is present THEN
     Max_DR_DL:= maxReqMbsBwDl value;
  ELSE
     Max_DR_DL:= as set by the operator;
  ENDIF;
ELSE IF mbsQosReq attribute is received
  IF maxBitRate attribute is present THEN
     Max_DR_DL:= maxBitRate value;
  ELSE
     Max_DR_DL:= as set by the operator;
  ENDIF;
ELSE IF the qosRef attribute is present THEN
  Max_DR_DL:= as configured by operator;
ENDIF;

	Authorized Guaranteed Data Rate DL (Gua_DR_DL)
	IF operator special policy exists THEN;
 -Gua_DR_DL:= as defined by operator specific algorithm;
 (NOTE 7 and 8)
ELSE IF afAppId attribute of MbsServiceInfo data type demands application 
specific data rate handling THEN
 -Gua_DR_DL:= as defined by application specific algorithm;
ELSE IF mbsMediaInfo attribute is received
  IF codecs attribute of MbsMediaInfo data type provides Codec
  information for a codec that is supported by a specific algorithm
  (NOTE 4) THEN
   Gua_DR_DL:= as defined by specific algorithm;
  ELSE IF minReqMbsBwDl attribute is present THEN
     Gua_DR_DL:= minReqMbsBwDl value;
  ELSE IF correspnding operator policy exists
     Gua_DR_DL:= as set by the operator;
  ELSE IF service corresponds to a GBR 5QI THEN
    Gua_DR_DL:= Max_DR_DL;
  ELSE
    Gua_DR_DL:= 0; (NOTE 5)
  ENDIF;
ELSE IF mbsQosReq attribute is received
  IF guarBitRate attribute is present THEN
     Gua_DR_DL:= guarBitRate value;
  ELSE IF correspnding operator policy exists
     Gua_DR_DL:= as set by the operator;
  ELSE IF service corresponds to a GBR 5QI THEN
    Gua_DR_DL:= Max_DR_DL;
  ELSE
    Gua_DR_DL:= 0; (NOTE 5)
  ENDIF;
ELSE IF the qosRef attribute is present THEN
  Gua_DR_DL:= as configured by operator;
ENDIF;

	Authorized 5G QoS Identifier (5QI)
(see NOTE 1, 2, 6 and 9)
	IF an operator special policy exists THEN
 5QI:= as defined by operator specific algorithm; (NOTE 10)
ELSE IF afAppId attribute of MbsServiceInfo data type demands application specific QoS Class
 handling THEN
 5QI:= as defined by application specific algorithm;
ELSE IF mbsMediaInfo attribute is received
  IF codecs attribute of MbsMediaInfo data type provides Codec
  information for a codec that is supported by a specific algorithm
  (NOTE 4) THEN
   5QI:= as defined by specific algorithm;
  ELSE
/* The following 5QI derivation is an example of how to obtain the 5QI
   values in a 5GS network */
  IF the mbsMedType attribute is present THEN
  CASE mbsMedType value OF
   "audio":    5QI := 1;
   "video":    5QI := 2;
   "application": 5QI := 1 OR 2;
   OTHERWISE:   5QI := 9; /*e.g. for TCP-based generic traffic */
  ENDIF;
ELSE IF mbsQosReq attribute is received
 5QI:= 5qi attribute value;
ELSE IF the mbsQosRef attribute is received THEN
 5QI:= as configured by operator;
ENDIF; 

	NOTE 1:	When audio or video IP flow(s) are removed from a session, the 5QI shall keep the originally assigned value.
NOTE 2:	When audio or video IP flow(s) are added to a session, the PCF shall derive the 5QI taking into account the already existing media IP flow(s) within the session.
NOTE 3:	The encoding of the service information is defined in 3GPP TS 29.537 [55].
NOTE 4:	The support of any codec specific algorithm in the PCF is optional.
NOTE 5:	Authorized Guaranteed Data Rate DL shall not be derived for non-GBR 5QI values.
NOTE 6:	Recommended 5QI values for standardised 5QI characteristics are shown in table 5.7.4-1 in 3GPP TS 23.501 [2].
NOTE 7:	The PCF may be configured with operator specific preconditions for setting the Authorized Guaranteed Data Rate lower than the corresponding Maximum Authorized Data Rate.
NOTE 8:	The PCF shall assign an Authorized Guaranteed Data Rate DL value within the limit supported by the serving network.
NOTE 9:	The PCF may authorize a non-standardized 5QI with explicitly signalled QoS characteristics as defined in clause 5.2.3.2.3 of 3GPP TS 29.537 [55] or may assign QoS characteristics (e.g. Priority Level, Averaging Window, and Maximum Data Burst Volume) to be used instead of the default QoS characteristics associated with a standardised 5QI value as shown in table 5.7.4-1 in 3GPP TS 23.501 [2]. Averaging Window may also be derived from averWindow attribute when mbsQosReq is received in the PCF.
NOTE 10:	Operator specific policies may consider access information for policy decision.



The PCF should per ongoing MBS session store the Authorized QoS parameters for each service data flow (as described within a mbsMedComps attribute).
If the PCF provides a QoS information associated to an MBS PCC rule it may apply the rules in table 7.5.2-2 to combine the Authorized QoS per service data flow (as derived according to table 7.5.2-1) for all service data flows described by the corresponding MBS PCC rule.
NOTE 1:	QoS Information related to MBS Session-AMBR is not derived based on mapping tables in this clause, but based on subscription and operator specific policies.
NOTE 2:	ARP is always calculated at MBS PCC rule level according to table 7.5.2-2.
Table 7.5.2-2: Rules for calculating the Maximum Authorized/Guaranteed Data Rates,
5QI and ARP in the PCF
	Authorized QoS Parameter
	Calculation Rule

	Maximum Authorized Data Rate DL
	Maximum Authorized Data Rate DL is the sum of all Maximum Authorized Data Rate DL for all the service data flows (as according to table 7.5.2-1).

	Guaranteed Authorized Data Rate DL
	Guaranteed Authorized Data Rate DL is the sum of all Guaranteed Authorized Data Rate DL for all the service data flows (as according to table 7.5.2-1). (NOTE 2)

	5QI
	5QI = MAX [needed QoS parameters per service data flow (as operator's defined criteria) among all the service data flows]

	ARP
	IF an operator special policy exists THEN
 ARP:= as defined by operator specific algorithm;
ELSE IF afAppId attribute of MbsServiceInfo data type demands application specific ARP
 handling THEN
 ARP:= as defined by application specific algorithm;
ELSE IF mbsQosReq attribute is received
  IF reqMbsArp attribute is present THEN
     ARP:= reqMbsArp value;
  ENDIF;
ELSE IF mbsSdfResPrio is received and it demands application specific ARP handling THEN
 ARP:= as defined by application specific algorithm;
ELSE IF mbsQosReq attribute is received
 ARP:= as configured by operator
ENDIF;
(NOTE 1)

	NOTE 1:	The ARP priority levels 1-8 should only be assigned to resources for services that are authorized to receive prioritized treatment within an operator domain.
[bookmark: _Hlk111043381]NOTE 2:	The PCF may check that the Guaranteed Authorized Data Rate DL does not exceed the subscribed maximum aggregated bitrate that can be provided across all the GBR QoS Flows for an MBS session.



[bookmark: _Toc122113746]* * * * Next changes * * * *
8.6.2.2	Binding Support Function (BSF)
The BSF has the following characteristics:
a)	The BSF stores internally information about the corresponding selected PCF selected to handle an MBS session.
-	For a certain MBS session, the BSF stores internally information about the MBS Session IDd and the selected PCF address for the MBS session, and if available, the associated PCF instance ID, PCF set ID and the level of SBA binding.
NOTE 1:	Only NF instance or NF set of level of binding is supported at the BSF for SBA binding level of Npcf_MBSPolicyAuthorization service.
b)	The PCF uses the BSF to determines whetherensure that the same PCF shall beis selected for the MBS Policy association(s) related to the same MBS Session IDd, and in the case where the AF/NEF/MBSF interacts with the PCF for MBS Policy Authorization, to ensure that the same PCF is selected for MBS Policy Authorization (via the Npcf_MBSPolicyAuthorization) and MBS Policy Association(s) management (via the Npcf_MBSPolicyControl) uses the BSF for that purpose. The PCF utilizes the Nbsf__Management service of the BSF to register, update or remove the stored PCF for an MBS session binding information in at the BSF. The PCF ensures that the PCF for an MBS session binding information is updated each time the PCF instance is changed.
	TIn this sense, at the reception of a PCF for an MBS ssession binding registration request, the BSF checks whether there is already a PCF handling the MBS Policy associations related to the same MBS Session identified by the provided MBS Session IDd. If no such PCF is found, the BSF stores the information received in the request, i.e. registers the PCF sending the request as the PCF handling the MBS session; otherwise, the BSF rejects the registrationer request and includes the existing information of the existing PCF instance address information currently handling the MBS session hosting the Npcf_MBSPolicyControl service in the response (see clause 4.2.2.4 of 3GPP TS 29.521 [22]).
c)	For the retrieval of binding information, any NF, such as NEF, MBSF, or AF or MB-SMF, uses the Nbsf_Management service as defined in 3GPP TS 29.521 [22] to discover the selected PCF instance currently handling the MBS session and the related information (i.e. PCF address(es), and if available, the associated PCF instance ID, PCF set ID and the level of SBA binding for the MBS Session IDd).
d)	If the NF received a PCF set ID or a PCF instance ID with a level of SBA binding as result of the Nbsf management service registration or discovery service operations, it should use that information as NF set level or NF instance level SBA Binding Indication to route requests to the PCF.
e)	For an ongoing NF service session, the PCF may provide SBA Binding Indication to the NF (see clause 6.3.1.0 of 3GPP TS 23.501 [2]). This SBA Binding Indication shall then be used instead of any PCF information received from the BSF.
[bookmark: _Toc122113749]* * * * Next changes * * * *
8.6.3.2	Binding information Creation


[bookmark: _MON_1737295687]
Figure 8.6.3.2-1: Binding information Creation procedure
1.	When a new MBS Policy Association is created in the PCF and if the PCF decides that the same PCF needs to handle the MBS Policy Associations related to the same MBS Session IdIn order to check whether there is already a PCF handling the MBS session, and if it is not the case, register at the BSF as the PCF handling an MBS session, it the PCF invokes the Nbsf_Management_Register service operation by sending an HTTP POST request with targeting the Rresource URI of the resource "PCF for an MBS Session Bindings" resourceto check whether there is already stored binding information in the BSF. If it is not, the information is stored. The binding information provided in the HTTP POST request is defined in clause 4.2.2.4 of 3GPP TS 29.521 [22].
2.	If there is already a PCF handling the MBS session (i.e. there is an existing PCF for an MBS session binding stored at the BSF for the MBS session identified by the received MBS session ID), the BSF shall reject the request and return in the response the information of the PCF currently handling the MBS session as defined in clause 4.2.2.4 of 3GPP TS 29.521 [22].
Otherwise, the BSF shall register the PCF sending the request as the PCF handling the MBS session by creating the corresponding PCF for an MBS session binding resource and storing the received information. The BSF shall then send back a successful response to the PCF as defined in clause 4.2.2.4 of 3GPP TS 29.521 [22].
Once the BSF created the resource correspondingly, the BSF shall send an HTTP "201 Created" response to the PCF and store the binding information.
[bookmark: _Toc122113750]* * * * Next changes * * * *
8.6.3.3	Binding information Update


[bookmark: _MON_1737295789]
Figure 8.6.3.3-1: Binding information Update procedure
1.	If the an PCF for an MBS session binding information has been previously registered in at the BSF, the PCF invokes the Nbsf__Management__Update service operation by sending an HTTP PATCH request with targeting the Rresource URI of the resource "Individual PCF for an MBS Session Binding" resource as defined in clause 4.2.5.4 of 3GPP TS 29.521 [22] to update the PCF for an MBS session binding information in at the BSF (e.g. if a new PCF instance is selected., iIn whichthis case, the PCF instance ID and the associated PCF address(es) are provided).
2.	Upon success, the BSF shall send an HTTP "200 OK" response to the PCF and update the corresponding PCF for an MBS session binding information.
[bookmark: _Toc122113751]* * * * Next changes * * * *
8.6.3.4	Binding information Deletion


[bookmark: _MON_1737295851]
Figure 8.6.3.4-1: Binding information Deletion procedure
1.	When the MBS Policy Association in the PCF is deleted and the PCF determines that binding information needs to be terminatedIn order to request the removal of an existing PCF for an MBS session binding (i.e. the PCF is not anymore handling the MBS session), the PCF invokes the Nbsf_Management_Deregister service operation by sending an HTTP DELETE request with targeting the Rresource URI of the resource "Individual PCF for an MBS Session Binding" resource to request the BSF to remove the targeted PCF for an MBS session binding information as defined in clause 4.2.3.4 of 3GPP TS 29.521 [22].
2.	Upon success, the BSF shall send an HTTP "204 No Content" response to the PCF and remove the corresponding stored PCF for an MBS session binding information.
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8.6.3.5	Binding information Retrieval


[bookmark: _MON_1737295956]
Figure 8.6.3.5-1: Binding information Retrieval procedure
1.	The NF service consumer (e.g., NEF, AF, MBSF) invokes the Nbsf_Management_Discovery service operation by sending an HTTP GET request with targeting the Rresource URI of the resource "PCF for an MBS Session Bindings" resource to the BSF to obtain the address information of the selected PCF for a certaincurrently handling an MBS session. The URI query parameter(s) to be provided in the HTTP GET request are specified in clause 4.2.4.4 of 3GPP TS 29.521 [22].
2.	Once the request is accepted and a PCF for an MBS session binding resource matching the provided query parameter(s) exists, the BSF shall send an HTTP "200 OK" response to the NF service consumer with the address information of the selected PCF currently handling the MBS session (i.e. PCF address(es), and if available, with the associated PCF set ID, the PCF instance ID and the SBA binding level).
* * * * End of changes * * * *
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