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[bookmark: _Toc114668493]* * * * First Change * * * *
[bookmark: _Toc114211624][bookmark: _Toc136554349][bookmark: _Toc138752397]4.4.7.2	AF request identified by UE address
Upon receipt of the above AF request which is for an individual UE identified by IP or Ethernet address, if the "HR-SBO" feature is supported, the NEF determines the HPLMN of the UE that the AF requests to influence based on UE IP address included in the AF request:
-	If the IP in the AF request is a private IP, the NEF determines the HPLMN of the AF request based on e.g. the AF ID or tunnelling of the AF request, and local configuration.
-	Otherwise, if the IP in AF request is a NATed IP by the PLMN that the NEF belongs to, the NEF invokes Nupf_GetPrivateUEIP_Get service to get corresponding private UE IP address and its IP domain from corresponding L-PSA UPF in the serving PLMN. The NEF then determines the PLMN based on the the IP domain. 
-	Otherwise, the NEF determines the target PLMN based the IP in the AF request and public IP range of each PLMN. 
NOTE:	It is assumed that the NEF is configured with the NATed IP range of its own PLMN, and IP domains/ranges of PLMNs with roaming agreements.
-	If DNN/S-NSSAI is not provided in the AF request, the NEF also determines the DNN/S-NSSAI based on the IP domain.
If the "HR-SBO" feature is supported and the NEF determines that the HPLMN of the UE is different from the PLMN that the NEF belongs to, then the NEF shall interact with the UDR to store the traffic influence parameters received from the AF in the way described in clause 4.4.7.3.
If the "HR-SBO" feature is not supported or if the "HR-SBO" feature is supported and the NEF determines that the HPLMN of the UE is the PLMN that the NEF belongs to, the NEF may interact with the BSF to retrieve the related PCF information by invoking the Nbsf_Management_Discovery service operation as described in 3GPP TS 29.521 [9] If the NEF receives an error responsefrom the BSF, the NEF shall not create the resource and shall respond to the AF with a proper error status code. If the NEF received within an error response a "ProblemDetails" data structure with a "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error, when applicable.
After receiving a successful response from the BSF, the NEF shall interact with the PCF by invoking the Npcf_PolicyAuthorization service as described in 3GPP TS 29.514 [7]. After receiving a successful response from the PCF, the NEF shall:
-	for the HTTP POST request, create a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, addressed by a URI that contains the AF Identifier and an NEF-created subscription identifier, and shall respond to the AF with a 201 Created status code, including a Location header field containing the URI for the created resource. The AF shall use the URI received in the Location header in subsequent requests to the NEF to refer to this traffic influence subscription:
-	for the HTTP PUT or PATCH request, update a resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, and shall responds to the AF with a 200 OK status code with the "TrafficInfluSub" data structure as response body containing the representation of the modified "Individual Traffic Influence Subscription", or an HTTP "204 No Content" response; and
-	for the HTTP DELETE request, remove all properties of the resource and delete the corresponding active resource "Individual Traffic Influence Subscription" which represents the traffic influence subscription, then shall responds to the AF with a 204 No Content status code. If the NEF received within an error response a "ProblemDetails" data structure with a "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error, when applicable.
If the NEF receives a response with an error code from the PCF, the NEF shall not create, update or delete the resource and shall respond to the AF with a proper error status code.
* * * * Next Change * * * *

[bookmark: _Toc136554528][bookmark: _Toc138752576]5.4.4	Used Features
The table below defines the features applicable to the TrafficInfluence API. Those features are negotiated as described in clause 5.2.7 of 3GPP TS 29.122 [4].
Table 5.4.4-1: Features used by TrafficInfluence API
	Feature number
	Feature Name
	Description

	1
	Notification_websocket
	The delivery of notifications over Websocket is supported as described in 3GPP TS 29.122 [4]. This feature requires that the Notification_test_event feature is also supported.

	2
	Notification_test_event
	The testing of notification connection is supported as described in 3GPP TS 29.122 [4].

	3
	URLLC
	This feature indicates support of Ultra Reliable Low Latency Communication (URLLC) requirements (i.e. AF application relocation acknowledgement and UE address(es) preservation). 

	4
	MacAddressRange
	Indicates the support of a set of MAC addresses with a specific range in the traffic filter.

	5
	AF_latency
	This feature indicates support for Edge relocation considering user plane latency.

	6
	EASDiscovery
	This feature indicates the support of EAS (re)discovery.

	7
	EASIPreplacement
	This feature indicates the support of provisioning of EAS IP replacement info. 

	8
	ExposureToEAS
	This feature indicates support for the indication provided by the AF of direct event notification of QoS monitoring events from the UPF to the Local NEF or the AF in 5GC.

	9
	SimultConnectivity
	This feature indicates support of temporary simultaneous connectivity over source and target PSA at edge relocation.

	10
	ULBuffering
	This feature indicates support for Uplink buffering indication for edge relocation.

	11
	EDGEAPP
	This feature controls the support of EDGE applications related functionalities (e.g. support the provisioning of event reporting requirements).

	12
	SFC
	This feature indicates support for application function influence on service function chaining(s).

	13
	FinerGranUEs
	This feature indicates support for handling of more granular set of UEs.

	14
	CommonEASDNAI
	This feature controls the support of the common EAS/DNAI selection.

	15
	HR-SBO
	This feature indicates support for influencing HR-SBO sessions, i.e. Home-routed PDU sessions with session breakout towards a local DN of the VPLMN.

	Feature:	A short name that can be used to refer to the bit and to the feature, e.g. "Notification".
Description:	A clear textual description of the feature.



* * * * End Changes * * * *


