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Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
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Table 5.6.2.6-1: Definition of type PccRule
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	flowInfos
	array(FlowInformation)
	C
	1..N
	An array of Ethernet or IP flow packet filter information. (NOTE 3)
	

	appId
	string
	C
	0..1
	A reference to the application detection filter configured at the UPF. (NOTE 3)
	ADC

	appDescriptor
	ApplicationDescriptor
	C
	0..1
	ATSSS rule application descriptor. It shall be present when the PDU session is a MA PDU session and the SDF template contains an Application Identifier (i.e. when the "appId" attribute is present).
	ATSSS

	contVer
	ContentVersion
	O
	0..1
	Indicates the content version of the PCC rule.
	RuleVersioning

	pccRuleId
	string
	M
	1
	Univocally identifies the PCC rule within a PDU session.
	

	precedence
	Uinteger
	O
	0..1
	Determines the order in which this PCC rule is applied relative to other PCC rules within the same PDU session. It shall be included if the "flowInfos" attribute is included or may be included if the "appId" attribute is included when the PCF initially provisions the PCC rule. (NOTE 2) (NOTE 4)
	

	afSigProtocol
	AfSigProtocol
	O
	0..1
	Indicates the protocol used for signalling between the UE and the AF. The default value "NO_INFORMATION" shall apply, if the attribute is not present and has not been supplied previously.
	ProvAFsignalFlow

	appReloc
	boolean
	O
	0..1
	It indicates that the application cannot be relocated once a location of the application is selected by the 5GC when it is included and set to "true". Indication of application relocation possibility. The default value "false" shall apply, if the attribute is not present and has not been supplied previously.
	TSC

	easRedisInd
	boolean
	O
	0..1
	Indicates the EAS rediscovery is required for the application if it is included and set to "true". Default value is "false" if omitted.
The indication shall be invalid after it was applied unless it is provided again.
	EASDiscovery

	addrPreserInd
	boolean
	O
	0..1
	Indicates whether UE IP address should be preserved.
This attribute shall set to "true" if preserved, otherwise, set to "false".
The default value "false" shall apply, if the attribute is not present and has not been supplied previously.
	URLLC

	refQosData
	array(string)
	O
	1..N
	A reference to the QosData policy type decision type. It is the qosId described in clause 5.6.2.8.
(NOTE 1)
	

	refAltQosParams
	array(string)
	O
	1..N
	A Reference to the QoS Data policy decisions for the Alternative QoS parameter sets of the service data flow. Only the "qosId" attribute, the "gbrUl" attribute, the "gbrDl" attribute, the "packetDelayBudget" attribute and the "packetErrorRate" attribute are applicable within the associated QosData data types. This attribute represents an ordered list, where the lower the index of the array for a given entry, the higher the priority.
	AuthorizationWithRequiredQoS

	refTcData
	array(string)
	O
	1..N
	A reference to the TrafficControlData policy decision type. It is the tcId described in clause 5.6.2.10.
(NOTE 1)
	

	refChgData
	array(string)
	O
	1..N
	A reference to the ChargingData policy decision type. It is the chgId described in clause 5.6.2.11.
(NOTE 1) (NOTE 7)
	

	refChgN3gData
	array(string)
	O
	1..N
	A reference to the ChargingData policy decision type only applicable to Non-3GPP access. It is the chgId described in clause 5.6.2.11.
(NOTE 1) (NOTE 5) (NOTE 7)
	ATSSS

	refUmData
	array(string)
	O
	1..N
	A reference to UsageMonitoringData policy decision type. It is the umId described in clause 5.6.2.12.
(NOTE 1)
	UMC

	refUmN3gData
	array(string)
	O
	1..N
	A reference to UsageMonitoringData policy decision type only applicable to Non-3GPP access. It is the umId described in clause 5.6.2.12.
(NOTE 1) (NOTE 6)
	UMC, ATSSS

	refCondData
	string
	O
	0..1
	A reference to the condition data. It is the condId described in clause 5.6.2.9.
	

	refQosMon
	array(string)
	O
	1..N
	A reference to QosMonitoringData policy decision type. It is the qmId described in clause 5.6.2.40.
(NOTE 1)
	QosMonitoring

	pduSetProtDesc
	ProtoDesc
	[bookmark: OLE_LINK2]O
	0..1
	Protocol description for PDU Set identification and/or dectection of the end of data burst in UPF
	XRM_5G

	tscaiInputUl
	TscaiInputContainer
	O
	0..1
	Transports TSCAI input parameters for TSC traffic at the ingress interface of the DS-TT/UE (uplink flow direction).
(NOTE 9)
	TimeSensitiveNetworking

	tscaiInputDl
	TscaiInputContainer
	O
	0..1
	Transports TSCAI input parameters for TSC traffic at the ingress of the NW-TT (downlink flow direction).
(NOTE 9)
	TimeSensitiveNetworking

	tscaiTimeDom
	Uinteger
	O
	0..1
	Indicates the (g)PTP domain that the (TSN)AF is located in.
	TimeSensitiveCommunication

	capBatAdaptation
	boolean
	O
	0..1
	Indicates the capability for AF to adjust the burst sending time, when it is provided and set to "true".
The default value is "false" if omitted.
(NOTE 9)
	EnTSCAC

	ddNotifCtrl
	DownlinkDataNotificationControl
	O
	0.1
	The Downlink Data Notification Control applying to the control of DDD Status event notifications and DDN Failure event notification. This attribute shall not be present when the DDNEventPolicyControl2 feature is supported.
	DDNEventPolicyControl

	ddNotifCtrl2
	DownlinkDataNotificationControlRm
	O
	0..1
	The Downlink Data Notification Control applying to the control of DDD Status event notifications and DDN Failure event notification including the removal of provisioned the downlink data notification control information.
	DDNEventPolicyControl2

	disUeNotif
	boolean
	O
	0..1
	Indicates to disable QoS flow parameters signalling to the UE when the SMF is notified by the NG-RAN of changes in the fulfilled QoS situation when it is included and set to "true". The fulfilled situation is either the QoS profile or an Alternative QoS Profile. The default value "false" shall apply, if the attribute is not present and has not been supplied previously.
	DisableUENotification

	packFiltAllPrec
	Uinteger
	C
	0..1
	Determines the order of TFT packet filter allocation for PCC rules. (NOTE 8)
	PackFiltAllocPrecedence

	nscSuppFeats
	map(SupportedFeatures)
	O
	1..N
	A map of Network Function Service Consumer features supported per service. The key used in this map for each entry is the ServiceName value as defined in 3GPP TS 29.510[29] (e.g. for Nsmf_EventExposure API, the key shall be set to nsmf-event-exposure).
	NscSupportedFeatures

	callInfo
	CallInfo
	O
	0..1
	Indicates the caller and the callee information.
	VBCforIMS

	traffParaData
	TrafficParaData
	O
	0..1
	Traffic Parameter measurement data.
	XRM_5G

	NOTE 1:	Arrays are only introduced for future compatibility. In this release of the specification the maximum number of elements in the array is 1.
NOTE 2:	For a PCC rule with the "appId" attribute, the precedence can be preconfigured in SMF or provided in the PCC rule from PCF. The precedence provided by the PCF shall take precedence.
NOTE 3:	Either the "flowInfos" attribute or "appId" attribute shall be supplied by the PCF when the PCC rule is initially provisioned. If the "appId" attribute is supplied, the PCF shall not modify the application identifier supplied within the "appId" attribute later.
NOTE 4:	The "precedence" attribute is used to specify the precedence of the PCC rule among all PCC rules associated with the PDU session. It includes an integer value in the range from 0 to 255 (decimal). The higher the value of the "precedence" attribute, the lower the precedence of that PCC rule is. The precedence value range from 70 to 99 (decimal) shall be used for the PCC rules subject to Reflective QoS.
NOTE 5:	For a MA PDU Session, Charging Data decision referred by the "refChgData" attribute applies to both accesses if there is no "refChgN3gData" attribute included. If there is a "refChgN3gData" attribute included, the Charging Data decision referred by the "refChgN3gData" attribute applies to non-3GPP access and the Charging Data decision referred by the "refChgData" attribute applies to 3GPP access. The value(s) of attribute(s) within the Charging Data decision except the "chgId" attribute referred by the "refChgN3gData" attribute shall be the same as the one(s) within the Charging Data decision referred by the "refChgData" attribute.
NOTE 6:	For a MA PDU Session, Usage Monitoring Data decision referred by the "refUmData" attribute applies to both accesses if there is no "refUmN3gData" attribute included. If there is a "refUmN3gData" attribute included, the Usage Monitoring Data decision referred by the "refUmN3gData" attribute applies to non-3GPP access and the Usage Monitoring Data decision referred by the "refUmData" attribute applies to 3GPP access.
NOTE 7:	If no "refChgData" attribute and/or "refChgN3gData" attribute is/are provisioned for a PCC rule, then this PCC rule shall not be subject to charging accordingly. If the "refChgData" attribute and/or "refChgN3gData" attribute is/are set to NULL for a PCC rule, then charging shall be deactivated accordingly for this PCC rule.
NOTE 8: 	If the PackFiltAllocPrecedence feature is supported, the packFiltAllPrec attribute shall be present in every PCC rule of the PDU Session when the PCC rule is installed for the first time.
NOTE 9:	The "burstArrivalTimeWnd" attribute, within the "tscaiInputUl" and/or "tscaiInputDl" attributes, and the "capBatAdaptation attribute are mutually exclusive.



Editor's Note:	It is FFS whether the PCF, based on local configuration and/or dynamic indication from the AF, can explicitly or implicitly indicate in the PCC rule the detection of last PDU of the data burst for the provided protocol description.
*** End of Changes ***
