

	
3GPP TSG-CT WG3 Meeting #129	C3-233609
Goteborg, Sweden, 21 - 25 August, 2023									(Revision of C3-233352)
	CR-Form-v12.2

	CHANGE REQUEST

	

	[bookmark: _GoBack]
	29.525
	CR
	0271
	rev
	1
	Current version:
	18.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Spending limits report for UE Policy

	
	

	Source to WG:
	Huawei, Ericsson, Nokia, Nokia Shanghai Bell, China Telecom

	Source to TSG:
	CT3

	
	

	Work item code:
	TEI18_SLAMUP
	
	Date:
	2023-08-09

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	In S2-2301635, SA2 clarifies that the policy decisions based on spending limits is a function that allows PCF to take actions related to the status of policy counters that are maintained in the CHF. The PCF for a UE can make policy decisions based on the spending limits report during the UE Policy Association Establishment/Modification/Termination procedures.
Hence, the UE Policy procedures should be enhanced to support the policies updated by the spending limits report provided by the CHF.

	
	

	Summary of change:
	1. Add the TS 29.594 in the Reference.
2. Update the procedures to support the policy impacted by the spending limits report.

	
	

	Consequences if not approved:
	Spending Limits for UE Policy is not supported.

	
	

	Clauses affected:
	2, 3.2, 4.1.3.1, 4.2.4.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	The CR does not impact any OpenAPI file.

	
	

	This CR's revision history:
	



Page 1


Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".
[5]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[6]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[7]	3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter mapping; Stage 3".
[8]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[9]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[10]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[11]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[12]	3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".
[13]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[bookmark: _Hlk518260138][14]	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".
[15]	3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[16]	3GPP TS 24.526: "UE policies for 5G System (5GS); Stage 3".
[17]	3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Data, Application Data and Structured Data for Exposure; Stage 3".
[18]	3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace control and configuration management".
[19]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[20]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[21]	IETF RFC 7807: "Problem Details for HTTP APIs".
[22]	3GPP TR 21.900: "Technical Specification Group working methods".
[23]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)". 
[24]	3GPP TS 24.587: "Vehicle-to-Everything (V2X) services in 5G System (5GS); Stage 3".
[25]	3GPP TS 24.588: "Vehicle-to-Everything (V2X) services in 5G System (5GS); User Equipment (UE) policies; Stage 3".
[26]	3GPP TS 29.505: "5G System; Usage of the Unified Data Repository service for Subscription Data; Stage 3".
[27]	3GPP TS 29.504:"5G System; Unified Data Repository Services; Stage 3".
[28]	3GPP TS 24.554: "Proximity based services (ProSe) in 5G system (5GS) protocol aspects; Stage 3".
[29]	3GPP TS 24.555: "Proximity based services (ProSe) in 5G system (5GS); User Equipment (UE) policies; Stage 3".
[30]	3GPP TS 29.523: "5G System; Policy Control Event Exposure Service; Stage 3".
[31]	3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".
[32]	3GPP TS 24.577: "Aircraft-to-Everything (A2X) services in 5G System (5GS) protocol aspects; Stage 3".
[33]	3GPP TS 24.588: "Aircraft-to-Everything (A2X) services in 5G System (5GS); UE policies".
[34]	3GPP TS 29.531: "5G System; Network Slice Selection Services; Stage 3"
[35]	3GPP TS 29.521: "5G System; Binding Support Management Service; Stage 3".
[36]	3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".
[37]	3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[38]	3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".
[39]	3GPP TS 29.594: "5G System; Spending Limit Control Service; Stage 3".

*** Next Change ***
[bookmark: _Toc28013369][bookmark: _Toc34222277][bookmark: _Toc36040460][bookmark: _Toc39134389][bookmark: _Toc43283336][bookmark: _Toc45134376][bookmark: _Toc49929976][bookmark: _Toc50024096][bookmark: _Toc51763584][bookmark: _Toc56594448][bookmark: _Toc67493790][bookmark: _Toc68169694][bookmark: _Toc73459299][bookmark: _Toc73459422][bookmark: _Toc74742959][bookmark: _Toc112918244][bookmark: _Toc120652745][bookmark: _Toc129205530][bookmark: _Toc129244349][bookmark: _Toc136530118][bookmark: _Toc136614715][bookmark: _Toc138691128]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5G-BRG	5G Broadband Residential Gateway
5G-CRG	5G Cable Residential Gateway
5G-RG	5G Residential Gateway
5G-VN	5G Virtual Network
A2X	Aircraft-to-Everything
A2XP	Aircraft-to-Everything Policy
AMF	Access and Mobility Management Function
ANDSP	Access Network Discovery and Selection Policy
API	Application Programming Interface
CHF	Charging Function
DNN	Data Network Name
EPS	Evolved Packet Core System
FN-RG	Fixed Network Residential Gateway
FN-BRG	Fixed Network Broadband Residential Gateway
FN-CRG	Fixed Network Cable Residential Gateway 
FQDN	Fully Qualified Domain Name
GPSI	Generic Public Subscription Identifier
GUAMI	Globally Unique AMF Identifier
HFC	Hybrid Fiber-Coaxial
HTTP	Hypertext Transfer Protocol
H-PCF	Home Policy Control Function
JSON	JavaScript Object Notation
N3AN	Non-3GPP access network
N3IWF	Non-3GPP InterWorking Function
[bookmark: _Hlk16691621]NID	Network Identifier
NF	Network Function
NRF	Network Repository Function 
NSWO	Non-Seamless WLAN Offload
OS	Operating System
OSId	Operating System Identity
PCF	Policy Control Function
PDU	Packet Data Unit
PEI	Permanent Equipment Identifier
PIN	Personal IoT Network
PRA	Presence Reporting Area 
ProSeP	5G ProSe Policy
PTI	Procedure Transaction Identity.
RSN	Redundancy Sequence Number
SNPN	Stand-alone Non-Public Network
SUPI	Subscription Permanent Identifier
TNGF	Trusted Non-3GPP Gateway Function
UDR	Unified Data Repository
UPSC	UE policy section code
UPSI	UE policy section identifier
URSP	UE Route Selection Policy 
V2X	Vehicle-to-Everything
V2XP	Vehicle-to-Everything Policy
V-PCF	Visited Policy Control Function 
W-5GAN	Wireline 5G Access Network
W-5GCAN	Wireline 5G Cable Access Network
W-AGF	Wireline Access Gateway Function
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For non-roaming scenarios, the Policy Control Function (PCF):
-	supports unified policy framework to govern network behaviour;
-	provides UE policy, including Access Network Discovery and Selection Policy (ANDSP), UE Route Selection Policy (URSP), Vehicle-to-Everything Policy (V2XP), Aircraft-to-Everything Policy (A2XP) and/or 5G ProSe Policy (ProSeP) via the AMF transparently to the UE; 
-	provides policy control request trigger(s) to the AMF;
[bookmark: _Hlk1147911]NOTE 1:	The PCF invokes the Namf_Communication service specified in 3GPP TS 29.518 [14] to provide the UE Policy. 
-	provides N2 PC5 policy, containing the PC5 QoS parameters used by NG-RAN for V2X communications and/or A2X communications and/or 5G ProSe via the AMF to the NG-RAN;
NOTE 2:	The PCF invokes the Namf_Communication service specified in 3GPP TS 29.518 [14] to provide the N2 PC5 Policy for V2X communications and/or A2X communications and/or 5G ProSe.
-	provides URSP via a PCF for a PDU session transparently to the UE in case of URSP provisioning in EPS; and
-	provides policy control request trigger(s) to a PCF for a PDU session in case of URSP provisioning in EPS.
-	support of N3IWF/TNGF selection based on the UE requested NSSAI.
For roaming scenarios, the Visited Policy Control Function (V-PCF):
-	provides policy control request trigger(s) to the AMF;
-	provides the ANDSP of the VPLMN via the AMF transparently to the UE; 
-	forwards the ANDSP, URSP, V2XP, A2XP and/or ProSeP received from the H-PCF via the AMF to the UE;
NOTE 3:	The V-PCF invokes the Namf_Communication service specified in 3GPP TS 29.518 [14] to provide the UE Policy.
-	forwards the N2 PC5 policy for V2X communications and/or and/or A2X communications 5G ProSe received from the H-PCF via the AMF to the NG-RAN;
NOTE 4:	The V-PCF invokes the Namf_Communication service specified in 3GPP TS 29.518 [14] to provide the N2 PC5 Policy for V2X communications and/or and/or A2X communications 5G ProSe.
-	for the LBO roaming scenarios, provides policy control request trigger(s) to a V-PCF for a PDU session in case of URSP provisioning in EPS; and
-	for the LBO roaming scenarios, forwards the URSP received from the H-PCF via a V-PCF for a PDU session to the UE in case of URSP provisioning in EPS.
For roaming scenarios, the Home Policy Control Function (H-PCF):
-	provides policy control request trigger(s) to the V-PCF; 
-	provides the UE policy (e.g. ANDSP, URSP, V2XP, A2XP or ProSeP) of the HPLMN to the V-PCF for forwarding to the UE via the the AMF;
-	provides the N2 PC5 policy for V2X communications and/or A2X communications and/or 5G ProSe to the V-PCF for forwarding to the NG-RAN via the AMF; and
-	for the LBO roaming scenarios, provides URSP of the HPLMN to the V-PCF for forwarding to the UE via a V-PCF for a PDU session in case of URSP provisioning in EPS.
Editor's Note: It is FFS how URSP provisioning in EPS is supported in Home Routed roaming scenarios.
The policy decisions made by the PCF may also be based on one or more of the following:
-	Information obtained from the UDR (e.g., UE Policy Subscription data and/or Service Parameter Data provided by the AF/NEF via the UDR); 
-	Information obtained from the AMF, e.g. UE related and access related information;
-	Information obtained from the NWDAF;
-	Information from the CHF about spending limits control; and
NOTE 5:	In this release of the specification, policy decisions based on spending limits control apply to URSP only.
-	PCF pre-configured policy context.

*** Next Change ***
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Figure 4.2.4.2-1 illustrates the policy update notification.



Figure 4.2.4.2-1: policy update notification
[bookmark: _Hlk6242437]NOTE:	For the roaming case, the PCF represents the V-PCF if the NF service consumer is an AMF and the PCF represents the H-PCF if the NF service consumer is a V-PCF.
The (V-)(H)-PCF may decide to update, based on external triggers (e.g. notifications received from UDR about new or updated service parameter data as described in 3GPP TS 29.519 [17]) or internal triggers (e.g., the activation of a pending policy counter provided via the Nchf_SpendingLimitControl Service as described in 3GPP TS 29.594 [33]) policy control request trigger(s) and in the roaming case, the H-PCF may also decide to update the UE Policy, the N2 PC5 policy for V2X communications if the "V2X" feature is supported and/or the N2 PC5 policy for A2X communications if the "A2X" feature is supported and/or the N2 PC5 policy for 5G ProSe if the "ProSe" feature is supported.
Editor's Note:	It is FFS if both V2X and A2X subscription is available at same time for the UE.
NOTE:	In this release of the specification, policy decisions based on policy counters provided via Nchf_SpendingLimitControl service apply only for non-roaming cases and UE policies refer to URSP only.
If the "EpsUrsp" feature is supported and the NF consumer is a PCF for a PDU session the PCF (H-PCF in the LBO roaming scenario) may decide to update policy control request triggers and/or to update the URSP.
Iif the SliceAwareANDSP feature is supported and the PCF has successfully delivered the updated ANDSP/WLANSP to the UE with the slice information for the corresponding non-3gpp node, the PCF may decide to notify the NF service consumer about this successful delivery.
The (V-)(H-)PCF shall then send an HTTP POST request with "{notificationUri}/update" as URI (where the Notification URI was previously supplied by the NF service consumer) to the NF service consumer and the PolicyUpdate data structure as request body encoded as described in clause 4.2.3.3.
Upon the reception of the HTTP POST request, the NF service consumer:
-	if the V-PCF is the NF service consumer, shall use the Namf_Communication Service defined in 3GPP TS 29.518 [14] to send "MANAGE UE POLICY COMMAND" message(s) with the received UE policy to the UE via the AMF and/or with the received N2 PC5 policy for V2X communications and/or A2X communications and/or 5G ProSe to the NG-RAN via the AMF;
Editor's Note:	It is FFS if both V2X and A2X subscription is available at same time for the UE.
-	if the V-PCF is the NF service consumer, shall provision the received policy control requested trigger(s) to the AMF using the Npcf_UEPolicyControl_UpdateNotify service operation according to the present clause;
-	if the AMF is the NF service consumer, shall enforce the received policy control request trigger(s);
-	if the "EpsUrsp" feature is supported and a PCF for a PDU session is the NF service consumer, shall behave as specified in clause 4.2.4.8;
-	shall either send a successful response indicating the success of the enforcement or an appropriate failure response, for the V-PCF as the NF service consumer taking into consideration a reply received from the possible Namf_Communication Service service operation and from the possible Npcf_UEPolicyControl_UpdateNotify service operation according to the previous bullets. In case of a successful response:
-	if the feature "ImmediateReport" is supported and the PCF provisioned the policy control request triggers related to PLMN change, PRA change, connectivity state change or location change, a "200 OK" response code and a response body with the corresponding available information in the "UeRequestedValueRep" data structure shall be returned in the response;
-	otherwise, a "204 No Content" response code shall be returned in the response; and
-	if errors occur when processing the HTTP POST request, shall send an HTTP error response as specified in clause 5.7; or
-	if the feature "ES3XX" is supported, and the NF service consumer determines the received HTTP POST request needs to be redirected, the NF service consumer shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [5]. 
If the feature "ErrorResponse" is supported and if the AMF as NF service consumer is not able to handle the notification but another unknown AMF could possibly handle the notification, it shall reply with an HTTP "404 Not found" error response.
If the (V-)PCF receives a "307 Temporary Redirect" response, the (V-)PCF shall resend the failed policy update notification request using the received URI in the Location header field as Notification URI. Subsequent policy update notifications, triggered after the failed one, shall be sent to the Notification URI provided by the NF service consumer during the corresponding policy association creation/update.
If the (V-)PCF becomes aware that a new AMF is requiring notifications (e.g. via the "404 Not found" response or via Namf_Communication service AMFStatusChange Notifications, see 3GPP TS 29.518 [14], or via link level failures), and the (V-)PCF knows alternate or backup IPv4,  Ipv6 Addess(es) or FQDN(s) where to send Notifications (e.g. via "altNotifIpv4Addrs",  "altNotifIpv6Addrs" or "altNotifFqdns" attributes received when the policy association was created or via AMFStatusChange Notifications, or via the Nnrf_NFDiscovery Service specified in 3GPP TS 29.510 [13] (using the service name and GUAMI obtained during the creation of the subscription) to query the other AMFs within the AMF set), the (V-)PCF shall exchange the authority part of the corresponding Notification URI with one of those addresses and shall use that URI in any subsequent communication. 
If the (V-)PCF received a "404 Not found" response, the (V-)PCF should resend the failed policy update notification request to that URI.

*** End of Changes ***
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