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1. Introduction
TS 23.433 is introduced the Sdd_ConnectionStatusEvent API for SEALDD Layer. It is proposed to merge the Sdd_ConnectionStatusEvent API to the Sdd_RegularTransmission API.

2. Reason for Change
The procedures of the Sdd_ConnectionStatusEvent API (as a part of the Sdd_RegularTransmission API) needs to be specified.

3. Conclusions
The procedures of the Sdd_ConnectionStatusEvent API (as a part of the Sdd_RegularTransmission API) are specified.

4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.548 V0.2.0.

*** First Change ***
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*** Next Change ***
5.A.B.C.D	Subscribe Connection Status Event
In order to subscribe to the SEALDD regular connection status events, the VAL Server shall send an HTTP POST message to the SEALDD Server targeting the URI of the "Connection Status Subscriptions" resource as specified in clause 6.A.2.2. The request body shall include the ConnectStatSubsc data structure as defined in clause 6.A.4.2.2.
Upon receiving the HTTP POST message as described above, the SEALDD server shall:
1.	verify the identity of the VAL Server and check if the VAL Server is authorized to create individual connection status subscription.
2.	if the VAL Server is authorized, the SEALDD Server shall:
a.	verify the received subscription request; and
b.	if the received request is valid, return the 201 Created status code with the ConnectStatSubsc structure.
and
3.	if the SEALDD server is unable to satisfy the request, the SEALDD server shall respond to the VAL Server with an appropriate error status code.

*** Next Change ***
5.A.B.C.F	Notify Connection Status Event
The SEALDD Server shall provide the Connection Status Event when the SEALDD Server establishes and releases SEALDD connections.
When the time for data transmission is about to start, the SEALDD server shall enforce the DD policy to trigger regular data transmission connection establishment using the following procedure:
1.	ensure location requirement for the VAL UE/VAL user using NEF or SEAL location monitoring services defined in 3GPP TS 29.522 [x1] and/or 3GPP TS 29.549 [15] if a spatial condition for UE is present in the DD policy;
2.	provide application guidance for URSP, request QoS, and subscribe to CN analytics based on the DD policy:
a.	if a special routing requirement for the SEALDD user plane traffic is present in the DD policy, the SEALDD server shall interact with 3GPP CN to provision service specific parameters with NEF as described in 3GPP TS 29.522 [x1];
b.	if the QoS requirements are present in the DD policy, the SEALDD Server shall use the NEF/PCF/SEAL NRM/EES service for QoS management. If the SEALDD server is connected to the PCF via the N5 reference point, the SEALDD server relies on the northbound Policy Authorization Service API exposed by the PCF as specified in 3GPP TS 29.514 [x2]. If the SEALDD server is connected to the PCF via NEF, AF Session with QoS Service API and/or the PFD Management northbound APIs exposed by the NEF as specified in 3GPP TS 29.522 [x1]. The SEALDD server may use the EES Session with QoS API as specified in 3GPP TS 29.558 [x] and/or SEAL NRM QoS functionality as described in 3GPP TS 29.549 [15].
c.	if the failure detection report is specified in the DD policy, the SEALDD server may subscribe to the CN analytics using DN Performance Analytics as defined in 3GPP TS 29.522 [x1].
and
3.	allocate an IP address and port for sending and receiving packet over SEALDD-S reference point, then the SEALDD Server sends the Connection Status Notification to the VAL Server with the "event" attribute set to "ESTABLISHED" as defined in clause 6.A.3.1.2.
When the SEALDD server decides to remove the connection based on the DD policy conditions (removal or validity time expiration, end time reached for SEALDD communication, or VAL UE/VAL user leaving the area of interest defined in the DD policy spatial condition), the SEALDD server sends the Connection Status Notification with the "event" attribute set to "RELEASED" as defined in clause 6.A.3.1.2.
In order to notify the VAL server about SEALDD connection status events, the SEALDD Server shall send an HTTP POST request message to the VAL server targeting the notification URI provided during the subscription creation as specified in clause 5.A.B.C.D.
Upon receiving the HTTP POST request message, the VAL server shall:
1.	process Connection Status Notification; and
2.	upon success, respond to the SEALDD Server with a "204 No Content" status code.

*** End of Changes ***
