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Revision1:
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- Change the Data type of PIN is FFS in the table and modify the format of EN;
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[bookmark: _Toc130549017][bookmark: _Toc85877110][bookmark: _Toc114212426]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
A-KID	AKMA Key IDentifier
A-TID	AKMA Temporary UE IDentifier
AAnF	AKMA Anchor Function
ACS	Auto-Configuration Server
AF	Application Function 
AKMA	Authentication and Key Management for Applications
AM	Access and Mobility management
ASTI	Access Stratum TIme distribution
BDT	Background Data Transfer
CAPIF	Common API Framework
CP	Communication Pattern
DN	Data Network
DNAI	DN Access Identifier
DNN	Data Network Name 
EAS	Edge Application Server
ECS	Edge Configuration Server
FQDN	Fully Qualified Domain Name
GMLC	Global Mobile Location Centre
GPSI	Generic Public Subscription Identifier
IPTV	Internet Protocol Television 
KAF	AKMA Application Key
MBS	Multicast/Broadcast Service
MB-SMF	Multicast/Broadcast Session Management Function
MO-LR	Mobile Originated Location Request
NEF	Network Exposure Function
NSAC	Network Slice Admission Control
NSACF	Network Slice Admission Control Function
PCF	Policy Control Function
PCRF	Policy and Charging Rule Function
PEGC	PIN Element with Gateway Capability
PFD	Packet Flow Description
PFDF	Packet Flow Description Function
PIN	Personal IoT Network
REST	Representational State Transfer
SCEF	Service Capability Exposure Function
SFC	Service Function Chaining
S-NSSAI	Single Network Slice Selection Assistance Information 
SSM	Source Specific IP Multicast address
TAI	Traffic Area Identity
TMGI	Temporary Mobile Group Identity
TSC	Time Sensitive Communication
TSCAI	Time Sensitive Communication Assistance Information
TSCTSF	Time Sensitive Communication and Time Synchronization Function
UDR	Unified Data Repository
UP	User Plane 
UPF	User Plane Function
URSP	UE Route Selection Policy
WB	Wide Band

*** Next Changes ***
5.11.2.3.8	Type: TrafficDescriptorComponents
Table 5.11.2.3.8-1: Definition of type TrafficDescriptorComponents
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	appDescs
	map(AppDescriptor)
	C
	1..N
	Describes the operation systems and the corresponding applications for each operation systems. The key of map is osId. (NOTE 2)
	

	flowDescs
	array(string)
	C
	1..N
	Destination IP 3 tuple(s) (IP address or IPv6 network prefix, port number, protocol ID of the protocol above IP). The content of the string has the same encoding as the IPFilterRule AVP value as defined in IETF RFC 6733 [54], applicable only to the destination IP 3 tuple(s). (NOTE 3)
	

	domainDescs
	array(string)
	C
	1..N
	FQDN(s) or a regular expression which are used as a domain name matching criteria. (NOTE 4)
	

	ethFlowDescs
	array(EthFlowDescription)
	C
	1..N
	Descriptor(s) for destination information of non-IP traffic in which only ethernet flow description is defined. (NOTE 3)
	

	dnns
	array(Dnn)
	C
	1..N
	This is matched against the DNN information provided by the application.
	

	connCaps
	array(ConnectionCapabilities)
	C
	1..N
	This is matched against the information provided by a UE application when it requests a network connection with certain capabilities.
	

	pinId
	FFS
	C
	0..1
	This is matched against a PIN ID for a specific PIN configured in the PEGC. (NOTE 5)
	PIN

	NOTE 1:	At least one attribute of the above Traffic descriptor components shall be present.
NOTE 2:	The information is used to identify the Application(s) that is(are) running on the UE's OS. The OSId does not include an OS version number. The OSAppId does not include a version number for the application.
NOTE 3:	"flowDescs" attribute and "ethFlowDescs" attribute are mutually exclusive.
NOTE 4:	The match of this traffic descriptor component does not require successful DNS resolution of the FQDN provided by the UE Application.
NOTE 5:	"pinId" attribute and other attributes are mutually exclusive.



Editor’s note:	The final data type of the "pinId" attribute is FFS.
*** Next Changes ***
[bookmark: _Toc114212065][bookmark: _Toc130549480]5.11.3	Used Features
The table below defines the features applicable to the ServiceParameter API. Those features are negotiated as described in clause 5.2.7 of 3GPP TS 29.122 [4].
Table 5.11.3-1: Features used by ServiceParameter API
	Feature number
	Feature Name
	Description

	1
	ProSe
	This feature indicates the support of UE policy and N2 information provisioning for 5G ProSe.

	2
	enNB
	Indicates the support of enhancements to the northbound interfaces.

	3
	AfNotifications
	This feature indicates the support of AF subscribed event(s) notifications.

	4
	Notification_websocket
	The delivery of notifications over Websocket is supported as described in 3GPP TS 29.122 [4]. This feature requires that the Notification_test_event feature is also supported.

	5
	Notification_test_event
	The testing of notification connection is supported as described in 3GPP TS 29.122 [4].

	6
	AfGuideURSP
	This feature indicates the support of AF guidance for URSP determination.

	7
	PIN
	This feature indicates the support of Personal IoT Network requirements.



*** End of Changes ***
