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For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
ADC	Application Detection and Control
5G-RG	5G Residential Gateway
AF	Application Function
AMF	Access and Mobility Management Function
API	Application Programming Interface
ATSSS	Access Traffic Steering, Switching, Splitting
ATSSS-LL	ATSSS Low-Layer
BBF	Broadband Forum
CHEM	Coverage and Handoff Enhancements using Multimedia error robustness feature
CHF	Charging Function
DCS	Default Credentials Server
DDD	Downlink Data Delivery
DDN	Downlink Data Notification
DetNet	Deterministic Networking
DN-AAA	Data Network Authentication, Authorization and Accounting
DNN	Data Network Name
DS-TT	Device-side TSN translator
DTS	Data Transport Service
EAS	Edge Application Server
ePDG	evolved Packet Data Gateway
FN-RG	Fixed Network Residential Gateway
GEO	Geosynchronous Orbit
GFBR	Guaranteed Flow Bit Rate
GUAMI	Globally Unique AMF Identifier
HFC	Hybrid Fiber Coax
HTTP	Hypertext Transfer Protocol
I-SMF	Intermediate SMF
LEO	Low Earth Orbit
MA	Multi-Access
MEO	Medium Earth Orbit
MPTCP	Multi-Path TCP Protocol
MTU	Maximum Transmission Unit
NAS	Non-Access-Stratum
NEF	Network Exposure Function
NF	Network Function
NID	Network Identifier
NRF	Network Repository Function
NWDAF	Network Data Analytics Function
NW-TT	Network-side TSN translator
ON-SNPN	Onboarding Standalone Non-Public Network
ONN	Onboarding Network
PCC	Policy and Charging Control
PCF	Policy Control Function
PFD	Packet Flow Description
PFDF	Packet Flow Description Function
PMIC	Port Management Information Container
PSA	PDU Session Anchor
PSAP	Public Safety Answering Point
QoS	Quality of Service
RTT	Round-Trip Time
SDF	Service Data Flow
SFC	Service Function Chaining
SMF	Session Management Function
SNPN	Stand-alone Non-Public Network
S-NSSAI	Single Network Slice Selection Assistance Information
SUPL	Secure User Plane for Location
TNAN	Trusted Non-3GPP Access Network
TWAN	Trusted WLAN Access Network
TSC	Time Sensitive Communication
TSCAI	Time Sensitive Communication Assistance Information
[bookmark: _Hlk79512033]TSCTSF	Time Sensitive Communication and Time Synchronization Function
TSN	Time Sensitive Networking
TSN GM	TSN Grand Master
UDM	Unified Data Management
UDR	Unified Data Repository
UE	User Equipment
UL CL	UpLink CLassifier
UMIC	User plane node Management Information Container
UPF	User Plane Function
URLLC	Ultra Reliable Low Latency Communication
W-5GAN	Wireline 5G Access Network
W-5GBAN	Wireline BBF Access Network
W-5GCAN	Wireline 5G Cable Access Network
W-AGF	Wireline Access Gateway Function
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A PCC rule is a set of information elements enabling the detection of a service data flow and providing parameters for policy control and/or charging control. There are two different types of PCC rules as defined in 3GPP TS 23.503 [6]:
-	Dynamic PCC rules: PCC rules that are dynamically provisioned by the PCF to the SMF. These PCC rules may be either predefined or dynamically generated in the PCF. Dynamic PCC rules can be installed, modified and removed at any time.
-	Predefined PCC rules: PCC rules that are preconfigured in the SMF. Predefined PCC rules can be activated or deactivated by the PCF at any time. Predefined PCC rules within the PCF may be grouped allowing the PCF to dynamically activate a set of PCC rules.
Additionally, predefined PCC rules may be grouped within the SMF as predefined PCC rule bases which allow the PCF to dynamically activate these sets of rules. In this case, the PCC rule identifier is used to hold the predefined PCC rule base identifier.
NOTE 1:	When the SMF interacts with the PCF for a PCC rule base, the PCF has no way of knowing which individual PCC rule of the PCC rule base caused the interaction. If such knowledge is required for specific PCC rules, then these PCC rules need to be implemented either as dynamic PCC rules or as predefined PCC rules that are not grouped in a PCC rule base. The SMF decision logic for interacting (or not) with the PCF about an event related to a PCC rule base is up to implementation and depends on the specific issue that triggered this interaction.
NOTE 2:	The operator can define a predefined PCC rule, to be activated by the SMF. Such a predefined rule is not explicitly known in the PCF.
A PCC rule consists of:
Table 4.1.4.2.1-1: PCC rule information elements
	[bookmark: historyclause]Information name
	Description
	Category

	Rule identifier
	Uniquely identifies the PCC rule, within a PDU Session.
It is used between PCF and SMF for referencing PCC rules.
	Mandatory

	
	Service data flow detection
	

	 Precedence
	Determines the order, in which the service data flow templates are applied at service data flow detection, enforcement and charging.
	Mandatory

	Service Data Flow Template
	For IP PDU traffic: Either a list of service data flow filters or an application identifier that references the corresponding application detection filter for the detection of the service data flow.
For Ethernet PDU traffic: Combination of traffic patterns of the Ethernet PDU traffic.
	Mandatory

	Mute for notification
	Defines whether application's start or stop notification is to be muted.
	Optional

	
	Charging
	

	Charging key
	The charging system (CHF) uses the charging key to determine the tariff to apply to the service data flow.
	Optional

	Service identifier
	The identity of the service or service component the service data flow in a rule relates to.
	Optional

	Sponsor Identifier
	An identifier, provided from the AF, which identifies the Sponsor, used for sponsored flows to correlate measurements from different users for accounting purposes.
	Optional

	Application Service Provider Identifier
	An identifier, provided from the AF, which identifies the Application Service Provider, used for sponsored flows to correlate measurements from different users for accounting purposes.
	Optional

	Charging method
	Indicates the required charging method for the PCC rule.
Values: online or offline or none.
	Optional

	Service Data flow handling while requesting credit
	Indicates whether the service data flow is allowed to start while the SMF is waiting for the response to the credit request.
Only applicable for charging method online.
	Optional

	Measurement method
	Indicates whether the service data flow data volume, duration, combined volume/duration or event shall be measured.
This is applicable to reporting, if the charging method is online or offline.
Note: Event based charging is only applicable to predefined PCC rules and PCC rules used for application detection filter (i.e. with an application identifier).
	Optional

	Application Function Record Information
	An identifier, provided from the AF, correlating the measurement for the Charging key/Service identifier values in this PCC rule with application level reports.
	Optional

	Service identifier level reporting
	Indicates that separate usage reports shall be generated for this Service identifier.
Values: mandated or not required.
	Optional

	
	Policy control
	

	5QI
	Identifier of the authorized QoS parameters for the service data flow.
	Mandatory

	ARP
	The Allocation and Retention Priority for the service data flow consisting of the priority level, the pre-emption capability and the pre-emption vulnerability.
	Mandatory

	Gate status
	The gate status indicates whether the service data flow, detected by the service data flow template, may pass (Gate is open) or shall be discarded (Gate is closed).
	Optional

	QoS Notification Control (QNC)
	Indicates whether notifications are requested from 3GPP NG-RAN when the GFBR can no longer (or again) be guaranteed for a QoS Flow during the lifetime of the QoS Flow.
	Optional

	Reflective QoS Control
	Indicates to apply reflective QoS for the SDF.
	Optional

	MBR (UL/DL)
	The uplink/downlink maximum bitrate authorized for the service data flow.
	Optional

	GBR (UL/DL)
	The uplink/downlink guaranteed bitrate authorized for the service data flow.
	Optional

	UL sharing indication
	Indicates resource sharing in uplink direction with service data flows having the same value in their PCC rule.
	Optional

	DL sharing indication
	Indicates resource sharing in downlink direction with service data flows having the same value in their PCC rule.
	Optional

	Redirect
	Redirect state of the service data flow (enabled/disabled).
	Optional

	Redirect Destination
	Controlled Address to which the service data flow is redirected when redirect is enabled.
	Optional

	Bind to default QoS Flow
	Indicates that the dynamic PCC rule shall always have its binding with the default QoS Flow.
	Optional

	Priority Level
	Indicates a priority in scheduling resources among QoS Flows.
	Optional

	Averaging Window 
	Represents the duration over which the guaranteed and maximum bitrate shall be calculated.
	Optional

	Maximum Data Burst Volume
	Denotes the largest amount of data that is required to be transferred within a period of 5G-AN PDB.
	Optional

	Disable UE notifications at changes related to Alternative QoS Profiles
	Indicates to disable QoS flow parameters signalling to the UE when the SMF is notified by the NG-RAN of changes in the fulfilled QoS situation. The fulfilled situation is either the QoS profile or an Alternative QoS Profile.
	Optional

	Precedence for TFT packet filter allocation
	Determines the order of TFT packet filter allocation for PCC rules
	Optional

	
	Access Network Information Reporting
	

	User Location Required
	The UE location(s) (e.g. the serving cell of the UE) is to be reported. When the corresponding QoS flow is deactivated, and if available, information on when the UE was last known to be in that location is also to be reported.
	Optional

	UE Timezone Required
	The time zone of the UE is to be reported.
	Optional

	
	Usage Monitoring Control
	

	Monitoring key
	The PCF uses the monitoring key to group services that share a common allowed usage.
	Optional

	
	N6-LAN Traffic Steering Enforcement Control
	

	Traffic steering policy identifier(s)
	Reference to a pre-configured traffic steering policy at the SMF.
	Optional

	Metadata
	Metadata of traffic for service fuction chaining handling
	Optional

	
	AF influenced Traffic SteeringApplication Function influence on traffic routing Enforcement Control
	

	Data Network Access Identifier
	Identifier of the target Data Network Access.
	Optional

	Per DNAI: Traffic steering policy identifier
	Reference to a pre-configured traffic steering policy at the SMF.
	Optional

	Per DNAI: N6 traffic routing information
	Describes the information necessary for traffic steering to the DNAI.
	Optional

	Information on AF subscription to UP path changes events
	Indicates whether a notification in case of UP path change is requested, as well as the destination(s) for where to provide the notification.
	Optional

	Indication of UE IP address preservation
	Indicates UE IP address should be preserved.
	Optional

	Indication of traffic correlation
	Indicates that the target PDU Sessions should be correlated via a common DNAI in the user plane. (NOTE 5)
	Optional

	Information on User Plane Latency requirements
	Indicates the user plane latency requirements.
	Optional

	EAS IP replacement information
	Contains EAS IP replacement information (i.e. IP addresses and port numbers of source and target EAS).
	Optional

	Indication for simultaneous connectivity at edge relocation
	Indicates request from the AF for temporary simultaneous connectivity over source and target PSA at edge relocation. It may provide AF guidance to determine when the connectivity over the source PSA can be removed.
	Optional

	Indication of EAS rediscovery.
	Indicates the rediscovery of EAS.
	Optional

	
	RAN support information
	

	UL Maximum Packet Loss Rate
	The maximum rate for lost packets that can be tolerated in the uplink direction for the service data flow.
	Optional

	DL Maximum Packet Loss Rate
	The maximum rate for lost packets that can be tolerated in the downlink direction for the service data flow.
	Optional

	
	MA PDU Session Control
	

	Application descriptors
	Identifies the application traffic for which MA PDU Session control is required based on the Steering functionality, the Steering mode, the Steering mode indicator and the Threshold values.
	Optional

	Steering Functionality
	Indicates the applicable traffic steering functionality.
	Optional

	Steering mode (UL/DL)
	Indicates the UL and/or DL traffic distribution rules between the 3GPP and Non-3GPP accesses together with associated parameters (when applicable) for the traffic matching the service data flow.
	Optional

	Steering mode indicator
	Indicates either autonomous load-balance operation or UE-assistance operation, if the steering mode is set to "LOAD_BALANCING".
	Optional

	Threshold values
	Indicates the threshold value(s) for maximum RTT and/or maximum Packet Loss Rate.
	Optional

	Charging for Non-3GPP access
	Indicates parameters used for charging packets carried via Non-3GPP access for a MA PDU Session. The same set of parameters as for the Charging information above applies. If a parameter is not included here, the value provided in the Charging information above applies.
	Optional

	Usage Monitoring for Non-3GPP access
	Indicates parameters used to monitor usage of the packets carried via Non-3GPP access for a MA PDU Session. The same set of parameters as for the Usage Monitoring information above applies. If a parameter is not included here, the value provided in the Usage Monitoring information above applies.
	Optional

	
	IPTV (NOTE 1)
	

	IP Multicast traffic control information
	Indicates whether the service data flow, corresponding to the service data flow template, is allowed or not allowed.
	Optional

	
	QoS Monitoring
	

	QoS parameter(s) to be measured
	Indicates the QoS parameters to be monitored, e.g.UL packet delay, DL packet delay or round trip packet delay.
	Optional

	Reporting frequency
	Defines the frequency for the reporting, such as event triggered, periodic, or when the PDU Session is released.
	Optional

	Target of reporting
	Defines the target of the QoS Monitoring reports; it corresponds tor the AF, as decided by the PCF or included when the indication of direct event notification is received from the AF.
	Optional

	Indication of direct event notification
	Indicates that the QoS Monitoring event shall be reported by the UPF directly to the AF or Local NEF indicated by the Target of reporting. 
	Optional

	
	Alternative QoS Parameter Sets (NOTE 2)
	

	Packet Delay Budget
	Indicates the packet delay budget in this Alternative QoS Parameter Set.
	Optional

	Packet Error Rate
	Indicates the packet error rate in this Alternative QoS Parameter Set.
	Optional

	GBR (UL/DL)
	The uplink/downlink guaranteed bitrate authorized for the service data flow in this Alternative QoS Parameter Set.
	Optional

	
	TSCAI Input container
	

	Burst Arrival Time
	Indicates the burst arrival time in reference to TSN GM for TSN  or external GM for non-TSN applications at ingress port.
	Optional

	Periodicity
	The time period (in reference to TSN GM for TSN or external GM for non-TSN applications) between start of two bursts.
	Optional

	Flow Direction
	Direction of the flow.
	Optional

	Survival Time
	It refers to the time period an application can survive without any burst. It is expressed in reference to the TSN GM for TSN and external GM for non-TSN applications.
	Optional

	Time Domain
	Indicate the (g)PTP domain the (TSN)AF is located in.
	Optional

	Burst Arrival Time window
	Indicates the acceptable earliest and latest arrival time of the data burst in reference to the external GM for non-TSN applications at ingress port.
	Optional

	Capability for BAT adaptation
	Indicates the capability for AF to adjust the burst sending time according to the network provided Burst Arrival Time offset.
	Optional

	Periodicity Range
	Indicates the capability for AF to adjust the periodicity and provides the acceptable range. It can be formulated as lower bound and upper bound of the Periodicity.
	Optional

	NOTE 1:	Only applicable to the 5G-RG connecting to the 5GC via NG-RAN as defined in Annex C.
NOTE 2:	Only applicable for GBR service data flow with QoS Notification Control enabled.
NOTE 3: 	The parameter "Bind to QoS Flow associated with the default QoS rule and apply PCC rule parameters" defined in table 6.3.1 of 3GPP TS 23.503 [6] is implemented as follows: a default QoS with a GBR type or delay critical GBR type 5QI and a PCC rule bound to the default QoS flow are provisioned as defined in clause 4.2.6.2.1.
NOTE 4: 	The parameter "Indication of exclusion from session level monitoring" defined in table 6.3.1 of 3GPP TS 23.503 [6] is implemented as follows: a PCC rule identifier is included within the "exUsagePccRuleIds" attribute of the UsageMonitoringData instance of PDU session level usage monitoring to indicate that the service data flow shall be excluded from PDU Session usage monitoring as defined in clause 4.2.6.5.3.
NOTE 5: 	The indication of traffic correlation shall be provided only when all the PDU sessions related to the 5G VN group member UEs should be correlated by a common DNAI in the user plane for the traffic as described in 3GPP TS 23.501 [2], clause 5.6.7.1 and clause 5.29.



The above information is organized into a set of decision data objects as defined in clause 4.1.4.4. The exact encoding of PCC rules is defined in clause 5.6.2.6.
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If the TSC feature is supported, the PCF may instruct the SMF to apply a traffic steering control for the purpose of: 
-	steering the subscriber's traffic to an appropriate operator or 3rd party service functions (e.g. NAT, antimalware, parental control, DdoS protection) in the N6-LAN or 5G-LAN type of services according to operator policy or, if the "SFC" feature is supported, according to the information of AF influenced service function chaining, and/or
-	enabling the routing of the user traffic to a local Data Network identified by a DNAI per AF request. When the "CommonEASDNAI" feature is supported, the procedure is also used by a NF service consumer to request to select a common EAS or a common DNAI for a set of UE associated with the same traffic correlation Id accessing the application identified by the service data flow template.
If the "SFC" feature is supported, the PCF may instruct the SMF to apply both traffic steering controls above simultaneously.
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This procedure is only applicable in non-roaming and home-routed scenarios.
For the purpose of steering the subscriber's traffic to an appropriate operator or 3rd party service functions in the N6-LAN or steering the 5G-LAN type of services based on network operator configured policies not related to an AF request to influence service function chaining, the PCF shall include within the PccRule data structure a reference to the relevant Traffic Control Data decision and:
-	include within the PccRule data structure either the application to be detected identified by the "appId" attribute or the service data flow to be detected identified by the "flowInfos" attribute; and
-	include a "traffContDecs" attribute containing the corresponding Traffic Control Data decision within the SmPolicyDecision, if it has not been previously provided. In this case, the PCF shall include directly within this Traffic Control Data decision a traffic steering policy identifier for downlink within the "trafficSteeringPolIdDl" attribute and/or a traffic steering policy identifier for uplink within the "trafficSteeringPolIdUl" attribute.
When the "SFC" feature is supported, for the purpose of steering the subscriber's traffic to an appropriate operator or 3rd party service functions in the N6-LAN or steering the 5G-LAN type of services related to an AF request to influence service function chaining, the PCF shall determine if the ongoing PDU Session is impacted by the steering of traffic to a Service Function Chain as follows:
-	If the AF request includes the individual IP address/ prefix allocated to a UE or the UE MAC address, the PCF shall store the received traffic steering control information and perform session binding as defined in clause 6.2 of 3GPP TS 29.513 [7] to determine the impacted PDU session.
-	Otherwise, the PCF fetches from the UDR, as defined in 3GPP TS 29.519 [15], the traffic steering control information applicable for a UE, any UE or an Internal Group Id (if received in the SMF request).
Then the PCF authorizes the request for influencing service function chaining. For the impacted PDU Session that corresponds to the AF request, the PCF shall take into account, if available, the service function chaining indication stored in the policy data subscription information in the UDR, as defined in 3GPP TS 29.519 [15], to determine whether it is allowed to generate PCC rules with traffic steering information based on AF request information. When allowed, the PCF shall generate PCC rules with traffic steering control information and provide the corresponding Traffic Control Data decision as described above. In this case the traffic steering policy identifier for downlink and uplink traffic may be obtained from the SFC ID provided by the AF. Additionally, the Traffic Control Data decision may include metadata if provided by the AF.
NOTE:	In case there is both a network operator configured policy for N6-LAN Traffic Steering in PCF and an AF-provided SFC ID mapping to traffic steering control information, the PCF decides based on local configuration which one takes precedence.
The PCF may also provision the traffic steering control information by activating pre-defined PCC rule(s) in the SMF.
If traffic steering policy provided in the "trafficSteeringPolIdUl" and/or "trafficSteeringPolIdDl" attribute are invalid or unknown, or the enforcement of the steering of the traffic failed, the SMF shall return a PCC Rule Error Report, as specified in clauses 4.2.3.16 and 4.2.4.15, and set the "failureCode" attribute to "TRAFFIC_STEERING_ERROR".
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Table 5.6.2.10-1: Definition of type TrafficControlData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	tcId
	string
	M
	1
	Univocally identifies the traffic control policy data within a PDU session.
	

	flowStatus
	FlowStatus
	O
	0..1
	Enum determining what action to perform on traffic. Possible values are: [enable, disable, enable_uplink, enable_downlink]. The default value "ENABLED" shall apply, if the attribute is not present and has not been supplied previously.
	

	redirectInfo
	RedirectInformation
	O
	0..1
	It indicates whether the detected application traffic should be redirected to another controlled address.
	ADC

	addRedirectInfo
	array(RedirectInformation)
	O
	1..N
	Additional redirection information.
Each element indicates whether the detected application traffic should be redirected to another controlled address.
	ADCmultiRedirection

	muteNotif
	boolean
	O
	0..1
	Indicates whether application's start or stop notifications are to be muted. 
It shall be set to true to indicate application’s start or stop notifications are muted. When it is set to false, it indicates application’s start or stop notifications are not muted. The default value false shall apply, if the attribute is not present and has not been supplied previously.
	ADC

	trafficSteeringPolIdDl
(NOTE 1)
	string
	O
	0..1
	Reference to a pre-configured traffic steering policy for downlink traffic at the SMF.
	TSC

	trafficSteeringPolIdUl
(NOTE 1)
	string
	O
	0..1
	Reference to a pre-configured traffic steering policy for uplink traffic at the SMF.
	TSC

	metadata
	Metadata
	C
	0..1
	This datatype contains opaque information for the service functions in the N6-LAN that is provided by AF and transparently sent to UPF. May be only provided when "trafficSteeringPolIdDl" and/or "trafficSteeringPolIdUl" are provided for the first time.
	SFC

	routeToLocs
(NOTE 1)
	array(RouteToLocation)
	O
	1..N
	A list of location(s) to which the traffic shall be routed for the AF request.
	TSC

	maxAllowedUpLat
	UintegerRm
	O
	0..1
	Indicates the target user plane latency in units of milliseconds. The SMF may use this value to decide whether edge relocation is needed to ensure that the user plane latency does not exceed the value.
	AF_latency

	easIpReplaceInfos
	array(EasIpReplacementInfo)
	O
	1..N
	Contains EAS IP replacement information.
	EASIPreplacement

	traffCorreInd
	boolean
	O
	0..1
	Indication of traffic correlation. If it is included and set to "true", traffic should be correlated; The default value "false" applies, if the attribute is not present and has not been supplied previously. (NOTE 2)
	

	tfcCorreInfo
	TrafficCorrelationInfo
	O
	0..1
	Contains the information for traffic correlation.
	CommonEASDNAI

	simConnInd
	boolean
	O
	0..1
	Indication of simultaneous connectivity temporarily maintained for the source and target PSA. If it is included and set to "true", temporary simultaneous connectivity should be kept. The default value "false" applies, if the attribute is not present and has not been supplied previously.
	SimultConnectivity

	simConnTerm
	DurationSec
	C
	0..1
	Indication of the minimum time interval to be considered for inactivity of the traffic routed via the source PSA during the edge re-location procedure. 
It may be included when the "simConnInd" attribute is set to true. 
	SimultConnectivity

	upPathChgEvent
	UpPathChgEvent
	O
	0..1
	Contains the information about the AF subscription to UP path change events.
	TSC

	steerFun
	SteeringFunctionality
	O
	0..1
	Indicates the applicable traffic steering functionality.
	ATSSS

	steerModeDl
	SteeringMode
	O
	0..1
	Determines the traffic distribution rule across 3GPP and Non-3GPP accesses to apply for downlink traffic.
	ATSSS

	steerModeUl
	SteeringMode
	O
	0..1
	Determines the traffic distribution rule across 3GPP and Non-3GPP accesses to apply for uplink traffic.
	ATSSS

	mulAccCtrl
	MulticastAccessControl
	O
	0..1
	Indicates whether the service data flow, corresponding to the service data flow template, is allowed or not allowed. The default value "NOT_ALLOWED" applies, if the attribute is not present and has not been supplied previously.
	WWC

	NOTE 1:	If "SFC" feature is not supported, traffic steering policy identifier(s) (i.e. "trafficSteeringPolIdDl" attribute and/or "trafficSteeringPolIdUl" attribute) and N6 traffic routing requirements (i.e. "routeToLocs" attribute) are mutually exclusive; otherwise, they can be provided simultaneously.
NOTE 2:	The TSC feature shall be supported in order to support this attribute. The Indication of traffic correlation shall be provided only when all the PDU sessions related to the 5G VN group member UEs should be correlated by a common DNAI in the user plane for the traffic as described in 3GPP TS 23.501 [2], clause 5.6.7.1 and clause 5.29.



	End of changes



