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Additional discussion(if needed):
Proposed changes:
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Figure 4.2.3.4-1: PCF for an MBS Session Binding information Deregistration procedure
1.	The NF service consumer shall invoke the Nbsf_Management_Deregister service operation to deregister an existing PCF for an MBS Session Binding at the BSF. The NF service consumer shall send for this purpose an HTTP DELETE request targeting the URI of the concerned "Individual PCF for an MBS Session Binding" resource, i.e. "{apiRoot}/nbsf-management/<apiVersion>/pcf-mbs-bindings/{bindingId}".
2.	Upon success, the BSF shall delete the concerned "Individual PCF for an MBS Session Binding" resource and respond to the NF service consumer with an HTTP "204 No Content" status code.
	If errors occur when processing the HTTP DELETE request, the BSF shall apply the error handling procedures specified in subclause 5.7.
If the BSF determines the received HTTP DELETE request needs to be redirected, the BSF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

*** 2nd Change ***
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Figure 4.2.4.4-1: PCF for an MBS Session Binding Retrieval procedure
1.	The NF service consumer (e.g. NEF, MBSF, AF) shall invoke the Nbsf_Management_Discovery service operation to obtain from the BSF the addressing information of the selected PCF for an MBS Session. The NF service consumer shall send for this purpose an HTTP GET request targeting the "PCF for an MBS Session Bindings" resource URI, i.e. "{apiRoot}/nbsf-management/<apiVersion>/pcf-mbs-bindings", which shall include the following query parameters:
-	the identifier of the MBS Session to which the requested MBS Session binding is related, within the "mbs-session-id" query parameter; and
2.	Upon reception of the HTTP GET request with: "{apiRoot}/nbsf-management/<apiVersion>/pcf-mbs-bindings" as Resource URI, the BSF shall search the corresponding binding information. Then,
-	if the HTTP GET request from the NF service consumer is accepted and a corresponding "Individual PCF for an MBS Session Binding" resource matching the provided query parameters exists, the BSF shall respond with an HTTP "200 OK" response, as shown in figure 4.2.4.4-1, step 2, containing the corresponding "PcfMbsBinding" data structure, as provided by the PCF during the Nbsf_Management_Register Service Operation, in the response body containing PCF addressing information, and if available, the related PCF Set Id and PCF instance Id; and
-	if there is no PCF binding information for an MBS Sessiona UE matching the received query parameters, the BSF shall respond with an HTTP "200 OK" response with an empty array (i.e. "[ ]" in JSON).
NOTE:	If the NF service consumer (such as the AF, NEF or MBSF) is not able to reach the received PCF address(es), the NF service consumer can use the PCF Set Id and the PCF instance Id as specified in subclause 8.6 of 3GPP TS 29.513 [5].
	If errors occur when processing the HTTP GET request, the BSF shall apply the error handling procedures, as specified in subclause 5.7.
 If an invalid combination of query parameters (i.e. a combination without MBS Session Id) is contained in the request URI, the BSF shall respond with an HTTP "400 Bad Request" error code containing "MANDATORY_QUERY_PARAM_MISSING" as application error within the ProblemDetails IE. If more than one Individual PCF for an MBS Session Binding resources are found, the BSF shall respond with an HTTP "400 Bad Request" error code containing "MULTIPLE_BINDING_INFO_FOUND" as application error within the ProblemDetails IE.
If the "PCF for an MBS Session Bindings" resource does not exist, the BSF shall respond with a "404 Not Found" HTTP error code.

*** 3rd Change ***
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Figure 4.2.5.4-1: NF service consumer updates an existing PCF for an MBS Session binding information
1.	The NF service consumer (e.g. PCF handling the MBS Session) shall invoke the Nbsf_Management_Update service operation to request the modification of an existing PCF for an MBS Session binding information for an MBS Session at the BSF. The NF service consumer shall send for this purpose an HTTP PATCH request targeting the URI of the concerned "Individual PCF for an MBS Session Binding" resource, i.e. "{apiRoot}/nbsf-management/<apiVersion>/pcf-mbs-bindings/{bindingId}", with the request body containing the PcfMbsBindingPatch data structure including the requested modifications.
2.	Upon successful modification of the PCF for an MBS Session binding, the BSF shall respond with either:
-	an HTTP "200 OK" status code with the response body containing a representation of the updated "Individual PCF for an MBS Session Binding" resource wihin the PcfMbsBinding data structure; or
-	an HTTP "204 No Content" status code.
	If errors occur when processing the HTTP PATCH request, the BSF shall apply the error handling procedures specified in subclause 5.7.
If the BSF determines the received HTTP PATCH request needs to be redirected, the BSF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

*** End of Changes ***
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