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1. Introduction
TS 29.543 is introduced under AIMLsys work item for the specification of new Data Transfer Policy Control Services.

2. Reason for Change
The procedures for the Npcf_PDTQPolicyControl service operations Create, Update and Notify need to be specified.

3. Conclusions

4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.543 V0.0.0.

*** First Change ***
[bookmark: _Toc510696579][bookmark: _Toc35971371][bookmark: _Toc128732948]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[bookmark: _MCCTEMPBM_CRPT13930000___5][6]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[7]	3GPP TR 21.900: "Technical Specification Group working methods".
[8]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[9]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[10]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[11]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[12]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[13]	IETF RFC 7807: "Problem Details for HTTP APIs".
[16]	3GPP TS 29.504: "5G System; Unified Data Repository Services; Stage 3".
[17]	3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Data, Application Data and Structured Data for exposure; Stage 3".
[18]	3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".

*** Next Change ***
[bookmark: _Toc510696583][bookmark: _Toc35971375][bookmark: _Toc128732952]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
<ACRONYM>	<Explanation>

AF	Application Function
ASP	Application Service Provider
DNN	Data Network Name
NWDAF	Network Data Analytics Function
S-NSSAI	Single Network Slice Selection Assistance Information
TAI	Tracking Area Identity
UDR	Unified Data Repository

*** Next Change ***
[bookmark: _Toc510696591][bookmark: _Toc35971383][bookmark: _Toc128732960]5.2.2.2	Npcf_PDTQPolicyControl_Create service operation<Service operation 1>

*** Next Change ***
[bookmark: _Toc510696592][bookmark: _Toc35971384][bookmark: _Toc128732961]5.2.2.2.1	General
The Npcf_PDTQPolicyControl_Create service operation is used by an NF service consumer to request the PCF to create an "Individual PDTQ policy" resource.
The following procedure using the Npcf_PDTQPolicyControl_Create service operation is supported:
-	retrieval of PDTQ policies.
This clause provides a general description of the service operation.

*** Next Change ***
[bookmark: _Toc510696593][bookmark: _Toc35971385][bookmark: _Toc128732962]5.2.2.2.2	Retrieval of PDTQ policies<Procedure 1 using service operation 1 of service 1>
This procedure is used by the NF service consumer to request PDTQ policies from the PCF, as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [14].
[bookmark: _Hlk505778999]Figure 5.2.2.2.2-1 illustrates retrieval of PDTQ policies.


Figure 5.2.2.2.2-1: Retrieval of PDTQ policies
[bookmark: _Hlk505257778]In order to get PDTQ policies, the NF service consumer shall invoke the Npcf_PDTQPolicyControl_Create service operation by sending an HTTP POST request to the URI representing a "PDTQ policies" collection resource of the PCF (as shown in figure 5.2.2.2.2-1, step 1). The NF service consumer shall include in a body of the HTTP POST request a PdtqPolicyData data type which shall contain:
[bookmark: _Hlk505258184]a)	an ASP identifier in the "aspId" attribute;
b)	an expected number of UEs in the "numOfUes" attribute;
c)	a list of desired time windows in the "desTimeInts" attribute;
d)	requested QoS requirements provided as a QoS Reference in the "qosReference" attribute or as a QoS parameter set in the "qosParamSet" attribute that shall contain one or more of the following individual QoS parameters:
1)	Priority Level in the "priorLevel" attribute;
2)	Maximum Burst Size:
A)	if the Maximum Burst Size value is greater than 4095 Bytes in the "extMaxBurstSize" attribute; or
B)	if the Maximum Burst Size value is lower than or equal to 4095 Bytes in the "maxBurstSize" attribute;
3)	5GS Delay in the "pdb" attribute;
4)	Maximum Bitrate in downlink and/or uplink directions in the "maxBitRateDl" and/or "maxBitRateUl" attributes;
5)	Guaranteed Flow Bitrate in downlink and/or uplink directions in the "gfbrDl" and/or "gfbrUl" attributes; and
6)	Packet Error Rate in the "per" attribute,
and may contain:
a)	a network area information (e.g. list of TAIs and/or list of NG-RAN nodes and/or list of cells identifiers) in the "nwAreaInfo" attribute;
b)	a DNN corresponding to the ASP identifier, in the "dnn" attribute;
c)	an S-NSSAI corresponding to the ASP identifier, in the "snssai" attribute; and
d)	alternative service requirements provided as:
1)	one or more alternative QoS References in a prioritized order in the "altQosRefs" attribute; or
2)	one or more alternative QoS Parameter Sets in a prioritized order in the "altQosParamSets" attribute which shall contain one or more of the following individual QoS parameters:
A)	5GS Delay in the "pdb" attribute;
B)	Guaranteed Flow Bitrate in downlink and/or uplink directions in the "gfbrDl" and/or "gfbrUl" attributes; and
C)	Packet Error Rate in the "per" attribute; and
e)	a notification URI in the "notifUri" attribute and a request to enable a PDTQ warning notification for the planned data transfer with QoS requirements in the "warnNotifReq" attribute.
Upon the reception of the HTTP POST request from the NF service consumer indicating a PDTQ policies request, the PCF:
a)	shall invoke the Nudr_DataRepository_Query service operation, as described in 3GPP TS 29.504 [16] and 3GPP TS 29.519 [17], to request from the UDR all existing PDTQ policies;
b)	may invoke the Nnwdaf_EventsSubscription_Subscribe service operation and/or the Nnwdaf_AnalyticsInfo_Request service operation as described in 3GPP TS 29.520 [18], to get from the NWDAF the Network Performance analytics or the DN Performance analytics;
c)	shall determine one or more acceptable PDTQ policy based on:
[bookmark: _Hlk505258049]1)	information provided by the NF service consumer; and
2)	other available information (e.g. the network analytics related to "Network Performance" or "DN Performance", the existing PDTQ policies, the network policy);
d)	shall create a PDTQ Reference ID;
e)	shall send to the NF service consumer a "201 Created" response to the HTTP POST request, as shown in figure 5.2.2.2.2-1, step 2. The PCF shall include in the "201 Created" response a Location header field containing the URI of the created "Individual PDTQ policy" resource, and the response body with a PdtqPolicyData data type which shall contain:
1)	acceptable PDTQ policy/ies in the "pdtqPolicies" attribute. For each included PDTQ policy, the PCF shall provide:
A)	an identity of a PDTQ policy represented as an integer value greater than zero in the "pdtqPolicyId" attribute; and
B)	recommended time window in the "recTimeInt" attribute; and
2)	the PDTQ Reference ID in the "pdtqRefId" attribute; or
f)	if the PCF cannot successfully fulfil the received HTTP POST request due to the internal PCF error or due to the error in the HTTP POST request, shall send the HTTP error response as specified in clause 6.1.7.
Editor's Note:	Redirection cases and API specific error cases are FFS.
If the PCF included in the PdtqPolicyData data type:
-	more than one PDTQ policy, the PCF shall wait for an indication about selected PDTQ policy from the NF service consumer as described in clause 5.2.2.3.2; or
-	only one PDTQ policy, the PCF shall invoke the Nudr_DataRepository_Update service operation, as described in 3GPP TS 29.504 [16] and 3GPP TS 29.519 [17], to update the UDR with the selected PDTQ policy, the corresponding PDTQ Reference ID, the expected number of UEs, the list of desired time windows, the QoS Reference or individual QoS parameters, whether the AF accepts PDTQ policy renegotiation and, if available, the network area information and the alternative service requirements listed in a prioritized order for the provided ASP identifier.

*** Next Change ***
[bookmark: _Toc510696594][bookmark: _Toc35971386][bookmark: _Toc128732963]5.2.2.2.3	<Procedure 2 using service operation 1 of service 1>
And so on if there are more than 2 procedures that need to be described for the service.
Clauses 5.2.2.2.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods.

*** Next Change ***
[bookmark: _Toc510696595][bookmark: _Toc35971387][bookmark: _Toc128732964]5.2.2.3	Npcf_PDTQPolicyControl_Update service operation<Service operation 2>
And so on if there are more than 2 service operations to be described for the service.
5.2.2.3.1	General
The Npcf_PDTQPolicyControl_Update service operation is used by an NF service consumer to request the PCF to update an existing "Individual PDTQ policy" resource.
The following procedures using the Npcf_PDTQPolicyControl_Update service operation are supported:
-	indication about selected PDTQ policy; and
-	modification of a PDTQ warning notification request indication.
Editor's Note:	The procedure to renegotiate the different time window as indicated in 3GPP TS 23.503 [14] is FFS.
5.2.2.3.2	Indication about selected PDTQ policy
This procedure is used by the NF service consumer to inform the PCF about selected PDTQ policy, as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [14], if the AF has selected the PDTQ policy from the received list of PDTQ policies after:
-	retrieval of PDTQ policies as described in clause 5.2.2.2.2; or
-	reception of a PDTQ warning notification as described in clause 5.2.2.4.2.
Figure 5.2.2.3.2-1 illustrates an indication about selected PDTQ policy.


Figure 5.2.2.3.2-1: Indication about selected PDTQ policy
[bookmark: _Hlk129851376]In order to inform the PCF about selected PDTQ policy, the NF service consumer shall invoke the Npcf_PDTQPolicyControl_Update service operation by sending an HTTP PATCH targeting the URI of the corresponding "Individual PDTQ policy" resource (as shown in figure 5.2.2.3.2-1, step 1). The NF service consumer shall include in a body of the HTTP PATCH request a PdtqPolicyPatchData data type which shall contain:
a)	if the AF has selected the PDTQ policy, the identifier of the selected PDTQ policy in the "selPdtqPolicyId" attribute; or
[bookmark: _Hlk129851904]b)	in case of a PDTQ policy renegotiation and if the AF has not selected any PDTQ policy, the "selPdtqPolicyId" attribute set to value "0" to indicate no PDTQ policy is selected.
Upon the reception of the HTTP PATCH request from the NF service consumer, the PCF:
a)	in case of the initial PDTQ policy negotiation, may invoke the Nudr_DataRepository_Update service operation, as described in 3GPP TS 29.504 [16] and 3GPP TS 29.519 [17], with the selected PDTQ policy, the corresponding PDTQ Reference ID, the expected number of UEs, the list of desired time windows, the QoS Reference or individual QoS parameters, whether the AF accepts PDTQ policy renegotiation and, if available, the network area information and the alternative service requirements listed in a prioritized order for the provided ASP identifier;
b)	in case of the PDTQ policy renegotiation:
1)	if the PDTQ policy is selected, may invoke the Nudr_DataRepository_Update service operation, as described in 3GPP TS 29.504 [16] and 3GPP TS 29.519 [17], to update the UDR with the selected PDTQ policy; or
2)	if no PDTQ policy is selected, may invoke the Nudr_DataRepository_Delete service operation, as described in 3GPP TS 29.504 [16] and 3GPP TS 29.519 [17], to remove the PDTQ policy from the UDR; and
c)	shall acknowledge the received HTTP PATCH request by sending to the NF service consumer:
1)	a "204 No Content" response (as shown in figure 5.2.2.3.2-1, step 2a);
2)	a "200 OK" response (as shown in figure 5.2.2.3.2-1, step 2b) with a PdtqPolicyData data type in the response body; or
3)	if the PCF cannot successfully fulfil the received HTTP PATCH request due to the internal PCF error or due to the error in the HTTP PATCH request, an HTTP error response as specified in clause 6.1.7.
Editor's Note:	Redirection cases and API specific error cases are FFS.
5.2.2.3.3	Modification of PDTQ warning notification request indication
This procedure is used by the NF service consumer to inform the PCF whether the AF has enabled or disabled the PDTQ warning notification.
In order to modify a PDTQ warning notification request indication, the NF service consumer shall invoke the Npcf_PDTQPolicyControl_Update service operation by sending an HTTP PATCH request to the PCF, as described in clause 5.2.2.3.2. The NF service consumer shall include in a PdtqPolicyPatchData data type a "warnNotifReq" attribute set to value:
-	"false" if the PDTQ warning notification is no longer required; or
-	"true" if the PDTQ warning notification is required.
If the PDTQ warning notification is required and a notification URI was not previously provided or has been changed, the NF service consumer shall include:
-	the notification URI in the "notifUri" attribute.
Upon the reception of the HTTP PATCH request from the NF service consumer indicating a modification of the PDTQ warning notification request indication, the PCF shall acknowledge that request by sending an HTTP response message as described in clause 5.2.2.3.2.

*** Next Change ***
5.2.2.4	Npcf_PDTQPolicyControl_Notify service operation
5.2.2.4.1	General
The Npcf_PDTQPolicyControl_Notify service operation is used by the PCF to send a PDTQ notification to the NF service consumer.
The following procedure using the Npcf_PDTQPolicyControl_Notify service operation is supported:
-	sending a PDTQ warning notification to the NF service consumer.
5.2.2.4.2	Sending the PDTQ warning notification
This procedure is used by the PCF to inform the NF service consumer that network performance in the area of interest goes below the criteria set by the operator, as defined in clause 4.16.15.2.2 of 3GPP TS 23.502 [3].
Figure 5.2.2.4.2-1 illustrates a PDTQ warning notification from the PCF.


Figure 5.2.2.4.2-1: PDTQ warning notification
When the PCF knows that the network performance in the area of interest goes below the criteria set by the operator from the NWDAF as described in 3GPP TS 29.520 [18] and if the PDTQ warning notification is enabled, the PCF may try to renegotiate the affected PDTQ policies with the affected AFs. To do this, the PCF retrieves all the PDTQ policies together with their additionally stored AF provided information for PDTQ policy decision (e.g. their corresponding list of desired time windows, the number of UEs, etc.) from the UDR, identifies the PDTQ policy(ies) that are not desirable anymore due to the degradation of the network performance and tries to calculate one or more new candidate PDTQ policies based on the AF provided information, the PDTQ policies retrieved from the UDR and the current network performance as follows:
-	if the status of the PDTQ policy retrieved from the UDR indicates the PDTQ policy is invalid, the PCF may calculate one or more new candidate PDTQ policies without considering the invalid PDTQ policy; and
-	if the PCF does not find any new candidate PDTQ policy, the previously negotiated PDTQ policy shall be kept and no interaction with the NF service consumer shall occur.
If one or more new candidate PDTQ policies are calculated, the PCF shall:
-	invoke the Nudr_DataRepository_Update service operation, as described in 3GPP TS 29.504 [16] and 3GPP TS 29.519 [17], to invalidate the affected PDTQ policy stored in the UDR; and
-	invoke the Npcf_PDTQPolicyControl_Notify service operation by sending the HTTP POST request with a PDTQ warning notification to the NF service consumer.
The PCF shall include in a body of the HTTP POST request a "Notification" data type which:
-	shall contain the PDTQ Reference ID of the impacted PDTQ policy within the "pdtqRefId" attribute;
-	may contain the network area where the network performance will go below the criteria set by the operator within the "nwAreaInfo" attribute; and
-	may contain the list of candidate PDTQ policies in the "candPolicies" attribute.
NOTE:	The AF might, or might not select a new PDTQ policy from the offered candidate list when receives the PDTQ warning notification.
Upon the reception of the HTTP POST request from the PCF, the NF service consumer shall acknowledge that request by sending an HTTP response message with the corresponding status code:
-	if the HTTP POST request from the PCF is accepted, the NF service consumer shall acknowledge the receipt of the notification with a "204 No Content" response to HTTP POST request, as shown in figure 5.2.2.4.2-1, step 2; or
-	if the HTTP POST request from the PCF is not accepted, the NF service consumer shall send an HTTP error response as specified in clause 6.1.7.
Editor's Note:	Redirection cases and API specific error cases are FFS.

*** End of Changes ***
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