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Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
[bookmark: _Toc85718325][bookmark: _Toc94004587][bookmark: _Toc94004803][bookmark: _Toc119943809][bookmark: _Toc28012219][bookmark: _Toc34123072][bookmark: _Toc36038022][bookmark: _Toc38875404][bookmark: _Toc43191885][bookmark: _Toc45133280][bookmark: _Toc51316784][bookmark: _Toc51761964][bookmark: _Toc56674951][bookmark: _Toc56675342][bookmark: _Toc59016328][bookmark: _Toc63167926][bookmark: _Toc66262436][bookmark: _Toc68166942][bookmark: _Toc73538060][bookmark: _Toc75351936][bookmark: _Toc83231746][bookmark: _Toc85535051][bookmark: _Toc88559514][bookmark: _Toc114210144][bookmark: _Toc129246495][bookmark: _Toc129247062]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
A2X	Aircraft-to-Everything
AA	Authorization/Authentication
AF	Application Function
NEF	Network Exposure Function
[bookmark: _Hlk88653394]UAS	Uncrewed Aerial System
UAS-NF	Uncrewed Aerial System Network Function
[bookmark: _Hlk88653717]UAV	Uncrewed Aerial Vehicle
[bookmark: _Hlk88654637][bookmark: _Hlk88653519]USS	UAS Service Supplier
UUAA		USS UAV Authorization/Authentication

*** Next Change ***
[bookmark: _Toc510696592][bookmark: _Toc35971384][bookmark: _Toc63347611][bookmark: _Toc67927724][bookmark: _Toc85718332][bookmark: _Toc94004600][bookmark: _Toc94004816][bookmark: _Toc119943822]4.2.2.2.1	General
The Naf_Authentication_AuthenticateAuthorize service operation is used by the NF consumers during following procedure:
-	UUAA-MM and UUAA-SM procedures (see TS 23.256 [14], clause 5.2.2 and clause 5.2.3, respectively)
-	C2 authorization (see TS 23.256 [14], clause 5.2.5.2 and clause 5.4.3)


*** Next Change ***
[bookmark: _Toc67903564][bookmark: _Toc70598487][bookmark: _Toc94004647][bookmark: _Toc94004863][bookmark: _Toc119943871]5.1.8	Feature negotiation
The optional features in table 5.1.8-1 are defined for the Naf_Authentication API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of TS 29.122 [16].
Table 5.1.8-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	A2X
	This feature indicates support of A2X communications.





*** End of Changes ***
