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Additional discussion(if needed):
Proposed changes:
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The procedures for network configuration parameters provisioning as described in clause 4.4.12 of 3GPP TS 29.122 [4] shall be applicable in 5GS with the following differences:
-	description of the SCS/AS applies to the AF;
-	description of the SCEF applies to the NEF;
-	description of the HSS applies to the UDM;
-	the NEF shall interact with the UDM by using Nudm_ParameterProvision service as specified in 3GPP TS 29.503 [17]; and
-	if the "UEId_retrieval" feature defined in clause 5.13.4 of 3GPP TS 29.122 [4] is supported, in order to support the AF specific UE ID retrieval:
1)	the AF may request AF specific UE ID retrieval for an individual UE, by providing the UE's IP address in the "ueIpAddr" attribute or the UE's MAC address in the "ueMacAddr" attribute within the NpConfiguration data type;
[bookmark: _Hlk95311462]2)	the AF may also provide the DNN, within the "dnn" attribute, and/or the S-NSSAI, within the "snssai" attribute, within the NpConfiguration data type;
3)	upon reception of the corresponding request message from the AF:
-	if the AF's request for AF specific UE ID retrieval is not authorized, the NEF shall respond to the AF with a "403 Forbidden" status code with the response body including the ProblemDetails data structure containing the "cause" attribute set to the "REQUEST_NOT_AUTHORIZED" application error indicating AF authorisation failure; orand
-	if the AF's request for AF specific UE ID retrieval is authorized by the NEF, then if the DNN and/or S-NSSAI information is not available in the request, the NEF shall determine the corresponding DNN and/or S-NSSAI information based on the received requesting AF Identifier, and if provided, the MTC Provider Information;
4)	the NEF shall then interact with the BSF with the UE address and IP domain (if the UE IPv4 address is provided), DNN and/or S-NSSAI to retrieve the session binding information of the UE by invoking the Nbsf_Management_Discovery service operation as described in 3GPP TS 29.521 [9];
5)	if the NEF receives an error response from the BSF, the NEF shall respond to the AF with a proper error status code. If the NEF received from the BSF an error response including a "ProblemDetails" data structure with the "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error, when applicable. If no SUPI matching the provided UE information is returned by the BSF, the NEF shall respond to the AF with a "404 Not Found" status code with the response body including a ProblemDetails data structure containing the "cause" attribute set to the "UE_NOT_FOUND" application error to indicate that the requested UE address is not found;
6)	upon success and a SUPI is returned by the BSF, the NEF shall interact with the UDM to retrieve the AF specific UE Identifier using the received SUPI and at least one of the Application Port ID, MTC Provider Information or AF Identifier information by invoking Nudm_SDM_Get service as described in clause 5.2.2.2 of 3GPP TS 29.503 [17];
7)	upon success, the UDM responds to the NEF with an AF specific UE Identifier represented as an External Identifier for the UE which is uniquely associated with the MTC provider Information and/or AF Identifier. The NEF shall then respond to the AF with the received information, i.e. the AF specific UE Identifier represented as an External Identifier that was received from the UDM;
8)	if the NEF receives an error response from the UDM, the NEF shall respond to the AF with a proper error status code. If the NEF received from the UDM an error response including a "ProblemDetails" data structure with the "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error, when applicable. If the UDM indicates that the requested UE Identifier is not available in the subscription data, the NEF shall respond to the AF with a "404 Not Found" error status code with the response body including a ProblemDetails data structure containing the "cause" attribute set to the "UE_ID_NOT_AVAILABLE" application error to indicate that the AF specific UE ID is not available.
NOTE:	The case where UE IP address provided by the AF to the NEF corresponds to an IP address that has been NATed (Network and Port Address Translation) is not supported in this release.
-	if the "enNB1_5G" feature defined in clause 5.13.4 of 3GPP TS 29.122 [4] is supported, in order to general support NPN as described in clauses 5.30 of 3GPP TS 23.501 [8]), the NPN provisioning AF may provide:
1)	the PLMN or SNPN information in the "plmnId" attribute within the NpConfiguration data type;
2)	for the PNI-NPN, the AF may also provide the PNI-NPN dedicated DNN within the "dnn" attribute and/or the S-NSSAI within the "snssai" attribute, within the NpConfiguration data type; and if the CAG is supported by the PNI-NPN, may also provide:
-	the CAG allowed geographical area in the "geoAreas" attribute; or
-	the CAG information which including the CAG Identifier and may also include the CAG only indicator if the UE is restricted to only access 5GS via CAG cells, if the PNI-NPN owner has the SLA with the PLMN operator allow to directly provide the CAG information.
3)	the NEF upon receiving the above NPN related provisioning data within the NpConfiguration data type, shall then verify the AF identity of the NPN provisioning server and check whether the NPN provisioning AF server is authorized to provide the requested NPN information, then:
-	if the AF's request for the NPN related provisioning data is not authorized, the NEF shall respond to the AF with a "403 Forbidden" status code with the response body including the ProblemDetails data structure containing the "cause" attribute set to the "REQUEST_NOT_AUTHORIZED" application error indicating AF authorisation failure; or
-	if the AF's request for the NPN related provisioning data is authorized by the NEF, then if the DNN and/or S-NSSAI information is not available in the request, the NEF shall determine the corresponding DNN and/or S-NSSAI information based on the received requesting AF Identifier, and if provided, the MTC Provider Information;
4)	upon successful authorization of the NPN provisioning AF server with the provisioned NPN information, the NEF shall then interact with the UDM with the authorized PLMN Identifier and CAG information (if only the CAG allowed geographical area is provided, the NEF shall map it to the CAG information) to provision the NPN related information of the UE by invoking the Nudm_ParameterProvision Service as described in 3GPP TS 29.503 [17];
5)	upon success, the UDM responds to the NEF with a "204 No Content" status code. The NEF shall then respond to the AF with the "204 No Content" status code;
6)	if the NEF receives an error response from the UDM, the NEF shall respond to the AF with a proper error status code. If the NEF received from the UDM an error response including a "ProblemDetails" data structure with the "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error, when applicable.
*** 2nd Change ***
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This clause describes the northbound APIs which are applicable for both EPS and 5GS. 
Table 5.3-1: Reused APIs applicable for both EPS and 5GS
	API Name
	Differences

	ResourceManagementOfBdt
	-	The following features as described in clause 5.4.4 of 3GPP TS 29.122 [4] may only be supported in 5G: "LocBdt_5G", "Group_Id", "BdtNotification_5G".

	PfdManagement
	-	The following features as described in clause 5.11.4 of 3GPP TS 29.122 [4] may only be supported in 5G: "FailureLocation_5G".

	MonitoringEvent
	-	The following features as described in clause 5.3.4 of 3GPP TS 29.122 [4] may only be supported in 5G: "Number_of_UEs_in_an_area_notification_5G", "Downlink_data_delivery_status_5G", "Availability_after_DDN_failure_notification_enhancement", "eLCS", "NSAC", "MULTIQOS", "EDGEAPP", "UEId_retrieval", "Loss_of_connectivity_notification_5G", "GMEC".
-	For the "Pdn_connectivity_status" feature, APN is equivalent to DNN; the non-IP PDN type is equivalent to the unstructured PDU session type; and the enumeration InterfaceIndication value "PDN_GATEWAY" stands for PDU session anchored in UPF in 5G.

	DeviceTriggering
	

	CpProvisioning
	-	The following features as described in clause 5.10.4 of 3GPP TS 29.122 [4] may only be supported in 5G: "ExpectedUMT_5G", "ExpectedUmtTime_5G", "ScheduledCommType_5G", "UEId_retrieval".

	ChargeableParty
	-	The following features as described in clause 5.5.4 of 3GPP TS 29.122 [4] may only be supported in 5G: "EthChgParty_5G", "MacAddressRange_5G".
-	The events (i.e. LOSS_OF_BEARER, RECOVERY_OF_BEARER and RELEASE_OF_BEARER) do not apply for 5G.

	AsSessionWithQoS
	-	The following features as described in clause 5.14.4 of 3GPP TS 29.122 [4] may only be supported in 5G: "EthAsSessionQoS_5G", "QoSMonitoring_5G", "PacketDelayFailureReport", "MacAddressRange_5G", "AlternativeQoS_5G", "TSC_5G", "DisableUENotification_5G", "ExposureToEAS", "AltQosWithIndParams_5G", "EnEthAsSessionQoS_5G", "enNB_5G", "ExtQoS_5G", "EnTSCAC",”XRM_5G”.
-	The events (i.e. LOSS_OF_BEARER, RECOVERY_OF_BEARER and RELEASE_OF_BEARER) do not apply for 5G.

	MsisdnLessMoSms
	

	NpConfiguration
	-	The following features as described in clause 5.13.4 of 3GPP TS 29.122 [4] may only be supported in 5G: "NpExpiry_5G", "UEId_retrieval", "enNB1_5G".

	NIDD
	

	RacsParameterProvisioning
	

	ECRControl
	-	The following features as described in clause 5.12.4 of 3GPP TS 29.122 [4] may only be supported in 5G: "ECR_WB_5G".
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