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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
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[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".
[5]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
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[7]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
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[9]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
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[12]	3GPP TS 29.251: "Gw and Gwn reference points for sponsored data connectivity".
[13]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[14]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[15]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[16]	IETF RFC 7807: "Problem Details for HTTP APIs".
[17]	3GPP TR 21.900: "Technical Specification Group working methods".
[18]	IETF RFC 6733: "Diameter Base Protocol".
[19]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
*** 2nd Change ***
[bookmark: _Toc20395861][bookmark: _Toc36041193][bookmark: _Toc49955270][bookmark: _Toc56609966][bookmark: _Toc66200014][bookmark: _Toc122117520]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
JSON	JavaScript Object Notation
NEF	Network Exposure Function
NRF	Network Repository Function
NWDAF	Network Data Analytics Function
PFD	Packet Flow Description
PFDF	Packet Flow Description Function
SBI	Service Based Interface
SMF	Session Management Function
*** 3rd Change ***
[bookmark: _Toc20395864][bookmark: _Toc36041196][bookmark: _Toc49955273][bookmark: _Toc56609969][bookmark: _Toc66200017][bookmark: _Toc122117523]4.1.1	Overview
The PFD Management Service, as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4], and the NWDAF retrieves the existing PFDs from the NEF(PFDF) as described in 3GPP TS 23.288 [19], is provided by the Packet Flow Description Function (PFDF).
The only known NF service consumers are:is the SMF.
-	Session Management Function (SMF)
-	Network Data Analytics Function (NWDAF)
This service:
-	allows a NF service consumer (e.g. SMF) to subscribe to and unsubscribe from PFD changes;
-	notifies a NF service consumer (e.g.SMF) about changes of PFDs;
-	notifies a NF service consumer (e.g.SMF) to retrieve the PFDs; and
-	allows a NF service consumer (e.g. SMF, NWDAF) to retrieve PFDs.
*** 4th Change ***
[bookmark: _Toc20395865][bookmark: _Toc36041197][bookmark: _Toc49955274][bookmark: _Toc56609970][bookmark: _Toc66200018][bookmark: _Toc122117524]4.1.2	Service Architecture
The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The Policy and Charging related 5G architecture is also described in 3GPP TS 23.503 [4].
The PFD Management Service is provided by the PFDF to NF service consumers (e.g. SMF, NWDAF) and shown in the SBI representation model in Figure 4.1.2-1. The PFDF is a functionality within the NEF.
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Figure 4.1.2-1: Reference Architecture for the Nnef_PFDmanagement Service; SBI representation
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Figure 4.1.2-2: Reference Architecture for the Nnef_PFDmanagement Service; reference point representation
*** 5th Change ***
[bookmark: _Toc20395868][bookmark: _Toc36041200][bookmark: _Toc49955277][bookmark: _Toc56609973][bookmark: _Toc66200021][bookmark: _Toc122117527]4.1.3.2	NF Service Consumers
The SMF shall support:
-	requesting and receiving the PFD(s) for one or more Application Identifiers.
The NWDAF shall support:
-	retrieving the PFD(s) for one or more Application Identifiers.
*** 6th Change ***
[bookmark: _Toc20395870][bookmark: _Toc36041202][bookmark: _Toc49955279][bookmark: _Toc56609975][bookmark: _Toc66200023][bookmark: _Toc122117529]4.2.1	Introduction
Service operations defined for the Nnef_PFDmanagement Service are shown in table 4.2.1-1.
Table 4.2.1-1: Nnef_PFDmanagement Service Operations
	Service Operation Name
	Description
	Initiated by

	Nnef_PFDmanagement_Fetch
	Provides the PFDs for application identifier(s) to the NF service consumer by the full pull or partial pull.
	NF service consumer (e.g. SMF, NWDAF)

	Nnef_PFDmanagement_Subscribe
	Allows NF service consumers to subscribe to notifications on events when the PFDs for application identifier(s) change.
	NF service consumer (e.g. SMF)

	Nnef_PFDmanagement_Notify
	Notifies NF service consumers to update and/or delete the PFDs for application identifier(s) or notifies NF service consumer to retrieve the PFDs for application identifier(s).
	PFDF

	Nnef_PFDmanagement_Unsubscribe
	Allows NF service consumers to unsubscribe from notifications on PFDs change events.
	NF service consumer (e.g. SMF)



*** 7th Change ***
[bookmark: _Toc20395872][bookmark: _Toc36041204][bookmark: _Toc49955281][bookmark: _Toc56609977][bookmark: _Toc66200025][bookmark: _Toc122117531]4.2.2.1	General
The Nnef_PFDmanagement_Fetch service operation provides means for the NF service consumer to retrieve the PFDs for one or more application identifier(s).
4.2.2.1.1	When the NF service consumer is SMF
 This service operation enables the NF service consumer to retrieve PFDs for an Application Identifier(s) from the PFDF when:
-	a PCC rule with this application identifier is provided/activated by the PCF and the PFDs provided by the PFDF are not available at the NF service consumer; or
-	the caching timer for an application identifier elapses and a PCC rule for this application identifier is still active.
When the NF service consumer removes the last PCC rule that refers to the corresponding application identifier, or when the caching timer expires and no PCC rule refers to the application identifier, the NF service consumer may remove the PFD(s) related with the application identifier.
The PFDs retrieved from PFDF take precedence over any PFDs pre-configured in the NF service consumer. If all PFDs retrieved from the PFDF are removed for an application identifier, the pre-configured PFDs shall be applied again for the application identifier.
The PFDF may provide caching time value via the "cachingTime" attribute or, if the feature CachingTimer is supported, via the "cachingTimer" attribute, together with the PFDs for an application identifier. The caching time value retrieved from the PFDF takes precedence over the default caching time value configured in the NF service consumer. If no caching time value is received from the PFDF, the configured default caching time value shall be applied.
NOTE x1:	The NF service consumer(s) and the PFDF(s) within an operator network are configured with the same default caching time value to be applied for all application identifiers. 
NOTE x2:	The configuration of a caching time value per application identifier in the PFDF is based on the SLA between the operator and the ASP.
The following procedures using the Nnef_PFDmanagement_Fetch service operation are supported:
-	Retrieval of PFDs by the full pull.
-	Retrieval of PFDs by the partial pull.
4.2.2.1.2	When the NF service consumer is NWDAF
This service operation enables the NF service consumer to retrieve PFDs for the known Application Identifier(s) from the PFDF.
The following procedure using the Nnef_PFDmanagement_Fetch service operation is supported:
-	Retrieval of PFDs by the full pull.
*** 8th Change ***
[bookmark: _Toc20395873][bookmark: _Toc36041205][bookmark: _Toc49955282][bookmark: _Toc56609978][bookmark: _Toc66200026][bookmark: _Toc122117532]4.2.2.2	Retrieval of PFDs by the full pull
This procedure, as shown in Figure 4.2.2.2-1, is used to retrieve PFDs from the PFDF by the full pull for requested application identifier(s).


Figure 4.2.2.2-1: Retrieval of PFDs by the full pull
1.	The NF service consumer (e.g. SMF, NWDAF) shall send a GET request to the resource representing the PFDs for the requested application identifier(s):
-	for PFDs of an individual application identifier, the request URI shall be set to "{apiRoot}/nnef‑pfdmanagement/v1/applications/{appId}" (as shown in figure 4.2.2.2-1, step 1a); and
-	for PFD of a collection of application identifiers, the request URI shall be set to "{apiRoot}/nnef‑pfdmanagement/v1/applications" (as shown in figure 4.2.2.2-1, step 1b) with query parameters indicating the requested application identifier(s).
2.	On success, an HTTP "200 OK" response shall be returned, with the payload body containing a representation of an "Individual application PFD" resource or a "PFD of applications" resource for the requested application identifier(s). When tThe NF service consumer is SMF, it shall replace the stored PFD(s) retrieved from the PFDF with the new received PFD(s) for the requested application identifier(s). If the PFD(s) of one or more requested application identifier(s) are not provided in the response, the NF service consumer shall remove the PFD(s) of these requested application identifier(s) and re-apply the pre-configured PFDs.

If errors occur when processing the HTTP GET request, the PFDF shall send an HTTP error response as specified in clause 5.7. For "404 Not Found", when the NF service consumer is SMF, it shall remove the PFD(s) of the requested application identifier(s) in the NF service consumer and re-apply the pre-configured PFDs.
If the feature "ES3XX" is supported, and the PFDF determines the received HTTP GET request needs to be redirected, the PFDF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [5].
*** End of Changes ***

image1.emf
1a.GET 

…

/applications/{appId}

1b. GET 

…

/applications

2. 200 OK

NF Service 

Consumer

PFDF


Microsoft_Visio_2003-2010_Drawing.vsd
PFDF


1a.GET …/applications/{appId}
1b. GET …/applications


2. 200 OK


NF Service Consumer



