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[bookmark: _Toc114211682]*** 1st Change ***
4.4.29.7	Procedures for MBS Group Message Delivery Management
4.4.29.7.1	General
The procedures described in the clauses below are used by an AF to request and manage Group Message Delivery via MBS Broadcast session as defined in clause 7.7 of 3GPP TS 23.247 [53].
4.4.29.7.2	Procedure for MBS Group Message Delivery Create
This procedure is used by an AF to request Group Message Delivery via MBS Broadcast session.
In order to request the Group Message Delivery via MBS Broadcast session, an AF shall send a Nnef_MBSGroupMsgDelivery_Create Request message to the NEF using the HTTP POST method with the Request body including the MbsGroupMsgDeliveryRequest data structure that shall contain:
-	within the "groupMsgDelPayload" attribute, the uri of the payload of the group message delivery;
-	within the "servArea" attribute, the MBS service area;
-	Start Time;
-	Stop Time;
-	within the "externalGroupId" attribute, the external group indenfier to identify a group of users;
and may contain:
-	within the "notificationUri" attribute, the notification URI via which the AF desires to receive notifications on the status of the group message delivery;
-	within the "requestTestNotification" attribute, an indication on whether the NEF should send a test notification, if the "Notification_test_event" feature is supported; and/or
-	within the "websockNotifConfig" attribute, the configuration parameters to set up notification delivery over Websocket protocol, if the "Notification_websocket" feature is supported.
The NEF shall then check whether the AF is authorized to perform this operation or not as defined in clause 6.1.1 of 3GPP TS 23.247 [53]. If the AF is authorized, and if geographical area information or civic address information was provided by the AF as MBS service area, the NEF translates the MBS service area to Cell ID list or TAI list. The NEF may further check the MBS capability within the MBS service area. The NEF transforms the group message delivery payload into a file, and determines the meta data information of the file (e.g. File URL, etc.). The NEF assigns a Group Message Correlation ID that identifies this Group Message Delivery Request. The NEF performs Application Service Provisioning towards the MBSF using Object Distribution Method as specified in TS 26.502 [18]
Upon reception of a successful response from the MBSF as defined in 3GPP TS 29.580 [66], the NEF shall send Nnef_MBSGroupMsgDelivery_Create Response to the AF with an HTTP "201 Created" status code and the response body including the MbsGroupMsgDeliveryResponse data structure that shall contain:
-	within the "groupMsgCorrId" attribute, the identifier of the group message delivery; and
-	within the "acceptanceStatus" attribute, a boolean to indicate whether delivery of Group Message Payload corresponding is successful or not.
and may contain:
-	within the "fileMetaData" attribute, the Uri of the file meta data; and
-	within the "unSupportedAreas" attribute, a list of Tais that indicate the areas where MBS is not supported.
On failure or if the NEF receives an error response from the MBSF, the NEF shall take proper error handling actions, as specified in clause 5.7.7, and respond to the AF with an appropriate error status code. If the NEF received within an error response a "ProblemDetails" data structure with a "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error, when applicable.
4.4.29.7.3	Procedure for MBS Group Message Delivery Update
This procedure is used by an AF to modify a previously submitted group message delivery.
In order to modify a previously submitted group message delivery, an AF shall send a Nnef_MBSGroupMsgDelivery_Update Request message to the NEF using the HTTP PUT method with the request body including the MbsGroupMsgDeliveryUpdate data structure that shall contain :
-	within the "groupMsgCorrId" attribute, the identifier of group message delivery; and
-	within the "externalGroupId" attribute, the external group indenfier to identify a group of users.
and may contain :
-	within the "groupMsgDelPayload" attribute, the payload to update the requested group message delivery;
-	within the "servArea" attribute, the MBS service area;
-	Start Time;
-	Stop Time;
The NEF shall then check whether the AF is authorized to perform this operation or not as defined in clause 6.1.1 of 3GPP TS 23.247 [53]. If the AF is authorized, and if geographical area information or civic address information was provided by the AF as MBS service area, the NEF translates the MBS service area to Cell ID list or TAI list. The NEF may further check the MBS capability within the MBS service area. The NEF transforms the group message delivery payload into a file, and determines the meta data information of the file (e.g. File URL, etc.).
If Group Delivery Message Payload is updated, the payload is pushed or pulled to MBSTF and for further delivery;
If MBS service area is updated, the NEF updates MBS User Service on the MBSF as specified in TS 26.502 [18];
Upon reception of a successful response from the MBSF confirming the Update is done, the NEF shall send Nnef_MBSGroupMsgDelivery_Update Response to the AF, with an HTTP "204 No Content" status code. The NEF may further include the area where MBS is not supported.
On failure or if the NEF receives an error response from the MBSF, the NEF shall take proper error handling actions, as specified in clause 5.7.7, and respond to the AF with an appropriate error status code. If the NEF received within an error response a "ProblemDetails" data structure with a "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error, when applicable.
4.4.29.7.4	Procedure for MBS Group Message Delivery Cancellation
This procedure is used by an AF to cancle a previously submitted group message delivery.
In order to cancle a previously submitted group message delivery, an AF shall send a Nnef_MBSGroupMsgDelivery_DELETE Request message to the NEF using the HTTP DELETE method with the request body including the MbsGroupMsgDeliveryDelete data structure that shall contain:
-	within the "groupMsgCorrId" attribute, the identifier of group message delivery; and
-	within the "externalGroupId" attribute, the external group indenfier to identify a group of users.
The NEF shall then check whether the AF is authorized to perform this operation or not as defined in clause 6.1.1 of 3GPP TS 23.247 [53]. 
Upon reception of a successful response from the MBSF confirming the DELETE is done, the NEF shall send Nnef_MBSGroupMsgDelivery_DELETE Response to the AF, with an HTTP "204 No Content" status code. 
On failure or if the NEF receives an error response from the MBSF, the NEF shall take proper error handling actions, as specified in clause 5.7.7, and respond to the AF with an appropriate error status code. If the NEF received within an error response a "ProblemDetails" data structure with a "cause" attribute indicating an application error, the NEF shall relay this error response to the AF with a corresponding application error, when applicable.

4.4.29.7.5	Procedure for MBS Group Message Delivery Status Notification
This procedure is used by the NEF to notify an already subscribed AF of the status for the previously submitted group message delivery.
In order to notify an AF of status for the previously submitted group message delivery, the NEF shall send a Nnef_MBSGroupMsgDelivery_StatusNotify request message to the AF using the HTTP POST method with the request body including the MbsGroupMsgStatusNotif data structure that shall contain:
-	within the "groupMsgCorrId" attribute, the identifier of the group message delivery.
-	within the "acceptanceStatus" attribute, a boolean to indicate whether delivery of Group Message Payload corresponding is successful or not.
Upon reception of this notification request, the AF shall acknowledge its successful reception by sending a Nnef_MBSGroupMsgDelivery_StatusNotify response message with an HTTP "204 No Content" status code.
On failure, the AF shall take proper error handling actions, as specified in clause 5.7.7, and respond to the NEF with an appropriate error status code.

*** End of Changes ***
