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* * * * Start of changes * * * *
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The Binding Support Management Service as defined in 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4], is provided by the Binding Support Function (BSF).
The Nbsf_Management service is used to provide:
-	 a PCF for a PDU session binding functionality, which ensures that an AF request for a certain PDU Session reaches the relevant PCF holding that PDU Session information, or ensures that the same PCF is selected for multiple PDU sessions. 
-	a PCF for an MBS session binding functionality, which ensures that for location dependent MBS location based services, an AF request for a certain MBS Session reaches the relevant PCF holding that MBS Session information.
-	a PCF for a UE binding functionality, which ensures that an AF request for Access and Mobility related Policy Authorization for a UE reaches the relevant PCF for a UE holding the AM Policy Association.
-	Subscription to notification events about a newly registered or deregistered PCF for a UE or PCF for a PDU session.
This service:
-	allows NF service consumers to register, update and remove binding information;
-	allows NF service consumers to retrieve binding information;
-	allows NF service consumers to subscribe to notifications of registration/deregistration events of newly registered or deregistered PCF for a UE or PCF for a PDU session.
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4.1.3.2	NF Service Consumers
The Policy Control Function (PCF): 
-	The PCF for a PDU session:
a.	registers binding information in the BSF for a UE when an IPv4 address and/or IPv6 prefix is allocated, or a MAC address is used for the PDU session;
b.	updates binding information in the BSF when a UE address information is changed for the PDU Session; and
c.	removes binding information in the BSF when an IPv4 address and/or IPv6 prefix is released, or a MAC address is not used for the PDU Session.
-	The PCF for an MBS session:
a.	registers binding information in the BSF for an MBS session; 
b.	updates binding information in the BSF for the MBS session;
c.	removes binding information in the BSF for the MBS session.
-	The PCF for a UE:
a.	registers binding information in the BSF for a UE when an AM Policy Association is established;
b.	removes binding information in the BSF when the AM Policy Association is terminated; and
c.	subscribes with the BSF to notification of registration/deregistration events of the PCF for a PDU session.
The Network Exposure Function (NEF):
-	provides means for the Application Functions to securely interact with the Policy framework for policy control to 3GPP network. During the procedure, it needs to discover the selected PCF for a PDU session, the selected PCF for an MBS Session (if applicable) or the selected PCF for a UE by using the Nbsf_Management_Discovery service operation and the selected PCF for a UE by using the Nbsf_Management_Subscribe/Notify service operations.
The Application Function (AF):
-	discovers the selected PCF for a PDU session, the selected PCF for an MBS Session (if applicable) or the selected PCF for a UE by using the Nbsf_Management_Discovery service operation and the selected PCF for a UE by using the Nbsf_Management_Subscribe/Notify service operations when it is allowed to interact directly with the policy framework for policy control.
The Network Data Analytics Function (NWDAF):
-	discovers the selected PCF for a PDU session by using the Nbsf_Management_Discovery service operation.
The Time Sensitive Communication and Time Synchronization Function (TSCTSF)
-	discovers the selected PCF for a PDU session by using the Nbsf_Management_Discovery service operation and the selected PCF for a UE by using Nbsf_Management_Subscribe/Notify service operations when it is allowed to interact with the policy framework for time sensitive communication and time synchronization control.
The Multicast/Broadcast Service Function (MBSF):
-	discovers the selected PCF for an MBS session by using the Nbsf_Management_Discovery service operation.
* * * * Next changes * * * *
4.2.2.1	General
This service operation allows a NF service consumer (e.g. PCF for a PDU session) to register the session binding information for a UE in the BSF by providing the user identity, the DNN, the UE address(es) and the selected PCF address for a certain PDU Session to the BSF, and BSF stores the information.
If the BindingUpdate feature is not supported and the NF service consumer (e.g. PCF for a PDU session) receives a new UE address (e.g. IPv6 prefix) and has already registered session binding information for this PDU session, the NF service consumer (e.g. PCF for a PDU session) shall register a new session binding information in the BSF.
If the SamePcf feature or the ExtendedSamePcf feature is supported, this service operation allows the NF service consumer (e.g. PCF for a PDU session)  to check whether PCF addressing information for Npcf_SMPolicyControl service is already registered in the BSF by another PCF for a combination of the UE ID, DNN and S-NSSAI parameters of the PDU session.
This service operation also allows a NF service consumer (e.g. PCF for a UE) to register PCF for a UE binding information for a UE in the BSF, by providing to the BSF the user identity and the selected PCF address for a certain UE, and the BSF stores the information.
In addition, this service operation may also allowsbe used by a NF service consumer (e.g. PCF managing for an MBS session) to register the session binding information for an MBS Session at the BSF, by providing the MBS Session ID, the identifier of the selected PCF for the MBS Session and the related information (e.g. PCF (service) set information), and the BSF stores the information.
The following procedures using the Nbsf_Management_Registration service operation are supported:
-	Register a new PCF for a PDU Session binding information.
-	Register a new PCF for a UE binding information.
-	Register a new PCF for an MBS Session binding information.
* * * * Next changes * * * *
4.2.2.4	Register a new PCF for an MBS Session binding information


Figure 4.2.2.4-1: PCF for an MBS Session Binding information Registration procedure
1.	The NF service consumer (e.g. PCF handling thefor an MBS Session) shall invoke the Nbsf_Management_Register service operation to register a new PCF for the handling of location dependent MBS Sessions for an MBS Session binding at the BSF. The NF service consumer shall send for this purpose an HTTP POST request targeting the "PCF for an MBS Session Bindings" resource URI, i.e. "{apiRoot}/nbsf-management/v1/pcf-mbs-bindings", with the request body containing the PcfMbsBinding data structure that shall include:
-	the identifier of the MBS Session to which the MBS Session binding is related, within the "mbsSessionId" attribute;
-	the FQDN of the PCF handling the MBS Session, if available, within the "pcfFqdn" attribute; and
-	the IP end point(s) of the PCF handling the MBS Session, if available, within the "pcfIpEndPoints" attribute;
and may include:
-	the identifier of the PCF instance handling the concerned MBS Session, within the "pcfId" attribute;
-	the identifier of the PCF set to which the PCF instance handling the concerned MBS Session belongs, within the "pcfSetId" attribute;
-	the level of binding of the PCF handling the concerned MBS Session, within the "bindLevel" attribute; and
-	the recovery timestamp of the NF service consumer (e.g. PCF handling thefor an MBS Session), within the "recoveryTime" attribute.; and
-	the list of supported features, within the "suppFeat" attribute.
If the NF service consumer (e.g. PCF handling thefor an MBS Session) provides the PCF instance ID within the "pcfId" attribute, and optionally the recovery timestamp within "recoveryTime" attribute, the BSF may use this information to carry out the clean-up procedures defined in clause 6.4 of 3GPP TS 23.527 [17], if necessary.
2.	Upon successful processing of the received HTTP POST request, the BSF shall check if there is an existing MBS Session Binding information with the same "mbsSessionId" attribute value. If it is sothe case, the the BSF shall reject the request with an HTTP "403 Forbidden" status code and shall include inwith the response body containing the "MbsExtProblemDetails" data structure that shall includeing the FQDN of the existing PCF within the "pcfFqdn" attribute or the description of the IP endpoints at of the existing PCF within the "pcfIpEndPoints" attribute of the "MbsBindingResp" data structure, and the "cause" attribute of the "ProblemDetails" data structure set to "EXISTING_BINDING_INFO_FOUND".
	If there is not existing MBS Session Binding information for the provided "mbsSessionId" attribute, the BSF shall create a new "Individual PCF for an MBS Session Binding" resource to store the requested PCF for an MBS Session binding. The BSF shall then respond to the NF service consumer with an HTTP "201 Created" status code including an HTTP Location header field containing the URI of the created "Individual PCF for an MBS Session Binding" resource, and the response body containing a representation of the created resource within the PcfMbsBinding data structure.
If errors occur when processing the HTTP POST request, the BSF shall apply the error handling procedures, as specified in clause 5.7.
* * * * Next changes * * * *
[bookmark: _Toc120677419]4.2.4.4	Retrieve the PCF binding information for an MBS Session


Figure 4.2.4.4-1: PCF for an MBS Session Binding Retrieval procedure
1.	The NF service consumer (e.g. NEF, MBSF, AF) shall invoke the Nbsf_Management_Discovery service operation to obtain from the BSF the addressing information of the selected PCF for an MBS Session. The NF service consumer shall send for this purpose an HTTP GET request targeting the "PCF for an MBS Session Bindings" resource URI, i.e. "{apiRoot}/nbsf-management/<apiVersion>/pcf-mbs-bindings", which shall include the following query parameters:
-	the identifier of the MBS Session to which the requested MBS Session binding is related, within the "mbs-session-id" query parameter.;
and may include the following query parameters:
-	the list of supported features, within the "sup-feat" query parameter.
2.	Upon the reception of an HTTP GET request with: "{apiRoot}/nbsf-management/<apiVersion>/pcf-mbs-bindings" as Resource URI, the BSF shall search the corresponding binding information. If the HTTP GET request from the NF service consumer is accepted and a corresponding "Individual PCF for an MBS Session Binding" resource matching the provided query parameters exists, the BSF shall respond with an HTTP "200 OK" response, as shown in figure 4.2.4.4-1, step 2, containing the corresponding "PcfMbsBinding" data structure(s), as provided by the PCF during the Nbsf_Management_Register Service Operation, in the response body containing PCF addressing information, and if available, the related PCF Set Id and PCF instance Id. If there is no PCF binding information for a UE matching the query parameters, the BSF shall respond with an HTTP "200 OK" response with an empty array (i.e. "[ ]" in JSON).
NOTE:	If the NF service consumer (such as the AF, NEF or MBSF) is not able to reach the received PCF address(es), the NF service consumer can use the PCF Set Id and the PCF instance Id as specified in clause 8.6 of 3GPP TS 29.513 [5] clause 8.6.
	If errors occur when processing the HTTP GET request, the BSF shall apply the error handling procedures, as specified in clause 5.7.
If the "PCF for an MBS Session Bindings" resource does not exist, the BSF shall respond with "404 Not Found" HTTP error code. If an invalid combination of query parameters (i.e. a combination without MBS Session Id) is contained in the request URI, the BSF shall respond with an HTTP "400 Bad Request" error code containing "MANDATORY_QUERY_PARAM_MISSING" as application error within the ProblemDetails IE.
 If more than one Individual PCF for an MBS Session Binding resources are found, the BSF shall respond with an HTTP "400 Bad Request" error code containing "MULTIPLE_BINDING_INFO_FOUND" as application error within the ProblemDetails IE.
If the "PCF for an MBS Session Bindings" resource does not exist, the BSF shall respond with a "404 Not Found" HTTP error code.
* * * * Next changes * * * *
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This service operation allows the NF service consumer to update an existing PCF for a PDU session binding information for a UE in the BSF by providing the information to be updated (e.g. the UE address(es)), and the BSF updates the PDU session binding information.
This service operation also allows the NF service consumer to update an existing PCF for a UE binding information for a UE in the BSF by providing the information to be updated (e.g. PCF instance, and related PCF address), and the BSF updates the UE binding information.
This service operation also allows the NF service consumer to update an existing PCF for an MBS Session binding information for an MBS Session at the BSF by providing the information to be updated (e.g. PCF instance, PCF addresses), and the BSF updates the MBS session binding information.
The following procedures using the Nbsf_Management_Update service operation are supported:
-	Update an existing PCF for a PDU Session binding information.
-	Update an existing PCF for a UE binding information.
-	Update an existing PCF for an MBS Session binding information.
* * * * Next changes * * * *
[bookmark: _Toc112935813][bookmark: _Toc114134194][bookmark: _Toc120677424]4.2.5.4	Update an existing PCF for an MBS Session binding information



Figure 4.2.5.4-1: NF service consumer updates an existing PCF for an MBS Session binding information
1.	The NF service consumer (e.g. PCF handling the MBS Session) shall invoke the Nbsf_Management_Update service operation to request the modification of an existing PCF for an MBS Session binding information for an MBS Session at the the BSF. The NF service consumer shall send for this purpose an HTTP PATCH request targeting the URI of the concerned "Individual PCF for an MBS Session Binding" resource, i.e. "{apiRoot}/nbsf-management/<apiVersion>/pcf-mbs-bindings/{bindingId}", with the request body containing the PcfMbsBindingPatch data structure including the requested modifications.
2.	Upon successful modification of the PCF for an MBS Session binding, the BSF shall respond with either:
-	an HTTP "200 OK" status code with the response body containing a representation of the updated "Individual PCF for an MBS Session Binding" resource wihin the PcfMbsBinding data structure; or
-	an HTTP "204 No Content" status code.
	If errors occur when processing the HTTP PATCH request, the BSF shall apply the error handling procedures, as specified in subclause 5.7.
* * * * Next changes * * * *
[bookmark: _Toc112935874][bookmark: _Toc114134256][bookmark: _Toc120677486][bookmark: _Toc112935876][bookmark: _Toc114134258][bookmark: _Toc120677488]5.3.9.2	Resource definition
Resource URI: {apiRoot}/nbsf-management/v1/pcf-mbs-bindings 
This resource shall support the resource URI variables defined in table 5.3.9.2-1.
Table 5.3.9.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See subclause 5.1.



* * * * Next changes * * * *
5.3.9.3.1	POST
This method shall support the URI query parameters specified in table 5.3.9.3.1-1.
Table 5.3.9.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 5.3.9.3.1-2 and the response data structures and response codes specified in table 5.3.9.3.1-3.
Table 5.3.9.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	PcfMbsBinding
	M
	1
	Contains the parameters to request to register a new PCF for an MBS Session Binding.



Table 5.3.9.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	PcfMbsBinding
	M
	1
	201 Created
	Successful case. A new "Individual PCF for an MBS Session Binding" resource is created and the corresponding URI is returned in an HTTP Location header.

	MbsExtProblemDetails
	O
	0..1
	403 Forbidden
	The existing PCF binding information stored in the BSF for the MBS session is returned.

(NOTE 2)

	NOTE:	The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6] shall also apply.
NOTE 2:	Failure cases are described in clause 5.7.



Table 5.3.9.3.1-4: Headers supported by the 201 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure:
{apiRoot}/nbsf-management/v1/pcf-mbs-bindings/{bindingId}



[bookmark: _Toc112935877][bookmark: _Toc114134259][bookmark: _Toc120677489]* * * * Next changes * * * *
5.3.9.3.2	GET
This method shall support the URI query parameters specified in table 5.3.9.3.2-1.
Table 5.3.9.3.2-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	mbs-session-id
	MbsSessionId
	M
	1
	Contains the identifier of the MBS Session to which the requested MBS Session binding is related.

	supp-feat
	SupportedFeatures
	O
	0..1
	Contains the list of features supported by the NF service consumer and used to filter irrelevant responses related to unsupported features.



This method shall support the request data structures specified in table 5.3.9.3.2-2 and the response data structures and response codes specified in table 5.3.9.3.2-3.
Table 5.3.9.3.2-2: Data structures supported by the GET Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 5.3.9.3.2-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	array(PcfMbsBinding)

(NOTE 2)
	M
	0..N
	200 OK
	Successful case. The "Individual PCF for an MBS Session Binding" resource(s) matching the provided query parameter(s) isare returned.

	ProblemDetails
	O
	0..1
	400 Bad Request
	More than one binding information matching the provided query parameter(s) is found.

(NOTE 3)

	NOTE 1:	The mandatory HTTP error status codes for the HTTP GET method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6] shall also apply.
NOTE 2:	In this release of the specification, only a single element shall be provided within the array.
NOTE 3:	Failure cases are described in clause 5.7.



[bookmark: _Toc112935881][bookmark: _Toc114134263][bookmark: _Toc120677493]* * * * Next changes * * * *
5.3.10.2	Resource definition
Resource URI: {apiRoot}/nbsf-management/v1/pcf-mbs-bindings/{bindingId}
This resource shall support the resource URI variables defined in table 5.3.10.2-1.
Table 5.3.10.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See subclause 5.1.

	bindingId
	string
	Represents the identifier of the "Individual PCF for an MBS Session Binding" resosurce.
To enable that the value is used as part of a URI, the string shall only contain characters allowed according to the "lower-with-hyphen" naming convention defined in 3GPP TS 29.501 [7].



[bookmark: _Toc112935883][bookmark: _Toc114134265][bookmark: _Toc120677495]* * * * Next changes * * * *
5.3.10.3.1	PATCH
This method shall support the URI query parameters specified in table 5.3.10.3.1-1.
Table 5.3.10.3.1-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 5.3.10.3.1-2 and the response data structures and response codes specified in table 5.3.10.3.1-3.
Table 5.3.10.3.1-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	PcfMbsBindingPatch
	M
	1
	Contains the requested modifications to the PCF for an MBS Session Binding.



Table 5.3.10.3.1-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	PcfMbsBinding
	M
	1
	200 OK
	Successful case: The "Individual PCF for an MBS Session Binding" resource is successfully modified and a representation of the updated resource is returned in the response body.

	n/a
	
	
	204 No Content
	Successful case: The "Individual PCF for an MBS Session Binding" resource is successfully modified and no content is returned in the response body.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative BSF (service) instance.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative BSF (service) instance.

	NOTE:	The mandatory HTTP error status codes for the HTTP PATCH method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6] shall also apply.



Table 5.3.10.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative BSF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected.



Table 5.3.10.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative BSF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected.



[bookmark: _Toc112935884][bookmark: _Toc114134266][bookmark: _Toc120677496]* * * * Next changes * * * *
5.3.10.3.2	DELETE
This method shall support the URI query parameters specified in table 5.3.10.3.2-1.
Table 5.3.10.3.2-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 5.3.10.3.2-2 and the response data structures and response codes specified in table 5.3.10.3.2-3.
Table 5.3.10.3.2-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 5.3.10.3.2-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	Successful case: The "Individual PCF for an MBS Session Binding" resource is successfully deleted.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative BSF (service) instance.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative BSF (service) instance.

	NOTE:	The mandatory HTTP error status codes for the HTTP DELETE method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6] shall also apply.



Table 5.3.10.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative BSF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected.



Table 5.3.10.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative BSF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected.



* * * * Next changes * * * *
[bookmark: _Toc112935912][bookmark: _Toc114134294][bookmark: _Toc120677524]5.6.2.16	Type PcfMbsBindingPatch
Table 5.6.2.16-1: Definition of type PcfMbsBindingPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	pcfFqdn
	Fqdn
	O
	0..1
	Contains the updated FQDN of the PCF handling the MBS Session.

This attribute shall be provided, if available.
	

	pcfIpEndPoints
	array(IpEndPoint)
	O
	1..N
	Contains the updated IP end points of the PCF handling the MBS Session.

This attribute shall be provided, if available.
	

	pcfId
	NfInstanceId
	O
	0..1
	Contains the updated identifier of the PCF instance handling the concerned MBS Session.
	



[bookmark: _Toc120677525]* * * * Next changes * * * *
5.6.2.17	Type MbsExtProblemDetails
Table 5.6.2.17-1: Definition of type MbsExtProblemDetails as a list of to be combined data types
	Data Type
	P
	Cardinality
	Description
	Applicability

	ProblemDetails
	O
	0..1
	Problem Details
	

	MbsBindingResp
	O
	0..1
	PCF Binding Information for the MBS Session.
	



[bookmark: _Toc120677526]* * * * Next changes * * * *
5.6.2.18	Type MbsBindingResp
Table 5.6.2.18-1: Definition of type MbsBindingResp
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	pcfFqdn
	Fqdn
	O
	0..1
	FQDN of the PCF handling the MBS Session. 

(NOTE)
	

	pcfIpEndPoints
	array(IpEndPoint)
	O
	1..N
	IP end points of the PCF handling the MBS Session. 

(NOTE)
	

	NOTE:	Either At least one of the "pcfFqdn" attribute or the "pcfIpEndPoints" attribute shall be includedpresent.



* * * * End of changes * * * *
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