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This method shall support the URI query parameters specified in table 5.3.2.3.2-1.
Table 5.3.2.3.2-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	ipv4Addr
	Ipv4Addr
	C
	0..1
	The IPv4 Address of the served UE. (NOTE 1) (NOTE 3) (NOTE 4)

	ipv6Prefix
	Ipv6Prefix
	C
	0..1
	The IPv6 Address of the served UE. (NOTE 1) (NOTE 3) (NOTE 4)
The NF service consumer shall append '/128' to the IPv6 address in the attribute value. E.g. '2001:db8:85a3::8a2e:370:7334/128'.

	macAddr48
	MacAddr48
	C
	0..1
	The MAC Address of the served UE. (NOTE 1)

	dnn
	Dnn
	O
	0..1
	DNNData Network Name, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only.
(NOTE 6) 

	supi
	Supi
	O
	0..1
	Subscription Permanent Identifier 

	gpsi
	Gpsi
	O
	0..1
	Generic Public Subscription Identifier

	snssai
	Snssai
	O
	0..1
	The identification of slice. (NOTE 2)

	ipDomain
	string
	O
	0..1
	The IPv4 address domain identifier. (NOTE 2)

	supp-feat
	SupportedFeatures
	O
	0..1
	To filter irrelevant responses related to unsupported features. (NOTE 5)

	NOTE 1:	One and only one of query parameter ipv4Addr, ipv6Prefix or macAddr48 shall be present.
NOTE 2:	The query parameters snssai and/or ipDomain, if applicable (IPv4 address overlapping), shall be present with query parameter ipv4Addr.
NOTE 3:	5G-RG and FN-RG replaces UE for wireline access support. See 3GPP TS 23.316 [19].
NOTE 4:	The ipv4Addr and ipv6Prefix query parameters may include the IP address of devices in networks behind the UE (see clause 5.6.14 of 3GPP TS 23.501 [2]).
NOTE 5:	This query parameter may be present when there are supported features that apply to the retrieval of the "Individual PCF for a PDU Session Binding" resource as defined in clause 4.2.4.2. Otherwise, it shall be omitted.
NOTE 6:	The BSF uses the DNN as received from the NF service consumer without applying any transformation. To successfully perform DNN matching, in a specific deployment a DNN shall always be encoded either with the full DNN (e.g., because there are multiple Operator Identifiers for a Network Identifier) or the DNN Network Identifier only. The NF service consumer may include the DNN Operator Identifier based on local configuration.



This method shall support the request data structures specified in table 5.3.2.3.2-2 and the response data structures and response codes specified in table 5.3.2.3.2-3.
Table 5.3.2.3.2-2: Data structures supported by the GET Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 5.3.2.3.2-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	PcfBinding
	M
	1
	200 OK
	The individual PCF for a PDU Session binding information resource matching the query parameter(s) is returned.

	n/a
	
	
	204 No Content
	There is no PCF for a PDU Session binding information matching the query parameter(s).

	ProblemDetails
	O
	0..1
	400 Bad Request
	More than one binding information is found. (NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the GET method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6] shall also apply.
NOTE 2:	Failure cases are described in clause 5.7.
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Table 5.6.2.2-1: Definition of type PcfBinding
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	O
	0..1
	Subscription Permanent Identifier 
	

	gpsi
	Gpsi
	O
	0..1
	Generic Public Subscription Identifier
	

	ipv4Addr
	Ipv4Addr
	C
	0..1
	The IPv4 Address of the served UE. (NOTE 4) (NOTE 8)
	

	ipv6Prefix
	Ipv6Prefix
	C
	0..1
	The IPv6 Address Prefix of the served UE. (NOTE 4) (NOTE 5) (NOTE 8)
	

	addIpv6Prefixes
	array(Ipv6Prefix)
	O
	1..N
	The additional IPv6 Address Prefixes of the served UE. (NOTE 4) (NOTE 5) (NOTE 8) (NOTE 10)
	MultiUeAddr

	ipDomain
	string
	O
	0..1
	IPv4 address domain identifier. (NOTE 1) (NOTE 8)
	

	macAddr48
	MacAddr48
	C
	0..1
	The MAC Address of the served UE. (NOTE 8)
	

	addMacAddrs
	array(MacAddr48)
	O
	1..N
	The additional MAC Addresses of the served UE. (NOTE 8) (NOTE 10)
	MultiUeAddr

	dnn
	Dnn
	M
	1
	DNN, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only. 
(NOTE 11)
	

	pcfFqdn
	Fqdn
	C
	0..1
	FQDN of the PCF hosting the Npcf_PolicyAuthorization service. (NOTE 2) (NOTE 9)
	

	pcfIpEndPoints
	array(IpEndPoint)
	C
	1..N
	IP end points of the PCF hosting the Npcf_PolicyAuthorization service. (NOTE 2) (NOTE 9)
	

	pcfDiamHost
	DiameterIdentity
	C
	0..1
	The diameter host for an individual PCF. (NOTE 3) (NOTE 9)
	

	pcfDiamRealm
	DiameterIdentity
	C
	0..1
	The diameter realm for an individual PCF. (NOTE 3) (NOTE 9)
	

	pcfSmFqdn
	Fqdn
	O
	0..1
	FQDN of the PCF hosting the Npcf_SMPolicyControl service. (NOTE 7) (NOTE 10)
	SamePcf

	pcfSmIpEndPoints
	array(IpEndPoint)
	O
	1..N
	IP end points of the PCF hosting the Npcf_SMPolicyControl service. (NOTE 7) (NOTE 10)
	SamePcf

	snssai
	Snssai
	M
	1
	The identification of slice.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Used to negotiate the supported optional features as described in clause 5.8.
Shall be present in the HTTP POST request/response; or in the HTTP GET response if the "supp-feat" attribute query parameter is included in the HTTP GET request.
	

	pcfId
	NfInstanceId
	O
	0..1
	PCF instance identifier
	

	pcfSetId
	NfSetId
	O
	0..1
	The PCF set Id
	

	recoveryTime
	DateTime
	O
	0..1
	Recovery time of the PCF
	

	paraCom
	ParameterCombination
	O
	0..1
	If it is included, the BSF shall check whether there is an existing PCF binding information for the indicated combination. (NOTE 6) (NOTE 10)
	SamePcf

	bindLevel
	BindingLevel
	O
	0..1
	Contains the level of binding.
	

	ipv4FrameRouteList
	array(Ipv4AddrMask)
	O
	1..N
	List of Framed Route information of IPv4.
	

	ipv6FrameRouteList
	array(Ipv6Prefix)
	O
	1..N
	List of Framed Route information of IPv6.
	

	NOTE 1:	The ipDomain attribute may only be provided if the ipv4Addr attribute is present.
NOTE 2:	When the "ExtendedSamePcf" feature is not supported, at least one of "pcfFqdn" or "pcfIpEndPoints" shall be included if the PCF supports the Npcf_PolicyAuthorization service. When the "ExtendedSamePcf" feature is supported these attributes may be provided if available.
NOTE 3:	When the "ExtendedSamePcf" feature is not supported, both pcfDiamHost and pcfDiamRealm are provided if the PCF supports Rx interface. When the "ExtendedSamePcf" feature is supported these attributes may provided if available.
NOTE 4:	5G-RG and FN-RG replaces UE for wireline access support. See 3GPP TS 23.316 [19].
NOTE 5:	IPv6 prefix(es) shorter than /64 or full IPv6 address(es_ with a /128 prefix may be encoded as the "ipv6Prefix" and "addIpv6Prefixes" attributes, according to 3GPP TS 23.316 [19], clause 8.3.1.
NOTE 6:	If the BSF finds that there is an existing Individual PCF for a PDU Session Binding resource for the indicated combination containing Npcf_SMPolicyControl service addressing information, the BSF shall not check other Individual PCF for a PDU Session Binding resources and shall reject the ongoing registration, and return the FQDN or IP endpoints of the Npcf_SMPolicyControl service of the matching Individual PCF for a PDU Session Binding resource to the requesting PCF.
NOTE 7:	At least one of the "pcfSmFqdn" attribute or the "pcfSmIpEndPoints" attribute shall be included in the binding information, if the binding refers to an SM Policy association and if the "SamePcf" feature is supported and the PCF determines that the same PCF shall be selected for the SM Policy associations with the same SUPI/DNN/S-NSSAI parameter combination in the non-roaming or home-routed scenario based on operator's policies and configuration.
NOTE 8: 	When the "ExtendedSamePcf" feature is not supported the address information of the served UE shall be provided, i.e., either the "ipv4Addr", the "ipv6Prefix" and/or "addIpv6Prefixes" attributes or the "macAddr48" and/or "addMacAddrs" attributes shall be provided as specified in clause 4.2.2.2.
NOTE 9: 	When the "ExtendedSamePcf" feature is not supported the address information of the Npcf_PolicyAuthorization service and/or Rx interface shall be provided, i.e., both "pcfDiamHost" and "pcfDiamRealm" and/or at least one of the "pcfFqdn" or "pcfEndPoints" shall be provided as specified in clause 4.2.2.2.
NOTE 10:	This attribute does not apply when the NF service consumer is an AF/NEF.
NOTE 11:	The BSF uses the DNN as received from the NF service consumer without applying any transformation. To successfully perform DNN matching, in a specific deployment a DNN shall always be encoded either with the full DNN (e.g., because there are multiple Operator Identifiers for a Network Identifier) or the DNN Network Identifier only. The NF service consumer may include the DNN Operator Identifier based on local configuration.
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Table 5.6.2.4-1: Definition of type ParameterCombination
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	O
	0..1
	Subscription Permanent Identifier 
	

	dnn
	Dnn
	O
	0..1
	DNN, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only. 
(NOTE 3)
	

	snssai
	Snssai
	O
	0..1
	The identification of slice.
	

	NOTE 1:	At least one of the attributes in this table shall be included.
NOTE 2:	The applicable parameter combinations in a given deployment shall be disjoint combinations. E.g., if a deployment requires a parameter combination that includes a SUPI value for a DNN/S-NSSAI combination, subsequent parameter combinations of that DNN/S-NSSAI combination shall also include the corresponding SUPI attribute.
NOTE 3:	The BSF uses the DNN as received from the NF service consumer without applying any transformation. To successfully perform DNN matching, in a specific deployment a DNN shall always be encoded either with the full DNN (e.g., because there are multiple Operator Identifiers for a Network Identifier) or the DNN Network Identifier only. The NF service consumer may include the DNN Operator Identifier based on local configuration.
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Table 5.6.2.12-1: Definition of type SnssaiDnnPair
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	snssai
	Snssai
	M
	1
	S-NSSAI
	

	dnn
	Dnn
	M
	1
	Data Network Name, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only.
.DNN(NOTE)
	

	NOTE:	The BSF uses the DNN as received from the NF service consumer without applying any transformation. To successfully perform DNN matching, in a specific deployment a DNN shall always be encoded either with the full DNN (e.g., because there are multiple Operator Identifiers for a Network Identifier) or the DNN Network Identifier only. The NF service consumer may include the DNN Operator Identifier based on local configuration.
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Table 5.6.2.14-1: Definition of type PcfForPduSessionInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	snssai
	Snssai
	M
	1
	S-NSSAI
	

	dnn
	Dnn
	M
	1
	Data Network Name, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only.
DNN(NOTE 3)
	

	pcfId
	NfInstanceId
	O
	0..1
	PCF instance identifier.
	

	pcfSetId
	NfSetId
	O
	0..1
	The PCF set ID.
	

	bindLevel
	BindingLevel
	O
	0..1
	Contains the level of binding.
	

	ipv4Addr
	Ipv4Addr
	O
	0..1
	The IPv4 Address of the served UE.
	

	ipDomain
	string
	O
	0..1
	IPv4 address domain identifier. (NOTE x)
	

	ipv6Prefixes
	array(Ipv6Prefix)
	O
	1..N
	The IPv6 Address Prefixes of the served UE.
	

	macAddrs
	array(MacAddr48)
	O
	1..N
	The MAC Addresses of the served UE.
	

	pcfFqdn
	Fqdn
	O
	0..1
	FQDN of the PCF hosting the Npcf_PolicyAuthorization service. 
	

	pcfIpEndPoints
	array(IpEndPoint)
	O
	1..N
	IP end points of the PCF hosting the Npcf_PolicyAuthorization service.
	

	NOTE 1:	Either the "pcfFqdn" attribute or the "pcfIpEndPoints" attribute shall be included.
NOTE 2:	The "ipDomain" attribute may only be provided if the "ipv4Addr" attribute is present.
NOTE 3:	The BSF uses the DNN as received from the NF service consumer without applying any transformation. To successfully perform DNN matching, in a specific deployment a DNN shall always be encoded either with the full DNN (e.g., because there are multiple Operator Identifiers for a Network Identifier) or the DNN Network Identifier only. The NF service consumer may include the DNN Operator Identifier based on local configuration.
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