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1. Introduction
The MBS Policy control framework based on the Npcf_MBSPolicyControl API and defined in TS 23.247 is not yet fully described/specified in TS 29.537.
2. Reason for Change
Update the service description clauses, the API definition clauses and the OpenAPI description of the Npcf_MBSPolicyAuthorization API in TS 29.537 to cover the missing stage 2 requirements in TS 23.247.
It is to be noted that this pCR may be updated during the meeting based on the progress of the related stage 2 discussions/CRs.
3. Conclusions
N/A.
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.537 V1.0.1.

* * * * Start of Changes * * * *
[bookmark: _Toc104364926][bookmark: _Toc104364946][bookmark: _Toc104364959]4	Overview
In the frame of supporting Multicast/Broadcast Services (MBS), the Policy Control Function (PCF) provides services to NF service consumers (e.g. MB-SMF) via the Npcf service based interface. The PCF supports for this purpose the functionalities defined in 3GPP TS 23.247 [14], i.e. MBS related Policy and Charging Control and MBS QoS control procedures.
Figures°4-1 and 4.2 depict the Multicast/Broadcast related reference architecture of the PCF respectively in SBI representation and reference point representation.


Figure 4-1: Reference model for the MBS PCF Services – SBI representation


[bookmark: _Hlk496757574]Figure 4-2: Reference Model for the MBS PCF Services – Reference point representation
* * * * Next Changes * * * *
[bookmark: _Toc510696586][bookmark: _Toc35971378][bookmark: _Toc104364928][bookmark: _Toc510696653][bookmark: _Toc35971453]5.1	Introduction
Table 5.1-1 summarizes the corresponding APIs defined for this specification.
Table 5.1-1: API Descriptions
	Service Name
	Clause
	Description
	OpenAPI Specification File
	apiName
	Annex

	Npcf_MBSPolicyControl
	5.2
	MBS Policy Control Service
	TS29537_Npcf_MBSPolicyControl.yaml
	npcf-mbspolicycontrol
	A.2

	Npcf_MBSPolicyAuthorization
	5.32
	MBS Policy Authorization Service
	TS29537_Npcf_MBSPolicyAuthorization.yaml
	npcf-mbspolicyauth
	A.3



* * * * Next Changes * * * *
[bookmark: _Toc510696588][bookmark: _Toc35971380][bookmark: _Toc104364930]5.2.1	Service Description
[bookmark: _Toc510696589][bookmark: _Toc35971381]The MBS Session Management Policy Control Service enables the Policy Control Function (PCF) to provision, update and remove MBS session related policies and PCC rules to NF service consumers (e.g. MB-SMF), i.e.:
-	enable an NF service consumers to request the creation, update and deletionremoval of an MBS Session Policy Association for an MBS session; and
-	enable the PCF to provision/update/remove MBS policies towards an NF service consumers.;
Editor's Note:	There may be updates (e.g. additional scope) depending on the progress of the related stage 2 work.
[bookmark: _Toc104364931]* * * * Next Changes * * * *
[bookmark: _Toc510696590][bookmark: _Toc35971382][bookmark: _Toc104364932]5.2.2.1	Introduction
[bookmark: _Toc510696591][bookmark: _Toc35971383]The service operations defined for Npcf_MBSPolicyControl are shown in table 5.2.2.1-1.
Table 5.2.2.1-1: Npcf_MBSPolicyControl Operations 
	Service Operation Name
	Description
	Initiated by

	Npcf_MBSPolicyControl_Create
	Request the creation of an MBS Session Policy Association with at the PCF in order to receive the MBS policies for an MBS session.
	NF service consumer (e.g. MB-SMF)

	Npcf_MBSPolicyControl_Update
	Request the update of an existing MBS Policy Association with the PCF in order to receive the updated MBS policies for an MBS session.
	NF service consumer (e.g. MB-SMF)

	Npcf_MBSPolicyControl_UpdateNotify
	Update/Provision MBS policies.
	PCF

	Npcf_MBSPolicyControl_Delete
	Request the deletion of an existing MBS Session Policy Association.
	NF service consumer (e.g. MB-SMF)



Editor's Note:	There may be updates (e.g. additional scope) depending on the progress of the related stage 2 work.
[bookmark: _Toc104364933]* * * * Next Changes * * * *
[bookmark: _Toc510696592][bookmark: _Toc35971384][bookmark: _Toc104364934]5.2.2.2.1	General
[bookmark: _Toc510696593][bookmark: _Toc35971385]The Npcf_MBSPolicyControl_Create service operation enables an NF service consumer (e.g. MB-SMF) to request the creation of an MBS Policy Association at the PCF and the provisioning of MBS policies for a multicast or a broadcast MBS sessionthe creation of an MBS Session Policy Association with the PCF for a multicast or a broadcast MBS session.
The MBS Session Management procedures of the MB-SMF and related policies are defined in 3GPP TS 23.247 [x] and 3GPP TS 29.532 [16].
The following procedures using the Npcf_MBSPolicyControl_Create service operation are supported:
-	MBS Session Policy Association Establishment.
-	Provisioning of PCC rules.
-	Policy provisioning and enforcement of authorized AMBR per MBS session.
Editor's note:	The updates related to Authorized default QoS is FFS based on SA2 progress.
Editor's note: The scenarios and applicability of Session AMBR are FFS based on SA2 progress.
[bookmark: _Toc104364935]* * * * Next Changes * * * *
5.2.2.2.2	MBS Session Policy Association Establishment


Figure 5.2.2.2.2-1: Procedure for MBS Session Policy Association establishment
1.	In order to request the creation of an MBS Session Policy Association, the NF service consumer (e.g. MB-SMF) shall send an HTTP POST request to the PCF, as described in step  1of figure 5.2.2.2.2-1, with the request body containing the "MbsPolicyCtxtData" data structure that shall contain:
-	the identifier of the concerned MBS Session Id, within the "mbsSessionId" attribute; and
-	the DNN of the MBS session within the "dnn" attribute;
-	the S-NSSAI of the MBS session, within the "snssai" attribute; and
-	the URI towards which MBS policies update notifications should be sent by the PCF, within the "notificationUri" attribute. 
-	the list of supported features, if feature negotiation needs to take place, within the "suppFeat" attribute;
and may contain:
-	the DNN of the MBS session, within the "dnn" attribute;
-	the S-NSSAI of the MBS session, within the "snssai" attribute; and
-	the MBS Service Information, within the "mbsServInfo" attribute.
Editor's Note:	The complete list of attributes is FFS.
2.	Upon reception of the HTTP POST request from the NF service consumer:, 
-	if MBS Service Information is present within the "mbsServInfo" attribute, then:
-	if the PCF is not already serving the MBS Session, the PCF may interact with the BSF, as specified in 3GPP TS 29.521 [21], to check whether there is already a PCF serving the MBS Session;
-	if there is a PCF already serving the MBS Session, the PCF shall respond to the NF service consumer with an HTTP "308 Permanent Redirection" status code including an HTTP Location header field containing the "apiRoot" (e.g. FQDN or IP address) of the PCF currently serving the MBS Session;
-	otherwise:
-	the PCF may interact with the UDR to retrieve MBS policy authorization information for the MBS session, as specified in 3GPP TS 29.519 [20]; and
-	the PCF shall perform MBS policy authorization based on the received MBS Service Information, and the operator policies that are pre-configured at the PCF and/or the MBS Session policy control data retrieved from the UDR;
-	if MBS policy authorization is successful, the PCF shall derive the required MBS policies (e.g. QoS parameters) and determine whether they are allowed or not;
-	if the required MBS policies are allowed:
-	the PCF shall store the generated MBS policies for the MBS session together with the corresponding MBS session IDperform MBS perform MBS policy authorization based on the information received from the NF service consumer and operator policies that are pre-configured at the PCF. If MBS policy authorization is successful, the PCF shall ; and
-	the PCF may register itself at the BSF as the PCF serving the MBS Session as specified in 3GPP TS 29.521 [21];
NOTE 1:	Registering at the BSF as the PCF serving the MBS Session is not necessary in a deployment with a single PCF.
-	if MBS policy authorization is not successful or the required MBS policies are not allowed, the PCF shall reject the request with an appropriate error response as specified below in this clause;
NOTE 2:	If MBS Service Information is not present in the received request, then the PCF has previously determined and generated the required MBS policies for the MBS session as specified in clause 5.3.
-	upon success, the PCF shall:
-	create a new "Individual MBS Policy Association" resourceaddressed by a URI as defined in clause 6.1.3.2 and containing a PCF created resource identifier. ; and
-	Tthe PCF shall then respond to the NF service consumer with an HTTP "201 Created" responsestatus code, including a Location header field containing the URI of the created "Individual MBS Policy Association" resource, and the response body including the MbsPolicyData data structure that shall contain:
-	the received input parameters within the request body, within the "mbsPolicyCtxtData" attribute;
-	the provisioned MBS Policy Decision, within the "mbsPolicies" attribute; and
-	the list of supported features, if feature negotiation is taking place, within the "suppFeat" attribute;
-	if MBS policy authorization is not successful, the PCF shall reject the request with an appropriate error response as specified below;
Editor's Note:	The detailed content of the MbsPolicyData data structure is FFS.
The NF service consumer shall use the URI received in the Location header in subsequent requests to the PCF to refer to the created "Individual MBS Policy" resource.
-	iIf errors occur when processing the HTTP POST request, the PCF shall apply the error handling procedures specified in clause 6.1.7;.
Editor's Note:	The complete list of Error cases and the related status codes are FFS.
-	if MBS Service Information is provided, but it is invalid, incorrect or insufficient for the PCF to perform MBS policy authorization, the PCF shall reject the request with an HTTP "400 Bad Request" response message including the the ProblemDetails data structure with the "cause" attribute set to "INVALID_MBS_SERVICE_INFO";
-	if MBS Service Information is provided, but the MBS IP flow(s) description provided within the MBS Service Information cannot be handled by the PCF because the restrictions defined in clause 5.3.8 of 3GPP TS 29.214 [19] are not respected, the PCF shall reject the request with an HTTP "400 Bad Request" status code including the ProblemDetails data structure with the "cause" attribute set to "FILTER_RESTRICTIONS_NOT_RESPECTED";
-	if from an application level point of view, the provided set of input parameters is incomplete, erroneous or missing necessary information for the PCF to perform MBS policy control, the PCF shall reject the request with an HTTP "400 Bad Request" response message including the ProblemDetails data structure with "cause" attribute set to the "ERROR_INPUT_PARAMETERS" application error;
-	if MBS Service Information is provided, but it is not authorized, the PCF shall reject the request with an HTTP "403 Forbidden" status code including the MbsExtProblemDetails data structure that shall contain:
-	the ProblemDetails data structure with the "cause" attribute set to "MBS_SERVICE_INFO_NOT_AUTHORIZED";
and may contain:
-	the AcceptableMbsServInfo data structure including the MBS Service Information that is acceptable for the PCF;
and
-	iIf the PCF, based on local configuration and/or operator policies, denies the creation of the "Individual MBS Policy" resource based on local configuration and/or operator policies, the PCF may shall reject the request within an HTTP "403 Forbidden" status code including the "cause" attribute of the ProblemDetails data structure set to "MBS_POLICY_CONTEXT_DENIED". At the reception of this error code and based on the internally configured failure actions, the NF service consumer may reject or allow, by applying local policies, the establishment of the corresponding MBS session establishment.
[bookmark: _Toc510696595][bookmark: _Toc35971387][bookmark: _Toc104364937]* * * * Next Changes * * * *
5.2.2.3	Npcf_MBSPolicyControl_Update
5.2.2.3.1	General
The Npcf_MBSPolicyControl_Update service operation enables the NF service consumer (e.g. MB-SMF) to request the update of an existing "Individual MBS Policy Association" resource for a multicast or a broadcast MBS session and/or report MBS Policy Decision installation and/or enforcement failure(s) to the PCF.
The following procedures using the Npcf_MBSPolicyControl_Update service operation are supported:
-	MBS Policy Association Update.
5.2.2.3.2	MBS Policy Association Update


Figure 5.2.2.3.2-1: Procedure for MBS Policy Association Update
1.	In order to request the update of an existing MBS Policy Association, the NF service consumer shall invoke the "Update" resource custom operation URI by sending an HTTP POST request targeting the URI of the corresponding "Individual MBS Policy Association" resource custom operation, i.e. "{apiRoot}/npcf-mbspolicycontrol/<apiVersion>/mbs-policies/{mbsPolicyId}/update", with the request body including the MbsPolicyCtxtDataUpdate data structure that may contain:
-	the updated MBS Service Information, within the "mbsServInfo" attribute;
-	the MBS Policy Control Request Triggers that are met, within the "mbsPcrts" attribute, and/or
-	the MBS Error reporting containing the MBS Policy Decision installation and/or enforcement failure(s), within the "mbsErrorReports" attribute.
2.	Upon reception of the HTTP POST request from the NF service consumer:
-	if the "MBS_SESSION_UPDATE" is triggered and updated MBS Service Information is present within the "mbsServInfo" attribute, then the PCF shall perform MBS policy authorization for the received updated MBS Service Information, taking into account the operator policies that are pre-configured at the PCF and/or the MBS Session policy control data retrieved from the UDR;
-	if MBS policy authorization is not successful or the required MBS policies are not allowed, the PCF shall reject the request with an appropriate error response as specified below in this clause;
-	if MBS policy authorization is successful, the PCF shall derive the required updated MBS policies (e.g. QoS parameters), if any, and determine whether they are allowed or not;
-	if the required updated MBS policies are allowed, the PCF shall store the generated updated MBS policies for the MBS session together with the corresponding MBS session ID; and
-	if the "MBS_SESSION_UPDATE" is triggered and no updated MBS Service Information is provided, then the PCF may identify whether there is any updated MBS policies that need to be applied based on local configuration;
NOTE:	If updated MBS Service Information is not present in the received request, then the PCF has previously determined and generated the required updated MBS policies for the MBS session as specified in clause 5.3.
-	if MBS Policy Decision installation and/or enforcement failure(s) reporting is present in the request, the PCF may take it into account when deriving the required updated MBS policies as specified in clause 5.2.4.1;
-	upon success, the PCF shall:
-	update the corresponding "Individual MBS Policy Association" resource accordingly; and
-	respond to the NF service consumer with an HTTP "200 OK" status code with the response body including the MbsPolicyData that shall contain:
-	the updated complete list of input parameters, within the "mbsPolicyCtxtData" attribute;
and may contain:
-	the updated MBS Policy Decision containing the updated, deleted and/or newly provisioned MBS policies, within the "mbsPolicies" attribute;
-	if errors occur when processing the HTTP POST request, the PCF shall apply the error handling procedures specified in clause 6.1.7;
-	if updated MBS Service Information is provided, but it is invalid, incorrect or insufficient for the PCF to perform MBS policy authorization, the PCF shall reject the request with an HTTP "400 Bad Request" response message including the the ProblemDetails data structure with the "cause" attribute set to "INVALID_MBS_SERVICE_INFO";
-	if updated MBS Service Information is provided, but the MBS IP flow(s) description provided within the MBS Service Information cannot be handled by the PCF because the restrictions defined in clause 5.3.8 of 3GPP TS 29.214 [19] are not respected, the PCF shall reject the request with an HTTP "400 Bad Request" status code including the ProblemDetails data structure with the "cause" attribute set to "FILTER_RESTRICTIONS_NOT_RESPECTED";
-	if from an application level point of view, the provided set of input parameters is incomplete, erroneous or missing necessary information for the PCF to perform MBS policy control, the PCF shall reject the request with an HTTP "400 Bad Request" response message including the ProblemDetails data structure with "cause" attribute set to the "ERROR_INPUT_PARAMETERS" application error;
-	if updated MBS Service Information is provided, but it is not authorized, the PCF shall reject the request with an HTTP "403 Forbidden" status code including the MbsExtProblemDetails data structure that shall contain:
-	the ProblemDetails data structure with the "cause" attribute set to "MBS_SERVICE_INFO_NOT_AUTHORIZED";
and may contain:
-	the AcceptableMbsServInfo data structure including the MBS Service Information that is acceptable for the PCF;
-	if the PCF denies the update of the "Individual MBS Policy" resource based on local configuration and/or operator policies, the PCF shall reject the request within an HTTP "403 Forbidden" status code including the ProblemDetails data structure with the "cause" attribute set to "MBS_POLICY_CONTEXT_DENIED". At the reception of this error code and based on the internally configured failure actions, the NF service consumer (MB-SMF) may reject or allow, by applying local policies, the establishment of the corresponding MBS session; and
-	if the targeted "Individual MBS Policy" resource does not exist, the PCF shall reject the request with an HTTP "404 Not Found" status code including the ProblemDetails data structure with the "cause" attribute set to "MBS_POLICY_ASSOCIATION_NOT_FOUND".
* * * * Next Changes * * * *
5.2.2.3	Npcf_MBSPoliyControl_UpdateNotify
[bookmark: _Toc104364938]* * * * Next Changes * * * *
5.2.2.3.1	General
The Npcf_MBSPolicyControl_UpdateNotify service operation enables the PCF to update/provision MBS Session policies to the NF service consumer (e.g. MB-SMF).
The following procedures using the Npcf_MBSPolicyControl_UpdateNotify service operation are supported:
-	PCF-initiated MBS Session Policy Association Update.
-	PCF-initiated MBS Session Policy Association Termination.
[bookmark: _Toc104364939]* * * * Next Changes * * * *
5.2.2.3.2	PCF initiated MBS Session Policy Association Update


Figure 5.2.2.3.2-1: MBS Session Policy Association update
1.	The PCF may decide to provision policies related to an Individual MBS Policy resource in response to e.g. an internal trigger within the PCF. The PCF shall send for this purpose an HTTP POST request to the NF service consumer (e.g. MB-SMF) using the URI"{notificationUri}/update" with the "notificationUri" set to the notification URI received during MBS Session Policy Association establishment procedure as defined in clause 5.2.2.2. The request message body shall contain a MbsPolicyNotif data structure that shall contain:
-	the representation of the updated policies within the "mbsPolicyDecision" attribute; and
-	the identifier of the Individual MBS Policy resource related to the notification, within the "mbsPolicyId" attribute. 
2.	In case of a successful update of MBS policies, a "204 No Content" response code shall be returned in the response.
If errors occur when processing the HTTP POST request, the NF service consumer shall send an HTTP error response as specified in clause 6.1.7
Editor's Note:	The complete list of Error cases and the related status codes are FFS.
[bookmark: _Toc28012110][bookmark: _Toc34122963][bookmark: _Toc36037913][bookmark: _Toc38875295][bookmark: _Toc43191776][bookmark: _Toc45133171][bookmark: _Toc51316675][bookmark: _Toc51761855][bookmark: _Toc56674838][bookmark: _Toc56675229][bookmark: _Toc59016215][bookmark: _Toc63167813][bookmark: _Toc66262322][bookmark: _Toc68166828][bookmark: _Toc73537945][bookmark: _Toc75351821][bookmark: _Toc83231630][bookmark: _Toc85534929][bookmark: _Toc88559392][bookmark: _Toc90653444][bookmark: _Hlk99090988]If the NF service consumer received one or more MBS PCC rules from the PCF, and the validation of all these MBS PCC Rules was unsuccessful, the NF service consumer shall reject with an HTTP "400 Bad Request" status code with the response body including the MbsErrorReport data structure. Within the MbsErrorReport data structure, the NF service consumer shall include the "error" attribute containing the "cause" attribute of the ProblemDetails data structure set to "MBS_PCC_RULE_PERMANENT_FAIL" or "MBS_PCC_RULE_TEMP_FAIL" and the "mbsRuleReports" attribute to report the MBS PCC rule status of the affected MBS PCC rules.
Editor's Note:	The handling of predefined rules is FFS.
[bookmark: _Toc104364940]* * * * Next Changes * * * *
5.2.2.3.3	PCF initiated MBS Session Policy Association Termination


Figure 5.2.2.3.3-1: MBS Session Policy Association termination request
1.	The PCF may request MBS session termination and the corresponding deletion of the related Individual MBS policy resource due to e.g. an internal trigger or a trigger from an AF. The PCF shall send for this purpose a notification to the NF service consumer (e.g. MB-SMF) via an HTTP POST request using the URI "{notificationUri}/terminate" with the "notificationUri" set to the notification URI received during the MBS Session Policy Association establishment procedure as defined in clause 5.2.2.2. The request body shall include the MbsTermNotif data structure that shall contain:
-	the identifier of the Individual MBS Policy association to which the notification is related, within the "mbsSessionId" attribute; and
-	the cause of why the PCF requests the termination of the MBS policy association within the "cause" attribute.
2.	If the NF service consumer accepts the received HTTP POST request, the NF service consumer shall reply with an HTTP "204 No Content" status code.
After the successful processing of the HTTP POST request, the NF service consumer shall invoke the Npcf_MBSPolicyControl_Delete Service Operation defined in clause 5.2.2.4 to terminate the corresponding "Individual MBS Policy" resource and initiate the procedure to terminate the related MBS session as defined in 3GPP TS 29.532 [16] (see also clause 7.1.1.5 of 3GPP TS 23.247 [14]).
If errors occur when processing the HTTP POST request, the NF service consumer shall send an HTTP error response as specified in clause 6.1.7.
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5.2.2.4.1	General
The Npcf_MBSPolicyControl_Delete service operation provides means forenables the NF service consumer (e.g. MB-SMF) to request the deletion of an existing "Individual MBS Session Policy Association" resource.
[bookmark: _Toc28012112][bookmark: _Toc34122965][bookmark: _Toc36037915][bookmark: _Toc38875297][bookmark: _Toc43191778][bookmark: _Toc45133173][bookmark: _Toc51316677][bookmark: _Toc51761857][bookmark: _Toc56674840][bookmark: _Toc56675231][bookmark: _Toc59016217][bookmark: _Toc63167815][bookmark: _Toc66262324][bookmark: _Toc68166830][bookmark: _Toc73537947][bookmark: _Toc75351823][bookmark: _Toc83231632][bookmark: _Toc85534931][bookmark: _Toc88559394][bookmark: _Toc90653446]The following procedures using the Npcf_MBSPolicyControl_Delete service operation are supported:
-	MBS Session Policy Association Deletion.
[bookmark: _Toc104364943]* * * * Next Changes * * * *
5.2.2.4.2	MBS Session Policy Association Deletion


Figure 5.2.2.4.2-1: MBS Session Policy Association Deletion procedure
1.	In order to request the deletion of an existing MBS Session Policy Association, the NF service consumer shall send an HTTP DELETE request targeting the URI of the concerned corresponding "Individual MBS Policy Association" resource.
2.	On successful deletion of the MBS Policy Session Association:, 
-	the PCF may deregister at the BSF from being the PCF serving the MBS Session, if the PCF created such MBS Session binding during the creation of the MBS Policy Association, as specified in clause 5.2.2.2; and
-	the PCF shall respond to the NF service consumer (MB-SMF) with an HTTP "204 No Content" status code.
If errors occur when processing the HTTP DELETE request, the PCF shall apply the error handling procedures specified in clause 6.1.7.
If the targeted "Individual MBS Policy" resource does not exist, the PCF shall reject the request with an HTTP "404 Not Found" status code including the ProblemDetails data structure with the "cause" attribute set to "MBS_POLICY_ASSOCIATION_NOT_FOUND".
Editor's note:	Error cases and the related MBS responses are FFS.
* * * * Next Changes * * * *
5.2.4	MBS Policy Error Handling
[bookmark: _Toc104364945]5.2.4.1	MBS Report
[bookmark: _Toc67903502][bookmark: _Toc28012115][bookmark: _Toc34122968][bookmark: _Toc36037918][bookmark: _Toc38875300][bookmark: _Toc43191781][bookmark: _Toc45133176][bookmark: _Toc51316680][bookmark: _Toc51761860][bookmark: _Toc56674844][bookmark: _Toc56675235][bookmark: _Toc59016221][bookmark: _Toc63167819][bookmark: _Toc66262328][bookmark: _Toc68166834][bookmark: _Toc73537951][bookmark: _Toc75351827][bookmark: _Toc83231636]Following an MBS Policy Association Creation or Update procedures defined in clause 5.2.2.2.2 or 5.2.2.3.2, the NF service consumer (MB-SMF) may report the potentially encountered failure(s) during the installation and/or enforcement of the provisioned MBS Policy Decision, both for MBS Policy Decision level failure(s) (e.g. MBS QoS Decision failure) and MBS PCC rule level failure(s) (e.g. the installation of one or more MBS PCC rule(s) fails or the PCF installed or modified one or more MBS PCC rules but resource allocation for these MBS PCC rule(s) was unsuccessful).
In order to do so, the NF service consumer (MB-SMF) shall trigger the MBS Policy Association Update procedure defined in clause 5.2.2.3.2 and include within the "mbsErrorReports" attribute of the MbsPolicyCtxtDataUpdate data structure the necessary information on the failure(s) that occurred within one or more MBS Report instance(s), each one of them encoded using the MbsReport data structure that shall include:
-	the failure reason, if available, within the "failureCode" attribute;
-	the affected MBS PCC rule(s), if the reported failure is at MBS PCC rule level, within the "mbsPccRuleIds" attribute; and
-	the MBS PCC rule status, if the reported failure is at MBS PCC rule level, within the "mbsPccRuleStatus" attribute.
Depending on the value of the "failureCode" attribute, the PCF may decide on the necessary updates to be applied to the MBS Policy Decision, if any, including whether to retain, re-install, modify or remove the existing MBS PCC rule(s), or any other action applies.
For MBS PCC rule level failure(s), the following handling shall apply:
-	if the installation of one or more new MBS PCC rule(s) (i.e. MBS PCC rule(s) which were not successfully installed previously) fails, the NF service consumer (MB-SMF) shall set the "mbsPccRuleStatus" attribute to the value "INACTIVE";
-	if one or more MBS PCC rule(s) were successfully installed but can no longer be enforced by the NF service consumer (MB-SMF), the MB-SMF shall set the "mbsPccRuleStatus" attribute to "INACTIVE";
NOTE:	When the PCF receives the "mbsPccRuleStatus" set to the value "INACTIVE", the PCF does not need to request the MB-SMF to remove the concerned MBS PCC rule(s) within the "mbsPccRuleIds" attribute.
-	if the requested modifications to currently active MBS PCC rule(s) fails, the NF service consumer (MB-SMF) shall:
-	retain the targeted existing MBS PCC rule(s) active in their current version (i.e. without any modification), unless the failure reason also impacts the current version of these existing MBS PCC rule(s); and
-	report the modification failure to the PCF;
-	the removal of MBS PCC rule(s) shall not fail. The NF service consumer (MB-SMF) shall retain the MBS PCC rule(s) removal request and perform the necessary actions/procedures in the network when it is possible.
* * * * Next Changes * * * *
[bookmark: _Toc510696608][bookmark: _Toc35971399][bookmark: _Toc104364978]6.1.3.1	Overview
This clause describes the structure for the resource URIs and the resources and methods used for the Npcf_MBSPolicyControl service.
Figure 6.1.3.1-1 depicts the resource URIs structure for the Npcf_MBSPolicyControl API.



Figure 6.1.3.1-1: Resource URI structure of the Npcf_MBSPolicyControl API
Table 6.1.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.1.3.1-1: Resources and methods overview
	Resource purpose/name
	Resource URI (relative path after API URI)
	HTTP method or custom operation
	Description (service operation)

	MBS Policyies Associations
	/mbs-policies
	POST
	Request the creation of a new Individual MBS Policy Association resource.

	Individual MBS Policy Association
	/mbs-policies/{mbsPolicyId}
	GET
	Request the retrieval of an existing Individual MBS Policy Association resource.

	
	
	DELETE
	Request the deletion of an existing Individual MBS Policy Association resource.

	
	
	Update
(POST)
	Request the update of an existing MBS Policy Association.



[bookmark: _Toc510696609][bookmark: _Toc35971400][bookmark: _Toc104364979]* * * * Next Changes * * * *
[bookmark: _Toc510696613][bookmark: _Toc35971404][bookmark: _Toc104364983]6.1.3.2.3.1	POST
This method enables an NF service consumer (e.g. MB-SMF) to request the creation of an MBS Policy Association at the PCF.
This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.
Table 6.1.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and response codes specified in table 6.1.3.2.3.1-3.
Table 6.1.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	MbsPolicyCtxtData
	M
	1
	Contains the parameters to request the createion of an individual MBS Policy Associationresource.



Table 6.1.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MbsPolicyDataMbsPolicyDecision
	M
	1
	201 Created
	Successful case. An Individual MBS Policy resource is successfully created and a representation of the created resource is returned to the NF service consumer.

	n/a
	
	
	308 Permanent Redirect
	Permanent Redirection. Another PCF already serves the MBS Session.

	ProblemDetails
	O
	0..1
	400 Bad Request
	(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	MbsExtProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	NOTE 1:	The manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	Failure cases are described in clause 6.1.7.



Table 6.1.3.2.3.1-4: Headers supported by the POST method201 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure:
 {apiRoot}/npcf-mbspolicycontrol/<apiVersion>/mbs-policies/{mbsPolicyId}



[bookmark: _Toc510696614][bookmark: _Toc35971405][bookmark: _Toc104364984]Table 6.1.3.2.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	String
	M
	1
	Contains the URI (i.e. "apiRoot") of the PCF currently handling the MBS Session and towards which the request is redirected.

	3gpp-Sbi-Target-Nf-Id
	String
	O
	0..1
	Contains the identifier of the PCF (service) instance towards which the request is redirected.



* * * * Next Changes * * * *
6.1.3.2.3.2	< method 2 >
And so on if there are more than two methods supported by the resource. Same structure as in clause 6.1.3.2.3.1.
[bookmark: _Toc510696615][bookmark: _Toc35971406][bookmark: _Toc104364985]* * * * Next Changes * * * *
6.1.3.2.4	Resource Custom Operations
There are no resource custom operations defined for this resource in this release of the specification.
The following clauses will specify the custom operations supported by the resource.
It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
[bookmark: _Toc510696616][bookmark: _Toc35971407][bookmark: _Toc104364986]6.1.3.2.4.1	Overview
[bookmark: _Toc510696617]Table 6.1.3.2.4.1-1: Custom operations
	Operation name
	Custom operaration URI
	Mapped HTTP method
	Description

	<custom operation name>
	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	
	



[bookmark: _Toc35971408][bookmark: _Toc104364987]6.1.3.2.4.2	Operation: < operation 1 >
This clause will specify the meaning of the operation applied on the resource.
[bookmark: _Toc510696618][bookmark: _Toc35971409]6.1.3.2.4.2.1	Description
This sublause will describe the custom operation and what it is used for, and the custom operation's URI.
[bookmark: _Toc510696619][bookmark: _Toc35971410]6.1.3.2.4.2.2	Operation Definition
This clause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the request data structures specified in table 6.1.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.1.3.2.4.2.2-2.
Table 6.1.3.2.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.1.3.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The manadatory HTTP error status code for the <e.g. POST> method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



[bookmark: _Toc510696620][bookmark: _Toc35971411][bookmark: _Toc104364988]6.1.3.2.4.3	Operation: < operation 2 >
And so on if there are more than two operations supported by the resource. Same structure as in clause 6.1.3.2.4.1.
[bookmark: _Toc510696621][bookmark: _Toc35971412][bookmark: _Toc104364989]* * * * Next Changes * * * *
[bookmark: _Toc104364993][bookmark: _Toc510696622][bookmark: _Toc35971413]6.1.3.3.3.1	GET
This method enables an NF service consumer (e.g. MB-SMF) to retrieve an existing "Individual MBS Policy Association" resource at the PCF.
This method shall support the URI query parameters specified in table 6.1.3.3.3.1-1.
Table 6.1.3.3.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.3.3.1-2 and the response data structures and response codes specified in table 6.1.3.3.3.1-3.
Table 6.1.3.3.3.1-2: Data structures supported by the GET Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.1.3.3.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MbsPolicyData
	M
	1
	200 OK
	Successful case. The requested Individual MBS Policy Association resource is successfully returned to the NF service consumerin the response body.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative PCF (service) instance.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative PCF (service) instance.

	NOTE:	The manadatory HTTP error status code for the GET method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



Editor's Note:	Error / redirection cases and the related status codes are FFS.
Table 6.1.3.3.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	String
	M
	1
	An alternative URI of the resource located in an alternative PCF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	String
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected



Table 6.1.3.3.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	String
	M
	1
	An alternative URI of the resource located in an alternative PCF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	String
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected



[bookmark: _Toc104364994]* * * * Next Changes * * * *
6.1.3.3.3.2	DELETE
This method enables an NF service consumer (e.g. MB-SMF) to request the deletion of an existing "Individual MBS Policy Association" resource at the PCF.
This method shall support the URI query parameters specified in table 6.1.3.3.3.2-1.
Table 6.1.3.3.3.2-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.3.3.2-2 and the response data structures and response codes specified in table 6.1.3.3.3.2-3.
Table 6.1.3.3.3.2-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 6.1.3.3.3.2-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response
Codes
	Description

	n/a
	
	
	204 No Content
	Successful response. The Individual MBS Policy resource was successfully deleted.

	
	
	
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative PCF (service) instance.


	
	
	
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative PCF (service) instance.


	ProblemDetails
	O
	0..1
	404 Not Found
	(NOTE 2)

	NOTE  1:	The mandadatory HTTP error status code for the DELETE method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	Failure cases are described in clause 6.1.7.



Editor's Note:	Errors are FFS.
Table 6.1.3.3.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	String
	M
	1
	An alternative URI of the resource located in an alternative PCF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	String
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected



Table 6.1.3.3.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	String
	M
	1
	An alternative URI of the resource located in an alternative PCF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	String
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected



[bookmark: _Toc104364995]* * * * Next Changes * * * *
6.1.3.3.4	Resource Custom Operations
6.1.3.3.4.1	Overview
Table 6.1.3.3.4.1-1: Custom operations
	Operation name
	Custom operaration URI
	Mapped HTTP method
	Description

	Update
	/mbs-policies/{mbsPolicyId}/update
	Update
(POST)
	Request the update of an existing MBS Policy Association.



6.1.3.3.4.2	Operation: Update
6.1.3.3.4.2.1	Description
This resource custom operation enable an NF service consumer (e.g. MB-SMF) to request the update of an existing MBS Policy Association at the PCF.
6.1.3.3.4.2.2	Operation Definition
This operation shall support the request data structures specified in table 6.1.3.3.4.2.2-1 and the response data structure and response codes specified in table 6.1.3.3.4.2.2-2.
Table 6.1.3.3.4.2.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	MbsPolicyCtxtDataUpdate
	M
	1
	Contains the parameters to request the update of the MBS Policy Association.



Table 6.1.3.3.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	MbsPolicyData
	M
	1
	200 OK
	Successful case. The targeted Individual MBS Policy Association resource is successfully updated.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative PCF (service) instance.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI of the resource located in an alternative PCF (service) instance.

	ProblemDetails
	O
	0..1
	400 Bad Request
	(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	MbsExtProblemDetails
	O
	0..1
	403 Forbidden
	(NOTE 2)

	ProblemDetails
	O
	0..1
	404 Not Found
	(NOTE 2)

	NOTE 1:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	Failure cases are described in clause 6.1.7.



Table 6.1.3.3.4.2.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative PCF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected



Table 6.1.3.3.4.2.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative PCF (service) instance.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the request is redirected



* * * * Next Changes * * * *
6.1.4	Custom Operations without associated resources
[bookmark: _Toc510696623][bookmark: _Toc35971414][bookmark: _Toc104364996]There are no custom operations without associated resources defined for this API in this release of the specification.
6.1.4.1	Overview
This clause will specify custom operations without any associated resource (i.e. RPC) supported by this API.
Table 6.1.4.1-1: Custom operations without associated resources
	Custom operation URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	



[bookmark: _Toc510696624][bookmark: _Toc35971415][bookmark: _Toc104364997]6.1.4.2	Operation: <operation 1>
Where <operation 1> is to be replaced by the name of the custom operation, e.g. Authentication_Information_Request.
It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.
[bookmark: _Toc510696625][bookmark: _Toc35971416][bookmark: _Toc104364998]6.1.4.2.1	Description
This sublause will describe the custom operation and what it is used for, and the custom operation's URI.
[bookmark: _Toc510696626][bookmark: _Toc35971417][bookmark: _Toc104364999]6.1.4.2.2	Operation Definition
This clause will specify the custom operation and the HTTP method on which it is mapped.
This operation shall support the response data structures and response codes specified in tables 6.1.4.2.2-1 and 6.1.4.2.2-2.
Table 6.1.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource
	Data type
	P
	Cardinality
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1", or "M..N", or <leave empty>
	<only if applicable>



Table 6.1.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	"<type>" or "array(<type>)" or "map(<type>)"
	"M", "C" or "O"
	"0..1", "1" or "M..N", or <leave empty>
	<list applicable codes with name from the applicable RFCs>
	<Meaning of the success case>
or
<Meaning of the error case with additional statement regarding error handling>

	NOTE:	The manadatory HTTP error status code for the <e.g. POST> method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



[bookmark: _Toc510696627][bookmark: _Toc35971418][bookmark: _Toc104365000]6.1.4.3	Operation: < operation 2>
And so on if there are more than one custom operations supported by the service. Same structure as in clause 6.1.4.2.
[bookmark: _Toc510696628][bookmark: _Toc35971419][bookmark: _Toc104365001]* * * * Next Changes * * * *
[bookmark: _Toc510696629][bookmark: _Toc35971420][bookmark: _Toc104365002]6.1.5	Notifications
There are no notifications defined for this API in this release of the specification.
[bookmark: _Toc510696632][bookmark: _Toc35971427][bookmark: _Toc104365011]6.1.5.1	General
[bookmark: _Toc510696630]Notifications shall comply to clause 6.2 of 3GPP TS 29.500 [4] and clause 4.6.2.3 of 3GPP TS 29.501 [5].
Table 6.1.5.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	MBS Policy Update Notification
	{notificationUri}/update
	update (POST)
	MBS Policy Update Notification initiated by the PCF.

	MBS Policy Termination Notification
	{notificationUri}/terminate
	terminate (POST)
	MBS Policy Termination Notification initiated by the PCF.



[bookmark: _Toc35971421][bookmark: _Toc104365003]6.1.5.2	MBS Policy Update Notification
[bookmark: _Toc532994455][bookmark: _Toc35971422][bookmark: _Toc104365004][bookmark: _Toc510696631]6.1.5.2.1	Description
This notification is used by the PCF to provision/update of MBS session policies to the NF service consumer (e.g. MB-SMF).
Editor's Note:	There may be updates (e.g. additional scope) depending on the progress of the related stage 2 work
[bookmark: _Toc532994456][bookmark: _Toc35971423][bookmark: _Toc104365005]6.1.5.2.2	Target URI
The Callback URI "{notificationUri}" shall be used with the callback URI variables defined in table 6.1.5.2.2-1.
Table 6.1.5.2.2-1: Callback URI variables
	Name
	Definition

	notificationUri
	String formatted as URI with the Callback Uri



[bookmark: _Toc532994457][bookmark: _Toc35971424][bookmark: _Toc104365006]6.1.5.2.3	Standard Methods
[bookmark: _Toc532994458][bookmark: _Toc35971425]6.1.5.2.3.1	POST
This method shall support the request data structures specified in table 6.1.5.2.3.1-1 and the response data structures and response codes specified in table 6.1.5.2.3.1-2.
Table 6.1.5.2.3.1-1: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	MbsPolicyNotif
	M
	1
	Provision/Update of MBS policies by the PCF.



Table 6.1.5.2.3.1-2: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	The MBS policies are provisioned/updated successfully.

	array(PartialMbsSuccessReport)
	O
	1..N
	200 OK
	Some of the MBS PCC rules provisioned by the PCF are not installed successfully.

	MbsErrorReport
	M
	1
	400 Bad Request
	The MBS policies including all the MBS PCC rules provisioned by the PCF are not installed successfully.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI representing the end point of an alternative NF service consumer (service) instance where the notification should be sent.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI representing the end point of an alternative NF service consumer (service) instance where the notification should be sent.

	NOTE:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



[bookmark: _Toc35971426]Editor's Note:	The handling of predefined rules is FFS.
Table 6.1.5.2.3.1-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI representing the end point of an alternative NF consumer (service) instance towards which the notification should be redirected.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the notification request is redirected



Table 6.1.5.2.3.1-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI representing the end point of an alternative NF consumer (service) instance towards which the notification should be redirected.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the notification request is redirected



Editor's Note:	There may be updates (e.g. additional scope) depending on the progress of the related stage 2 work.
[bookmark: _Toc104365007]6.1.5.3	MBS Policy Termination Notification
[bookmark: _Toc104365008]6.1.5.3.1	Description
This notification is used by the PCF to request the termination of an existing MBS policy to the NF service consumer (e.g. MB-SMF).
[bookmark: _Toc104365009]6.1.5.3.2	Target URI
The Callback URI "{notificationUri}/terminate" shall be used with the callback URI variables defined in table 6.1.5.3.2-1.
Table 6.1.5.3.2-1: Callback URI variables
	Name
	Definition

	notificationUri
	String formatted as URI with the Callback Uri.



[bookmark: _Toc104365010]6.1.5.3.3	Standard Methods
6.1.5.3.3.1	POST
This method shall support the request data structures specified in table 6.1.5.3.3.1-1 and the response data structures and response codes specified in table 6.1.5.3.3.1-2.
Table 6.1.5.3.3.1-1: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	MbsTermNotif
	M
	1
	Request to terminate the MBS policy association.



Table 6.1.5.3.3.1-2: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	The MBS policy termination request is successfully acknowledged.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing an alternative URI representing the end point of an alternative NF service consumer (service) instance where the notification should be sent.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing an alternative URI representing the end point of an alternative NF service consumer (service) instance where the notification should be sent.

	NOTE:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.



Table 6.1.5.3.3.1-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI representing the end point of an alternative NF consumer (service) instance towards which the notification should be redirected.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the notification request is redirected.



Table 6.1.5.3.3.1-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI representing the end point of an alternative NF consumer (service) instance towards which the notification should be redirected.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the notification request is redirected.



* * * * Next Changes * * * *
[bookmark: _Toc510696633][bookmark: _Toc35971428][bookmark: _Toc104365012]6.1.6.1	General
This clause specifies the application data model supported by the API.
Table 6.1.6.1-1 specifies the data types defined for the Npcf_MBSPolicyControl service based interface protocol.

Table 6.1.6.1-1: Npcf_MBSPolicyControl specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	MbsErrorReport
	6.1.6.2.11
	Contains the reporting of MBS Policy decision level failure(s) and/or MBS PCC rule level failure(s).
	

	MbsFailureCode
	6.1.6.3.4
	Represents the reason for the MBS Policy Decision(s) enforcement failure or the MBS PCC rule(s) installation failure.
	

	MbsPccRule
	6.1.6.2.7
	Represents an MBS PCC rule's information.
	

	MbsPcrt
	6.1.6.3.3
	Represents an MBS Policy Control Request Trigger.
	

	MbsPolicyCtxtData
	6.1.6.2.2
	Contains the parameters used to request the creation of an Individual MBS Policy resource.
	

	MbsPolicyCtxtDataUpdate
	6.1.6.2.12
	Contains the parameters to update an existing MBS Policy Association.
	

	MbsPolicyData
	6.1.6.2.4
	Contains the MBS policy data of an Individual MBS Policy resource.
	

	MbsPolicyDecision
	6.1.6.2.3
	Contains the MBS policies authorized by the PCF.
	

	MbsPccRuleStatus
	6.1.6.3.5
	Represents the MBS PCC rule status.
	

	MbsPolicyNotif
	6.1.6.2.5
	Represents an MBS policy update notification.
	

	MbsQosChar
	6.1.6.2.9
	Represents explicitly signalled QoS characteristics.
	

	MbsQosInfo
	6.1.6.2.8
	Represents MBS QoS information.
	

	MbsReport
	6.1.6.2.12
	Includes the Information about the MBS Policy Decision level failure(s) and/or the MBS PCC rule level failure(s).
	

	MbsTermNotif
	6.1.6.2.6
	Represents an MBS policy termination notification.
	

	PartialMbsSuccessReport
	6.1.6.2.10
	Includes the information reported by the NF service consumer when some of the MBS PCC rules are not successfully installed.
	

	MbsErrorReport
	6.1.6.2.11
	Contains the rule reports.
	



Table 6.1.6.1-2 specifies data types re-used by the Npcf_MBSPolicyControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_MBSPolicyControl service based interface.
Table 6.1.6.1-2: Npcf_MBSPolicyControl re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	5Qi
	3GPP TS 29.571 [15]
	Indicates the 5G QoS Identifier.
	

	5QiPriorityLevel
	3GPP TS 29.571 [15]
	Indicates the 5QI Priority Level.
	

	Arp
	3GPP TS 29.571 [15]
	Indicates the allocation and retention priority.
	

	AverWindow
	3GPP TS 29.571 [15]
	Indicates the Averaging Window.
	

	BitRate
	3GPP TS 29.571 [15]
	Indicates the Bit Rate.
	

	Dnn
	3GPP TS 29.571 [15]
	Identifies a DNN.
	

	FlowDescription
	3GPP TS 29.512 [18]
	Represents packet filter for an IP flow.
	

	MbsExtProblemDetails
	Clause 6.2.6.4.1
	Identifies the MBS related extensions to the ProblemDetails data structure.
	

	MbsServiceInfo
	3GPP TS 29.571 [15]
	Represents MBS Service Information.
	

	MbsSessionId
	3GPP TS 29.571 [15]
	Represents an MBS Session Identifier.
	

	PacketDelBudget
	TS 29.571 [15]
	Indicates Packet Delay Budget.
	

	PacketErrRate
	TS 29.571 [15]
	Indicates Packet Error Rate.
	

	RedirectResponse
	3GPP TS 29.571 [15]
	Contains redirection related information.
	

	Snssai
	3GPP TS 29.571 [15]
	Identifies an S-NSSAI.
	

	SupportedFeatures
	3GPP TS 29.571 [15]
	Represents the list of supported features. It is used to negotiate the applicability of the optional features.
	

	Uri
	3GPP TS 29.571 [15]
	Represents a URI.
	

	Uinteger
	3GPP TS 29.571 [15]
	Represents an unsigned integer
	



[bookmark: _Toc510696634][bookmark: _Toc35971429]Editor's note:	Whether the data type MbsMaxDataBurstVol will be defined in 3GPP TS 29.537 or 3GPP TS 29.571 is FFS.
[bookmark: _Toc104365013]* * * * Next Changes * * * *
[bookmark: _Toc510696636][bookmark: _Toc35971431][bookmark: _Toc104365015]6.1.6.2.2	Type: MbsPolicyCtxtData
Table 6.1.6.2.2-1: Definition of type MbsPolicyCtxtData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	mbsSessionId
	MbsSessionId
	M
	1
	Represents the identifier of the concerned MBS Session.
	

	dnn
	Dnn
	OM
	1
	Represents the DNN of the MBS session.
	

	snssai
	Snssai
	OM
	1
	Represents the S-NSSAI of the MBS session.
	

	notificationUri
	Uri
	M
	1
	Represents the URI towards which MBS policies update notifications are sent by the PCF.
	

	mbsServInfo
	MbsServiceInfo
	O
	0..1
	Represents the MBS Service Information.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of the supported features among the ones defined in clause 6.1.8.

This parameter attribute shall be provided present if at least one feature is supported by the NF Service Consumerwhen feature negotiation needs to take place.
	



[bookmark: _Toc510696637][bookmark: _Toc35971432]Editor's Note:	The list of attributes and conditions are FFS and pending stage 2 progress.
[bookmark: _Toc104365016]* * * * Next Changes * * * *
[bookmark: _Toc104365017][bookmark: _Toc510696638][bookmark: _Toc35971433]6.1.6.2.4	Type: MbsPolicyData
Table 6.1.6.2.4-1: Definition of type MbsPolicyData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	mbsPolicyCtxtData
	MbsPolicyCtxtData
	M
	0..1
	Contains the parameters used to request the MBS policy creation.
	

	mbsPoliciesy
	MbsPolicyDecision
	CO
	0..1
	Contains the provisioned MBS pPolicyies Decision containing the MBS policies authorized by the PCF.

This attribute shall be present in the response to a request to create an MBS Policy Association or a request to retrieve the properties of an existing MBS Policy Association, and may be present in the response to a request to update an existing MBS Policy Association.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of negotiated supported features.

This parameter shall be provided by the PCF in the response to a request in which the NF service consumer provided the list of features that it supports.
	



Editor's Note:	The list of attributes and conditions are FFS and pending stage 2 progress.
[bookmark: _Toc104365018]* * * * Next Changes * * * *
6.1.6.2.5	Type MbsPolicyNotif
Table 6.1.6.2.5-1: Definition of type MbsPolicyNotif
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	mbsSessionId
	string
	M
	1
	The identifier of the Individual MBS Policy resource to which the notification is related.
	

	mbsPolicyDecision
	MbsPolicyDecision
	O
	1
	MBS Session management policy decision (see clause 6.1.6.2.3).
	



[bookmark: _Toc104365019]* * * * Next Changes * * * *
6.1.6.2.6	Type: MbsTermNotif
Table 6.1.6.2.6-1: Definition of type MbsTermNotif
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	mbsSessionId
	string
	M
	1
	The identifier of an Individual MBS Policy association to which the notification is related.
	

	cause
	MbsPolicyAssociationReleaseCause
	M
	1
	The cause why the PCF requests the termination of the policy association.
	



[bookmark: _Toc104365020]* * * * Next Changes * * * *
6.1.6.2.8	Type: MbsPolicyCtxtDataUpdate
Table 6.1.6.2.8-1: Definition of type MbsPolicyCtxtDataUpdate
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	mbsServInfo
	MbsServiceInfo
	O
	0..1
	Represents the updated MBS Service Information.
	

	mbsPcrts
	array(MbsPcrt)
	O
	1..N
	Represents the list of MBS Policy Control Request Triggers that are met.
	

	mbsErrorReport
	MbsErrorReport
	O
	0..1
	Contains the reporting of MBS Policy decision level failure(s) and/or MBS PCC rule level failure(s).
	



[bookmark: _Toc104365024]* * * * Next Changes * * * *
[bookmark: _Toc104365023]6.1.6.2.10	Type: PartialMbsSuccessReport
Table 6.1.6.2.10-1: Definition of type PartialMbsSuccessReport
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	



Editor's Note:	The complete list of attributes is FFS.
* * * * Next Changes * * * *
6.1.6.2.911	Type: MbsErrorReport
Table 6.1.6.2.911-1: Definition of type MbsErrorReport
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	mbsReports
	array(MbsReport)
	O
	1..N
	Contains the reporting of MBS Policy decision level failure(s) and/or MBS PCC rule level failure(s).
	



Editor's Note:	The complete list of attributes is FFS.
* * * * Next Changes * * * *
6.1.6.2.10	Type: MbsReport
Table 6.1.6.2.10-1: Definition of type MbsReport
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	mbsPccRuleIds
	array(string)
	C
	1..N
	Contains the identifier(s) of the affected MBS PCC rule(s).

This attribute shall be present if the reported failure is related to the MBS PCC rule(s) installation.

(NOTE)
	

	mbsPccRuleStatus
	MbsPccRuleStatus
	C
	0..1
	Indicates the status of the MBS PCC rule(s) identified by the "mbsPccRuleIds" attribute.

This attribute shall be present only if the "mbsPccRuleIds" attribute is present.
	

	failureCode
	MbsFailureCode
	C
	0..1
	Indicates the reason of the failure of the MBS Policy Decision or the MBS PCC rule(s) identified by the "mbsPccRuleIds" attribute.

This attribute shall be present when available.

(NOTE)
	

	NOTE:	If the reported failure is due to MBS Policy Decision failure, then the "mbsPccRuleIds" attribute shall not be present and the "failureCode" attribute indicates the appropriate failure cause illustrating the MBS Policy Decision failure that occurred.



* * * * Next Changes * * * *
[bookmark: _Toc510696640][bookmark: _Toc35971435][bookmark: _Toc104365027]6.1.6.3.2	Simple data types
The simple data types defined in table 6.1.6.3.2-1 shall be supported.
Table 6.1.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	<one simple data type, i.e. boolean, integer, number, or string>
	
	



[bookmark: _Toc510696641][bookmark: _Toc35971436][bookmark: _Toc104365028]* * * * Next Changes * * * *
6.1.6.3.3	Enumeration: MbsPolicyAssociationReleaseCause
The enumeration MbsPolicyAssociationReleaseCause represents the cause why the PCF requests the termination of the policy association. It shall comply with the provisions defined in table 6.1.6.3.3-1.
Table 6.1.6.3.3-1: Enumeration MbsPolicyAssociationReleaseCause
	Enumeration value
	Description
	Applicability

	UNSPECIFIED
	This value is used for unspecified reasons.
	



[bookmark: _Toc510696642][bookmark: _Toc35971437]Editor's note:	Other cause values are FFS.
[bookmark: _Toc104365029]* * * * Next Changes * * * *
6.1.6.3.3	Enumeration: MbsPcrt
The enumeration MbsPcrt represents the MBS Policy Control Request Triggers. It shall comply with the provisions defined in table 6.1.6.3.3-1.
Table 6.1.6.3.3-1: Enumeration MbsPcrt
	Enumeration value
	Description
	Applicability

	MBS_SESSION_UPDATE
	Indicates the MBS Session Update policy control request trigger.

This MBS Policy Control Request Trigger is implicitly subscribed by the PCF, i.e. pre-configured at the NF service consumer (MB-SMF).
	



[bookmark: _Toc100763619]* * * * Next Changes * * * *
6.1.6.3.4	Enumeration: MbsFailureCode<EnumType2>
The enumeration MbsFailureCode represents the reason behind the MBS Policy Decision failure. It shall comply with the provisions of table 6.1.6.3.4-1.
And so on if there are more enumerations to define.
Table 6.1.6.3.4-1: Enumeration MbsFailureCode
	Enumeration value
	Description
	Applicability

	NF_MALFUNCTION
	Indicates that the MBS PCC rule could not be successfully installed due to MB-SMF/MB-UPF malfunction.
	

	NF_RESOURCES_UNAVAILABLE
	Indicates that the MBS PCC rule could not be successfully installed due to resources unavailable at MB-SMF/MB-UPF.
	

	RESOURCE_ALLOCATION_FAILURE
	Indicates that the MBS PCC rule could not be successfully installed or maintained since the associated MBS QoS flow establishment/modification failed or the associated MBS QoS flow was released.
	

	MBS_QOS_VALIDATION_FAILURE
	Indicate that MBS QoS validation has failed.
	

	NO_MBS_QOS_FLOW
	Indicates that there is no MBS QoS flow to which the MB-SMF can bind the MBS PCC rule(s).
	

	MBS_QOS_DECISION_ERROR
	Indicates failure in the provisioning of MBS QoS Decision data.
	

	MBS_POLICY_PARAM_ERROR
	Indicates that the information related to the provisioned MBS policy parameter(s) is incorrect, incomplete or inconsistent.
	



* * * * Next Changes * * * *
6.1.6.3.5	Enumeration: MbsPccRuleStatus
The enumeration MbsPccRuleStatus represents the MBS PCC rule status. It shall comply with the provisions of table 6.1.6.3.5-1.
Table 6.1.6.3.5-1: Enumeration MbsPccRuleStatus
	Enumeration value
	Description
	Applicability

	ACTIVE
	Indicates that the MBS PCC rule(s) are successfully installed.
	

	INACTIVE
	Indicates that the MBS PCC rule(s) are removed.
	



* * * * Next Changes * * * *
[bookmark: _Toc510696643][bookmark: _Toc35971438][bookmark: _Toc104365030]6.1.6.4	Data types describing alternative data types or combinations of data types
[bookmark: _Toc510696644][bookmark: _Toc35971439][bookmark: _Toc104365031]There are no data types describing alternative data types or combinations of data types defined for this API in this release of the specification.
6.1.6.4.1	Type: <TypeName 1>
The data types describing alternative data types or combinations of data types shall represent an OpenAPI schema object using the "oneOf", "anyOf" or "allOf"  keyword to list alternative or to be combined data types (see the OpenAPI specification [4] and https://swagger.io/docs/specification/data-models/oneof-anyof-allof-not/).
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches , i.e. a list of mutually exclusive alternative data types., as described using the OpenAPI "oneOf" keyword, if the instance matches against one and only one of the alternative data types.
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches a list of non-exclusive alternative data types, as described using the OpenAPI "anyOf" keyword, if the instance matches against one or more of the alternative data types.
An instance (i.e. a corresponding part of a JSON file to be evaluated against the schema) matches a list of to be combined data types, as described using the OpenAPI "allOf" keyword, if the instance matches against all of the to be combined data types."Attribute name": Name of attributes that belong to the specified data type. The attribute names within a structured data type shall be unique, and their relative order inside the structured data type shall not imply any specific ordering of the corresponding JSON elements in a JSON object.
"Data type": Data type of the alternative or to be combined data type. If the data type is indicated as "<type>", the alternative or to be combined data type shall be of data type <type>. If the data type is indicated as "array(<type>)", the alternative or to be combined data type shall be an array (see IETF RFC 8259 [3]) that contains elements of data type <type>. If the data type is indicated as "map(<type>)", the alternative or to be combined data type shall be an object (see IETF RFC 8259 [3]) encoded in the corresponding OpenAPI specification as a map which values are of data type <type>. <type> can either be "integer", "number", "string" or "boolean" (as defined in the OpenAPI specification [4]), or a data type defined in a 3GPP specification.
"Cardinality": Defines the allowed number of occurrence of data type <type>. A cardinality of "M..N", is only allowed for data types "array(<type>)" and "map(<type>)" and indicates the number of elements within the array or map; the values M and N can either be the characters "M" and "N", respectively, or integer numbers; with M being greater than or equal 0, and N being greater than 0. For data type "<type>", the cardinality shall be set to "1".
"Description": Describes the meaning and use of the attribute and may contain normative statements.Applicability: If the attribute is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [4], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the attribute can be used with any feature.
Applicability: If the type is only applicable for optional feature(s) negotiated using the mechanism defined in clause 6.6 of 3GPP TS 29.500 [2], the name of the corresponding feature(s) shall be indicated in this column. If no feature is indicated. the type can be used with any feature. If no optional features are defined for an API, the applicability column can be omitted for that API.
Table 6.1.6.4.1-1: Definition of type <Type name 1> as a list of <"mutually exclusive alternatives" / "non-exclusive alternatives" / "to be combined data types">
	Data type
	Cardinality
	Description
	Applicability

	"<type>" or "array(<type>)" or "map(<type>)"
	"1" or "M..N"
	<only if applicable>
	



[bookmark: _Toc510696645][bookmark: _Toc35971440][bookmark: _Toc104365032]6.1.6.4.2	Type: <TypeName 2>
And so on if there are more types to specify.
[bookmark: _Toc510696646][bookmark: _Toc35971441][bookmark: _Toc104365033]* * * * Next Changes * * * *
[bookmark: _Toc35971442][bookmark: _Toc104365034]6.1.6.5.1	Binary Data Types
Table 6.1.6.5.1-1: Binary Data Types
	Name
	Clause defined
	Content type

	< Binary Data 1 >
e.g. N1 SM Message

	< clause >
e.g. 6.1.6.5.2
	<content type>
e.g. vnd.3gpp.5gnas

	
	
	



[bookmark: _Toc20131002][bookmark: _Toc104365035][bookmark: _Hlk32129811]* * * * Next Changes * * * *
6.1.6.5.2	< Binary Data 1 >
And so on if there are more binary data to specify
[bookmark: _Toc510696647][bookmark: _Toc35971443][bookmark: _Toc104365036]* * * * Next Changes * * * *
[bookmark: _Toc532994477][bookmark: _Toc35971448][bookmark: _Toc104365041][bookmark: _Hlk525137310]6.1.9	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the Npcf_MBSPolicyControl API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the Npcf_MBSPolicyControl API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the Npcf_MBSPolicyControl service.
[bookmark: _Hlk530142087]The Npcf_MBSPolicyControl API defines a single scope "npcf-mbspolicycontrol" for the entire service, and it does not define any additional scopes at resource or operation level.
* * * * Next Changes * * * *
[bookmark: _Toc104365092]A.2	Npcf_MBSPolicyControl API
openapi: 3.0.0
info:
  title: Npcf_MBSPolicyControl API
  version: 1.0.0-alpha.4
  description: |
    MBS Session Policy Control Service  
    © 2022, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.

externalDocs:
  description: >
    3GPP TS 29.537 V1.0.1; 5G System; Multicast/Broadcast Policy Control Services.
  url: 'https://www.3gpp.org/ftp/Specs/archive/29_series/29.537/'

security:
  - {}
  - oAuth2ClientCredentials:
    - npcf-mbspolicycontrol

servers:
  - url: '{apiRoot}/npcf-mbspolicycontrol/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501.

paths:
  /mbs-policies:
    post:
      summary: Request the creation of a new Individual MBS Policy Associationresource.
      operationId: CreateMBSPolicy
      tags:
        - MBS Policy Associationies (Collection)
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/MbsPolicyCtxtData'
      responses:
        '201':
          description: >
            Created. An Individual MBS Policy resource is successfully created. and
            a representation of the created resource is returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/MbsPolicyDataMbsPolicyDecision'
          headers:
            Location:
              description: >
                Contains the URI of the newly created Individual MBS Policy Association resource.
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '403':
          description: Forbidden.
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsExtProblemDetails'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
      callbacks:
        MbsPolicyUpdateNotification:
          '{$request.body#/notificationUri}/update': 
            post:
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/MbsPolicyNotif'
              responses:
                '204':
                  description: >
                    No Content. The MBS Policy Update Notification was successfully received.
                '307':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/308'
                '401':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/503'
                default:
                  $ref: 'TS29571_CommonData.yaml#/components/responses/default'

        MbsPolicyTerminationNotification:
          '{$request.body#/notificationUri}/terminate': 
            post:
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/MbsTermNotif'
              responses:
                '204':
                  description: >
                    No Content. The notification was successfully received.
                '307':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'
                '401':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/503'
                default:
                  $ref: 'TS29571_CommonData.yaml#/components/responses/default'

  /mbs-policies/{mbsPolicyId}:
      parameters:
        - name: mbsPolicyId
          in: path
          description: >
            Contains the identifier of the concerned Individual MBS Policy Association.
          required: true
          schema:
            type: string

    get:
      summary: Read an Individual MBS Policy.
      operationId: GetIndMBSPolicy
      tags:
        - Individual MBS Policy Association (Document)
      parameters:
        - name: mbsPolicyId
          in: path
          description: >
            Contains the identifier of the concerned Individual MBS Session Policy Association.
          required: true
          schema:
            type: string
      responses:
        '200':
          description: >
            OK. The requested Individual MBS Policy Association resource is successfully returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/MbsPolicyData'
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29571_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

    delete:
      summary: Deletes an existing Individual MBS Policy resource.
      operationId: DeleteIndMBSPolicy
      tags:
        - Individual MBS Policy Association (Document)
      parameters:
        - name: mbsPolicyId
          in: path
          description: >
            Contains the identifier of the concerned Individual MBS Session Policy Association.
          required: true
          schema:
            type: string
      responses:
        '204':
          description: >
            No Content. The concerned Individual MBS Policy Association resource was is successfully
            deleted.
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29571_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

  /mbs-policies/{mbsPolicyId}/update:
    post:
      summary: Request the update of an existing MBS Policy Association.
      operationId: UpdateIndMBSPolicy
      tags:
        - Individual MBS POlicy Association (Document)
      parameters:
        - name: mbsPolicyId
          in: path
          description: >
            Contains the identifier of the concerned Individual MBS Policy Association.
          required: true
          schema:
            type: string
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/MbsPolicyCtxtDataUpdate'
      responses:
        '200':
          description: >
            OK. The targeted Individual MBS Policy Association resource is successfully updated.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/MbsPolicyData'
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '403':
          description: Forbidden.
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsExtProblemDetails'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

components:
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows: 
        clientCredentials: 
          tokenUrl: '{nrfApiRoot}/oauth2/token'
          scopes:
            npcf-mbspolicycontrol: Access to the Npcf_MBSPolicyControl API

  schemas:
    MbsPolicyCtxtData:
      description: >
        Contains the parameters used to request the creation of an Individual MBS Policy
        Policy resource Association.
      type: object
      properties:
        mbsSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsSessionId'
        dnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        snssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        mbsServInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RestrictedMbsServiceInfo'
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - mbsSessionId
        - dnn
        - snssai
        - notificationUri

    MbsPolicyData:
      description: >
        Contains the MBS policy data provisioned of as part of an Individual MBS Policy Associationresource.
      type: object
      properties:
        mbsPolicyCtxtData:
          $ref: '#/components/schemas/MbsPolicyCtxtData'
        mbsPolicies:
          $ref: '#/components/schemas/MbsPolicyDecision'
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - mbsPolicyCtxtData


    MbsPolicyDecision:
      description: >
        Identifies the service requirements of an Individual Application MBS Session Context.
      type: object
      properties:
        mbsPccRules:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/MbsPccRule'
          minProperties: 1
          description: >
            A map of MBS PCC rules with the content being the MbsPccRule
            The key used in this map for each entry is the pccRuleId attribute of the corresponding
            MbsPccRule.
        mbsQosInfos:
          $ref: '#/components/schemas/MbsQosInfo'
        mbsQosChars:
          type: object
          additionalProperties:
            $ref: '#/components/schemas/MbsQosChar'
          minProperties: 1
          description: >
            Map of QoS characteristics for non standard 5QIs. This map uses the 5QI values as keys.
          

    MbsPolicyNotif:
      description: Represents an MBS Policy Update Notification.
      type: object
      properties:
        mbsSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsSessionId'
      required:
        - mbsSessionId

    MbsTermNotif:
      description: Represents an MBS Policy Termination Notification.
      type: object
      properties:
        mbsSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsSessionId'
        cause:
          $ref: '#/components/schemas/MbsPolicyAssociationReleaseCause'
      required:
        - mbsSessionId
        - cause

    MbsPccRule:
      description: Contains a PCC rule information for MBS sessions.
      type: object
      properties:
        dlIpFlowInfos:
          type: array
          items:
            $ref: 'TS29512_Npcf_SMPolicyControl.yaml#/components/schemas/FlowDescription'
          minItems: 1
          description: An array of downlink IP flow packet filter information.
        pccRuleId:
          type: string
          description: Univocally identifies the PCC rule within a MBS session.
        precedence:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        refMbsQosInfo:
          type: array
          items:
            type: string
          minItems: 1
          maxItems: 1
          description: >
            A reference to the MbsQosInfo policy decision type.

    MbsQosInfo:
      description: Contains MBS session QoS requirements.
      type: object
      properties:
        mbsQosId:
          type: string
          description: Univocally identifies the QoS control policy data within a MBS session.
        5qi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/5Qi'
        mbrDl:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'
        gbrDl:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'
        arp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Arp'
        priorityLevel:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/5QiPriorityLevel'
        averWindow:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AverWindow'
      required:
        - mbsQosId

    MbsQosChar:
      description: Represents explicitly signalled  QoS characteristics.
      type: object
      properties:
        5qi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/5Qi'
        resourceType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/QosResourceType'
        priorityLevel:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/5QiPriorityLevel'
        packetDelayBudget:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PacketDelBudget'
        packetErrorRate:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PacketErrRate'
        averWindow:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AverWindow'
      required:
        - 5qi
        - resourceType
        - priorityLevel
        - packetDelayBudget
        - packetErrorRate

    MbsPolicyCtxtDataUpdate:
      description: >
        Contains the parameters to request the modification of an existing MBS Policy Association.
      type: object
      properties:
        mbsServInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsServiceInfo'
        mbsPcrts:
          type: array
          items:
            $ref: '#/components/schemas/MbsPcrt'
          minItems: 1
        mbsErrorReport:
          $ref: '#/components/schemas/MbsErrorReport'

    MbsErrorReport:
      description: >
        Represents the reporting of MBS Policy decision level failure(s) and/or MBS PCC rule level
        failure(s).
      type: object
      properties:
        mbsReports:
          type: array
          items:
            $ref: '#/components/schemas/MbsReport'
          minItems: 1

    MbsReport:
      description:>
        Contains information about the MBS Policy Decision level failure(s) and/or the MBS PCC
        rule level failure(s).
      type: object
      properties:
        mbsPccRuleIds:
          type: array
          items:
            type: string
          minItems: 1
        mbsPccRuleStatus:
          $ref: '#/components/schemas/MbsPccRuleStatus'
        failureCode:
          $ref: '#/components/schemas/MbsFailureCode'


# ENUMS:

    MbsPcrtolicyAssociationReleaseCause:
      description: >
        Represents the cause due to which the PCF requests the termination of the MBS policyMBS Policy Control Request Triggers.
        association.
      anyOf:
      - type: string
        enum:
          - MBS_SESSION_UPDATEUNSPECIFIED
      - type: string
        description: >
          Represents MBS Policy Control Request Triggers.
      description: |
        Possible values are
        - MBS_SESSION_UPDATE: Indicates the MBS Session Update policy control request trigger.

    MbsPccRuleStatus:
      anyOf:
      - type: string
        enum:
          - ACTIVE
          - INACTIVE
      - type: string
        description: >
          Represents the MBS PCC rule status.
      description: |
        Possible values are
        - ACTIVE: Indicates that the MBS PCC rule(s) are successfully installed.
        - INACTIVE: Indicates that the MBS PCC rule(s) are removed.

    MbsFailureCode:
      anyOf:
      - type: string
        enum:
          - NF_MALFUNCTION
          - NF_RESOURCES_UNAVAILABLE
          - RESOURCE_ALLOCATION_FAILURE
          - MBS_QOS_VALIDATION_FAILURE
          - NO_MBS_QOS_FLOW
          - MBS_QOS_DECISION_ERROR
          - MBS_POLICY_PARAM_ERROR
      - type: string
        description: >
          Represents the reason for the MBS Policy Decision(s) enforcement failure or the MBS PCC
          rule(s) installation failure.
      description: |
        Possible values are:
        - NF_MALFUNCTION: Indicates that the MBS PCC rule could not be successfully installed due to MB-SMF/MB-UPF malfunction.
        - NF_RESOURCES_UNAVAILABLE: Indicates that the MBS PCC rule could not be successfully installed due to resources unavailable at MB-SMF/MB-UPF.
        - RESOURCE_ALLOCATION_FAILURE: Indicates that the MBS PCC rule could not be successfully installed or maintained since the associated MBS QoS flow establishment/modification failed or the associated MBS QoS flow was released.
        - MBS_QOS_VALIDATION_FAILURE: Indicates that MBS QoS validation has failed.
        - NO_MBS_QOS_FLOW: Indicates that there is no MBS QoS flow to which the MB-SMF can bind the MBS PCC rule(s).
        - MBS_QOS_DECISION_ERROR: Indicates failure in the provisioning of MBS QoS Decision data.
        - MBS_POLICY_PARAM_ERROR: Indicates that the information related to the provisioned MBS policy parameter(s) is incorrect, incomplete or inconsistent.
* * * * End of Changes * * * *
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