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	Reason for change:
	SA3 has agreed in CR1326 and CR1388 toTS 33.501 (see S3-220471 and S3-221210) to introduce default UE credentials for primary and secondary authentication in clause I.9.1:
Onboarding of UEs for SNPNs allows the UE to access an Onboarding Network (ONN) based on Default UE credentials for the purpose of provisioning the UE with SNPN credentials and any other necessary information. The Default UE credentials are pre-configured on the UE. Default UE credentials consist of credentials for primary authentication and optionally credentials for secondary authentication.
Accordingly, it is proposed to introduce default UE credentials for primary authentication and default UE credentials for secondary authentication.
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* * * First Change * * * *
[bookmark: _Toc28005540][bookmark: _Toc36041415][bookmark: _Toc45134714][bookmark: _Toc51764007][bookmark: _Toc59019924][bookmark: _Toc68170750][bookmark: _Toc74932407][bookmark: _Toc98144790][bookmark: _Toc28005548][bookmark: _Toc36041423][bookmark: _Toc45134722][bookmark: _Toc51764015][bookmark: _Toc59019932][bookmark: _Toc68170758][bookmark: _Toc74932415][bookmark: _Toc98144798][bookmark: _Toc57930509][bookmark: _Toc57931139][bookmark: _Toc73971649]21.1	Primary authentication using AAA server in DCS
[bookmark: _Hlk102649541]The AUSF in SNPN may support primary authentication and authorization of UEs using default UE credentials meant only for primary authentication from a Default Credentials Server (DCS) for Onboarding of UEs in an ON-SNPN. In case of primary authentication and authorization with an AAA server in DCS the procedures defined in clause 19.1 and clause 19.2 shall apply with the AAA server in DCS taking the role of the AAA server in a CH. When AAA server in DCS is used for primary authentication, the AUSF directly selects the NSSAAF as specified in 3GPP TS 23.501 [2]. In this case, the UDM is not involved in the procedure defined in Figure 19.2-1, and the step 3 to step 5 shall be skipped. 
* * * Next Change * * * *
21.2	Secondary authentication using AAA server in DCS
The SMF in SNPN may support secondary authentication with a Default Credentials Server (DCS) using default UE credentials meant only for secondary authentication upon establishment of an Onboarding PDU Session when the UE has registered successfully with primary authentication without using DCS. In case of secondary authentication with AAA server in DCS the procedures defined in clause 11 and clause 12 shall apply with the AAA server in DCS taking the role of the DN-AAA server. When AAA server in DCS is used for secondary authentication, the SMF selects the AAA server based on its configuration or using the DN-specific identity provided by the UE inside the EAP message in the PDU Session Authentication Complete message as specified in 3GPP TS 33.501 [8].
* * * End Change * * * *

