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	Reason for change:
	A QoS monitoring failure report may occur in the following situations:

· UPF reports packet delay measurement error:

According to 29.244, when the PSA UPF is performing QoS monitoring and does not receive from the (R)AN the UL packet delay for a delay exceeding the Packet Delay Thresholds, the UPF shall generate a QoS monitoring report indicating packet delay measurement failure to the SMF:
[image: ]
Bit 4 – PLMF (Packet Delay Measurement Failure): If this bit is set to "1", this indicates no timestamp is received in uplink packet for a delay exceeding the Packet Delay Thresholds or the Measurement Period.
According to TS 23.503 chapter 6.3.1, the Reporting threshold(s) may also be taken by default as the threshold for reporting packet delay measurement failure: if no measurement result is received for a delay exceeding this threshold, the UPF shall report to the SMF and the SMF shall report to the PCF or to the AF indicating a packet delay measurement failure.
Additionally, TS 23.503, 6.1.3.21 specifies that the QoS monitoring request may include the “threshold for reporting packet delay measurement failure” and in 6.3.1, table 6.3.1-1 indicates that the reporting frequency defines the frequency for the reporting, also when no packet delay measurement result is received for a delay exceeding a threshold.
-	the SMF detects that QoS monitoring is not supported, 
TS 23.502 chapter 4.3.3.2, step 8 states "If the QoS Monitoring for URLLC is enabled for the QoS Flow, the SMF provides the N4 rules containing the QoS Monitoring policy generated according to the information received in step 1b to the UPF via the N4 Session Modification Request message." 
However, it might be that the selected UPF, according to the current selection criteria for the PDU session, does not support QoS monitoring, or there is no possibility for the SMF to select a UPF that supports QoS monitoring.
It might also be that support for QoS monitoring is local to certain areas, and SMF may, by implementation specific means, know whether the delay measurement can be done.

· The SMF detects the UPF does not support Direct Notification
When the SMF provides the N4 rules containing QoS Monitoring policy that contain the Direct Notification indication, it might occur that the UPF does not support the notification to local NEF.



	
	

	Summary of change:
	· Report the QoS monitoring failure in the report about QoS monitoring. Report the QoS monitoring not spported as a separate event. 

· Handling of QoS Monitoring Support indication is controlled by feature QoSMonitoringFailureReport in the affected interfaces.
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* * * First Change * * * *
[bookmark: _Toc68167552][bookmark: _Toc98144651]5.5.9	QoS monitoring procedure


Figure 5.5.9-1: QoS monitoring procedure
1.	The AF subscribes to or unsubscribes from the QoS monitoring notification from the PCF via the NEF.
	To create a subscription to the QoS monitoring information, the AF invokes the Nnef_AFsessionWithQoS_Create service operation to the NEF by sending the HTTP POST request to the "AS Session with Required QoS Subscriptions" resource. If the feature "ExposureToEAS" is supported, the AF may request the direct event notification from the UPF. If the feature "QoSMonitoringFailureReport" is supported, the AF implicitly subscribes to the report of QoS monitoring support in the access network and may indicate the threshold to report packet delay measurement failure.
	To modify an existing subscription to the QoS monitoring information, the AF invokes the Nnef_AFsessionWithQoS_Update service operation by sending the HTTP PUT or PATCH request to the "Individual AS Session with Required QoS Subscription" resource.
	To remove a subscription to QoS monitoring information, the AF invokes the Nnef_AFsessionWithQoS_Delete service operation by sending the HTTP DELETE request to the "Individual AS Session with Required QoS Subscription" resource.
2.	Upon receipt of the AF request, the NEF authorizes it.
3-4.	If the PCF address is not available on the NEF based on local configuration, the NEF invokes the Nbsf_Management_Discovery service operation, specified in clause 8.5.4, to obtain the selected PCF ID for the ongoing PDU session identified by the individual UE address in the AF request.
5-6.	The NEF forwards the AF request to the PCF.
	When receiving the Nnef_AFsessionWithQoS_Create request in step 1, the NEF invokes the Npcf_PolicyAuthorization_Create service operation by sending the HTTP POST request to the "Application Sessions" resource as described in clause 5.2.2.2.2.1.
	When receiving the Nnef_AFsessionWithQoS_Update request in step 1, the NEF invokes the Npcf_PolicyAuthorization_Update service operation by sending the HTTP PATCH request to the "Individual Application Session Context" resource as described in clause 5.2.2.2.2.2. 
	When receiving the Nnef_AFsessionWithQoS_Delete request in step 1, the NEF invokes the Npcf_PolicyAuthorization_Delete service operation by sending the HTTP POST request to the "Individual Application Session Context" resource as described in clause 5.2.2.2.2.3.
7.	The NEF sends the HTTP response message to the AF correspondingly.
8.	Upon receipt of the AF request, the PCF invokes the Npcf_SMPolicyControl_UpdateNotify service operation to update the SMF with corresponding PCC rule(s) by sending the HTTP POST request to the callback URI "{notificationUri}/update" as described in clause 5.2.2.2.1.
	If the AF subscribes to QoS monitoring event, the PCF includes the related QoS monitoring information within the corresponding PCC rule(s). If the feature "QoSMonitoringFailureReport" is supported, the PCF includes the threshold for reporting packet delay measurement failures, if received.
If the PCF determines that the QoS monitoring event notification shall be sent to the NEF via the PCF, the PCF provides the "QOS_MONITORING" policy control request trigger if not previously provided, as specified in 3GPP TS 29.512 [9].
If the PCF determines that the QoS monitoring event notification shall be sent to the NEF directly from the SMF, the PCF includes the notification URI pointing to the NEF within the "notifUri" attribute, the notification and the correlation id assigned by the NEF within the "notifCorreId" attribute, as specified in 3GPP TS 29.512 [9].
	When the feature "ExposureToEAS" is supported and if the PCF received from the NEF the indication of direct QoS monitoring event notification, the PCF includes the notification URI pointing to the NEF within the "notifUri" attribute, the notification correlation id assigned by the NEF within the "notifCorreId" attribute and the indication of direct QoS monitoring event notification within the "directNotifInd" attribute, if available, as specified in 3GPP TS 29.512 [9]. The PCF may also determine that duplicated notification is required, i.e. both direct notification to the NEF (i.e. sent from UPF) and notification to the NEF sent via the PCF is required, as specified in 3GPP TS 23.548 [57]. In this case, the PCF also provides the "QOS_MONITORING" policy control request trigger if not previously provided, as specified in 3GPP TS 29.512 [9].
	If the AF unsubscribes from QoS monitoring event, the PCF removes the related subscription information from the corresponding PCC rule(s) as specified in 3GPP TS 29.512 [9].
9. The SMF sends an HTTP 200 OK response message to the PCF. The SMF may indicate QoS monitoring is not supported as defined in 3GPP TS 29.512 [9].
10. When the SMF receives the PCC rule, if the selected UPF and/or the RAN supports the requested QoS monitoring, the SMF shall send a QoS Monitoring request to the UPF and NG-RAN as defined in 3GPP TS 29.512 [9].
	When the SMF receives the indication of direct QoS monitoring event notification within the PCC rule, the SMF shall send to the UPF the request to report directly to the NEF the QoS monitoring events. When the NEF receives the QoS monitoring report from the UPF as specified in 3GPP TS 29.564 [56], the NEF invokes the Nnef_AFsessionWithQoS_Notify service operation as described in steps 12-13.
11A.	When QoS monitoring is supported, and iIn case in step 8 the PCF determines that the notification shall be sent to the NEF via the PCF:
11a-11b.	Upon receipt of the QoS monitoring report from the UPF, the SMF invokes the Npcf_SMPolicyControl_Update service operation to the PCF by sending an HTTP POST request to the "Individual SM Policy" resource to send the received packet delay measurements, or, if the feature "QoSMonitoringFailureReport" is supported, the received packet delay measurement error from the UPF. The PCF sends an HTTP POST response to the SMF.
11c-11d.	Upon receipt of the QoS monitoring event notification from the SMF, the PCF invokes the Npcf_PolicyAuthorization_Notify service operation to forward the notification with the received packet delay measurements, or, if the feature "QoSMonitoringFailureReport" is supported, the received packet delay measurement error from the SMF, to the NEF by sending the HTTP POST request to the callback URI "{notifUri}/notify". The NEF sends an HTTP POST response to the PCF.
11B.	When QoS monitoring is supported, and Iin case in step 8 the PCF determines that the notification shall be sent to the NEF directly from the SMF:
11a-11b.	 Upon receipt of the QoS monitoring report from the UPF, the SMF invokes Nsmf_EventExposure_Notify service operation to forward the notification with the received packet delay measurements, or, if the feature "QoSMonitoringFailureReport" is supported, the received packet delay measurement error from the UPF, to the NEF by sending an HTTP POST request to the callback URI "{notifUri}" received in step 8. The NEF sends an HTTP POST response to the SMF.
11C.	When QoS monitoring is supported, and Iif the AF indicated to be notified of QoS Monitoring at PDU Session termination:
11a-11b.	When the PDU Session is terminated, the SMF invokes the Npcf_SMPolicyControl_Delete service operation by sending the HTTP POST request to the "Individual SM Policy" resource to request the PCF to delete the context of the SM related policy, and report the QoS monitoring information, or, if the feature "QoSMonitoringFailureReport" is supported, measurement error, if received from the UPF. The PCF sends an HTTP POST response to the SMF.
11c-11d.	The PCF invokes the Npcf_PolicyAuthorization_Notify service operation by sending the HTTP POST request to the callback URI "{notifUri}/terminate" to trigger the AF to request the application session context termination via the NEF. The NEF sends an HTTP POST response to the PCF.
11e.	The NEF invokes the Npcf_PolicyAuthorization_Delete service operation by sending the HTTP POST request to the "Individual Application Session Context" resource .to delete the application session.
11f.	The PCF removes the AF application session context and sends an HTTP POST response to the NEF with the QoS monitoring information , or, if the feature "QoSMonitoringFailureReport" is supported, measurement error, received in step 11a.
12-13.	Upon receipt of the QoS monitoring information in step 11, the NEF invokes the Nnef_AFsessionWithQoS_Notify service operation to forward the QoS monitoring information, or if the feature "QoSMonitoringFailureReport" is supported, the QoS monitoring error to the AF.
	When the feature "QoSMonitoringFailureReport" is supported, the NEF may forward the QoS monitoring support indication, if received from the PCF.
NOTE 1:	For details of Nnef_AFsessionWithQoS_Create/Update/Delete/Notify service operations refer to 3GPP TS 29.122 [34].
NOTE 2:	For details of the Npcf_PolicyAuthorization_Create/Update/Delete/Notify service operations refer to 3GPP TS 29.514 [10].
NOTE 3:	For details of the Npcf_SMPolicyControl_UpdateNotify/Update/Delete service operations refer to 3GPP TS 29.512 [9].
NOTE 4:	For details of the Nbsf_Management_Discovery service operation refer to 3GPP TS 29.521 [22].
NOTE 5:	For details of the Nsmf_EventExposure_Notify service operation refer to 3GPP TS 29.508 [8].

* * * End of Changes * * * *
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