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* * * * First change * * * *
[bookmark: _Toc11247240][bookmark: _Toc27044358][bookmark: _Toc36033400][bookmark: _Toc45131532][bookmark: _Toc49775817][bookmark: _Toc51746737][bookmark: _Toc66360279][bookmark: _Toc68104784][bookmark: _Toc74755413][bookmark: _Toc105674268]4.4.12.1	General
The procedures are used by an SCS/AS to request that the network consider setting the suggested network parameter values which can influence certain aspects of UE/network behaviour. The procedures are applicable for an individual UE or a group of UEs. 
In order to create a new network parameter configuration to configure suggested network parameters, the SCS/AS shall send an HTTP POST request message to the SCEF to the resource "NP Configurations". The body of the HTTP request message shall include External Identifier or MSISDN or External Group Identifier, SCS/AS Identifier, and may include Maximum Latency, Maximum Response Time and Suggested Number of Downlink Packets and Group Reporting Guard Time, wherein, the External Identifier or MSISDN indicates the configuration for an individual UE and the External Group Identifier indicates for a group of UEs. If the External Group Identifier is included, the SCS/AS shall provide the Notification Destination Address in the request.
NOTE:	The Notification Delivery as described in clause 5.2.5 is not supported for individual UE configuration case.
In order to update an existing Network Parameter Configuration, the SCS/AS may send an HTTP PUT message to the resource "Individual NP Configuration" requesting the SCEF to replace all properties in the existing resource.
The SCS/AS may also use an HTTP PATCH message to request to change some properties in the existing resource.
Upon receipt of the HTTP POST, PUT or PATCH message, if the SCS/AS is authorized to perform the request, the SCEF shall check whether the Maximum Latency, Maximum Response Time and/or Suggested Number of Downlink Packets in the HTTP request body are within the range defined by operator policies, if one or more of these parameters are not within the range, the SCEF shall:
-	either reject the request message by sending an HTTP response to the SCS/AS with a status code set to "403 Forbidden", in which itand may indicate the "PARAMETER_OUT_OF_RANGE" application error in the "cause" attribute of the "ProblemDetails" data structure and it may also indicate which parameters are out of the range in the "invalidParams" attribute of the "ProblemDetails" structure in the response body; or
-	modify the parameters which are not within the range by selecting different values which are in the range.
After validation, the SCEF shall perform the Network Parameter Configuration as described in clause 4.4.12.2 for an individual UE or in clause 4.4.12.3 for a group of UEs.
In order to delete an existing Network Parameter Configuration at the SCEF, the SCS/AS shall send an HTTP DELETE message to the corresponding resource "Individual NP Configuration" at the SCEF. The SCEF shall determine the SCEF Reference ID for deletion and interact with the HSS via S6t as defined in 3GPP TS 29.336 [11]. Upon receipt of the response from the HSS, the SCEF shall delete active resource "Individual NP Configuration" addressed by the URI and send an HTTP response to the SCS/AS with a "204 No Content" status code.
* * * * Next change * * * *
[bookmark: _Toc11247852][bookmark: _Toc27044996][bookmark: _Toc36034038][bookmark: _Toc45132185][bookmark: _Toc49776470][bookmark: _Toc51747390][bookmark: _Toc66360966][bookmark: _Toc68105471][bookmark: _Toc74756101][bookmark: _Toc105674978]5.13.3.2.3.4	POST
The POST method creates a new configuration resource for a given SCS/AS. The SCS/AS shall initiate the HTTP POST request message and the SCEF shall respond to the message. The SCEF shall construct the URI of the created resource.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.13.3.2.3.4-1 and table 5.13.3.2.3.4-2.
Table 5.13.3.2.3.4-1: URI query parameters supported by the POST method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	



Table 5.13.3.2.3.4-2: Data structures supported by the POST request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	NpConfiguration
	1
	Parameters to create a new configuration to configure network parameters with the SCEF.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	NpConfiguration
	1
	201 Created
	The configuration was created successfully. 
The URI of the created resource shall be returned in the "Location" HTTP header.

	
	ProblemDetails
	0..1
	403 Forbidden
	The subscription resource is not allowed to be created since one or more of the received parameters are out of the range defined by operator policies.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
NOTE 2:	Failure cases are described The "cause" attribute within the "ProblemDetails" data structure may be set to "PARAMETER_OUT_OF_RANGE" as defined in clause 5.13.5.3. In such case, the "invalidParams" attribute may be included within the "ProblemDetails" data structure to indicate which parameters are out of range.



Table 5.13.3.2.3.4-3: Headers supported by the 201 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure:
 {apiRoot}/3gpp-network-parameter-configuration/v1/{scsAsId}/configurations/{configurationId}



* * * * Next change * * * *
[bookmark: _Toc11247859][bookmark: _Toc27045003][bookmark: _Toc36034045][bookmark: _Toc45132192][bookmark: _Toc49776477][bookmark: _Toc51747397][bookmark: _Toc66360973][bookmark: _Toc68105478][bookmark: _Toc74756108][bookmark: _Toc105674985]5.13.3.3.3.2	PUT
The PUT method modifies an existing configuration indicated by the resource URI as defined in clause 5.13.3.3.2. The SCS/AS shall initiate the HTTP PUT request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.13.3.3.3.2-1 and table 5.13.3.3.3.2-2.
Table 5.13.3.3.3.2-1: URI query parameters supported by the PUT method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	



Table 5.13.3.3.3.2-2: Data structures supported by the PUT request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	NpConfiguration
	1
	Update of network parameter(s) for an existing Configuration.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	NpConfiguration
	1
	200 OK
	The resource was updated successfully. 
The SCEF shall return an updated Configuration information in the response.

	
	noneProblemDetails
	0..1
	204 No Content403 Forbidden
	The resource was updated successfully.The subscription resource is not allowed to be created since one or more of the received parameters are out of the range defined by operator policies.
(NOTE 2)

	
	none
	
	307 Temporary Redirect204 No Content
	Temporary redirection, during configuration modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF.

Redirection handling is described in clause 5.2.10.The resource was updated successfully.

	
	none
	
	308 Permanent Redirect307 Temporary Redirect
	Permanent redirection, during configuration modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF.

Redirection handling is described in clause 5.2.10.Temporary redirection, during configuration modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF.
Redirection handling is described in clause 5.2.10.

	
	ProblemDetailsnone
	0..1
	403308 ForbiddenPermanent Redirect
	(NOTE 2)Permanent redirection, during configuration modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF.
Redirection handling is described in clause 5.2.10.

	NOTE 1:	The mandatory HTTP error status codes for the PUT method listed in table 5.2.6-1 also apply.
NOTE 2:	Failure cases are described The "cause" attribute within the "ProblemDetails" data structure may be set to "PARAMETER_OUT_OF_RANGE" as defined in clause 5.13.5.3. In such case, the "invalidParams" attribute may be included within the "ProblemDetails" data structure to indicate which parameters are out of range.



Table 5.13.3.3.3.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative SCEF.



Table 5.13.3.3.3.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative SCEF.



* * * * Next change * * * *
[bookmark: _Toc11247860][bookmark: _Toc27045004][bookmark: _Toc36034046][bookmark: _Toc45132193][bookmark: _Toc49776478][bookmark: _Toc51747398][bookmark: _Toc66360974][bookmark: _Toc68105479][bookmark: _Toc74756109][bookmark: _Toc105674986]5.13.3.3.3.3	PATCH
The PATCH method shall be used to update some properties in an existing configuration indicated by the Resource URI as defined in clause 5.13.3.3.2. The SCS/AS shall initiate the HTTP PATCH request message and the SCEF shall respond to the message.
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.13.3.3.3.3-1 and table 5.13.3.3.3.3-2.
Table 5.13.3.3.3.3-1: URI query parameters supported by the PATCH method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	none specified
	
	
	



Table 5.13.3.3.3.3-2: Data structures supported by the PATCH request/response by the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	NpConfigurationPatch
	1
	Partial update an existing network parameter configuration.

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	NpConfiguration
	1
	200 OK
	The configuration was updated successfully. 
The SCEF shall return an updated configuration information in the response.

	
	noneProblemDetails
	0..1
	204 No Content403 Forbidden
	The configuration was updated successfully.The subscription resource is not allowed to be created since one or more of the received parameters are out of the range defined by operator policies.
(NOTE 2)

	
	none
	
	307 Temporary Redirect204 No Content
	Temporary redirection, during configuration modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF.

Redirection handling is described in clause 5.2.10.The configuration was updated successfully.

	
	none
	
	308 Permanent Redirect307 Temporary Redirect
	Permanent redirection, during configuration modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF.

Redirection handling is described in clause 5.2.10.Temporary redirection, during configuration modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF.
Redirection handling is described in clause 5.2.10.

	
	ProblemDetailsnone
	0..1
	308 403 ForbiddenPermanent Redirect
	(NOTE 2)Permanent redirection, during configuration modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF.
Redirection handling is described in clause 5.2.10.

	NOTE 1:	The mandatory HTTP error status codes for the PATCH method listed in table 5.2.6-1 also apply.
NOTE 2:	Failure cases are described The "cause" attribute within the "ProblemDetails" data structure may be set to "PARAMETER_OUT_OF_RANGE" as defined in clause 5.13.5.3. In such case, the "invalidParams" attribute may be included within the "ProblemDetails" data structure to indicate which parameters are out of range.



Table 5.13.3.3.3.3-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative SCEF.



Table 5.13.3.3.3.3-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative SCEF.



* * * * Next change * * * *
[bookmark: _Toc105674988][bookmark: _Toc11247862][bookmark: _Toc27045006][bookmark: _Toc36034048][bookmark: _Toc45132195][bookmark: _Toc49776480][bookmark: _Toc51747400][bookmark: _Toc66360976][bookmark: _Toc68105481][bookmark: _Toc74756111][bookmark: _Toc98161726]5.13.3.3.3.5	DELETE
The DELETE method deletes an existing configuration resource "Individual NP Configuration". The SCS/AS shall initiate the HTTP DELETE request message and the SCEF shall respond to the message. 
This method shall support the URI query parameters, request and response data structures, and response codes, as specified in the table 5.13.3.3.3.5-1 and table 5.13.3.3.3.5-2.
Table 5.13.3.3.3.5-1: URI query parameters supported by the DELETE method on this resource 
	Name
	Data type
	Cardinality
	Remarks

	N/A
	
	
	



Table 5.13.3.3.3.5-2: Data structures supported by the DELETE request/response on the resource
	Request body
	Data type
	Cardinality
	Remarks

	
	none
	
	

	Response body
	
Data type
	
Cardinality
	Response
codes
	
Remarks

	
	nonearray(ConfigResult)
	
	2004 OKNo Content
	The configuration was terminated successfully, the configuration failure information for group members shall be included if received.The configuration was terminated successfully.
The response body shall be empty.

	
	nonearray(ConfigResult)
	1..N
	2040 OKNo Content
	The configuration was terminated successfully.
The response body shall be empty.The configuration was terminated successfully, the configuration failure information for group members shall be included if received.

	
	none
	
	307 Temporary Redirect
	Temporary redirection, during configuration termination. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF.

Redirection handling is described in clause 5.2.10.

	
	none
	
	308 Permanent Redirect
	Permanent redirection, during configuration termination. The response shall include a Location header field containing an alternative URI of the resource located in an alternative SCEF.

Redirection handling is described in clause 5.2.10.

	NOTE:	The mandatory HTTP error status codes for the DELETE method listed in table 5.2.6-1 also apply.



Table 5.13.3.3.3.5-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative SCEF.



Table 5.13.3.3.3.5-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative SCEF.



* * * * Next change * * * *
[bookmark: _Toc11247873][bookmark: _Toc27045017][bookmark: _Toc36034059][bookmark: _Toc45132206][bookmark: _Toc49776491][bookmark: _Toc51747411][bookmark: _Toc66360990][bookmark: _Toc68105495][bookmark: _Toc74756125][bookmark: _Toc105675002]5.13.5.3	Application Errors
The application errors defined for the NpConfiguration API are listed in table 5.13.5.3-1. The SCEF shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.13.5.3-1.
Table 5.13.5.3-1: Application errors
	Application Error
	HTTP status code
	Description

	PARAMETER_OUT_OF_RANGE
	403 Forbidden
	Indicates that the resource is not allowed to be created since one or more of the received parameters are out of range defined by operator policies.



* * * * End of changes * * * *
