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* * * * Start of changes * * * *
[bookmark: _Toc510696626][bookmark: _Toc35971417][bookmark: _Toc67903534][bookmark: _Toc70598457][bookmark: _Toc94004619][bookmark: _Toc94004835][bookmark: _Toc104465246][bookmark: _Toc510696629][bookmark: _Toc35971420][bookmark: _Toc67903537][bookmark: _Toc70598460][bookmark: _Toc94004621][bookmark: _Toc94004837][bookmark: _Toc104465248][bookmark: _Toc28009803][bookmark: _Toc34061922][bookmark: _Toc36036678][bookmark: _Toc43284925][bookmark: _Toc45132704][bookmark: _Toc51193398][bookmark: _Toc51760597][bookmark: _Toc59015047][bookmark: _Toc59015563][bookmark: _Toc68165605][bookmark: _Toc83229701][bookmark: _Toc90648900][bookmark: _Toc105593792]5.1.4.2.2	Operation Definition
This operation shall support the response data structures and response codes specified in tables 5.1.4.2.2-1 and 5.1.4.2.2-2.
Table 5.1.4.2.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	UAVAuthInfo
	M
	1
	Represents the data to be used for UAV authentication and authorization



Table 5.1.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	UAVAuthResponse
	M
	1
	200 OK
	Successful request of UAV authentication and authorization and subscription to notification of re-authentication and revocation triggered by the USS.

	N/A
	
	
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative AF.

	N/A
	
	
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative AF.

	ProblemDetailsAuthenticateAuthorize
	O
	0..1
	403 Forbidden
	(NOTE 2)The "cause" attribute may be used to indicate the following application errors:
- FAILED_AUTH

See table 5.1.7.3-1 for the description of these errors.

	NOTE 1:	The manadatory HTTP error status code for the POST method listed in Table 5.2.6-1 of TS 29.122 [16] also apply.
NOTE 2:	Failure cases are described in clause 5.1.7.3.



Table 5.1.4.2.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	String
	M
	1
	An alternative URI representing the end point of an alternative AF.



Table 5.1.4.2.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI representing the end point of an alternative AF.



* * * * Next changes * * * *
5.1.5.1	General
This clause specifies the notifications provided by the Naf_Authentication service.
Notifications shall comply to clause 5.2.5 of 3GPP TS 29.122 [16]6.2 of TS 29.500 [4] and clause 4.6.2.3 of TS 29.501 [5].
Table 5.1.5.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	UAV Notification

	{notifyUri}
	
notify (POST)
	Reauthentication, Reauthorization or Revocation notification




* * * * End of changes * * * *
