

	
3GPP TSG-CT3 Meeting #123e	C3-224677
E-Meeting, 18th – 26th August 2022											(revision of C3-224042)
	CR-Form-v12.2

	CHANGE REQUEST

	

	
	29.214
	CR
	1677
	rev
	1
	Current version:
	17.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Untrusted WLAN location information

	
	

	Source to WG:
	Ericsson, ZTE

	Source to TSG:
	CT3

	
	

	Work item code:
	TEI17, en5GPccSer
	
	Date:
	2022-08-11

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	In the case of interworking bewteen ePDG connected EPC and 5GS, the SMF+PGW-C needs to send the PCF the WLAN location information as specified in clause 4.5.7.2.8 of TS 23.402 if received from the ePDG (the UE may be configured to prefer ePDG over N3IWF).

However, TS 29.214 does not cover the report of the untrusted WLAN location information, if received.


Seeking for the minimum impact in the specifications, the TWAP Identifier is reused as the identifier of the untrusted WLAN in case of interworking between ePDG connected EPC and 5GS, where the ePDG sends the untrusted WLAN location information.

Note that thought the TNAP identifier could have been equally reused for this purpose (it is unknown whether the UE that is using the ePDG is incapable of 5G NAS via WLAN), the “twapId” attribute is considered better, as it is more explicit, using a name that indicates WLAN, and it is also more aligned with the name of the AVP used in Gx, the TWAN-Identifier AVP.



	
	

	Summary of change:
	· The TWAP Identifier is reused as the identifier of the untrusted WLAN in case of interworking between ePDG connected EPC and 5GS, where the ePDG sends the untrusted WLAN location information. The location information received in the TWAP identifier is sent to the AF in the TWAN-Identifier AVP.
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* * * First Change * * * *
[bookmark: _Toc51760087][bookmark: _Toc98142938]E.7	Untrusted non-3GPP Access Network Information
The PCF provides the AF with the access network information as described in subclause 4.4.1, with the following differences:
-	The RAT-Type AVP shall be set to "WLAN" and AN-Trusted AVP shall be set to "Untrusted" when over the N7 reference point the received "ratType" attribute is "WLAN".
-	The ePDG address used as IPSec tunnel endpoint with the UE, received over the N7 reference point within the "anGwAddr" attribute included in the "servNfId" attribute, is encoded in the AN-GW-Address AVP.
-	The serving network identifier received over the N7 reference point within the "servingNetwork" attribute is encoded in the 3GPP-SGSN-MCC-MNC AVP.
If the NetLoc-Untrusted-WLAN feature is supported, reporting access network information procedure described in subclauses 4.4.4 and 4.4.6.7 shall apply with the exceptions specified in clause E.1 and with the exception of:
-	The user location information is encoded as follows:
a)	The UE local IP address (used to reach the N3IWF or ePDG) received over the N7 reference point in the "ueIpv4Addr" or "ueIpv6Addr" attribute of the "n3gaLocation" attribute, if available, is encoded in the UE-Local-IP-Address AVP.
b)	The UDP source port or the TCP source port received over the N7 reference point in the "portNumber" attribute if available, is encoded within the UDP-Source-Port AVP or the TCP-Source-Port AVP as indicated by the "protocol" attribute, if available.
NOTE 1:	When the UE reaches the ePDG via a NAT, the combination of UE local IP address and the UE source port is needed for lawful interception purposes. The UE source port may be either a UDP or a TCP port, and it is indicated in the "protocol" attribute received over the N7 reference point.
c)	The WLAN location information received in the "twapId" attribute of the "n3gaLocation" attribute, if available, is encoded in the TWAN-Identifier AVP.
· The UE time zone information is included within 3GPP-MS-TimeZone AVP, if available.
NOTE 2:	EPC does not support time zone reporting when the access network is untrusted WLAN.
When reporting IP-CAN_CHANGE specific action, the PCF shall, in addition to the IP-CAN-Type AVP and RAT-Type AVP, provide the AN-Trusted AVP set to "Untrusted". The PCF provides also the AF with the ePDG IP address used as IPSec tunnel endpoint with the UE, if received, encoded in the AN-GW-Address AVP.

* * * End of Changes * * * *

