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Additional discussion(if needed):
* * * * Start of changes * * * *
[bookmark: _Toc24868390][bookmark: _Toc34153880][bookmark: _Toc36040824][bookmark: _Toc36041137][bookmark: _Toc43196410][bookmark: _Toc43481180][bookmark: _Toc45134457][bookmark: _Toc51188989][bookmark: _Toc51763665][bookmark: _Toc57205897][bookmark: _Toc59019238][bookmark: _Toc68169911][bookmark: _Toc83233952][bookmark: _Toc90661306][bookmark: _Toc97203214][bookmark: _Toc97203556][bookmark: _Toc28013386][bookmark: _Toc36040142][bookmark: _Toc44692759][bookmark: _Toc45134220][bookmark: _Toc49607284][bookmark: _Toc51763256][bookmark: _Toc58850154][bookmark: _Toc59018534][bookmark: _Toc68169540][bookmark: _Toc97203233]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".
[3]	3GPP TS 29.122: "T8 reference point for Northbound Application Programming Interfaces (APIs)".
[4]	IETF RFC 6455: "The Websocket Protocol".
[5]	IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".
[6]	IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".
[7]	IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests".
[8]	IETF RFC 7233: "Hypertext Transfer Protocol (HTTP/1.1): Range Requests".
[9]	IETF RFC 7234: "Hypertext Transfer Protocol (HTTP/1.1): Caching".
[10]	IETF RFC 7235: "Hypertext Transfer Protocol (HTTP/1.1): Authentication".
[11]	Void
[12]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[13]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[14]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[15]	Open API: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[bookmark: _Hlk506360308][16]	3GPP TS 29.222: "Common API Framework for 3GPP Northbound APIs; Stage 3”.
[17]	3GPP TS 23.222: "Common API Framework for 3GPP Northbound APIs; Stage 2”.
[18]	3GPP TS 33.122: "Security Aspects of Common API Framework for 3GPP Northbound APIs".
[19]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[20]	3GPP TS 29.523: "5G System; Policy Control Event Exposure Service; Stage 3".
[21]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[22]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[23]	3GPP TS 29.468: "Group Communication System Enablers for LTE (GCSE_LTE); MB2 reference point; Stage 3".
[24]	3GPP TR 21.900: "Technical Specification Group working methods".
[25]	3GPP TS 33.210: "3G security; Network Domain Security (NDS); IP network layer security".
[26]	3GPP TS 33.434: "Service Enabler Architecture Layer for Verticals (SEAL); Security Aspects".
[27]	3GPP TS 29.486: "V2X Application Enabler (VAE) Services; Stage 3".
[28]	3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".
[29]	IEEE 802.1Qcc-2018: "IEEE Standard for Local and Metropolitan Area Networks—Bridges and Bridged Networks".
[30]	3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[31]	3GPP TS 29.572: "5G System; Location Management Services; Stage 3".
[aa]	3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".
* * * * * Next changes * * * *
[bookmark: _Toc97203318]5.5.3.2.2.2	VAL server subscribes for Unicast QoS Monitoring using Subscribe_Unicast_QoS_Monitoring
In order to subscribe to unicast QoS monitoring, the VAL server shall send an HTTP POST message to the NRM server, on the "Unicast Monitoring Subscriptions" resource collection representation URI as specified in subclause 7.4.2.2.2.3.1. The request body shall include the MonitoringSubscription data structure as defined in subclause 7.4.2.4.2.8. The VAL server shall indicate within the ReportingRequirement MonitoringSubscription data structure whether one-time reporting or immediate reporting is requested, i.e.:
-	the "immRep" attribute set to "true", if immediate reporting of the the unicast QoS Monitoring data is requested;
-	the "reportingModeoneTimeRep" attribute set to "ONE_TIMEtrue" and the "immRep" attribute set to "true", if one-time reporting of the unicast QoS Monitoring data is requested via the Obtain_Unicast_QoS_Monitoring service operation.;
-	the "immRep" attribute set to "true", if immediate reporting of the the unicast QoS Monitoring data is requested.
Upon reception of the HTTP POST request message, the NRM server shall:
-	verify the identity of the VAL server and whether the VAL server is authorized to create a unicast QoS monitoring subscription at the NRM server;
-	if the VAL server is authorized and one-time reporting is requested, determine if it the requested data is available internally or not and whether interact with the NEF to fetch the data using the Nnef_AnalyticsExposure API, the UE Communication Analytics Events, and DN Performance Analytics as defined in 3GPP TS 29.522 [28];
-	if the VAL server is authorized and one-time reporting is not requested, the NRM server shall interact with the NEF to establish the associated QoS monitoring subscriptions by invoking the Nnef_AnalyticsExposure API, the UE Communication Analytics Events, and DN Performance Analytics as defined in 3GPP TS 29.522 [28]. The NRM server determines the relevant NEF subscription procedures and the parameters for these subscriptions based on the input received from the VAL server;
-	Upon reception of successful response(s) from the NEF or retrieval the requested data internally:
-	if one-time reporting is not requested, the NRM server shall create a new "Individual Unicast Monitoring Subscription" resource and respond to the VAL server with:
-	an HTTP "201 Created" status code, including a Location header field containing the URI for the created "Individual Unicast Monitoring Subscription" resource and the response body including the MonitoringSubscription data structure containing a representation of the created resource as defined in subclause 7.4.2.4.2.8; and
-	if immediate reporting was requested by the VAL server, the returned MonitoringSubscription data structure shall also contain the requested Unicast QoS Monitoring data within the "monRep" attribute as defined in subclause 7.4.2.4.2.2;
-	if one-time reporting is requested, an HTTP "200 OK" status code, with the response body including the MonitoringReport data structure containing the requested Unicast QoS Monitoring data as defined in subclause 7.4.2.4.2.2;
and
-	if the NRM server receives an error response from the NEF, the NRM server shall respond to the VAL server with an appropriate error status code.
Editor's Note: the procedure for Subscribe_Unicast_QoS_Monitoring service operation is FFS.

* * * * * Next changes * * * *
7.4.2.2.2	Resource: Unicast Monitoring Subscriptions
* * * * * Next changes * * * *
[bookmark: _Toc97203572][bookmark: _Toc97203578]7.4.2.4.1	General
This clause specifies the application data model supported by the API. Data types listed in clause 6.2 apply to this API
Table 7.4.2.4.1-1 specifies the data types defined specifically for the SS_NetworkResourceMonitoring API service.
Table 7.4.2.4.1-1: SS_NetworkResourceMonitoring API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	MeasurementData
	7.4.2.4.2.3
	Presents the aggregated measurement data.
	

	MeasurementDataType
	7.4.2.4.3.1
	Indicates the requested measurement data type.
	

	MeasurementPeriod
	7.4.2.4.2.4
	Indicates the measurement time period.
	

	MeasurementRequirements
	7.4.2.4.2.67
	Indicates the measurement requirements.
	

	MonitoringReport
	7.4.2.4.2.2
	Indicates the monitoring report for VAL UEs list, VAL Group, or VAL Stream.
	

	MonitoringSubscription
	7.4.2.4.2.78
	The monitoring subscription request.
	

	ReportingMode
	7.4.2.4.3.2
	Indicates the reporting mode.
	

	ReportingRequirements
	7.4.2.4.2.5
	Indicates the requested requirements of reporting.
	

	ReportingTermination
	7.4.2.4.2.6
	Indicates when the reporting shall stop.
	

	TerminationMode
	7.4.2.4.3.23
	Indicates the termination mode.
	



Table 7.4.2.4.1-2 specifies data types re-used by the SS_NetworkResourceMonitoring API service. 
Table 7.4.2.4.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	AverWindow
	3GPP TS 29.571 [21]
	
	

	BitRate
	3GPP TS 29.571 [21]
	
	

	DateTime
	3GPP TS 29.571 [21]
	
	

	DurationSec
	3GPP TS 29.571 [21]
	
	

	NotificationMethod
	3GPP TS 29.508 [aa]
	
	

	PacketLossRate
	3GPP TS 29.571 [21]
	
	

	SupportedFeatures
	3GPP TS 29.571 [21]
	
	

	Uinteger
	3GPP TS 29.571 [21]
	
	

	Uri
	3GPP TS 29.571 [21]
	
	

	ValTargetUe
	clause 7.3.1.4.2.3
	Used to identify either a VAL User ID or a VAL UE ID.
	

	WebsockNotifConfig
	3GPP TS 29.122 [3]
	
	



* * * * * Next changes * * * *
7.4.2.4.2.5	Type: ReportingRequirements
Table 7.4.2.4.2.5-1: Definition of type ReportingRequirements
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	reportingMode
	NotificationMethodReportingMode
	M
	1
	The indication of the requested reporting option: one-time, periodic or event-triggered (i.e. "ON_EVENT_DETECTION").

This attribute may be set to the value "ONE_TIME" only if the "immRep" attribute is provided and set to "true".
	

	reportingPeriod
	DurationSec
	C
	0..1
	Identifies the reporting time interval for the periodic reporting. (NOTE 1).
	

	reportingThrs
	array(ReportingThreshold)MeasurementData
	C
	10..1N
	Identifies reporting threshold corresponding to the measurement index(es). (NOTE 2).
	

	immRep
	boolean
	O
	0..1
	It indicates immediate reporting. When included and set to true, it indicates that immediate reporting of the subscribed event(s) is requested.
	

	repTerminMode
	TerminationMode
	O
	0..1
	The indication of the requested reporting termination mode: time-triggered, event-triggered (number of reports reached), event-triggered (threshold reached) or user-triggered.

If absent, user-triggered reporting is used as the default termination mode.
	

	expirationTimer
	DurationSec
	C
	0..1
	Identifies the reporting time interval for the time triggered termination mode.
(NOTE 3).
	

	maxNumRep
	Uinteger
	C
	0..1
	Indicates the maximum number of reports (number of reports reached).
(NOTE 4).
	

	termThr
	MeasurementData
	C
	0..1
	Indicates the reporting termination threshold(s) corresponding to the measurement index(ex).
(NOTE 5).

For each measurement data type, the default condition is defined in table 7.4.2.4.2.3.
	

	NOTE 1: 	The "reportingPeriod" attribute shall be presented for the periodic reporting optiononly when the "reportingMode" attribute is set to "PERIODIC".
NOTE 2: 	The "reportingThrs" attribute shall be presented for the event-triggered reporting optiononly when the "reportingMode" attribute is set to "EVENT_TRIGGERED".
NOTE 3: 	The "expirationTimer" attribute shall be present only if the "repTerminMode" attribute is present and set to "TIME_TRIGGERED".
NOTE 4: 	The "maxNumRep" attribute shall be present only if the "repTerminMode" attribute is present and set to "EVENT_TRIGGERED_NUM_REPORTS_REACHED".
NOTE 5: 	The "termThr" attributes shall be present only when the "repTerminMode" attribute is present and set to "EVENT_TRIGGERED_MEAS_THR_REACHED".



[bookmark: _Toc97203579]* * * * * Next changes * * * *
7.4.2.4.2.6	Type: ReportingTermination
Table 7.4.2.4.2.6-1: Definition of type ReportingTermination
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	repTerminMode
	TerminationMode
	M
	1
	The indication of the requested reporting termination option: time-triggered, event-triggered, or user-triggered.
	

	expirationTimer
	DurationSec
	C
	0..1
	Identifies the reporting time interval for the time triggered termination option (NOTE 1).
	

	maxRepNum
	Uinteger
	C
	0..1
	Indicates the maximum number of reports (number of reports reached) (NOTE 2).
	

	termThr
	MeasurementData
	C
	0..1
	Indicates the reporting termination threshold corresponding to the measurement index (NOTE 3).
	

	NOTE 1: 	expirationTimer shall be presented for the time-triggered termination option.
NOTE 2: 	maxRepNum shall be presented for the event-triggered termination number of reports reached option.
NOTE 3: 	termThr shall be presented for the event-triggered termination measurement index threshold reached option.



[bookmark: _Toc97203580]* * * * * Next changes * * * *
7.4.2.4.2.67	Type: MeasurementRequirements
Table 7.4.2.4.2.67-1: Definition of type MeasurementRequirements
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	measDataTypes
	array(MeasurementDataType)
	M
	1..N
	Indicates the required types of measurement data.

At least one measurement data type shall be present in the array structure.
	

	measAggrGranWnd
	AverWindow
	O
	0..1
	It indicates the aggregation granularity window for the measured data (NOTE 1).
	

	measPeriod
	MeasurementPeriod
	O
	0..1
	It indicates the required measurement time period (NOTE 2).
	

	NOTE 1: 	If absent, 1 minute shall be used as default setting.
NOTE 2: 	If absent, current time and 5 minutes duration shall be used as default setting.



[bookmark: _Toc97203581]* * * * * Next changes * * * *
7.4.2.4.2.78	Type: MonitoringSubscription
Table 7.4.2.4.2.78-1: Definition of type MeasurementSubscription
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	valUeIds
	array(ValTargetUe)
	C
	1..N
	List of VAL UEs which measurement data reporting is requested (NOTE 1).
	

	valGroupId
	string
	C
	0..1
	The group ID used for the VAL group for which measurement data reporting is requested (NOTE 1).
	

	valStreamIds
	array(string)
	C
	1..N
	List of VAL streams for which measurement data reporting is requested (NOTE 1)
	

	measReqs
	MeasurementRequirements
	O
	0..1
	It indicates the measurement requirements (NOTE 2).
	

	reportReqs
	ReportingRequirements
	O
	0..1
	It indicates the requested requirements of reporting (NOTE 3).
	

	reportTerm
	ReportingTermination
	O
	0..1
	It indicates when the reporting shall stop (NOTE 4).
	

	notifiUri
	Uri
	C
	0..1
	It indicates the URI where the notification should be delivered to. The notifiUri attribute shall be presented for subscription without immediate report.
	

	immRep
	boolean
	O
	0..1
	It indicates immediate reporting. If included, when it is set to true it indicates immediate reporting of the subscribed events.
	

	monRep
	MonitoringReport
	C
	0..1
	Contains the unicast QoS monitoring data reporting.

It may only be provided (e.g. when immediate reporting is requested) in a successful response to a unicast QoS monitoring subscription creation request.
	

	oneTimeRep
	boolean
	O
	0..1
	It indicates one-time reporting. If included, when it is set to true it indicates one-time reporting of the subscribed events.
	

	reqTestNotif
	boolean
	O
	0..1
	Set to true by the NF service consumer to request the VAL server to send a test notification as defined in clause 6.3.5.3. Set to false or omitted otherwise.
	Notification_test_event

	wsNotifCfg
	WebsockNotifConfig
	O
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in clause 6.3.5.4.
	Notification_websocket

	suppFeat
	SupportedFeatures
	C
	0..1
	This parameter shall be supplied by VAL server in the POST request that request the creation of an individual measurement resource and shall be supplied in the reply of corresponding request.
	

	NOTE 1: 	Only one of these query parameters shall be provided.
NOTE 2: 	If absent, the default values shall be used.
NOTE 3: 	If absent, the default event triggered reporting is used.
NOTE 4: 	If absent, it defaults to event triggered reporting.
	



* * * * * Next changes * * * *
[bookmark: _Toc97203584][bookmark: _Toc97203699]7.4.2.4.3.2	Enumeration: ReportingMode
Table 7.4.2.4.3.2-1: Enumeration ReportingMode
	Enumeration value
	Description
	Applicability

	PERIODIC
	The periodic reporting mode.
	

	EVENT_TRIGGERED
	The event-triggered reporting mode.
	



* * * * * Next changes * * * *
[bookmark: _Toc97203585]7.4.2.4.3.23	Enumeration: TerminationMode
Table 7.4.2.4.3.23-1: Enumeration TerminationMode
	Enumeration value
	Description
	Applicability

	TIME_TRIGGERED
	The time-triggered termination mode.
	

	EVENT_TRIGGERED_NUM_REPORTS_REACHED
	The event-triggered termination number of reports reached mode.
	

	EVENT_TRIGGERED_MEAS_THR_REACHED
	The event-triggered termination measurement index threshold reached mode.
	

	USER_TRIGGERED
	The user-triggered termination mode.
	



* * * * * Next changes * * * *
A.10	SS_NetworkResourceMonitoring
openapi: 3.0.0
info:
  title: SS_NetworkResourceMonitoring
  description: |
    API for SEAL Network Resource Monitoring.  
    © 2022, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.
  version: "1.0.0-alpha.1"
externalDocs:
  description: >
    3GPP TS 29.549 V17.4.0 Service Enabler Architecture Layer for Verticals (SEAL);
    Application Programming Interface (API) specification; Stage 3.
  url: https://www.3gpp.org/ftp/Specs/archive/29_series/29.549/
security:
  - {}
  - oAuth2ClientCredentials: []
servers:
  - url: '{apiRoot}/ss-nrm/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 6.5 of 3GPP TS 29.549
paths:
  /subscriptions:
    post:
      summary: Create individual unicast monitoring subscription resource or obtain unicast QoS monitoring data for VAL UEs, VAL Group, or VAL Streams.
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/MonitoringSubscription'
      responses:
        '201':
          description: The requested individual monitoring subscription resource is successfully created and a representation of the created resource is returned in the response body.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/MonitoringSubscription'
          headers:
            Location:
              description: 'Contains the URI of the newly created individual monitoring resource'
              required: true
              schema:
                type: string
        '200':
          description: The requested unicast QoS monitoring data is returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/MonitoringReport'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
      callbacks:
        NotifyUnicastMonitoringData:
          '{$request.body#/notifUri}': 
            post:
              summary: Notify on updates of the individual monitoring resorce accoring the requested reporting settings.
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/MonitoringReport'
              responses:
                '204':
                  description: The notification is successfully received.
                '307':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/400'
                '401':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29122_CommonData.yaml#/components/responses/503'
                default:
                  $ref: 'TS29122_CommonData.yaml#/components/responses/default'
  /subscriptions/{subscriptionId}:
    delete:
      summary: Remove an existing individual unicast monitoring subscription resource according to the subscriptionId.
      parameters:
        - name: subscriptionId
          in: path
          description: Represents the identifier of an individual unicast monitoring subscription resource.
          required: true
          schema:
            type: string
      responses:
        '204':
          description: The Individual Unicast Monitoring Subscription resource matching the subscriptionId is deleted.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'
    get:
      summary: Read an existing individual unicast monitoring subscription resource according to the subscriptionId.
      parameters:
        - name: subscriptionId
          in: path
          description: Represents the identifier of an individual unicast monitoring subscription resource.
          required: true
          schema:
            type: string
      responses:
        '200':
          description: The requested individual unicast monitoring subscription returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/MonitoringSubscription'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

components:
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{tokenUrl}'
          scopes: {}

  schemas:
    MonitoringReport:
      description: Indicates the monitoring information for VAL UEs list, VAL Group, or VAL Stream.
      type: object
      properties:
        valUeIds:
          type: array
          items:
            $ref: 'TS29549_SS_UserProfileRetrieval.yaml#/components/schemas/ValTargetUe'
          description: List of VAL UEs whose QoS monitoring data is requested.
        valGroupId:
          type: string
          description: The VAL Group Id which QoS monitoring data is requested.
        valStreamIds:
          type: array
          items:
            type: string
          description: List of VAL streams for which QoS monitoring data is requested.
        measData:
          $ref: '#/components/schemas/MeasurementData'
        timestamp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
      required:
        - measData
        - timestamp
      oneOf:
        - required: [valUeIds]
        - required: [valGroupId]
        - required: [valStreamIds]

    MeasurementData:
      description: Presents the aggregated measurement data.
      type: object
      properties:
        dlDelay:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        ulDelay:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        rtDelay:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        avgPlr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PacketLossRate'
        avgDataRate:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'
        maxDataRate:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'
        avrDlTrafficVol:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        avrUlTrafficVol:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
      anyOf:
        - required: [dlDelay]
        - required: [ulDelay]
        - required: [rtDelay]
        - required: [avgPlr]
        - required: [avgDataRate]
        - required: [maxDataRate]
        - required: [avrDlTrafficVol]
        - required: [avrUlTrafficVol]

    MeasurementPeriod:
      description: >
        Indicates the measurement time period.
      type: object
      properties:
        measStartTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        measDuration:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'
      required:
        - measStartTime
        - measDuration

    ReportingRequirements:
      description: Indicates the requested frequency of reporting.
      type: object
      properties:
        reportingMode:
          $ref: 'TS29508_Nsmf_EventExposure.yaml#/components/schemas/NotificationMethodReportingMode'
        reportingPeriod:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'
        reportingThrs:
          type: array
          minItems: 1
          items:
            $ref: '#/components/schemas/ReportingThresholdMeasurementData'
        immRep:
          type: boolean
        repTerminMode:
          $ref: '#/components/schemas/TerminationMode'
        expirationTimer:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'
        maxNumRep:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        termThr:
          $ref: '#/components/schemas/MeasurementData'
      required:
        - reportingMode
    ReportingTermination:
      description: Indicates when the reporting shall stop.
      type: object
      properties:
        repTerminMode:
          $ref: '#/components/schemas/TerminationMode'
        expirationTimer:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'
        maxRepNum:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        termThr:
          $ref: '#/components/schemas/MeasurementData'
      required:
        - repTerminMode

    MeasurementRequirements:
      description: Indicates the measurement requirements.
      type: object
      properties:
        measDataTypes:
          type: array
          items:
            $ref: '#/components/schemas/MeasurementDataType'
          minItems: 1
          description: Indicates the required the QoS measurement data types.
        measAggrGranWnd:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AverWindow'
        measPeriod:
          $ref: '#/components/schemas/MeasurementPeriod'
      required:
        - measDataTypes

    MonitoringSubscription:
      description: The unicast monitoring subscription request.
      type: object
      properties:
        valUeIds:
          description: List of VAL UEs whose QoS monitoring data is requested.
          type: array
          items:
            $ref: 'TS29549_SS_UserProfileRetrieval.yaml#/components/schemas/ValTargetUe'
        valGroupId:
          type: string
          description: The VAL Group Id which QoS monitoring data is requested.
        valStreamIds:
          type: array
          items:
            type: string
          description: List of VAL streams for which QoS monitoring data is requested.
        measReqs:
          $ref: '#/components/schemas/MeasurementRequirements'
        immRep:
          type: boolean
        oneTimeRep:
          type: boolean
        monRep:
          $ref: '#/components/schemas/MonitoringReport'
        reportFreq:
          $ref: '#/components/schemas/ReportingRequirements'
        reportTerm:
          $ref: '#/components/schemas/ReportingTermination'
        notifUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        reqTestNotif:
          type: boolean
        wsNotifCfg:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/WebsockNotifConfig'
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

# Simple data types and Enumerations

    MeasurementDataType:
      description: |
        Indicates the requested measurement data type.  
        Possible values are:
        - DL_DELAY: Downlink packet delay.
        - UL_DELAY: Uplink packet delay.
        - RT_DELAY: Round trip packet delay.
        - AVG_PLR: Average packet loss rate.
        - AVG_DATA_RATE: Average data rate.
        - MAX_DATA_RATE: Maximum data rate.
        - AVG_DL_TRAFFIC_VOLUME: Average downlink traffic volume.
        - AVG_UL_TRAFFIC_VOLUME: Average uplink traffic volume.
      anyOf:
      - type: string
        enum:
           - DL_DELAY
           - UL_DELAY
           - RT_DELAY
           - AVG_PLR
           - AVG_DATA_RATE
           - MAX_DATA_RATE
           - AVG_DL_TRAFFIC_VOLUME
           - AVG_UL_TRAFFIC_VOLUME
      - type: string
        description: >
          Indicates the type of measurement data.This string provides forward-compatibility with future
          extensions to the enumeration but is not used to encode
          content defined in the present version of this API.
      description: |
        Possible values are:
        - DL_DELAY: Downlink packet delay.
        - UL_DELAY: Uplink packet delay.
        - RT_DELAY: Round trip packet delay.
        - AVG_PLR: Average packet loss rate.
        - AVG_DATA_RATE: Average data rate.
        - MAX_DATA_RATE: Maximum data rate.
        - AVG_DL_TRAFFIC_VOLUME: Average downlink traffic volume.
        - AVG_UL_TRAFFIC_VOLUME: Average uplink traffic volume.

    ReportingMode:
      description: |
        Indicates the reporting mode.  
        Possible values are:
        - PERIODIC: Periodic reporting mode.
        - EVENT_TRIGGERED: Event-triggered reporting mode.
      anyOf:
      - type: string
        enum:
           - PERIODIC
           - EVENT_TRIGGERED
      - type: string
        description: >
          This string provides forward-compatibility with future
          extensions to the enumeration but is not used to encode
          content defined in the present version of this API.
    TerminationMode:
      description: |
        Indicates the termination mode.  
        Possible values are:
        - TIME_TRIGGERED: Time-triggered termination mode.
        - EVENT_TRIGGERED_NUM_REPORTS_REACHED: Event-triggered termination number of reports reached mode.
        - EVENT_TRIGGERED_MEAS_THR_REACHED: The event-triggered termination measurement index threshold reached mode.
        - USER_TRIGGERED: User-triggered termination mode.
      anyOf:
      - type: string
        enum:
           - TIME_TRIGGERED
           - EVENT_TRIGGERED_NUM_REPORTS_REACHED
           - EVENT_TRIGGERED_MEAS_THR_REACHED
           - USER_TRIGGERED
      - type: string
        description: >
          Indicates the termination modeThis string provides forward-compatibility with future
          extensions to the enumeration but is not used to encode
          content defined in the present version of this API.
      description: |
        Possible values are:
        - TIME_TRIGGERED: Time-triggered termination mode.
        - EVENT_TRIGGERED_NUM_REPORTS_REACHED: Event-triggered termination number of reports reached mode.
        - EVENT_TRIGGERED_MEAS_THR_REACHED: The event-triggered termination measurement index threshold reached mode.
        - USER_TRIGGERED: User-triggered termination mode.

* * * * End of changes * * * *
