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*** First Change ***
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The procedures are used by the AF to subscribe/unsubscribe to retrieve analytics information via NEF, and are used by the NEF to notify the AF about the requested analytics information as described in 3GPP TS 23.288 [29].
In order to subscribe to retrieve analytics information, the AF shall send an HTTP POST message to the NEF to the resource "Analytics Exposure Subscriptions", the HTTP POST message shall include AnalyticsExposureSubsc data structure as request body. 
The AnalyticsExposureSubsc data structure shall include: 
-	an URI where to receive the requested notifications as "notifUri" attribute;
-	Notification Correlation Identifier assigned by the NF service consumer for the requested notifications as "notifId" attribute; and
-	a description of the subscribed events as "analyEventsSubs" attribute that for each event shall include
1)	an event identifier as "analyEvent" attribute.
The AnalyticsExposureSubsc data structure may include:
-	event reporting requirement information as "analyRepInfo" attribute, which applies for all events in a subscription and may contain the following attributes:
1)	event notification method (periodic, one time, on event detection) as "notifMethod" attribute;
2)	maximum Number of Reports as "maxReportNbr" attribute; 
3)	monitoring Duration as "monDur" attribute;
4)	repetition period for periodic reporting as "repPeriod" attribute;
5)	immediate reporting indication as "immRep" attribute;
6)	sampling ratio as "sampRatio" attribute; 
7)	group reporting guard time as "grpRepTime" attribute. 
Each AnalyticsEventSubsc data structure may include:
-	event specific filters via the "analyEventFilter" attribute; and
-	the indication of the UEs to which the subscription applies via "tgtUe" attribute, which if provided shall include one of the following attributes: 
1)	identification of an individual UE via a "gpsi" attribute; or
2)	identification of a group of UE(s) via a "exterGroupId" attribute; or
3)	identification of any UE via the "anyUeInd" attribute.
In order to update an existing analytics exposure subscription, the AF shall send an HTTP PUT message to the NEF to the resource "Individual Analytics Exposure Subscription" requesting to change the subscription. 
In order to delete an existing analytics exposure subscription, the AF shall send an HTTP DELETE message to the NEF to the resource "Individual Analytics Exposure Subscription".
Upon receipt of the HTTP request from the AF, if the AF is authorized, the NEF shall interact with the NWDAF to subscribe to, modify or cancel the subscription to the analytics information by using the Nnwdaf_EventsSubscription service as defined in 3GPP TS 29.520 [27]. If the NEF receives an error code from the NWDAF, the NEF shall not create, update or delete the resource and shall respond to the AF with a proper error status code.
After receiving a successful response from the NWDAF, the NEF shall,
-	for the HTTP POST request, create a resource "Individual Analytics Exposure Subscription" which represents the analytics exposure subscription, addressed by a URI that contains the AF Identifier and an NEF-created subscription identifier, and shall respond to the AF with a 201 Created status code, including a Location header field containing the URI for the created resource. The AF shall use the URI received in the Location header in subsequent requests to the NEF to refer to this analytics exposure subscription. If not all the requested analytics events in the subscription are accepted, then the NEF may include the "failEventReports" attribute indicating the event(s) for which the subscription failed and the associated reason(s).
-	for the HTTP PUT request, update a resource "Individual Analytics Exposure Subscription" which represents the analytics exposure subscription, and shall responds to the AF with a 200 OK or 204 No Content status code. When responding with a 200 OK status code, if not all the requested analytics events in the subscription are modified successfully, then the NEF may include the "failEventReports" attribute indicating the event(s) for which the modification failed and the associated reason(s).
-	for the HTTP DELETE request, remove all properties of the resource and delete the corresponding active resource "Individual Analytics Exposure Subscription" which represents the analytics exposure subscription, then shall responds to the AF with a 204 No Content status code.
If the immediate reporting indication in the "immRep" attribute within the "analyRepInfo" attribute sets to true during the HTTP POST or PUT request, the NEF shall also include the reports of the events subscribed, if available, in the HTTP POST or PUT response to the AF.
If the NEF receives an analytics information notification from the NWDAF indicating that the subscribed analytics event has been detected, the NEF shall provide a notification by sending HTTP POST message that include the AnalyticsEventNotification data structure at least with the detected analytics event to the AF identified by the notification URI together with the notification correlation identifier received during creation/modification of the Individual Analytics Exposure Subscription. Upon receipt of the analytics event notification, the AF shall respond with a "204 No Content" status code to confirm the received notification.

*** Next Change ***
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The Callback URI "{notifUri}" shall be used with the callback URI variables defined in table 5.6.2.2-1.
Table 5.6.2.2-1: Callback URI variables 
	Name
	Definition

	notifUri
	Callback reference provided by the AF during creation/modification of the subscription within the AnalyticsExposureSubsc data type as defined in Table 5.6.3.3.2-1.
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