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* * * First Change * * * *
[bookmark: _Toc28005424][bookmark: _Toc36038096][bookmark: _Toc45133293][bookmark: _Toc51762121][bookmark: _Toc59016526][bookmark: _Toc68167495][bookmark: _Toc98144594][bookmark: _Toc68167552][bookmark: _Toc98144651]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".
[5]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[6]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[7]	3GPP TS 29.507: "5G System; Access and Mobility Policy Control Service; Stage 3".
[8]	3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".
[9]	3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".
[10]	3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[11]	3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".
[12]	3GPP TS 29.519: "5G System; Usage of the Unified Data Repository Service for Policy Data, Application Data and Structured Data for Exposure; Stage 3".
[13]	Void
[14]	3GPP TS 26.114: "IP Multimedia Subsystem (IMS); Multimedia Telephony; Media handling and interaction".
[15]	3GPP TS 29.201: "Representational State Transfer (REST) reference point between Application Function (AF) and Protocol Converter (PC)".
[16]	IETF RFC 4566: "SDP: Session Description Protocol".
[17]	3GPP TS 26.247: "Transparent end-to-end Packet-switched Streaming Service (PSS) Progressive Download and Dynamic Adaptive Streaming over HTTP (3GP-DASH)".
[18]	3GPP TS 29.214: "Policy and Charging Control over Rx reference point".
[19]	3GPP TS 26.234: "End-to-end transparent streaming service; Protocols and codecs".
[bookmark: _Hlk510034957][20]	3GPP2 C.S0046-0 v1.0: "3G Multimedia Streaming Services".
[21]	3GPP2 C.S0055-A v1.0: "Packet Switched Video Telephony Services (PSVT/MCS)".
[22]	3GPP TS 29.521: "5G System; Binding Support Management Service; Stage 3".
[23]	3GPP TS 29.594: "5G System; Spending Limit Control Service; Stage 3".
[24]	3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".
[25]	3GPP TS 29.551: "5G System; Packet Flow Description Management Service; Stage 3".
[26]	3GPP TS 29.554: "5G System; Background Data Transfer Policy Control Service; Stage 3".
[27]	3GPP TS 29.504: "5G System; Unified Data Repository Services; Stage 3".
[28]	3GPP TS 32.240: "Charging management; Charging architecture and principles".
[29]	IETF RFC 6733: "Diameter Base Protocol".
[30]	3GPP TS 29.213: "Policy and charging control signalling flows and Quality of Service (QoS) parameter mapping".
[bookmark: _Hlk494379414][31]	3GPP TS 29.525: "UE Policy Control Service; Stage 3".
[32]	3GPP TS 29.518: "Access and Mobility Management Services; Stage 3".
[33]	3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[34]	3GPP TS 29.122: "T8 reference point for northbound Application Programming Interfaces (APIs)".Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[35]	3GPP TS 24.292: "IP Multimedia (IM) Core Network (CN) subsystem Centralized Services (ICS); Stage 3".
[36]	IETF RFC 3556: "Session Description Protocol (SDP) Bandwidth Modifiers for RTP Control Protocol (RTCP) Bandwidth".
[37]	IETF RFC 3890: "A Transport Independent Bandwidth Modifier for the Session Description Protocol (SDP)".
[38]	IETF RFC 5761: "Multiplexing RTP Data and Control Packets on a Single Port".
[39]	IETF RFC 4145: "TCP-Based Media Transport in the Session Description Protocol (SDP)".
[40]	IETF RFC 4975: "The Message Session Relay Protocol (MSRP)".
[41]	3GPP TS 24.229: " IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[42]	IETF RFC 4412: "Communications Resource Priority for the Session Initiation Protocol (SIP)".
[43]	IETF RFC 3264: "An Offer/Answer model with the Session Description Protocol (SDP)". 
[44]	3GPP TS 23.216: “Single Radio Voice Call Continuity (SRVCC); Stage 2”. 
[45]	3GPP TS 23.380: "IMS Restoration Procedures".
[46]	3GPP TS 23.221: "Architectural requirements".
[47]	3GPP TS 29.505: "5G System; Usage of the Unified Data Repository Service for Subscription Data; Stage 3".
[48]	3GPP TS 29.552: "5G System; Network Data Analytics signalling follows; Stage 3".
[49]	3GPP TS 29.523: "5G System; Policy Control Event Exposure Service; Stage 3".
[50]	3GPP TS 29.534: "5G System; Access and Mobility Policy Authorization Service; Stage 3".
[51]	3GPP TS 29.510: "5G System; Network function repository services; Stage 3".
[52]	3GPP TS 29.502: "5G System; Session Management Services; Stage 3".
[53]	3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".
[54]	3GPP TS 29.564: "5G System; User Plane Function Services; Stage 3".
[55]	3GPP TS 23.548: "5G System Enhancements for Edge Computing; Stage 2".
* * * Second Change * * * *
5.5.9	QoS monitoring procedure


Figure 5.5.9-1: QoS monitoring procedure
1.	The AF subscribes to or unsubscribes from the QoS monitoring notification from the PCF via the NEF.
	To create a subscription to the QoS monitoring information, the AF invokes the Nnef_AFsessionWithQoS_Create service operation to the NEF by sending the HTTP POST request to the "AS Session with Required QoS Subscriptions" resource. If the feature "EnEDGE" is supported, the AF may request the direct event notification from the UPF.
	To modify an existing subscription to the QoS monitoring information, the AF invokes the Nnef_AFsessionWithQoS_Update service operation by sending the HTTP PUT or PATCH request to the "Individual AS Session with Required QoS Subscription" resource.
	To remove a subscription to QoS monitoring information, the AF invokes the Nnef_AFsessionWithQoS_Delete service operation by sending the HTTP DELETE request to the "Individual AS Session with Required QoS Subscription" resource.
2.	Upon receipt of the AF request, the NEF authorizes it.
3-4.	If the PCF address is not available on the NEF based on local configuration, the NEF invokes the Nbsf_Management_Discovery service operation, specified in subclause 8.5.4, to obtain the selected PCF ID for the ongoing PDU session identified by the individual UE address in the AF request.
5-6.	The NEF forwards the AF request to the PCF.
	When receiving the Nnef_AFsessionWithQoS_Create request in step 1, the NEF invokes the Npcf_PolicyAuthorization_Create service operation by sending the HTTP POST request to the "Application Sessions" resource as described in subclause 5.2.2.2.2.1.
	When receiving the Nnef_AFsessionWithQoS_Update request in step 1, the NEF invokes the Npcf_PolicyAuthorization_Update service operation by sending the HTTP PATCH request to the "Individual Application Session Context" resource as described in subclause 5.2.2.2.2.2. 
	When receiving the Nnef_AFsessionWithQoS_Delete request in step 1, the NEF invokes the Npcf_PolicyAuthorization_Delete service operation by sending the HTTP POST request to the "Individual Application Session Context" resource as described in subclause 5.2.2.2.2.3.
7.	The NEF sends the HTTP response message to the AF correspondingly.
8.	Upon receipt of the AF request, the PCF invokes the Npcf_SMPolicyControl_UpdateNotify service operation to update the SMF with corresponding PCC rule(s) by sending the HTTP POST request to the callback URI "{notificationUri}/update" as described in subclause 5.2.2.2.1.
	If the AF subscribes to QoS monitoring event, the PCF includes the related QoS monitoring subscription information within the corresponding PCC rule(s).
If the PCF determines that the QoS monitoring event notification shall be sent to the NEF via the PCF, the PCF provides the "QOS_MONITORING" policy control request trigger if not previously provided, as specified in 3GPP TS 29.512 [9].
If the PCF determines that the QoS monitoring event notification shall be sent to the NEF directly from the SMF, the PCF includes the notification URI pointing to the NEF within the "notifUri" attribute, the notification and the correlation id assigned by the NEF within the "notifCorreId" attribute, as specified in 3GPP TS 29.512 [9].
If the PCF determines that the QoS monitoring event notification shall be sent to the NEF directly from the SMF, or wWhen the feature "EnEDGE" is supported and if, the PCF received from the NEF the indication of direct QoS monitoring event notification, the PCF includes the notification URI pointing to the NEF within the "notifUri" attribute, the notification correlation id assigned by the NEF within the "notifCorreId" attribute and the indication of direct QoS monitoring event notification within the "directNotifInd" attribute, if available, as specified in 3GPP TS 29.512 [9]. The PCF may also determine that duplicated notification is required, i.e. both direct notification to the NEF (i.e. sent from UPF) and notification to the NEF sent via the PCF is required, as specified in 3GPP TS 23.548 [55]. In this case, the PCF also provides the "QOS_MONITORING" policy control request trigger if not previously provided, as specified in 3GPP TS 29.512 [9].
	If the AF unsubscribes from QoS monitoring event, the PCF removes the related subscription information from the corresponding PCC rule(s) as specified in 3GPP TS 29.512 [9].
9. The SMF sends an HTTP 200 OKPOST response message to the PCF.
10. When the SMF receives the PCC rule, the SMF shall send a QoS Monitoring request to the UPF and NG-RAN as defined in 3GPP TS 29.512 [9].
When the SMF receives the indication of direct QoS monitoring event notification within the PCC rule, the SMF shall send to the UPF the request to report directly to the NEF the QoS monitoring events. The procedure ends here. When the NEF receives the QoS monitoring report from the UPF as specified in 3GPP TS 29.564 [54], the NEF invokes the Nnef_AFsessionWithQoS_Notify service operation as described in steps 12-13.
11A.	In case in step 8 the PCF determines that the notification shall be sent to the NEF via the PCF:
11a-11b.	Upon receipt of the QoS monitoring report from the UPF, the SMF invokes the Npcf_SMPolicyControl_Update service operation to the PCF by sending an HTTP POST request to the "Individual SM Policy" resource. The PCF sends an HTTP POST response to the SMF.
11c-11d.	Upon receipt of the QoS monitoring event notification from the SMF, the PCF invokes the Npcf_PolicyAuthorization_Notify service operation to forward the notification to the NEF by sending the HTTP POST request to the callback URI "{notifUri}/notify". The NEF sends an HTTP POST response to the PCF.
11B.	In case in step 8 the PCF determines that the notification shall be sent to the NEF directly from the SMF:
11a-11b.	 Upon receipt of the QoS monitoring report from the UPF, the SMF invokes Nsmf_EventExposure_Notify service operation to forward the notification to the NEF by sending an HTTP POST request to the callback URI "{notifUri}" received in step 8. The NEF sends an HTTP POST response to the SMF.
11C.	If the AF indicated to be notified of QoS Monitoring at PDU Session termination:
11a-11b.	When the PDU Session is terminated, the SMF invokes the Npcf_SMPolicyControl_Delete service operation by sending the HTTP POST request to the "Individual SM Policy" resource to request the PCF to delete the context of the SM related policy, and report the QoS monitoring information if received from the UPF. The PCF sends an HTTP POST response to the SMF.
11c-11d.	The PCF invokes the Npcf_PolicyAuthorization_Notify service operation by sending the HTTP POST request to the callback URI "{notifUri}/terminate" to trigger the AF to request the application session context termination via the NEF. The NEF sends an HTTP POST response to the PCF.
11e.	The NEF invokes the Npcf_PolicyAuthorization_Delete service operation by sending the HTTP POST request to the "Individual Application Session Context" resource.to delete the application session.
11f.	The PCF removes the AF application session context and sends an HTTP POST response to the NEF with the QoS monitoring information received in step 11a.
12-13.	Upon receipt of the QoS monitoring information in step 11, the NEF invokes the Nnef_AFsessionWithQoS_Notify service operation to forward the QoS monitoring information to the AF.
NOTE 1:	For details of Nnef_AFsessionWithQoS_Create/Update/Delete/Notify service operations refer to 3GPP TS 29.122 [34].
NOTE 2:	For details of the Npcf_PolicyAuthorization_Create/Update/Delete/Notify service operations refer to 3GPP TS 29.514 [10].
NOTE 3:	For details of the Npcf_SMPolicyControl_UpdateNotify/Update/Delete service operations refer to 3GPP TS 29.512 [9].
NOTE 4:	For details of the Nbsf_Management_Discovery service operation refer to 3GPP TS 29.521 [22].
NOTE 5:	For details of the Nsmf_EventExposure_Notify service operation refer to 3GPP TS 29.508 [8].
* * * End of Changes * * * *
image1.emf
   

BSF  

PCF  

NEF  

A F  

5 . Npcf_PolicyAuthorization_Create/Update /Delete   request  

SMF  

3 . N bsf_Management_Disc ove r y request  

1 .Nnef_ AFsessionWithQoS _Create /Update/Delete   request  

4 .Nbsf_Management_Discove r y response  

6 .Npcf_PolicyAuthorization_Create/Update/Delete response  

7 . Nnef_ AFsessionWithQoS _Create /Update/Delete response  

8 . Npcf_SMPolicyControl_UpdateNotify request  

9 . Npcf_SMPolicyControl_ UpdateNotify response  

1 1 a . Nsmf_EventExposure_Notify request  

1 1 b . Nsmf_EventExposure_Notify response  

( 1 1 A )  

( 1 1 B )  

1 1 c .Npcf_PolicyAuthorization_Notify   request  

1 1 d .Npcf_PolicyAuthorization_Notify response  

1 1 a . Npcf_SMPolicyControl_Update request  

1 1 b . Npcf_SMPolicyControl_Update response  

1 2 .   Nnef_ AFsessionWithQoS _Notify   re quest  

1 3 .   Nnef_ AFsessionWithQoS _Notify   response  

10 .   Request UPF and NG - RAN  to perform QoS monitoring      

2.   Authorization    

1 1 c .Npcf_PolicyAuthorization_Notify   request  

1 1 d .Npcf_PolicyAuthorization_Notify response  

1 1 a . Npcf_SMPolicyControl_ Delete   request  

1 1 b . Npcf_SMPolicyControl_ Delete   response  

( 1 1 C )  

1 1 e .Npcf_PolicyAuthorization_ Delete   request  

1 1 f .Npcf_PolicyAuthorization_ Delete   response  


oleObject1.bin




AF







SMF







PCF







BSF







NEF







13. Nnef_AFsessionWithQoS_Notify response







12. Nnef_AFsessionWithQoS_Notify request







11f.Npcf_PolicyAuthorization_Delete response







11e.Npcf_PolicyAuthorization_Delete request







11d.Npcf_PolicyAuthorization_Notify response







11c.Npcf_PolicyAuthorization_Notify request







11b.Npcf_SMPolicyControl_Delete response







11a.Npcf_SMPolicyControl_Delete request







(11C)







6.Npcf_PolicyAuthorization_Create/Update/Delete response







5.Npcf_PolicyAuthorization_Create/Update/Delete request







4.Nbsf_Management_Discovery response







3.Nbsf_Management_Discovery request







2. Authorization 







1.Nnef_AFsessionWithQoS_Create/Update/Delete request







11c.Npcf_PolicyAuthorization_Notify request







7.Nnef_AFsessionWithQoS_Create/Update/Delete response







8.Npcf_SMPolicyControl_UpdateNotify request







9.Npcf_SMPolicyControl_UpdateNotify response







10. Request UPF and NG-RAN to perform QoS monitoring



 







11b.Nsmf_EventExposure_Notify response







11a.Nsmf_EventExposure_Notify request







(11B)







(11A)







11d.Npcf_PolicyAuthorization_Notify response







11b.Npcf_SMPolicyControl_Update response







11a.Npcf_SMPolicyControl_Update request












