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	Reason for change:
	· Clause 4.2.2.8 indicates that the AF shall indicate per DNAI either a routing profile identifier in the “routeProfId” attribute or the explicit routing information in the “routeInfo” attribute.
However, this description is not consistent with the OpenAPI file definition, that allows both properties are present:

TS 29.571
    RouteToLocation:
      type: object
      properties:
        dnai:
          $ref: '#/components/schemas/Dnai'
        routeInfo:
          $ref: '#/components/schemas/RouteInformation'
        routeProfId:
          type: string
          nullable: true
          description: Identifies the routing profile Id.
      required:
        - dnai
      anyOf:
        - required: [ routeInfo ]
        - required: [ routeProfId ]
      nullable: true

The OpenAPI file in TS 29.571 is aligned with SA2 requirements, TS 23.501:

-	Information about the N6 traffic routing requirements that is provided per DNAI: for each DNAI, the N6 traffic routing requirements may contain a routing profile ID and/or N6 traffic routing information.



	
	

	Summary of change:
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* * * First Change * * * *
[bookmark: _Toc28012316][bookmark: _Toc36038259][bookmark: _Toc45133524][bookmark: _Toc51762278][bookmark: _Toc59016849][bookmark: _Toc101262303][bookmark: _Hlk513114331]4.2.2.8	Initial provisioning of traffic routing information
This procedure is used by a NF service consumer to:
-	influence SMF traffic routing decisions to a local access to a Data Network identified by a DNAI; and/or
-	request subscriptions to notifications about UP path management events related to the PDU session,
when "InfluenceOnTrafficRouting" feature is supported.
NOTE 1:	The NF service consumer uses the Npcf_PolicyAuthorization service for requests targeting specific on-going PDU sessions of individual UE(s). The NF service consumer requests that target existing or future PDU Sessions of multiple UE(s) or any UE are sent via the NEF and may target multiple PCF(s), as described in 3GPP TS 29.513 [7].
The NF service consumer shall include in the HTTP POST request message described in subclause 4.2.2.2 the "afRoutReq" attribute of "AfRoutingRequirement" data type with specific routing requirements for the application traffic flows either within "AppSessionContextReqData" data type for the service indicated in the "afAppId" attribute, or within the "medComponents" attribute. When provided at both levels, the "afRoutReq" attribute value in the "medComponents" attribute shall have precedence over the "afRoutReq" attribute included in the "AppSessionContextReqData" data type.
The NF service consumer may include traffic routing requirements together with service information.
The NF service consumer may request to influence SMF traffic routing decisions to a DNAI. The NF service consumer shall include in the "afRoutReq" attribute: 
a)	A list of routes to locations of applications in the "routeToLocs" attribute. Each element of the list shall contain:
-	a DNAI in the "dnai" attribute to indicate the location of the application towards which the traffic routing is applied; and
-	either a routing profile identifier in the "routeProfId" attribute, and/or the explicit routing information in the "routeInfo" attribute.
The NF service consumer may include in the "afRoutReq" attribute:
a)	Indication of application relocation possibility in the "appReloc" attribute.
b)	Temporal validity during which the NF service consumer request is valid shall be indicated with the "startTime" and "stopTime" attributes.
c)	Spatial validity during which the NF service consumer request is valid shall be indicated in terms of validity areas encoded in the "spVal" attribute of "SpatialValidity" data type. The "SpatialValidity" data type consists of a list of presence areas included in the "presenceInfoList" attribute, where each element shall include the presence reporting area identifier in the "praId" attribute and may include the elements composing a presence area encoded in the attributes: "trackingAreaList", "ecgList", "ncgList", "globalRanNodeIdList". 
d)	Indication of UE IP address preservation in the "addrPreserInd" attribute if the URLLC feature is supported.
e)	If the SimultConnectivity feature is supported:
-	indication of simultaneous connectivity temporarily maintained in the source and target PSA during the edge re-location procedure in the "simConnInd" attribute; and
-	if the "simConnInd" attribute is set to true, the minimum time interval to be considered for inactivity of the traffic routed via the source PSA in the "simConnTerm" attribute.
f)	EAS IP replacement information in the "easIpReplaceInfos" attribute if the EASIPreplacement feature is supported.
g)	Indication of EAS rediscovery in the "easRedisInd" attribute if the EASDiscovery feature is supported.
NOTE 2:	The EAS IP Replacement information and the information indicating the EAS rediscovery are not provided simultaneously.
The NF service consumer may also subscribe to notifications about UP path management events. The NF service consumer shall include in the "upPathChgSub" attribute:
-	notifications of early and/or late DNAI change, using the attribute "dnaiChgType" indicating whether the subscription is for "EARLY", "LATE" or "EARLY_LATE";
-	the notification URI where the NF service consumer is receiving the Nsmf_EventExposure_Notify service operation in the "notificationUri" attribute; and
-	the notification correlation identifier assigned by the NF service consumer in the "notifCorreId" attribute.
If the URLLC feature is supported, the NF service consumer may include an indication of NF service consumer acknowledgement to be expected as an "afAckInd" attribute within the "upPathChgSub" attribute.
When the feature "RoutingReqOutcome" is supported:
-	the PCF may set the "servAuthInfo" attribute in the HTTP response message to "ROUT_REQ_NOT_AUTHORIZED" when the PCF determines, e.g. based on subscription, the AF influence on traffic routing is not allowed for the PDU session;
-	when the NF service consumer requests the steering of traffic to a DNAI and/or the subscription to notifications about UP path management events, the NF service consumer may subscribe to notifications of failures in the enforcement of UP path changes including within the "evSubsc" attribute the "event" attribute value "UP_PATH_CHG_FAILURE" in an entry of the "events" array.
NOTE 3:	In the case that the PCF determines that the requested AF routing requirements cannot be applied and returns the "servAuthInfo" attribute in the HTTP response, the PCF makes the decision without considering the requested AF routing requirements.
The PCF shall reply to the NF service consumer as described in subclause 4.2.2.2.
The PCF shall store the routing requirements included in the "afRoutReq" attribute.
The PCF shall check whether the received routing requirements requires PCC rules to be created or provisioned to include or modify traffic steering policies, the AF transaction identifier and the application relocation possibility as specified in 3GPP TS 29.513 [7]. Provisioning of PCC rules to the SMF shall be carried out as specified in 3GPP TS 29.512 [8].
NOTE 4:	The NF service consumer receives the notification about UP path management events by the Nsmf_EventExposure_Notify service operation as defined in subclause 4.2.2.2 of 3GPP TS 29.508 [13].
* * * End of Changes * * * *


