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1. Introduction
TS 29.537 has been allocated under the 5MBS work item to define the MBS Policy Authorization services. 
2. Reason for Change
Data model update for Npcf_MBSPoliyAuthorization_Create service operation needs to be specified for attributes which are FFS.
TS 23.247. 
[bookmark: _Toc98840333]9.2.3.2	Npcf_MBSPolicyAuthorization_Create service operation
Service operation name: Npcf_MBSPolicyAuthorization_Create
Description: Authorize the request, and optionally determines and installs MBS Policy Control Data according to the information provided by the NF Consumer.
Inputs, Required: MBS session ID, identification of the application session context.
Inputs, Optional: DNN if available, S-NSSAI if available, Media type, Media format, bandwidth requirements, flow description, Application Identifier, AF Communication Service Identifier, Flow status, Priority indicator, emergency indicator Application service provider.
Outputs, Required: Success (application session context) or Failure (reason for failure).
Outputs, Optional: The service information that can be accepted by the PCF.
It is proposed to defined MBS application context in Ts 29.571, which indicate AF service requirements, i.e. flow descriptions and requested QoS profile for the MBS session and hence referenced.

See Ts 29.571 CR0345
3. Conclusions
N/A.
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.537 V0.2.0.

* * * First Change * * * *
[bookmark: _Toc100763509][bookmark: _Toc510696587][bookmark: _Toc35971379][bookmark: _Toc90291550]5.3.2.2.2	MBS Application Session Context Establishment


Figure 5.3.2.2.2-1: MBS Application Session Context establishment
1.	In order to request the creation of an MBS Application Session Context, the NF service consumer (e.g. AF, NEF, MBSF) shall send an HTTP POST request to the PCF, as described in step 1of figure 5.3.2.2.2-1, with the request body containing the MbsAppSessionCtxt data structure that shall contain the requested MBS application service requirements.
2.	Upon reception of the HTTP POST request from the NF service consumer, the PCF shall perform MBS application service requirements authorization based on the information received from the NF service consumer and operator policies that are pre-configured at the PCF.
If the MBS application service requirements authorization is successful, the PCF shall create a new "Individual MBS Application Session Context" resource and respond to the NF service consumer with an HTTP "201 Created" status code, including an HTTP Location header field containing the URI of the created "Individual MBS Application Session Context" resource and the response body containing a representation of the created resource within the MbsAppSessionCtxt data structure,. which may contain:
-	the MBS session identifier, within the "mbsSessionId" attribute;
-	the data network name, within the "dnn" attribute;
-	the network slice identifier, within the "snssai" attribute;
-	the individual MBS application context information, within the "mbsAppCtxt" attribute, which may further contain within its data structure;
-	the AF application identifier, within the "afAppId" attribute;
-	the Application service provider identifier, within the "aspId" attribute;
-	the IPv4 address domain information that assists session binding, within the "ipDomain" attribute;
-	the priority indication, within the "resPrio" attribute; and
-	the media component information (e.g. media type, maximum and minimum bandwidth bit rates, flow status, codec data, flow information), within the "mediaComps" attribute;
The NF service consumer shall use the URI received in the HTTP Location header in subsequent requests to the PCF targeting the created "Individual MBS Application Session Context" resource.
If errors occur when processing the HTTP POST request, the PCF shall apply the error handling procedures specified in clause 6.2.7.
Editor's Note:	Error / redirection cases and the related status codes are FFS.

* * * Next Change * * * *
[bookmark: _Toc100763611][bookmark: _Toc100763614]6.2.6.1	General
This clause specifies the application data model supported by the API.
Table 6.2.6.1-1 specifies the data types defined for the Npcf_MBSPolicyAuthorization service based interface protocol.

Table 6.2.6.1-1: Npcf_MBSPolicyControl specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	MbsAppSessionCtxt
	6.2.6.2.2
	Identifies the service requirements of an Individual MBS Application Session Context.
	

	MbsAppSessionCtxtPatch
	6.2.6.2.3
	Describes the modifications to an existing Individual MBS Application Session Context resource.
	



Table 6.2.6.1-2 specifies data types re-used by the Npcf_MBSPolicyControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_MBSPolicyControl service based interface.
Table 6.2.6.1-2: Npcf_MBSPolicyControl re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	Dnn
	3GPP TS 29.571 [15]
	Identifies a DNN.
	

	MbsSessionId
	3GPP TS 29.571 [15]
	Represents an MBS Session Identifier.
	

	RedirectResponse
	3GPP TS 29.571 [15]
	Contains redirection related information.
	

	Snssai
	3GPP TS 29.571 [15]
	Identifies an S-NSSAI.
	

	SupportedFeatures
	3GPP TS 29.571 [15]
	Represents the list of supported features. It is used to negotiate the applicability of the optional features.
	

	MbsAppContext
	3GPP TS 29.571 [15]
	Represents an Individual Application MBS Session Context information.
	



* * * Next Change * * * *

6.2.6.2.2	Type: MbsAppSessionCtxt
Table 6.2.6.2.2-1: Definition of type MbsAppSessionCtxt
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	mbsSessionId
	MbsSessionId
	M
	1
	Represents the identifier of the concerned MBS Session.
	

	mbsAppCtxt
	MbsAppContext
	O
	1
	Represents an Individual Application MBS Session Context information.
	

	dnn
	Dnn
	C
	0..1
	Represents the DNN of the MBS session.

This attribute shall be provided, if available.
	

	snssai
	Snssai
	C
	0..1
	Represents the S-NSSAI of the MBS session.

This attribute shall be provided, if available.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Contains the list of the supported features (among the ones defined in clause 6.2.8).

This parameter shall be provided if at least one feature is supported by the NF Service Consumer.
	



Editor's Note:	The final and full list of attributes and the related conditions are still FFS and pending stage 2 progress.
Editor's Note:	Whether more than one application ID can be provided and how it is handled is FFS.

* * * Next Change * * * *
[bookmark: _Toc100763636][bookmark: _Toc510696586][bookmark: _Toc35971378][bookmark: _Toc67903502][bookmark: _Toc28012115][bookmark: _Toc34122968][bookmark: _Toc36037918][bookmark: _Toc38875300][bookmark: _Toc43191781][bookmark: _Toc45133176][bookmark: _Toc51316680][bookmark: _Toc51761860][bookmark: _Toc56674844][bookmark: _Toc56675235][bookmark: _Toc59016221][bookmark: _Toc63167819][bookmark: _Toc66262328][bookmark: _Toc68166834][bookmark: _Toc73537951][bookmark: _Toc75351827][bookmark: _Toc83231636]A.3	Npcf_MBSPolicyAuthorization API
openapi: 3.0.0
info:
  title: Npcf_MBSPolicyAuthorization API
  version: 1.0.0-alpha.1
  description: |
    MBS Policy Authorization Service.  
    © 2022, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.

externalDocs:
  description: >
    3GPP TS 29.537 V0.2.0; 5G System; Multicast/Broadcast Policy Control Services.
  url: 'https://www.3gpp.org/ftp/Specs/archive/29_series/29.537/'

[…]

  schemas:
    MbsAppSessionCtxt:
      description: >
        Identifies the service requirements of an Individual MBS Application Session Context.
      type: object
      properties:
        mbsSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsSessionId'
        mbsAppCtxt:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsAppContext'
        dnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        snssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - mbsSessionId

* * * End of Changes * * * *
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