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* * * First Change * * * *
[bookmark: _Toc28013380][bookmark: _Toc34222288][bookmark: _Toc36040471][bookmark: _Toc39134400][bookmark: _Toc43283347][bookmark: _Toc45134387][bookmark: _Toc49929987][bookmark: _Toc50024107][bookmark: _Toc51763595][bookmark: _Toc56594459][bookmark: _Toc67493801][bookmark: _Toc68169705][bookmark: _Toc73459310][bookmark: _Toc73459433][bookmark: _Toc74742970][bookmark: _Toc97290196][bookmark: _Hlk526265712][bookmark: _Hlk97896328][bookmark: _Toc34222292][bookmark: _Toc36040475][bookmark: _Toc39134404][bookmark: _Toc43283351][bookmark: _Toc45134391][bookmark: _Toc49929991][bookmark: _Toc50024111][bookmark: _Toc51763599][bookmark: _Toc56594463][bookmark: _Toc67493805][bookmark: _Toc68169709][bookmark: _Toc73459314][bookmark: _Toc73459437][bookmark: _Toc74742974][bookmark: _Toc97290200][bookmark: _Toc28012313][bookmark: _Toc34123175][bookmark: _Toc36038125][bookmark: _Toc38875508][bookmark: _Toc43191991][bookmark: _Toc45133386][bookmark: _Toc51316891][bookmark: _Toc51762071][bookmark: _Toc56675058][bookmark: _Toc56675449][bookmark: _Toc59016435][bookmark: _Toc63168035][bookmark: _Toc66262545][bookmark: _Toc68167051][bookmark: _Toc73538174][bookmark: _Toc75352050][bookmark: _Toc83231860][bookmark: _Toc85535166][bookmark: _Toc88559629][bookmark: _Toc90653681]4.2.2.1	General
The procedure in the present subclause is applicable when the NF service consumer creates a UE policy association in the following cases:
-	UE performs initial registration to the network, as defined in subclause 5.5.1.2.2 of 3GPP TS 24.501 [15];
-	UE performs a mobility registration, if the UE operating in single-registration mode performs inter-system change from S1 mode to N1 mode, as defined in subclause 5.5.1.3.2 of 3GPP TS 24.501 [15], and there is no existing UE Policy Association between AMF and PCF for this UE; and  
-	the AMF is relocated (between the different AMF sets) and the new AMF selects a new PCF. The procedure for the case where the AMF is relocated and the new AMF selects the old PCF is defined in subclause 4.2.3.1.
The creation of a UE policy association only applies for normally registered UEs, i.e. it does not apply for emergency-registered UEs.
Figure 4.2.2.1-1 illustrates the procedure used for the creation of a policy association.


Figure 4.2.2.1-1: Creation of a UE policy association
NOTE 1:	For the roaming scenario, the PCF represents the V-PCF, if the NF service consumer is an AMF, and the PCF represents the H-PCF, if the NF service consumer is a V-PCF.
[bookmark: _Hlk81468588]When a UE registers to the network and a UE context is being established, if the AMF obtains from the UE a UE policy delivery protocol message as defined in Annex D of 3GPP TS 24.501 [15] and/or the authorized PC5 capability for 5G ProSe, and/or the authorized PC5 capability for V2X communications, the AMF shall establish a UE policy association with the (V-)PCF, in case there is no existing UE policy association for the UE; otherwise, the AMF may establish a UE Policy Association with the (V-)PCF based on AMF local configuration.
NOTE 2:	In the roaming scenario, the visited AMF's local configuration can indicate whether UE Policy delivery is needed based on the roaming agreement with the home PLMN of the UE.
[bookmark: _Hlk514092091]To establish a UE policy association with the PCF, the NF service consumer (e.g. AMF) shall send an HTTP POST request with "{apiRoot}/npcf-ue-policy-control/v1/policies" as Resource URI and the PolicyAssociationRequest data structure as request body, which shall include:
-	the Notification URI encoded as "notificationUri" attribute;
-	the SUPI encoded as "supi" attribute; and
-	the features supported by the NF service consumer encoded as "suppFeat" attribute,
shall also include, when available:
-	the GPSI encoded as "gpsi" attribute;
-	the Access type encoded as "accessType" attribute;
NOTE 3:	In this Release, for SNPN-enabled UE registered in the SNPN, direct access to the SNPN is specified for 3GPP access only.
-	the Permanent Equipment Identifier (PEI) encoded as "pei" attribute;
-	the User Location Information encoded as "userLoc" attribute;
-	the UE Time Zone encoded as "timeZone" attribute;
-	the identifier of the serving network (the PLMN Identifier or the SNPN Identifier), encoded as "servingPlmn" attribute;
NOTE 4:	The SNPN Identifier consists of the PLMN Identifier and the NID.
-	the RAT type encoded as "ratType" attribute;
-	the received UE policy delivery protocol message defined in Annex D of 3GPP TS 24.501 [15] and/or in subclause 7.2.1.1 of 3GPP TS 24.587 [24] encoded as "uePolReq" attribute;
-	for the roaming scenario, if the NF service consumer is an AMF, the H-PCF ID encoded as "hPcfId" attribute;
-	the Internal Group Identifier(s) encoded as "groupIds" attribute;
-	the PC5 capability for V2X encoded as "pc5Capab" attribute if the "V2X" feature defined in subclause 5.8 is supported; 
-	the 5G ProSe capability within the "proSeCapab" attribute, if the "ProSe" feature defined in subclause 5.8 is supported;
-	if the NF service consumer is an AMF, the GUAMI encoded as "guami" attribute; and 
-	if the NF service consumer is an AMF, the serving AMF Id encoded as "servingNfId" attribute. 
and may include:
-	if the NF service consumer is an AMF, the name of a service produced by the AMF that expects to receive information via the Npcf_UEPolicyControl_UpdateNotify service operation encoded as "serviceName" attribute;
-	if the NF service consumer is an AMF, the alternate or backup IPv4 Address(es) where to send Notifications encoded as "altNotifIpv4Addrs" attribute;
-	if the NF service consumer is an AMF, the alternate or backup IPv6 Address(es) where to send Notifications encoded as "altNotifIpv6Addrs" attribute; and 
-	if the NF service consumer is an AMF, the alternate or backup FQDN(s) where to send Notifications encoded as "altNotifFqdns" attribute.
Upon the reception of the HTTP POST request,
-	the (V-)(H-)PCF shall assign a UE policy association ID;
-	for the roaming scenario and based on operator policy, the V-PCF (as the NF service consumer) should send to the H-PCF a request for the Creation of a UE policy association as described in the present clause;
-	the (V-)(H-)PCF shall determine the applicable UE policy as detailed in subclause 4.2.2.2. For the V-PCF, any policy received from the H-PCF in the reply to the possible request for the Creation of a policy association should be taken into consideration;
-	if the (V-)PCF determines that UE policy needs to be provisioned, it shall use the Namf_Communication service specified in 3GPP TS 29.518 [14] to provision the UE policy according to subclause 4.2.2.2 and as follows:
(i)	the (V-)PCF shall subscribe to the AMF to notifications on N1 messages for UE Policy Delivery Results using the Namf_Communication_N1N2MessageSubscribe service operation;
(ii)	the (V-)PCF shall send the determined UE policy (e.g. ANDSP, URSP, V2XP, ProSeP) using Namf_Communication_N1N2MessageTransfer service operation(s); and
(iii) the (V-)PCF shall be prepared to receive UE Policy Delivery Results from the AMF within the Namf_Communication_N1MessageNotify service operation. For the V-PCF, if the received UE Policy Delivery results relate to UE policy sections provided by the H-PCF, the V-PCF shall use the Npcf_UEPolicyControl_Update Service Operation defined in subclause 4.2.3 to send those UE Policy Delivery results to the H-PCF; 
-	if the UE indicates the support of V2X communications over PC5 reference point and the "V2X" feature is supported, the (H-)PCF shall determine the applicable V2XP, as detailed in subclause 4.2.2.2.1.2, and V2X N2 PC5 policy, as detailed in subclause 4.2.2.3 and based on the operator’s policy; 
-	if the UE indicates the support of 5G ProSe and the "ProSe" feature is supported, the (H-)PCF shall determine the applicable ProSeP, as detailed in subclause 4.2.2.2.1.3, and 5G ProSe N2 PC5 policy, as detailed in subclause 4.2.2.4 and based on the operator’s policy;
-	if the PCF determines that N2 PC5 policy (e.g. for V2X communications, for 5G ProSe) needs to be provisioned, including the case of the V-PCF when receiving the N2 PC5 policy from the H-PCF, the PCF shall use the Namf_Communication service specified in 3GPP TS 29.518 [14] to provision the N2 PC5 policy according to subclause 4.2.2.3 and/or subclause 4.2.2.4;
-	for the successfull case, the (V-)(H-)PCF shall send a HTTP "201 Created" response with the URI for the created resource in the "Location" header field.
NOTE 5:	The assigned policy association ID is part of the URI for the created resource and is thus associated with the SUPI.
and the PolicyAssociation data type as response body, including: 
-	mandatorilly, the negotiated supported features encoded as "suppFeat" attribute;
-	optionally, the information provided by the NF service consumer when requesting the creation of this policy association encoded as "request" attribute;
[bookmark: _Hlk495569697]-	optionally, for the H-PCF as service producer communicating with the V-PCF, UE policy (see subclause 4.2.2.2) encoded as "uePolicy" attribute; 
-	optionally, for the H-PCF as service producer communicating with the V-PCF, N2 PC5 policy (see subclause 4.2.2.3 and/or subclause 4.2.2.4) encoded as "n2Pc5Pol" attribute (for V2X communications) and/or "n2Pc5ProSePol" attribute (for 5G ProSe);
-	optionally, one or several of the following Policy Control Request Trigger(s) encoded as "triggers" attribute (see subclause 4.2.3.2):
a)	Location change (tracking area);
b)	Change of UE presence in PRA;
c)	Change of PLMN, if the "PlmnChange" feature is supported; and
d)	Change of UE connectivity state, if the "ConnectivityStateChange" feature is supported; and
-	if the Policy Control Request Trigger "Change of UE presence in PRA" is provided, the presence reporting areas for which reporting is required encoded as "pras" attribute; and 
NOTE 4:		If the PCF uses a Presence Reporting Area identifier referring to a Set of Core Network predefined Presence Reporting Areas as defined in 3GPP TS 23.501 [2], the PCF includes the identifier of this Presence Reporting Area set within the "praId" attribute.
-	if errors occur when processing the HTTP POST request, the (V-)(H-)PCF shall apply error handling procedures as specified in subclause 5.7 and according to the following provisions:
-	if the user information received within the "supi" attribute is unknown, the (V-)(H-)PCF shall reject the request and include in an HTTP "400 Bad Request" response message the "cause" attribute of the ProblemDetails data structure set to "USER_UNKNOWN"; and
-	if the (V-)(H-)PCF is, due to incomplete, erroneous or missing information in the request, not able to provision a UE policy decision, the (V-)(H-)PCF may reject the request and include in an HTTP "400 Bad Request" response message the "cause" attribute of the ProblemDetails data structure set to "ERROR_REQUEST_PARAMETERS".
If the (V-)PCF received a GUAMI, the (V-)PCF may subscribe to GUAMI changes using the AMFStatusChange service operation of the Namf_Communication service specified in 3GPP TS 29.518 [14], and it may use the Nnrf_NFDiscovery Service specified in 3GPP TS 29.510 [13] (using the obtained GUAMI and possibly service name) to query the other AMFs within the AMF (service) set.
* * * Second Change * * * *
[bookmark: _Toc34222291][bookmark: _Toc36040474][bookmark: _Toc39134403][bookmark: _Toc43283350][bookmark: _Toc45134390][bookmark: _Toc49929990][bookmark: _Toc50024110][bookmark: _Toc51763598][bookmark: _Toc56594462][bookmark: _Toc67493804][bookmark: _Toc68169708][bookmark: _Toc73459313][bookmark: _Toc73459436][bookmark: _Toc74742973][bookmark: _Toc97290199]4.2.2.2.1.1	Provisioning of the UE Access Network discovery and selection policies and UE Route Selection Policy
When the UE registers to the network, the "UE STATE INDICATION" message as defined in subclause D.5.4.1 of 3GPP TS 24.501 [15] may be transferred transparently within the "uePolReq" attribute during the creation of a policy association, as described in subclause 4.2.2.1.
The (H-)PCF may store in the UDR and/or retrieve from the UDR, as specified in 3GPP TS 29.519 [17]:
a)	UPSCs and related policy sections of the own PLMN it provided to a UE;
b)	the PEI received from the NF service consumer (e.g. AMF);
c)	the OSId(s) received from the UE as described in the Annex D of 3GPP TS 24.501 [15]; and
d)	the indication of UE's support for ANDSP included in the "UE STATE INDICATION" message as described in the Annex D of 3GPP TS 24.501 [15].
The (H-)PCF will use the SUPI of the UE as data key and store separate information for each UE in the UDR.
The V-PCF may retrieve UPSCs and related policy sections applicable for all UEs from a HPLMN from the V-UDR, using the HPLMN ID as key as specified in 3GPP TS 29.519 [17].
When receiving the "UE STATE INDICATION" message, the (V-)(H-)PCF shall determine, based on the UPSIs, the ANDSP support indication and the OSId(s) indicated in that message, UPSCs stored in the UDR and local policy, whether any new UE policy section(s) need to be installed and whether any existing UE policy section(s) need to be updated or deleted. 
NOTE:	When the "UE STATE INDICATION" message is not received, the (V-)(H-)PCF behaves as described above, considering that there are no UPSIs stored in the UE.
If the "EnhancedBackgroundDataTransfer" feature is supported, the (H-)PCF may retrieve the Background Data Transfer Reference ID(s) by retrieving the UE's Application Data from the UDR as defined in subclause 6.2.9 of 3GPP TS 29.519 [17]. In this case, the PCF shall retrieve the transfer policy corresponding to the Background Data Transfer Reference ID(s) as defined in subclause 5.2.8 of 3GPP TS 29.519 [17] and then may make the URSP rules including the Route Selection Validation Criteria for the UE as defined in subclause 6.6.2.1 of 3GPP TS 23.503 [4]. If the (H-)PCF provisions the URSP rules including the Route Selection Validation Criteria for the UE, it shall use the associated S-NSSAI and DNN to store in the UDR the Background Data Transfer Reference ID(s) in the UE's session management policy data as specified in 3GPP TS 29.519 [17]. 
[bookmark: _Hlk55551899]If the (H-)PCF retrieves the BDT policy and corresponding related information (e.g. network area information, the volume of data to be transferred per UE, etc.) within the BdtData data type, and with the "bdtpStatus" attribute within the BdtData data type set to value "INVALID", the (H-)PCF shall not make the URSP rules based on the invalid BDT policy. When the BDT policy re-negotiation is completed the PCF may:
-	if the new BDT Policy is determined, make or update the applicable URSP rules based on the new BDT policy; or
-	if the invalid BDT policy is removed, remove applicable URSP rules.
If the "AfGuideURSP" feature is supported by the Nudr_DataRepository service, the (H-)PCF may receive Service specific parameter information that contains data for AF guidance on the URSP determination as defined in subclause 6.4.2.15 of 3GPP TS 29.519 [17]. In this case, the (H-)PCF may also use this information as input to determine the URSP that will be provisioned to the UE 
When the (H-)PCF decides to provide URSP rules based on the information received from the AF, it shall derive the information as follows:
-	Application traffic descriptor within the "trafficDesc" attribute is used to set the Traffic Descriptor of URSP rule (defined in Figure 5.2.2 of 3GPP TS 24.526 [16]).
-	Each route selection parameter set within the "routeSelParamSets" attribute of the UrspRuleRequest data type is used to determine a Route selection descriptor (defined in Figure 5.2.2 of 3GPP TS 24.526 [16]) as follows:
-	DNN (within the "dnn" attribute of the RouteSelectionParameterSet data type) and S-NSSAI (within the "snssai" attribute of the RouteSelectionParameterSet data type) from the route selection parameter set are used to set the Route selection descriptor contents (defined in Figure 5.2.4 of 3GPP TS 24.526 [16]);
-	Route selection precedence (within the "precedence" attribute of the RouteSelectionParameterSet data type) is used to set the Precedence value of route selection descriptor (defined in Figure 5.2.4 of 3GPP TS 24.526 [16]); and
-	the spatial validity condition (within the "spatialValidityTais" attribute of the RouteSelectionParameterSet data type) is used to set the Location criteria of the route selection descriptor (defined in Figure 5.2.5 of 3GPP TS 24.526 [16]).
-	The precedence for the generated URSP rule is determined by the PCF.

* * * Third Change * * * *
4.2.2.2.1.2	Provisioning of Vehicle-to-Everything Policy
When the UE registers to the network, if the AMF receives from the UE the PC5 capability for V2X communications in the Registration Request message, the UE is authorized to use V2X service based on the UE's subscription information and the "V2X" feature is supported, the AMF further reports to the PCF the PC5 capability for V2X communications within the "pc5Capab" attribute as defined in subclause 4.2.2.1. The PCF may determine the V2XP over PC5 interface based on the received UE's PC5 capability for V2X, the Service specific parameter information retrieved from UE's Application Data in the UDR as defined in subclause 6.2.15 of 3GPP TS 29.519 [17] and the operator’s policy.
During the registration procedure, if the UE has one or more stored UE policy sections corresponding to the serving PLMN or HPLMN, the UE supports V2X communication and the UE needs to request V2XP, the UE indicates the requested V2XP in the "UE STATE INDICATION" message as defined in subclauses 5.5.1.2.2, 5.5.1.3.2 and D.5.4.1 of 3GPP TS 24.501 [15]. The "UE STATE INDICATION" message is transferred transparently within the "uePolReq" attribute during the creation of a policy association, as described in subclause 4.2.2.1.
During the registration procedure, iIf the UE does not have UE policy sections corresponding to the serving PLMN or HPLMN, and/or during the NAS transport procedure, if the UE supports V2X communication and it needs to requestdoes not have valid V2XP, the UE includes indicates the requested V2XP in the "UE POLICY PROVISIONING REQUEST" message as defined in subclause 7.2.1 of 3GPP TS 24.587 [24]. during the registration procedure and/or the NAS transport procedure.  The "UE POLICY PROVISIONING REQUEST" message is transferred transparently within the "uePolReq" attribute during the creation of a policy association, as described in subclause 4.2.2.1, or during the update of the policy association, as described in subclause 4.2.3.1. 
The PCF may reject the V2XP request indicated in the "UE STATE INDICATION" message or in the "UE POLICY PROVISIONING REQUEST" message during the registration procedure by sending back the rejection cause within the "MANAGE UE POLICY COMMAND" message as defined in subclause D.5.1.1 of 3GPP TS 24.501 [15]. The PCF may reject the V2XP request indicated in the "UE POLICY PROVISIONING REQUEST" message request during the NAS transport procedure by sending back a "UE POLICY PROVISIONING REJECT" message as defined in subclause 7.2.2 of 3GPP TS 24.587 [24]. 
The (H-)PCF may store in the UDR and/or retrieve from the UDR, as specified in 3GPP TS 29.519 [17] the V2XP related UPSCs and related policy sections of the own PLMN it provided to a UE.
When the V2XP request is accepted, the PCF shall determine, based on the UPSIs, the UPSCs stored in the UDR, the received UE’s PC5 cabability for V2X, if applicable, the service specific parameter information retrieved from UE's Application Data in the UDR as defined in subclause 6.2.15 of 3GPP TS 29.519 [17], the V2XP requested by the UE and the operator’s policy, whether new V2XP needs to be installed and whether any existing V2XP needs to be updated or deleted, and may or provision the requested policy, as defined in subclause 4.2.2.2.1, based on the service specific parameter information retrieved from UE's Application Data in the UDR as defined in subclause 6.2.15 of 3GPP TS 29.519 [17] and the operator’s policy. 
NOTE:	A V2XP with an expired validity timer is not consider by the PCF in the determination of the applicable V2XP. If the PCF determines the V2XP requested by the UE doesn’t need to be updated, the PCF rejects the request as defined in 3GPP TS 24.587 [24].
[bookmark: _Hlk80827156]For both scenarios mentioned above, in the roaming case, the H-PCF may include the V2XP within the "uePolicy" attribute in the policy association create or update response to the V-PCF and in the policy association update request initiated by the H-PCF.
In the roaming or non-roaming case, the (V-)PCF shall use the Namf_Communication_N1N2MessageTransfer service operation defined in subclause 5.2.2.3.1 of 3GPP TS 29.518 [14] to send the V2XP to the UE.
* * * Fourth Change * * * *
[bookmark: _Toc74742975][bookmark: _Toc97290201][bookmark: _Hlk97832903]4.2.2.2.1.3	Provisioning of ProSe Policy
When the UE registers to the network and the UE supports 5G ProSe, if the AMF receives from the UE the 5G ProSe Capability in the Registration Request message, the UE is authorized to use 5G ProSe service based on the UE's subscription information and the "ProSe" feature defined in subclause 5.8 is supported, the AMF further reports to the PCF this 5G ProSe Capability of the UE within the "proSeCapab" attribute, as per the procedures defined in subclause 4.2.2.1. 
When the UE disables/enables a 5G ProSe capability, the AMF further reports to the PCF the updated 5G ProSe capabilities of the UE within the "proSeCapab" attribute, as per the procedures defined in subclause 4.2.3.1. The PCF may determine the support of 5G ProSe based on the received UE's 5G ProSe Capability, the service specific parameter information retrieved from the UE's Application Data in the UDR as defined in subclause 6.2.15 of 3GPP TS 29.519 [17] and the operator’s policy.
During the registration procedure, if the UE has one or more stored UE policy sections corresponding to the serving PLMN or HPLMN, the UE supports 5G ProSe and the UE needs to request ProSeP, the UE includes the requested ProSeP in the "UE STATE INDICATION" message as defined in subclause 5.5.2.2, 5.5.1.3.2 and D.5.4.1 of 3GPP TS 24.501 [15]. The "UE STATE INDICATION" message is transferred transparently within the "uePolReq" attribute during the creation of a policy association, as described in subclause 4.2.2.1.
During the registration procedure, iIf the UE does not have UE policy sections corresponding to the serving PLMN or HPLMN, and/or during the NAS transport procedure, if the UE supports 5G ProSe and it does not have validneeds to request ProSeP, the UE also includes a "UE POLICY PROVISIONING REQUEST" message defined in subclause 7.2.1.1 of 3GPP TS 24.587 [24] during the registration procedure and/or the NAS transport procedure. The "UE POLICY PROVISIONING REQUEST" message is transferred transparently by the AMF to the PCF within the "uePolReq" attribute during the creation of a policy association, as described in subclause 4.2.2.1, or during the update of the policy association, as described in subclause 4.2.3.1. 
The PCF may either reject the 5G ProSeP request indicated in the "UE STATE INDICATION" message or in the "UE POLICY PROVISIONING REQUEST" message during the registration procedure by sending back the rejection cause within the "MANAGE UE POLICY COMMAND" message as defined in subclause D.5.1.1 of 3GPP TS 24.501 [15]. The PCF may reject the 5G ProSeP request indicated in the "UE POLICY PROVISIONING REQUEST" message during the NAS transport procedure by sending back a "UE POLICY PROVISIONING REJECT" message as defined in subclause 7.2.2.1 of 3GPP TS 24.587 [24].
The (H-)PCF may store in the UDR and/or retrieve from the UDR, as specified in 3GPP TS 29.519 [17] the 5G ProSeP related UPSCs and related policy sections of the own PLMN it provided to a UE.
When the 5G ProSeP request is accepted, the PCF shall determine, based on the UPSIs, the UPSCs stored in UDR, the received UE's 5G ProSe Capability, the service specific parameter information retrieved from the UE's Application Data in the UDR as defined in subclause 6.2.15 of 3GPP TS 29.519 [17], the 5G ProSeP requested by the UE and the operator’s policy, whether new 5G ProSeP needs to be installed and whether any existing 5G ProSeP needs to be updated or deleted, and may or provision the requested policy, as defined in subclause 4.2.2.2.1, based on the service specific parameter information retrieved from the UE's Application Data in the UDR as defined in subclause 6.2.15 of 3GPP TS 29.519 [17] and the operator’s policy. 
NOTE:	A 5G ProSeP with an expired validity timer is not consider by the PCF in the determination of the applicable 5G ProSeP. If the PCF determines the 5G ProSeP requested by the UE doesn’t need to be updated, the PCF rejects the request as defined in 3GPP TS 24.587 [24].
For both scenarios mentioned above, in the roaming case, the H-PCF may include the ProSeP within the "uePolicy" attribute in the policy association create and update response to the V-PCF and in the policy association update request initiated by the H-PCF.
In the roaming or non-roaming case, the (V-)PCF shall use the Namf_Communication_N1N2MessageTransfer service operation defined in subclause 5.2.2.3.1 of 3GPP TS 29.518 [14] to send the ProSeP to the UE.

* * * Fifth Change * * * *
[bookmark: _Toc34222306][bookmark: _Toc36040489][bookmark: _Toc39134418][bookmark: _Toc43283365][bookmark: _Toc45134405][bookmark: _Toc49930005][bookmark: _Toc50024125][bookmark: _Toc51763613][bookmark: _Toc56594477][bookmark: _Toc67493819][bookmark: _Toc68169723][bookmark: _Toc73459331][bookmark: _Toc73459454][bookmark: _Toc74742991][bookmark: _Toc97290217]4.2.4.5	UE policy provisioning for V2X communication over PC5 and Uu reference points
After the UE policy association establishment and if the "V2X" feature is supported, the (H-)PCF may determine the V2XP needs to be updated in the UE, e.g. because the (H-)PCF receives the service specific parameter information notified by the UDR for the change of UE’s Application Data as defined in subclause 6.3.4 of 3GPP TS 29.519 [17] or because the (H-)PCF detected during the UE policy association establishment that the UE needed to be updated with non-requested V2XP. In this case: 
· for the roaming case, the H-PCF shall derive the V2XP and provision it to the V-PCF as defined in subclause 4.2.4.2; and/or
· for the roaming and non-roaming case, the (V-)PCF shall use the Namf_Communication Service defined in 3GPP TS 29.518 [14] to send "MANAGE UE POLICY COMMAND" message(s) with the V2XP to the UE via the AMF.

* * * Sixth Change * * * *
[bookmark: _Toc73459332][bookmark: _Toc73459455][bookmark: _Toc74742992][bookmark: _Toc97290218]4.2.4.6	UE policy provisioning for 5G ProSe
After the UE policy association establishment and if the "ProSe" feature is supported, the (H-)PCF may determine the 5G ProSeP needs to be updated in the UE, e.g. because the (H-)PCF receives the service specific parameter information via a notification on the change of UE’s Application Data from the UDR, as defined in subclause 6.3.4 of 3GPP TS 29.519 [17] or because the (H-)PCF detected during the UE policy association establishment that the UE needed to be updated with non-requested 5G ProSeP. In this case:
-	for the roaming case, the H-PCF shall derive the 5G ProSeP and provision it to the V-PCF as defined in subclause 4.2.4.2; and/or
-	for the roaming and non-roaming case, the (H-)PCF shall derive the ProSeP and the (V-)PCF shall use the Namf_Communication Service defined in 3GPP TS 29.518 [14] to convey it to the UE via the AMF by sending "MANAGE UE POLICY COMMAND" message(s) as defined in 3GPP TS 24.554 [28].

* * * End of Changes * * * *
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