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*** First Change ***
[bookmark: _Toc70550729][bookmark: _Toc83233184][bookmark: _Toc85553113][bookmark: _Toc85557212][bookmark: _Toc88667722][bookmark: _Toc90656007][bookmark: _Toc94064412][bookmark: _Toc98233814]5.3.7	Error handling
[bookmark: _Toc45134123][bookmark: _Toc50032055][bookmark: _Toc51762975][bookmark: _Toc56641044][bookmark: _Toc59018012][bookmark: _Toc66231880][bookmark: _Toc68169041][bookmark: _Toc70550709][bookmark: _Toc83233164][bookmark: _Toc85553093][bookmark: _Toc85557192][bookmark: _Toc88667702][bookmark: _Toc90655987][bookmark: _Toc94064392][bookmark: _Toc98233779]5.3.7.1	General
HTTP error handling shall be supported as specified in clause 5.2.4 of 3GPP TS 29.500 [6].
For the Nnwdaf_DataManagement API, HTTP error responses shall be supported as specified in clause 4.8 of 3GPP TS 29.501 [7]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [6] shall be supported for an HTTP method if the corresponding HTTP status codes are specified as mandatory for that HTTP method in table 5.2.7.1-1 of 3GPP TS 29.500 [6]. In addition, the requirements in the following clauses shall apply.
[bookmark: _Toc45134124][bookmark: _Toc50032056][bookmark: _Toc51762976][bookmark: _Toc56641045][bookmark: _Toc59018013][bookmark: _Toc66231881][bookmark: _Toc68169042][bookmark: _Toc70550710][bookmark: _Toc83233165][bookmark: _Toc85553094][bookmark: _Toc85557193][bookmark: _Toc88667703][bookmark: _Toc90655988][bookmark: _Toc94064393][bookmark: _Toc98233780]5.3.7.2	Protocol Errors
In this Release of the specification, there are no additional protocol errors applicable for the Nnwdaf_DataManagement API.
[bookmark: _Toc45134125][bookmark: _Toc50032057][bookmark: _Toc51762977][bookmark: _Toc56641046][bookmark: _Toc59018014][bookmark: _Toc66231882][bookmark: _Toc68169043][bookmark: _Toc70550711][bookmark: _Toc83233166][bookmark: _Toc85553095][bookmark: _Toc85557194][bookmark: _Toc88667704][bookmark: _Toc90655989][bookmark: _Toc94064394][bookmark: _Toc98233781]5.3.7.3	Application Errors
The application errors defined for the Nnwdaf_DataManagement API are listed in table 5.3.7.3-1.
Table 5.3.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	
	
	

	NOTE:	Including a "ProblemDetails" data structure with the "cause" attribute in the HTTP response is optional unless explicitly mandated in the service operation subclauses.



*** Next Change ***
[bookmark: _Toc70550731][bookmark: _Toc83233186][bookmark: _Toc85553115][bookmark: _Toc85557214][bookmark: _Toc88667724][bookmark: _Toc90656009][bookmark: _Toc94064414][bookmark: _Toc98233816]5.3.9	Security
As indicated in 3GPP TS 33.501 [13] and 3GPP TS 29.500 [6], the access to the Nnwdaf_DataManagement API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [14]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [12]) plays the role of the authorization server.
If OAuth2 is used, an NF service consumer, prior to consuming services offered by the Nnwdaf_DataManagement API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [12], subclause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF service consumer used for discovering the Nnwdaf_DataManagement service.
[bookmark: _Hlk530142087]The Nnwdaf_DataManagement API defines a single scope "nnwdaf-datamanagement" for the entire service, and it does not define any additional scopes at resource or operation level.


End of Changes ***
