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1. Introduction
TS 29.537 has been allocated under the 5MBS work item to define the MB Policy Control services. S2-2201322 agreed during SA2#149-e meeting confirms that a new Npcf_MBSPolicyAuthorization service API is needed in order to enable an AF/NEF/MBSF to request for an MBS policy authorization to the PCF, as per the provisions of clauses 7.1.1 and 9.3.2 of TS 23.247.
2. Reason for Change
The API part of the new Npcf_MBSPolicyAuthorization API needs hence to be defined. This pCR provides the API general clauses (i.e. Introduction, Usage of HTTP, Error Handling, Feature negotiation, Security) of the API part, in addition to the custom operations without associated resources and notifications clauses.
3. Conclusions
N/A.
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.537 V0.1.0.

* * * First Change * * * *
[bookmark: _Toc94195457][bookmark: _Toc510696599][bookmark: _Toc35971391][bookmark: _Toc67903515]6.2	< Service 2>Npcf_MBSPolicyAuthorization Service API
And so on if there are more than two services supported by the NF. Same structure as in clause 6.1.
* * * Next Change * * * *
[bookmark: _Toc94195395]6.2.1	Introduction
The Npcf_MBSPolicyAuthorization shall use the Npcf_MBSPolicyAuthorization API.
The API URI of the Npcf_MBSPolicyAuthorization API shall be:
{apiRoot}/<apiName>/<apiVersion>
The request URIs used in HTTP requests from the NF service consumer towards the NF service producer shall have the Resource URI structure defined in clause 4.4.1 of 3GPP TS 29.501 [5], i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificResourceUriPart>
with the following components:
-	The {apiRoot} shall be set as described in 3GPP TS 29.501 [5].
-	The <apiName> shall be "npcf-mbspolicyauth".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in clause 6.2.3.
[bookmark: _Toc94195396]* * * Next Change * * * *
6.2.2	Usage of HTTP
[bookmark: _Toc94195397]6.2.2.1	General
HTTP/2, IETF RFC 7540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
The OpenAPI [6] specification of HTTP messages and content bodies for the Npcf_MBSPolicyAuthorization API is contained in Annex A.2.
[bookmark: _Toc94195398]6.2.2.2	HTTP standard headers
[bookmark: _Toc94195399]6.2.2.2.1	General
See clause 5.2.2 of 3GPP TS 29.500 [4] for the usage of HTTP standard headers.
[bookmark: _Toc94195400]6.2.2.2.2	Content type
JSON, IETF RFC 8259 [12], shall be used as content type of the HTTP bodies specified in the present specification as specified in clause 5.4 of 3GPP TS 29.500 [4]. The use of the JSON format shall be signalled by the content type "application/json".
"Problem Details" JSON object shall be used to indicate additional details of the error in a HTTP response body and shall be signalled by the content type "application/problem+json", as defined in IETF RFC 7807 [13].
[bookmark: _Toc94195401]6.2.2.3	HTTP custom headers
The mandatory HTTP custom header fields specified in clause 5.2.3.2 of 3GPP TS 29.500 [4] shall be supported, and the optional HTTP custom header fields specified in clause 5.2.3.3 of 3GPP TS 29.500 [4] may be supported.
* * * Next Change * * * *
[bookmark: _Toc94195419][bookmark: _Toc510696600][bookmark: _Toc35971392][bookmark: _Toc67903516]6.2.4	Custom Operations without associated resources
There are no custom operations without associated resources defined for this API in this release of the specification.
* * * Next Change * * * *
6.2.5	Notifications
There are no notifications defined for this API in this release of the specification.
* * * Next Change * * * *
[bookmark: _Toc510696647][bookmark: _Toc35971443][bookmark: _Toc94195451]6.2.7	Error Handling
[bookmark: _Toc35971444][bookmark: _Toc94195452]6.2.7.1	General
For the Npcf_MBSPolicyAuthorization API, HTTP error responses shall be supported as specified in clause 4.8 of 3GPP TS 29.501 [5]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [4] shall be supported for an HTTP method if the corresponding HTTP status codes are specified as mandatory for that HTTP method in table 5.2.7.1-1 of 3GPP TS 29.500 [4].
In addition, the requirements in the following clauses are applicable for the Npcf_MBSPolicyAuthorization API.
[bookmark: _Toc35971445][bookmark: _Toc94195453]6.2.7.2	Protocol Errors
No specific procedures for the Npcf_MBSPolicyAuthorization service are specified.
[bookmark: _Toc35971446][bookmark: _Toc94195454]6.2.7.3	Application Errors
The application errors defined for the Npcf_MBSPolicyAuthorization service are listed in table 6.2.7.3-1.
Table 6.2.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	
	
	


[bookmark: _Toc492899751][bookmark: _Toc492900030][bookmark: _Toc492967832][bookmark: _Toc492972920][bookmark: _Toc492973140][bookmark: _Toc493774060][bookmark: _Toc508285804][bookmark: _Toc508287269][bookmark: _Toc510696648][bookmark: _Toc35971447]
[bookmark: _Toc94195455]* * * Next Change * * * *
6.2.8	Feature negotiation
The optional features in table 6.2.8-1 are defined for the Npcf_MBSPolicyAuthorization API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 6.2.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	



[bookmark: _Toc532994477][bookmark: _Toc35971448][bookmark: _Toc94195456][bookmark: _Hlk525137310]* * * Next Change * * * *
6.2.9	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the Npcf_MBSPolicyAuthorization API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the Npcf_MBSPolicyAuthorization API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the Npcf_MBSPolicyAuthorization service.
[bookmark: _Hlk530142087]The Npcf_MBSPolicyAuthorization API defines a single scope "mbspolicyauth" for the entire service, and it does not define any additional scopes at resource or operation level.
* * * End of Changes * * * *
