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1. Overall Description:
SA2 would like to thank CT3 for their LS on Issues on ID_UAS  (C3-220363/ S2-2201259). 
In this LS, CT3 is asking the following questions to which SA2 would like to provide the indicated responses below.
Question 1: Whether both the Authentication Session Correlation Id and the Notification Correlation Id are used to identify the session uniquely to which the notification relates?

Question 2: If the answer to Question 1 is yes, whether the Authentication Session Correlation Id can be removed and use the Notification Correlation Id to align with the design of other services?

Option 1: The notification endpoint consists of Notification Target Address and Notification Correlation ID, the Notification Target Address is a URL.
Option 2: The Notification Target Address is the notification endpoint, e.g. an NEF or SMF etc., and the Notification Correlation ID is a URL.
Question 3: Which option is the correct understanding for the Notification Target Address and Notification Correlation ID?

Question 4: Will the USS indicate the release of the UAS service related network resource during re-authorization failure?

Question 5: Are both the authentication and authorization always revoked at the same time in the UUAA revocation procedure?

Question 6: If the answer to Question 5 is no (i.e. there are three cases, authentication revocation, authorization revocation, authentication and authorization revocation), will the USS indicate the release of UAS service related network resource during an independent authorization revocation procedure?


For Q1 and Q2, answer from SA2:
The answer is Yes, and to align with the design of other services, SA2 believes that Notification Correlation Id should be used to identify the session uniquely to which the notification relates and Authentication Session Correlation Id can be removed. 


For Q3, answer from SA2:
Based on the text in clause 7.1.2 TS 23.501, SA2 believes that there are some misalignment about the notification endpoint in TS 23.501. SA2 believes it is the CT3 to determine the final implementation and the example illustrated by SA2 in clause 7.1.2 is not mandatory.

For Q4, answer from SA2:
SA2 believes USS will not indicate the release of the UAS service related network resource during the re-authorization procedure, as the procedure is used to delivery re-authorization message to UE. USS may initiate the UUAA revocation procedure to release UAS related network resources.

For Q5 and Q6, answer from SA2:
UUAA revocation causes both the Authentication and Authorization of a UAV invalid. Authentication failure causes the UAV to lose access to services.

2. Actions:
To CT3 group.
ACTION: 	SA2 kindly asks CT3 to take above answers into consideration.

3. Date of Next TSG SA WG2 Meetings:
TSG-SA2 Meeting #150E   	April 06-12, 2022 				Elbonia
TSG-SA2 Meeting #151E   	May 05-16,  2022 				Elbonia
