	
3GPP TSG-CT3 Meeting #120e	C3-221545
E-Meeting, 17th – 25th February 2022

[bookmark: _GoBack]Source:	China Mobile
Title:	Pseudo-CR on Resolve ENs in Message Delivery service and AS Registration API
Spec:	3GPP TS 29.538 v0.3.0
Agenda item:	17.34
Document for:	Approval

1. Introduction
The editor’s notes about error handling have been resolved by update of clause 8.2.6 and common information for APIs in clause 7.7.
For editor’s notes of security credentials, the current attribute aligns to definition in stage 2, and related security aspects in TR 33.862 are supported. And for type ASRegistration, it should be resolved by adding attributes as specified in TS 23.554.
2. Reason for Change
The pCR is proposed to resolve Editor Notes of error handling and security credentials.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS29.538 v0.3.0.

* * * First Change * * * *
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Figure 5.3.2.2.2-1: AS Originating MSGin5G Message Delivery
When the AS needs to send the message to the MSGin5G Server, the AS shall send the HTTP POST method as step 1 of the figure 5.3.2.2.2-1 to request to create "AS Message Deliveries".
The AS shall include ASMessageDelivery data structure in the payload body of the HTTP POST to request a creation of representation of the "AS Message Deliveries" resource. The "AS Message Deliveries" resource is created as described below.
The ASMessageDelivery data structure shall include:
-	The AS Service ID within the "originServiceId" attribute;
-	The Message ID within the "messageId" attribute; and
-	The store and forward flag within the "storeAndForwardFlag" attribute;
and may include:
-	The Recipient UE Service ID within the "recipientServiceId" attribute;
-	The Group Service ID within the "groupServiceId" attribute;
-	The Broadcast Area ID within the "broadcastAreaId" attribute;
-	The Messaging Topic within the "messageTopic" attribute;
NOTE:	Only one of Recipient UE Service ID, Group Service ID, Broadcast Area ID, Messaging Topic shall be included.
-	The Application ID within the "appId" attribute;
-	The security credentials within the "securityCredentials" attribute;
Editor's Note:	The security credentials is to be updated based on SA3 conclusion.
-	The indication whether the message delivery status report is required within the "deliveryStatusRequired" attribute;
-	The Payload within the "payload" attribute;
-	The priority type within the "priority" attribute;
-	The message segment flag within the "messageSegmentFlag" attribute;
-	The message segment parameters within the "messageSegmentParameters" attribute, this attribute may include:
-	The segmentation set identifier within the "segIdentifier" attribute;
-	The total number of message segments within the "totalNumSeg" attribute;
-	The message segment number within the "segNum" attribute;
-	The last segment flag within the "lastSegFlag" attribute;
-	The store and forward parameters within the "storeAndForwardParameters" attribute, this attribute may include:
-	The message expiration time within the "expirationTime" attribute;
-	The latency within the "latency" attribute.
Editor's Note:	whether the above attributes are all necessary is FFS.
When the MSGin5G Server receives the HTTP POST request from the AS, the MSGin5G server shall make an authorization based on the information received from the AS. If the authorization is successful, the MSGin5G Server shall create a new resource, which represents "AS Message Deliveries", addressed by a URI as defined in clause 8.2.2.2.2. The MSGin5G Server shall respond to the AS with a 201 Created message.
If errors occur when processing the HTTP POST request, the MSGin5G Server shall apply error handling procedures as specified in subclause 8.2.6.
* * * Next Change * * * *
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Figure 5.3.2.3.2-1: AS Originating MSGin5G Delivery Report
When the AS needs to send the delivery report to the MSGin5G Server, the AS shall send the HTTP POST method as step 1 of the figure 5.3.2.3.2-1 to request to create "Report Deliveries".
The AS shall include DeliveryStatusReport data structure in the payload body of the HTTP POST to request a creation of representation of the "Report Deliveries" resource. The "Report Deliveries" resource is created as described below.
The DeliveryStatusReport data structure shall include:
-	The AS Service ID within the "originServiceId" attribute;
-	The Recipient UE Service ID within the "recipientServiceId" attribute;
-	The Message ID within the "messageId" attribute; and
-	The delivery status within the "deliveryStatus" attribute;
and may include:
-	The security credentials within the "securityCredentials" attribute; and
Editor's Note:	The security credentials is to be updated based on SA3 conclusion.
-	The failure cause within the "failureCause" attribute;
When the MSGin5G Server receives the HTTP POST request from the AS, the MSGin5G server shall make an authorization based on the information received from the AS. If the authorization is successful, the MSGin5G Server shall create a new resource, which represents "Report Deliveries", addressed by a URI as defined in clause 8.2.2.4.2. The MSGin5G Server shall respond to the AS with a 201 Created message.
If errors occur when processing the HTTP POST request, the MSGin5G Server shall apply error handling procedures as specified in subclause 8.2.6.
Editor's Note:	error handling will be defined in clause 8.2.6.
* * * Next Change * * * *
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Figure 5.3.2.4.2-1: Legacy 3GPP UE or Non-3GPP UE Originating MSGin5G Message Delivery
When the Legacy 3GPP Message Gateway or Non-3GPP Message Gateway (on behalf of Legacy 3GPP UE or Non-3GPP UE) needs to send the message to the MSGin5G Server, the Legacy 3GPP Message Gateway or Non-3GPP Message Gateway shall send the HTTP POST method as step 1of the figure 5.3.2.4.2-1 to request to create a "UE Message Deliveries".
The Legacy 3GPP Message Gateway or Non-3GPP Message Gateway shall include UEMessageDelivery data structure in the payload body of the HTTP POST to request a creation of representation of the "UE Message Deliveries" resource. The "UE Message Deliveries" resource is created as described below.
The UEMessageDelivery data structure shall include:
-	The Legacy 3GPP UE Service ID or Non-3GPP UE Service ID within the "originServiceId" attribute;
-	The Recipient UE Service ID within the "recipientServiceId" attribute;
-	The Message ID within the "messageId" attribute; and
-	The store and forward flag within the "storeAndForwardFlag" attribute;
and may include:
-	The Application ID within the "appId" attribute;
-	The security credentials within the "securityCredentials" attribute;
Editor's Note:	The security credentials is to be updated based on SA3 conclusion.
-	The Payload within the "payload" attribute;
-	The indication whether the message delivery status report is required within the "deliveryStatusRequired" attribute; and
-	The message segment flag within the "messageSegmentFlag" attribute;
-	The message segment parameters within the "messageSegmentParameters" attribute, this attribute may include:
-	The segmentation set identifier within the "segIdentifier" attribute;
-	The total number of message segments within the "totalNumSeg" attribute;
-	The message segment number within the "segNum" attribute;
-	The last segment flag within the "lastSegFlag" attribute;
-	The store and forward parameters within the "storeAndForwardParameters" attribute, this attribute may include:
-	The message expiration time within the "expirationTime" attribute;
Editor's Note:	whether the above attributes are all necessary is FFS.
When the MSGin5G Server receives the HTTP POST request from the Legacy 3GPP Message Gateway or Non-3GPP Message Gateway, the MSGin5G server shall make an authorization based on the information received from the Legacy 3GPP Message Gateway or Non-3GPP Message Gateway. If the authorization is successful, the MSGin5G Server shall create a new resource, which represents "UE Message Deliveries", addressed by a URI as defined in clause 8.2.2.3.2. The MSGin5G Server shall respond to the Legacy 3GPP Message Gateway or Non-3GPP Message Gateway with a 201 Created message.
If errors occur when processing the HTTP POST request, the MSGin5G Server shall apply error handling procedures as specified in subclause 8.2.6.
Editor's Note:	error handling will be defined in clause 8.2.6.
* * * Next Change * * * *
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Figure 5.3.2.5.2-1: Legacy 3GPP UE or Non-3GPP UE Originating MSGin5G Delivery Report
When the Legacy 3GPP Message Gateway or Non-3GPP Message Gateway (on behalf of Legacy 3GPP UE or Non-3GPP UE) needs to send the delivery report to the MSGin5G Server, the Legacy 3GPP Message Gateway or Non-3GPP Message Gateway shall send the HTTP POST method as step 1 of the figure 5.3.2.5.2-1 to request to create "Report Deliveries".
The Legacy 3GPP Message Gateway or Non-3GPP Message Gateway shall include DeliveryStatusReport data structure in the payload body of the HTTP POST to request a creation of representation of the "Report Deliveries" resource. The "Report Deliveries" resource is created as described below.
The DeliveryStatusReport data structure shall include:
-	The Legacy 3GPP UE Service ID or Non-3GPP UE Service ID within the "originServiceId" attribute;
-	The Recipient UE Service ID within the "recipientServiceId" attribute;
-	The Message ID within the "messageId" attribute;and
-	The delivery status within the "deliveryStatus" attribute;
and may include:
-	The security credentials within the "securityCredentials" attribute;
Editor's Note:	The security credentials is to be updated based on SA3 conclusion.
-	The failure cause within the "failureCause" attribute;
When the MSGin5G Server receives the HTTP POST request from the Legacy 3GPP Message Gateway or Non-3GPP Message Gateway, the MSGin5G server shall make an authorization based on the information received from the Legacy 3GPP Message Gateway or Non-3GPP Message Gateway. If the authorization is successful, the MSGin5G Server shall create a new resource, which represents "Report Deliveries", addressed by a URI as defined in clause 8.2.2.4.2. The MSGin5G Server shall respond to the Legacy 3GPP Message Gateway or Non-3GPP Message Gateway with a 201 Created message.
If errors occur when processing the HTTP POST request, the MSGin5G Server shall apply error handling procedures as specified in subclause 8.2.6.
Editor's Note:	error handling will be defined in clause 8.2.6.
* * * Next Change * * * *
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Table 8.1.5.2.2-1: Definition of type ASRegistration
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	asSeviceId
	string
	M
	1
	The MSGin5G identifier of the Application Server.
	

	appId
	string
	M
	1
	The identifier of the application specified by the application provider
	

	authInfo
	string
	O
	0..1
	The authorization information used to determine whether the Application Server is allowed to send the message.
	

	secCred
	string
	O
	0..1
	Security information required for the Application Server to register to the MSGin5G Server.
	

	targetUri
	string
	O
	0..1
	The URL for receiving message, message delivery status report, etc. The MSGin5G Server uses this URL to interact to AS. 
	

	asProf
	ASProfile
	O
	0..1
	The profile information of the AS.
	



Editor's Note:	The data model to be updated with security credentials information, based on security aspects defined by SA3.
* * * End of Changes * * * *
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