

	
3GPP TSG-CT3 Meeting #120e	C3-221454
E-Meeting, 17th – 25th February 2022											(Revision of C3-221045)
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	29.520
	CR
	0402
	rev
	1
	Current version:
	17.5.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Editorial modifications

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	CT3

	
	

	Work item code:
	eNA_Ph2
	
	Date:
	2022-01-31

	
	
	
	
	

	Category:
	D
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	There are editorial errors within clauses 4.2, 4.3, 4.5, 5.1, 5.2, 5.3, and 5.4, for example inconsistent descriptions, wrong NOTE numbering, etc.

	
	

	Summary of change:
	The editorial errors within clauses 4.2, 4.3, 4.5, 5.1, 5.2, 5.3, and 5.4 corrected.

	
	

	Consequences if not approved:
	The editiorial errors will remain in the specification.

	
	

	Clauses affected:
	4.2.1.1, 4.2.1.3.1, 4.2.1.3.2, 4.2.2.1, 4.2.2.2.2, 4.2.2.3.2, 4.2.2.4.2, 4.2.2.5.4, 4.3.1.1, 4.3.1.3.1, 4.3.1.3.2, 4.3.2.2.2, 4.5.1.1, 4.5.1.3.1, 4.5.2.3.2, 5.1.1, 5.1.2.3, 5.1.3.2.1, 5.1.3.2.3.1, 5.1.3.3.1, 5.1.3.3.2, 5.1.3.4.1, 5.1.3.5.1, 5.1.3.5.2, 5.1.5.1, 5.1.5.2.1, 5.1.5.2.2, 5.1.6.1, 5.1.6.2.2, 5.1.6.2.3, 5.1.6.2.4, 5.1.6.2.7, 5.1.6.2.31, 5.1.6.2.34, 5.1.9, 5.2.1, 5.2.3.1, 5.2.3.2.1, 5.2.3.3.1, 5.2.6.1, 5.2.9, 5.3.2.3, 5.4.2.3, 5.4.3.2.1, 5.4.3.2.3.1, 5.4.3.3.1, 5.4.3.3.2, 5.4.6.1

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	This CR does not impact the OpenAPI files.

	
	

	This CR's revision history:
	



Page 1


Additional discussion(if needed):
Proposed changes:

[bookmark: _Toc28012752][bookmark: _Toc34266222][bookmark: _Toc36102393][bookmark: _Toc43563435][bookmark: _Toc45133978][bookmark: _Toc50031908][bookmark: _Toc51762828][bookmark: _Toc56640895][bookmark: _Toc59017863][bookmark: _Toc66231731][bookmark: _Toc68168892][bookmark: _Toc70550538][bookmark: _Toc83232975][bookmark: _Toc85552864][bookmark: _Toc85556963][bookmark: _Toc88667465][bookmark: _Toc90655750][bookmark: historyclause]*** 1st Change ***
[bookmark: _Toc28012754][bookmark: _Toc34266224][bookmark: _Toc36102395][bookmark: _Toc43563437][bookmark: _Toc45133980][bookmark: _Toc50031910][bookmark: _Toc51762830][bookmark: _Toc56640897][bookmark: _Toc59017865][bookmark: _Toc66231733][bookmark: _Toc68168894][bookmark: _Toc70550540][bookmark: _Toc83232977][bookmark: _Toc85552866][bookmark: _Toc85556965][bookmark: _Toc88667467][bookmark: _Toc90655752]4.2.1.1	Overview
The Nnwdaf_EventsSubscription Sservice corresponding to Nnwdaf_AnalyticsSubscription sService as defined in 3GPP TS 23.501 [2], 3GPP TS 23.288 [17] and 3GPP TS 23.503 [4], is provided by the Network Data Analytics Function (NWDAF).
This service:
-	allows NF service consumers to subscribe to and unsubscribe from different analytics events; and
-	notifies NF service consumers with a corresponding subscription about observed events.; and
-	allows NF service consumers to request the transfer of subscriptions for analytics events.
The types of observed events include:
-	Slice load level information;
-	Network slice instance load level information;
-	Service experience;
-	NF load;
-	Network performance;
-	Abnormal behaviour;
-	UE mobility;
-	UE communication;
-	User data congestion; and
-	QoS sustainability.

*** 2nd Change ***
[bookmark: _Toc28012757][bookmark: _Toc34266227][bookmark: _Toc36102398][bookmark: _Toc43563440][bookmark: _Toc45133983][bookmark: _Toc50031913][bookmark: _Toc51762833][bookmark: _Toc56640900][bookmark: _Toc59017868][bookmark: _Toc66231736][bookmark: _Toc68168897][bookmark: _Toc70550543][bookmark: _Toc83232980][bookmark: _Toc85552869][bookmark: _Toc85556968][bookmark: _Toc88667470][bookmark: _Toc90655755]4.2.1.3.1	Network Data Analytics Function (NWDAF)
The Network Data Analytics Function (NWDAF) provides analytics information for different analytics events to NF service consumers.
The Network Data Analytics Function (NWDAF) allows NF service consumers to subscribe to and unsubscribe from one-time, periodic notification or notification when an event is detected.
The Network Data Analytics Function (NWDAF) allows NF service consumers to request the transfer of subscriptions for analytics events.
[bookmark: _Toc28012758][bookmark: _Toc34266228][bookmark: _Toc36102399][bookmark: _Toc43563441][bookmark: _Toc45133984][bookmark: _Toc50031914][bookmark: _Toc51762834][bookmark: _Toc56640901][bookmark: _Toc59017869][bookmark: _Toc66231737][bookmark: _Toc68168898][bookmark: _Toc70550544][bookmark: _Toc83232981][bookmark: _Toc85552870][bookmark: _Toc85556969][bookmark: _Toc88667471][bookmark: _Toc90655756]
*** 3rd Change ***
4.2.1.3.2	NF Service Consumers
The Policy Control Function (PCF):
-	supports (un)subscription to the notification of analytics information for slice load level information from the NWDAF;
-	supports (un)subscription to the notification of analytics information for service experience related network data from the NWDAF;
-	supports (un)subscription to the notification of analytics information for network performance from the NWDAF;
-	supports (un)subscription to the notification of analytics information for abnormal UE behaviour from the NWDAF;
-	supports (un)subscription to the notification of analytics information for UE mobility from the NWDAF;
-	supports (un)subscription to the notification of analytics information for UE communication from the NWDAF;
-	supports (un)subscription to the notification of analytics information for user data congestion from the NWDAF;
-	supports (un)subscription to the notification of analytics information for data dispersion from the NWDAF;
-	supports (un)subscription to the notification of analytics information for WLAN performance from the NWDAF; and
-	supports taking one or more above input from the NWDAF into consideration for policies on assignment of network resources and/or for traffic steering policies.
NOTE:	How this information is used by the PCF is not standardized in this release of the specification.
The Network Slice Selection Function (NSSF):
-	supports (un)subscription to the notification of analytics information for slice load level information or network slice instance load level information from the NWDAF to determine slice selection; and. 
-	supports (un)subscription to the notification of analytics information for service experience related network data from the NWDAF;.
The Access and Mobility Management Function (AMF):
-	supports (un)subscription to the notification of analytics information for SMF load information from the NWDAF to determine SMF selection;
-	supports (un)subscription to the notification of analytics information for expected UE behavioural information (UE mobility and/or UE communication) from the NWDAF to monitor UE behaviour; and
-	supports (un)subscription to the notification of analytics information for abnormal UE behaviour information from the NWDAF to determine adjustment of UE mobility related network parameters to solve the abnormal risk.
The Session Management Function (SMF):
-	supports (un)subscription to the notification of analytics information for UPF load information from the NWDAF to determine UPF selection;
-	supports (un)subscription to the notification of analytics information for expected UE behavioural information (UE mobility and/or UE communication) from the NWDAF to monitor UE behaviour;
-	supports (un)subscription to the notification of analytics information for abnormal UE behaviour information from the NWDAF to determine adjustment of UE communicationrelated communication related network parameters to solve the abnormal risk;. 
-	supports (un)subscription to the notification of analytics information for slice load level information or network slice instance load level information from the NWDAF to determine slice selection; and. 
-	supports (un)subscription to the notification of analytics information for service experience related network data from the NWDAF;.
The Network Exposure Function (NEF):
-	supports forwarding UE mobility information from the NWDAF to the AF when it is untrusted;
-	supports forwarding UE communication information from the NWDAF to the AF when it is untrusted;
-	supports forwarding expected UE behavioural information (UE mobility and/or UE communication) from the NWDAF to the AF when it is untrusted;
-	supports forwarding abnormal behaviour information from the NWDAF to the AF when it is untrusted;
-	supports forwarding user data congestion information from the NWDAF to the AF when it is untrusted;
-	supports forwarding network performance information from the NWDAF to the AF when it is untrusted; and
-	supports forwarding QoS Sustainability information from the NWDAF to the AF when it is untrusted.
The Unified Data Management (UDM):
-	supports taking expected UE behaviour information (UE mobility and/or UE communication) from the NWDAF into consideration for monitoring UE behaviour.
The Application Function (AF):
-	supports receiving UE mobility information from the NWDAF or via the NEF;
-	supports receiving UE communication information from the NWDAF or via the NEF;
-	supports receiving expected UE behavioural information (UE mobility and/or UE communication) from the NWDAF or via the NEF;
-	supports receiving abnormal behaviour information from the NWDAF or via the NEF;
-	supports receiving user data congestion information from the NWDAF or via the NEF;
-	supports receiving network performance information from the NWDAF or via the NEF; and
-	supports receiving QoS Sustainability information from the NWDAF or via the NEF. 
The Operation, Administration, and Maintenance (OAM):
-	supports receiving observed service experience from the NWDAF;
-	supports receiving NF load information from the NWDAF;
-	supports receiving network performance information from the NWDAF;
-	supports receiving UE mobility information from the NWDAF;
-	supports receiving UE communication information from the NWDAF;
-	supports receiving expected UE behaviour information (UE mobility and/or UE communication) from the NWDAF; and
-	supports receiving abnormal UE behaviour information from the NWDAF.
The Charging Enablement Function (CEF):
-	supports (un)subscription to the notification of analytics information for slice load level information from the NWDAF; and
-	supports (un)subscription to the notification of analytics information for service experience statistics information from the NWDAF.
The Network Data Analytics Function (NWDAF):
-	supports (un)subscription to the notification of analytics information for all types of network analytics from the NWDAF.; and
-	supports requesting the transfer of subscriptions to another NWDAF. 
The Data Collection Coordination Function (DCCF):
-	supports (un)subscription to the notification of analytics information for all types of network analytics from the NWDAF.
[bookmark: _Toc28012759][bookmark: _Toc34266229][bookmark: _Toc36102400][bookmark: _Toc43563442][bookmark: _Toc45133985][bookmark: _Toc50031915][bookmark: _Toc51762835][bookmark: _Toc56640902][bookmark: _Toc59017870][bookmark: _Toc66231738][bookmark: _Toc68168899][bookmark: _Toc70550545][bookmark: _Toc83232982][bookmark: _Toc85552871][bookmark: _Toc85556970][bookmark: _Toc88667472][bookmark: _Toc90655757]
*** 4th Change ***
[bookmark: _Toc28012760][bookmark: _Toc34266230][bookmark: _Toc36102401][bookmark: _Toc43563443][bookmark: _Toc45133986][bookmark: _Toc50031916][bookmark: _Toc51762836][bookmark: _Toc56640903][bookmark: _Toc59017871][bookmark: _Toc66231739][bookmark: _Toc68168900][bookmark: _Toc70550546][bookmark: _Toc83232983][bookmark: _Toc85552872][bookmark: _Toc85556971][bookmark: _Toc88667473][bookmark: _Toc90655758]4.2.2.1	Introduction
Table 4.2.2.1-1: Operations of the Nnwdaf_EventsSubscription Service
	Service operation name
	Description
	Initiated by

	Nnwdaf_EventsSubscription_Subscribe
	This service operation is used by an NF to subscribe or update subscription for event notifications of the analytics information.
One-time, periodic notification or notification upon event detected can be subscribed.
	NF service consumer (PCF, NSSF, AMF, SMF, NEF, UDM, AF, OAM, CEF, NWDAF, DCCF)

	Nnwdaf_EventsSubscription_UnSubscribe
	This service operation is used by an NF to unsubscribe from event notifications.
	NF service consumer (PCF, NSSF, AMF, SMF, NEF, UDM, AF, OAM, CEF, NWDAF, DCCF)

	Nnwdaf_EventsSubscription_Notify
	This service operation is used by an NWDAF to notify NF service consumers about subscribed events.
	NWDAF

	Nnwdaf_EventsSubscription_Transfer
	This service operation is used by an NWDAF to request the transfer of subscription(s) for analytics events.
	NWDAF



[bookmark: _Toc28012761][bookmark: _Toc34266231][bookmark: _Toc36102402][bookmark: _Toc43563444][bookmark: _Toc45133987][bookmark: _Toc50031917][bookmark: _Toc51762837][bookmark: _Toc56640904][bookmark: _Toc59017872][bookmark: _Toc66231740][bookmark: _Toc68168901][bookmark: _Toc70550547][bookmark: _Toc83232984][bookmark: _Toc85552873][bookmark: _Toc85556972][bookmark: _Toc88667474][bookmark: _Toc90655759]
*** 5th Change ***
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Figure 4.2.2.2.2-1 shows a scenario where the NF service consumer sends a request to the NWDAF to subscribe for event notification(s) (as shown in 3GPP TS 23.288 [17]).
[image: ]
Figure 4.2.2.2.2-1: NF service consumer subscribes to notifications
The NF service consumer shall invoke the Nnwdaf_EventsSubscription_Subscribe service operation to subscribe to event notification(s). The NF service consumer shall send an HTTP POST request with "{apiRoot}/nnwdaf-eventssubscription/v1/subscriptions" as Resource URI representing the "NWDAF Events Subscriptions", as shown in figure 4.2.2.2.2-1, step 1, to create a subscription for an "Individual NWDAF Event Subscription" according to the information in message body. The NnwdafEventsSubscription data structure provided in the request body shall include: 
-	an URI where to receive the requested notifications as "notificationURI" attribute; and
-	a description of the subscribed events as "eventSubscriptions" attribute that, for each event, the EventSubscription data type shall include:
1)	 an event identifier as "event" attribute; and
2)	if the event notification method "PERIODIC" is selected via the "notificationMethod" attribute, repetition period as "repetitionPeriod" attribute; 
	and may include:
1)	maximum number of objects in the "maxObjectNbr" attribute; 
2)	maximum number of SUPIs expected for an analytics report in the "maxSupiNbr" attribute;
3)	 identification of time window to which the subscription applies via identification of date-time(s) in the "startTs" and "endTs" attributes; 
4)	preferred level of accuracy of the analytics in the "accuracy" attribute;
5) 	identification of time when analytics information is needed in the "timeAnaNeeded" atribute if the feature "EneNA" is supported;
6)	indication of which analytics metadata is requested to be delivered with the notification in the "anaMeta" attribute if the feature "Aggregation" is supported; and/or
7)	requested values for analytics metadata information to be used for the generation of the analytics in the "anaMetaInd" attribute if the feature "Aggregation" is supported.; and/or
8)	offset period to the periodic reporting in the "offsetPeriod" attribute if the feature "EneNA" is supported. It may be present if the "repPeriod" attribute within the "evtReq" attribute is included.
The NnwdafEventsSubscription data structure provided in the request body may include:
-	event reporting information as the "evtReq" attribute, which applies for each event and may contain the following attributes:
1)	event notification method (periodic, one time, on event detection) in the "notifMethod" attribute;
2)	maximum Number of Reports in the "maxReportNbr" attribute;
3)	monitoring duration in the "monDur" attribute;
4)	repetition period for periodic reporting in the "repPeriod" attribute;
5)	immediate reporting indication in the "immRep" attribute;
6)	percentage of sampling among impacted UEs in the "sampRatio" attribute;
7)	partitioning criteria for partitioning the impacted UEs before performing sampling as "partitionCriteria" attribute if the EneNA feature is supported; and/or
8)	group reporting guard time for aggregating the reports for a group of UEs in the "grpRepTime" attribute;
NOTE 1:	The notification method indicated as the "notifMethod" attribute and the periodic reporting time indicated as the "repPeriod" attributes within the event reporting information as the "evtReq" attribute provided in NnwdafEventsSubscription data type, if present, supersedes the event notification method as the "notificationMethod" attribute and repetition period as the "repetitionPeriod" attribute respectively in the EventSubscription data type.
-	information of previous analytics subscription in the "prevSub" attribute.; and/or
[bookmark: _Hlk86947257]-	analytics consumer information as "consNfInfo" attribute, if the "EneNA" feature is supported.
NOTE 2:	 The "consNfInfo" attribute enables the NWDAF to determine whether an analytics subscription transfer procedure is applicable. Otherwise, if the "consNfInfo" attribute is not provided in a subscription and the NWDAF cannot serve anymore or transfer this subscription, the NWDAF can notify the analytics consumer with a Termination Request so that the analytics consumer can select a new target NWDAF.
Editor's Note:	It is FFS whether to use analytics transfer specific feature instead of the generic "EneNA" feature, to support "consNfInfo" attribute and the related specific analytics transfer procedures.
For different event types, the "eventSubscriptions" attribute:
-	if the event is "SLICE_LOAD_LEVEL", shall provide:
1)	Nnetwork slice level load level threshold in the "loadLevelThreshold" attribute if the "notifMethod" attribute in "evtReq" attribute is set to "ON_EVENT_DETECTION" or the "notificationMethod" attribute in "eventSubscriptions" attribute is set to "THRESHOLD" or omitted; and
2)	identification of network slice(s) to which the subscription applies via identification of network slice(s) in the "snssais" attribute or any slices indication in the "anySlice" attribute;
-	if the feature "NsiLoad" is supported and the event is "NSI_LOAD_LEVEL", shall provide:
1)	identification of network slice and the optionally associated network slice instance(s) if available, via the "nsiIdInfos" attribute or any slices indication in the "anySlice" attribute; and
NOTE 3:			The network slice instance of a PDU session is not available in the PCF.
2)	the network slice or network slice instance load level thresholds in the "nsiLevelThrds" attribute if the "notifMethod" attribute in "evtReq" attribute is set to "ON_EVENT_DETECTION" or the "notificationMethod" attribute in "eventSubscriptions" attribute is set to "THRESHOLD" or omitted;
-	if the feature "NfLoad" is supported and the event is "NF_LOAD", shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis" or "anyUe" in the "tgtUe" attribute; and
2)	NF load level thresholds in the "nfLoadLvlThds" attribute if the "notifMethod" attribute in "evtReq" attribute is set to "ON_EVENT_DETECTION" or the "notificationMethod" attribute in "eventSubscriptions" attribute is set to "THRESHOLD" or omitted;
	and may include:
1)	either list of NF instance IDs in the "nfInstanceIds" attribute or list of NF set IDs in the "nfSetIds" attribute if the identification of target UE(s) applies to all UEs;
2)	list of NF instance types in the "nfTypes" attribute;
3)	identification of network slice(s) by "snssais" attribute; and/or
4)	a matching direction in the "matchingDir" attribute if the "nfLoadLvlThds" attribute is provided.;
-	if the feature "NetworkPerformance" is supported and the event is "NETWORK_PERFORMANCE", it shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis", "intGroupIds" or "anyUe" attribute in the "tgtUe" attribute; and
2)	Tthe network performance requirements via "nwPerfRequs" attribute;
	and may provide:
1)	identification of network area to which the subscription applies via identification of network area(s) by "networkArea" attribute (mandatory if "anyUe" attribute is set to true); and/or
2)	a matching direction in the "matchingDir" attribute if the "nwPerfRequs" attribute is provided;
-	if the feature "ServiceExperience" is supported and the event is "SERVICE_EXPERIENCE", shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis", "intGroupIds" or "anyUe" attribute in the "tgtUe" attribute; and
2)	any slices indication in the "anySlice" attribute or identification of network slice(s) together with the optionally associated network slice instance(s) if available, via the "nsiIdInfos" attribute;
NOTE 4:			The network slice instance of a PDU session is not available in the PCF.
	and may provide:
1)	identification of application to which the subscription applies via identification of application(s) by "appIds" attribute;
2)	identification of network area to which the subscription applies via identification of network area(s) by "networkArea" attribute (mandatory if "anyUe" attribute is set to true);
3)	identification of DNN to which the subscription applies via identification of application(s) by "dnns" attribute; and
[bookmark: _Hlk27394264]4)	identification of a user plane access to one or more DN(s) where applications are deployed by "dnais" attribute;
5)	if "appIds" attribute is provided, the bandwidth requirement of each application by "bwRequs" attribute;
6)	identification of RAT type where the UE camps on by "ratTypes" attribute if the feature "ServiceExperienceExt" is also supported; and/or
7)	identification of frequency of UE’s serving cell by "freqs" attribute if the feature "ServiceExperienceExt" is also supported.;
-	if the feature "UeMobility" is supported and the event is "UE_MOBILITY", shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis" or "intGroupIds" attribute in the "tgtUe" attribute;
	and may provide:
1)	identification of network area to which the subscription applies via identification of network area(s) by "networkArea" attribute; 
-	if the feature "UeCommunication" is supported and the event is "UE_COMM", shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis" or "intGroupIds" attribute in the "tgtUe" attribute; 
	and may provide:
1)	identification of the application in the "appIds" attribute;
2)	identification of network area to which the subscription applies via identification of network area(s) by "networkArea" attribute;
3)	an identification of DNN in the "dnns" attribute; and/or
4)	identification of network slice in the "snssais" attribute;
-	if the feature "QoSSustainability" is supported and the event is "QOS_SUSTAINABILITY", shall provide:
1)	identification of network area to which the subscription applies via identification of network area(s) by "networkArea" attribute; 
2)	Tthe QoS requirements via "qosRequ" attribute;
3)	QoS flow retainability threshold(s) by the "qosFlowRetThds" attribute for the 5QI of GBR resource type or RAN UE throughout threshold(s) by the "ranUeThrouThds" attribute for the 5QI of non-GBR resource type, if the "notifMethod" attribute in "evtReq" attribute is set to "ON_EVENT_DETECTION" or the "notificationMethod" attribute in "eventSubscriptions" attribute is set to "THRESHOLD" or omitted; and
4)	identification of target UE(s) to which the subscription applies by "anyUe" in the "tgtUe" attribute;
	and may include: 
1)	identification of network slice(s) by "snssais" attribute; and/or
2)	a matching direction in the "matchingDir" attribute if the "qosFlowRetThds" attribute or the "ranUeThrouThds" attribute is provided;
-	if the feature "AbnormalBehaviour" is supported and the event is "ABNORMAL_BEHAVIOUR", shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis", "intGroupIds" or "anyUe" attribute in the "tgtUe" attribute; and
2)	either the expected analytics type via "exptAnaType" attribute or a list of exception Ids with the associated thresholds via "excepRequs" attribute. If the expected analytics type via "exptAnaType" attribute is provided, the NWDAF shall derive the corresponding Exception Ids from the received expected analytics type as follows:
a)	if "exptAnaType" attribute sets to "MOBILITY", the corresponding list of Exception Ids are "UNEXPECTED_UE_LOCATION", "PING_PONG_ACROSS_CELLS", "UNEXPECTED_WAKEUP" and "UNEXPECTED_RADIO_LINK_FAILURES";
b)	if "exptAnaType" attribute sets to "COMMUN", the corresponding list of Exception Ids are "UNEXPECTED_LONG_LIVE_FLOW", "UNEXPECTED_LARGE_RATE_FLOW", "SUSPICION_OF_DDOS_ATTACK", "WRONG_DESTINATION_ADDRESS" and "TOO_FREQUENT_SERVICE_ACCESS"; and
c)	if "exptAnaType" attribute sets to "MOBILITY_AND_COMMUN", the corresponding list of Exception Ids includes all above derived exception Ids;.
	The derived list of Exception Ids are used by the NWDAF to notify the NF service consumer when UE’s behaviour is exceptional based on one or more Exception Ids within the list. 
	If the "anyUe" attribute in the "tgtUe" attribute sets to "true":,
a)	the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via "excepRequs" attribute shall not be requested for both mobility and communication related analytics at the same time.;
b)	if the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via "excepRequs" attribute is mobility related, at least one of identification of network area(s) by "networkArea" attribute and identification of network slice(s) by "snssais" attribute should be provided; and
c)	if the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via "excepRequs" attribute is communication related, at least one of identification of network area(s) by "networkArea" attribute, identification of application(s) by "appIds" attribute, identification of DNN(s) in the "dnns" attribute and identification of network slice(s) by "snssais" attribute should be provided;
	and may provide:
1)	expected UE behaviour via "exptUeBehav" attribute.; and
-	if the feature "UserDataCongestion" is supported and the event is "USER_DATA_CONGESTION", shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis", "gpsis" (if feature "UserDataCongestionExt" is supported) or "anyUe" attribute;
	and may include:
1)	congestion threshold by the "congThresholds" attribute if the "notifMethod" attribute in "evtReq" attribute is set to "ON_EVENT_DETECTION" or the "notificationMethod" attribute in "eventSubscriptions" attribute is set to "THRESHOLD" or omitted;
2)	identification of network area to which the subscription applies via identification of network area(s) by "networkArea" attribute (mandatory if "anyUe" attribute is set to true);
3)	identification of network slice(s) by "snssais" attribute;
4)	a matching direction in the "matchingDir" attribute if the "congThresholds" attribute is provided; and/or
[bookmark: _Hlk79498175]5)	if the feature "UserDataCongestionExt" is also supported, request a list of top applications with maximum number that contribute the most to the traffic in uplink and/or downlink directions by the "maxTopAppUlNbr" attribute and/or the "maxTopAppDlNbr" attribute.
Upon the reception of an HTTP POST request with: "{apiRoot}/nnwdaf-eventssubscription/v1/subscriptions" as Resource URI and NnwdafEventsSubscription data structure as request body, the NWDAF shall: 
-	create a new subscription;
-	assign an event subscriptionId; and
-	store the subscription.
[bookmark: _Hlk68177349]If the NWDAF created an "Individual NWDAF Event Subscription" resource, the NWDAF shall respond with "201 Created" status code with the message body containing a representation of the created subscription, as shown in figure 4.2.2.2.2-1, step 2. If not all the requested analytics events in the subscription are accepted, then the NWDAF may include the "failEventReports" attribute indicating the event(s) for which the subscription failed and the associated reason(s). The NWDAF shall include a Location HTTP header field. The Location header field shall contain the URI of the created subscription i.e. "{apiRoot}/nnwdaf-eventssubscription/v1/subscriptions/{subscriptionId}". If the immediate reporting indication in the "immRep" attribute within the "evtReq" attribute sets to true in the event subscription, the NWDAF shall include the reports of the events subscribed, if available, in the HTTP POST response.
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*** 6th Change ***
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Figure 4.2.2.3.2-1 shows a scenario where the NF service consumer sends a request to the NWDAF to unsubscribe from event notifications (see also 3GPP TS 23.288 [17]).
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Figure 4.2.2.3.2-1: NF service consumer unsubscribes from notifications
The NF service consumer shall invoke the Nnwdaf_EventsSubscription_UnSubscribe service operation to unsubscribe to event notifications. The NF service consumer shall send an HTTP DELETE request with: "{apiRoot}/nnwdaf-eventssubscription/v1/subscriptions/{subscriptionId}" as Resource URI, where "{subscriptionId}" is the event subscriptionId of the existing subscription that is to be deleted.
Upon the reception of an HTTP DELETE request with: "{apiRoot}/nnwdaf-eventssubscription/v1/subscriptions/{subscriptionId}" as Resource URI, if the NWDAF successfully processed and accepted the received HTTP DELETE request, the NWDAF shall: 
-	remove the corresponding subscription; and
-	respond with HTTP "204 No Content" status code.
If errors occur when processing the HTTP DELETE request, the NWDAF shall send an HTTP error response as specified in subclause 5.1.7.
If the Individual NWDAF Event Subscription resource does not exist, the NWDAF shall respond with "404 Not Found" status code.
If the feature "ES3XX" is supported, and the NWDAF determines the received HTTP DELETE request needs to be redirected, the NWDAF shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [6].
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*** 7th Change ***
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Figure 4.2.2.4.2-1 shows a scenario where the NWDAF sends a request to the NF Sservice Cconsumer to notify for event notifications (see also 3GPP TS 23.288 [17]).
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Figure 4.2.2.4.2-1: NWDAF notifies the subscribed event
The NWDAF shall invoke the Nnwdaf_EventsSubscription_Notify service operation to notify the subscribed event. The NWDAF shall send an HTTP POST request with "{notificationURI}" received in the Nnwdaf_EventsSubscription_Subscribe service operation as Resource URI, as shown in figure 4.2.2.4.2-1, step 1. 
If both the "repPeriod" attribute and the "offsetPeriod" attribute are present in the subscription request for periodical notification, the NWDAF shall produce a notification every repPeriod seconds, including the statistics in the past offset period if the "offsetPeriod" attribute value is negative, or including the prediction for the future offset period if the "offsetPeriod" attribute value is positive.
The NnwdafEventsSubscriptionNotification data structure provided in the request body shall include:
-	a description of the notified event as "eventNotifications" attribute that for each event shall include:
a)	an event identifier as "event" attribute;
b)	network slice load level information in the "sliceLoadLevelInfo" attribute when subscribed event is "SLICE_LOAD_LEVEL";
c)	service experience information as "svcExps" attribute when subscribed event is "SERVICE_EXPERIENCE"; 
d)	UE mobility information in the "ueMobs" attribute when subscribed event is "UE_MOBILITY"; 
e)	UE communication information in the "ueComms" attribute when subscribed event is "UE_COMM"; 
f)	Abnormal behaviour information in the "abnorBehavrs" attribute when subscribed event is "ABNORMAL_BEHAVIOUR";
g)	Uuser data congestion information in the "userDataCongInfos" attribute when subscribed event is "USER_DATA_CONGESTION";
h)	QoS sustainability information in the "qosSustainInfos" attribute when subscribed event is "QOS_SUSTAINABILITY"; 
i)	NF load information in "nfLoadLevelInfos" attribute when subscribed event is "NF_LOAD";
j)		Nnetwork performance information in the "nwPerfs" attribute when subscribed event is "NETWORK_PERFORMANCE"; and
k)	Lload level information for the network slice(s) and the optionally associated network slice instance(s) in "nsiLoadLevelInfos" attribute when subscribed event is "NSI_LOAD_LEVEL"; 
	and may include:
a)	Iinformation about analytics metadata required for aggregation of the analytics in the "anaMetaInfo" attribute if the feature "Aggregation" is supported.; and
-	an event subscriptionId as "subscriptionId" attribute.
If the feature "EneNA" is supported and the time when analytics information is needed has been provided (via the "timeAnaNeeded" attribute within the "extraReportReq" attribute) during the subscription for an event (via the "event" attribute within the EventSubscription data type), if the time when analytics information is needed is reached but the subscribed analytics information is not ready, the consumer does not need to wait for the analytics information any longer. In this case, the NWDAF may send an HTTP POST request as shown in step 1 of figure 4.2.2.4.2-1, which shall only provide (within the EventNotification data type in the NnwdafEventsSubscriptionNotification data type) an indication of the failure event via the "event" attribute and the corresponding failure reason via a "failNotifyCode" attribute, and may also provide a minimum time interval recommended by the NWDAF for the event via a "rvWaitTime" attribute which will be used by the NF service consumer to determine the time when analytics information is needed in similar future analytics subscriptions.
Upon the reception of an HTTP POST request with: "{notificationURI}" as Resource URI and NnwdafEventsSubscriptionNotification data structure as request body, if the NF service consumer successfully processed and accepted the received HTTP POST request, the NF Sservice Cconsumer shall: 
-	store the notification; and
-	respond with HTTP "204 No Content" status code.
If errors occur when processing the HTTP POST request, the NF service consumer shall send an HTTP error response as specified in subclause  5.1.7.
If the feature "ES3XX" is supported, and the NF service consumer determines the received HTTP POST request needs to be redirected, the NF service consumer shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [6].
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*** 8th Change ***
4.2.2.5.4	Cancel a request for analytics subscription transfer
Figure 4.2.2.5.4-1 shows a scenario where the NF Sservice Cconsumer (e.g. NWDAF) sends a request to the NWDAF to cancel a request for the transfer of analytics subscription(s) from the NF Sservice Cconsumer to the NF Sservice Pproducer (see also 3GPP TS 23.288 [17]).


Figure 4.2.2.5.4-1: NF service consumer cancels a request for an analytics subscription transfer
The NF service consumer shall invoke the Nnwdaf_EventsSubscription_Transfer service operation to cancel a request for the transfer of analytics subscription(s). The NF service consumer shall send an HTTP DELETE request with "{apiRoot}/nnwdaf-eventssubscription/v1/transfers/{transferId}" as Resource URI representing the "Individual NWDAF Event Subscription Transfer", as shown in figure 4.2.2.5.4-1, step 1, to cancel the "Individual NWDAF Event Subscription Transfer" resource identified by the {transferId}.
Upon the reception of an HTTP DELETE request with: "{apiRoot}/nnwdaf-eventssubscription/v1/transfers/{transferId}" as Resource URI, if the NWDAF successfully processed and accepted the received HTTP DELETE request, the NWDAF shall: 
-	remove the corresponding Individual NWDAF Event Subscription Transfer resource; and
-	respond with HTTP "204 No Content" status code, as shown in figure 4.2.2.5.4-1, step 2.
Editor’s Note:	References to 29.552 with regard to the steps required upon cancelling an analytics subscription transfer, and possibly also enhancement of the referencing text, will be added as soon as 29.552 has been updated accordingly.
If errors occur when processing the HTTP DELETE request, the NWDAF shall send an HTTP error response as specified in subclause 5.1.7.
If the feature "ES3XX" is supported, and the NWDAF determines the received HTTP DELETE request needs to be redirected, the NWDAF shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [6].
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*** 9th Change ***
4.3.1.1	Overview
The Nnwdaf_AnalyticsInfo Sservice as defined in 3GPP TS 23.501 [2], 3GPP TS 23.288 [17] and 3GPP TS 23.503 [4], is provided by the Network Data Analytics Function (NWDAF).
This service:
-	allows NF service consumers to request and get different type of analytics events information.; and
-	allows NF service consumers to request and get context information related to analytics subscriptions.
The types of observed events include:
-	Slice load level information;
-	Network slice instance load level information;
-	Service experience;
-	NF load;
-	Network performance;
-	Abnormal behaviour;
-	UE mobility;
-	UE communication;
-	User data congestion;
-	QoS sustainability; and
-	SM congestion control experience.
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*** 10th Change ***
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The Network Data Analytics Function (NWDAF) provides specific analytics information for different analytics events and, if the "EneNA" feature is supported, context information related to analytics subscriptions to NF service consumers.
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*** 11th Change ***
4.3.1.3.2	NF Service Consumers
The Policy Control Function (PCF):
-	supports taking analytics information for slice load level information from the NWDAF;
-	supports taking analytics information for service experience related network data from the NWDAF;
-	supports taking analytics information for network performance from the NWDAF;
-	supports taking analytics information for abnormal UE behaviour from the NWDAF; and
-	supports taking one or more above input from the NWDAF into consideration for policies on assignment of network resources and/or for traffic steering policies.
NOTE:	How this information is used by the PCF is not standardized in this release of the specification.
The Network Slice Selection Function (NSSF):
-	supports taking slice load level information or network slice instance load level information from the NWDAF into consideration for slice selection.; and
-	supports taking analytics information for service experience related network data from the NWDAF;.
The Access and Mobility Management Function (AMF):
-	supports taking SMF load information from the NWDAF into consideration for SMF selection;
-	supports taking expected UE behaviour information (UE mobility and/or UE communication) from the NWDAF into consideration for monitoring UE behaviour;
-	supports taking abnormal UE behaviour information from the NWDAF into consideration for adjustment of UE mobility related network parameters to solve the abnormal risk.;
-	supports taking slice load level information or network slice instance load level information from the NWDAF into consideration for slice selection.; and
-	supports taking analytics information for service experience related network data from the NWDAF;.
The Session Management Function (SMF):
-	supports taking UPF load information from the NWDAF into consideration for UPF selection;
-	supports taking expected UE behaviour information (UE mobility and/or UE communication) from the NWDAF into consideration for monitoring UE behaviour;
-	supports taking abnormal UE behaviour information from the NWDAF into consideration for adjustment of UE mobility related network parameters to solve the abnormal risk; and
-	supports taking analytics information for SM congestion control experience from the NWDAF into consideration for determining back-off timer provided to UE.
The Network Exposure Function (NEF):
-	supports forwarding UE mobility information from the NWDAF to the AF when it is untrusted;
-	supports forwarding UE communication information from the NWDAF to the AF when it is untrusted;
-	supports forwarding expected UE behavioural information (UE mobility and/or UE communication) from the NWDAF to the AF when it is untrusted;
-	supports forwarding abnormal behaviour information from the NWDAF to the AF when it is untrusted;
-	supports forwarding user data congestion information from the NWDAF to the AF when it is untrusted;
-	supports forwarding network performance information from the NWDAF to the AF when it is untrusted; and
-	supports forwarding QoS Sustainability information from the NWDAF to the AF when it is untrusted.
The Unified Data Management (UDM):
-	supports taking expected UE behaviour information (UE mobility and/or UE communication) from the NWDAF into consideration for monitoring UE behaviour.
The Application Function (AF):
-	supports receiving UE mobility information from the NWDAF or via the NEF;
-	supports receiving UE communication information from the NWDAF or via the NEF;
-	supports receiving expected UE behavioural information (UE mobility and/or UE communication) from the NWDAF or via the NEF;
-	supports receiving abnormal behaviour information from the NWDAF or via the NEF;
-	supports receiving user data congestion information from the NWDAF or via the NEF;
-	supports receiving network performance information from the NWDAF or via the NEF; and
-	supports receiving QoS Sustainability information from the NWDAF or via the NEF.
The Operation, Administration, and Maintenance (OAM):
-	supports receiving observed service experience from the NWDAF;
-	supports receiving NF load information from the NWDAF;
-	supports receiving network performance information from the NWDAF;
-	supports receiving UE mobility information from the NWDAF;
-	supports receiving UE communication information from the NWDAF;
-	supports receiving expected UE behaviour information (UE mobility and/or UE communication) from the NWDAF; and
-	supports receiving abnormal UE behaviour information from the NWDAF. 
The Network Data Analytics Function (NWDAF):
-	supports receiving information for all types of network data analytics from the NWDAF.; and
-	supports receiving context information related to analytics subscriptions from the NWDAF.
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*** 12th Change ***
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Figure  4.3.2.2.2-1 shows a scenario where the NF service consumer (e.g. PCF) sends a request to the NWDAF to request and get from the NWDAF analytics information (as shown in 3GPP TS 23.288 [17]).


Figure 4.3.2.2.2-1: Requesting a NWDAF Analytics information
The NF service consumer (e.g. PCF) shall invoke the Nnwdaf_AnalyticsInfo_Request service operation when requesting the NWDAF analytics information. The NF service consumer shall send an HTTP GET request on the resource URI "{apiRoot}/nnwdaf-analyticsinfo/v1/analytics" representing the "NWDAF Analytics" (as shown in figure 4.3.2.2.2-1, step 1), to request analytics data according to the query parameter value of the "event-id" attribute. In addition, the following information may be provided:
-	common reporting requirement in the "ana-req" attribute as follows:
1)	identification of time window for the requested analytics data applies via identification of date-time(s) in the "startTs" and "endTs" attributes;
2)	preferred level of accuracy of the analytics in "accuracy" attribute; 
3)	percentage of sampling among impacted UEs in the "sampRatio" attribute; 
4)	maximum number of objects in the “maxObjectNbr” attribute;
5)	maximum number of SUPIs expected for an analytics report in the "maxSupiNbr" attribute; 
6) 	identification of time when analytics information is needed in the "timeAnaNeeded" attribute;
7)	indication of which analytics metadata is requested to be delivered with the response in the "anaMeta" attribute if the feature "Aggregation" is supported; and/or
8)	requested values for the analytics metadata information to be used for the generation of the analytics in the "anaMetaInd" attribute if the feature "Aggregation" is supported.
Editor's Note: It is FFS to specify if the "partitionCriteria" attribute of the "ana-req" attribute may be used in this service and to implement all the corresponding changes in the API, the data model etc, as required.
For different event types:
-	if the event is "LOAD_LEVEL_INFORMATION", it shall provide the event specific filter information within "event-filter" attribute including identification(s) of the network slice via:
1)	identification of network slice(s) in the "snssais" attribute; or
2)	any slices indication in the "anySlice" attribute.; 
-	if the feature "NsiLoad" is supported and the event is "NSI_LOAD_LEVEL", it shall provide the event specific filter information within "event-filter" attribute including identification(s) of the network slice via:
1)	identification of network slice(s) and the optionally associated instance(s) if available, in the "nsiIdInfos" attribute; or
NOTE 1:		The network slice instance of a PDU session is not available in the PCF.
2)	any slices indication in the "anySlice" attribute.;
-	if the feature "NfLoad" is supported and the event is "NF_LOAD", it shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis" or "anyUe" in the "tgt-ue" attribute; and
	the "event-filter" attribute may provide:
a)	either list of NF instance IDs in the "nfInstanceIds" attribute or list of NF set IDs in the "nfSetIds" attribute if the identification of target UE(s) applies to all UEs;
b)	list of NF instance types in the "nfTypes" attribute; and/or
[bookmark: _Hlk94733441]c)	identification of network slice(s) in the "snssais" attribute;
-	if the feature "UeMobility" is supported and the event is "UE_MOBILITY", it shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis" or "intGroupIds" attribute in the "tgt-ue" attribute;
	and may provide:
1)	event specific filter information in the "event-filter" attribute:
a)	identification of network area to which the subscription applies via identification of network area(s) by "networkArea" attribute;
-	if the feature "UeCommunication" is supported and the event is "UE_COMM", it shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis" or "intGroupIds" attribute in the "tgt-ue" attribute;
	and may provide:
1)	event specific filter information in the "event-filter" attribute:
a)	identification of the application as "appIds" attribute;
b)	identification of network area to which the subscription applies via identification of network area(s) by "networkArea" attribute;
c)	identification of DNN in the "dnns" attribute; and/or 
d)	identification of  network slice(s) in the "snssais" attribute;
-	if the feature "NetworkPerformance" is supported and the event is "NETWORK_PERFORMANCE", it shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis", "intGroupIds" or "anyUe" attribute in the "tgt-ue" attribute; and
2)	event specific filter information in the "event-filter" attribute which shall provide:
a)	the network performance types via "nwPerfTypes" attribute; and
	the "event-filter" attribute may provide:
a)	identification of network area to which the subscription applies via identification of network area(s) by "networkArea" attribute (mandatory if "anyUe" attribute is set to true).;
-	if the feature "ServiceExperience" is supported and the event is "SERVICE_EXPERIENCE", it shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis", "intGroupIds" or "anyUe" attribute in the "tgt-ue" attribute;
2)	event specific filter information in the "event-filter" attribute which shall provide:
a)	any slices indication in the "anySlice" attribute or identification of network slice(s) together with the optionally associated network slice instance(s) if available, via the "nsiIdInfos" attribute; and 
NOTE 2:		The network slice instance of a PDU session is not available in the PCF.
	the "event-filter" attribute may provide:
a)	identification of application(s) to which the subscription applies via "appIds" attribute;
b)	identification of DNN via identification of Dnn(s) by "dnns" attribute; 
c)	identification of user plane accesses to one or more DN(s) where applications are deployed via "dnais" attribute;
d)	identification of network area to which the subscription applies via identification of network area(s) by "networkArea" attribute (mandatory if "anyUe" attribute is set to true);
e)	if "appIds" attribute is provided, the bandwidth requirement of each application by "bwRequs" attribute;
f)	identification of RAT type where the UE camps on by "ratTypes" attribute if the feature "ServiceExperienceExt" is also supported; and/or
g)	identification of frequency to UE’s serving cell by "freqs" attribute if the feature "ServiceExperienceExt" is also supported.;
-	if the feature "QoSSustainability" is supported and the event is "QOS_SUSTAINABILITY", it shall provide:
1)	event specific filter information in the "event-filter" attribute which shall provide:
a)	identification of network area to which the subscription applies via identification of network area by "networkArea" attribute; and
b)	QoS requirements via "qosRequ" attribute; and
2)	identification of target UE(s) to which the subscription applies by "anyUe" in the "tgt-ue" attribute; and
	the "event-filter" attribute may provide:
a)	identification of network slice(s) by "snssais" attribute;
-	if the feature "AbnormalBehaviour" is supported and the event is "ABNORMAL_BEHAVIOUR", it shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis", "intGroupIds" or "anyUe" attribute in the "tgt-ue" attribute; and and
2)	event specific filter information in the "event-filter" attribute which shall provide: 
a)	either the expected analytics type via "exptAnaType" attribute or a list of exception Ids via "excepIds" attribute. If the expected analytics type via "exptAnaType" attribute is provided, the NWDAF shall derive the corresponding Exception Ids from the received expected analytics type as follows:
-	if "exptAnaType" attribute sets to "MOBILITY", the corresponding list of Exception Ids are "UNEXPECTED_UE_LOCATION", "PING_PONG_ACROSS_CELLS", "UNEXPECTED_WAKEUP" and "UNEXPECTED_RADIO_LINK_FAILURES";
-	if "exptAnaType" attribute sets to "COMMUN", the corresponding list of Exception Ids are "UNEXPECTED_LONG_LIVE_FLOW", "UNEXPECTED_LARGE_RATE_FLOW", "SUSPICION_OF_DDOS_ATTACK", "WRONG_DESTINATION_ADDRESS" and "TOO_FREQUENT_SERVICE_ACCESS";
-	if "exptAnaType" attribute sets to "MOBILITY_AND_COMMUN", the corresponding list of Exception Ids includes all above derived exception Ids.
	The derived list of Exception Ids are used by the NWDAF to notify the NF service consumer when UE’s behaviour is exceptional based on one or more Exception Ids within the list. 
	If the "anyUe" attribute in the "tgt-ue" attribute sets to "true":,
a)	the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via "excepIds" attribute shall not be requested for both mobility and communication related analytics at the same time.;
b)	if the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via "excepIds" attribute is mobility related, at least one of identification of network area by "networkArea" attribute and identification of network slice(s) by "snssais" attribute should be provided; and
c)	if the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via "excepIds" attribute is communication related, at least one of identification of network area by "networkArea" attribute, identification of application(s) by "appIds" attribute, identification of DNN(s) in the "dnns" attribute and identification of network slice(s) by "snssais" attribute should be provided;
	the "event-filter" attribute may provide:
1a)	expected UE behaviour via "exptUeBehav" attribute.;
-	if the feature "UserDataCongestion" is supported and the event is "USER_DATA_CONGESTION", it shall provide one of the following attributes:
1)	identification of target UE(s) via "supis" "gpsis" (if feature "UserDataCongestionExt" is supported)  or "anyUe" attribute within "tgt-ue" attribute;
	and may provide:
1)	event specific filter information in the "event-filter" attribute which may provide:
a)	identification of network slice(s) by "snssais" attribute;
b)	identification of network area to which the subscription applies via identification of network area by "networkArea" attribute (mandatory if "anyUe" attribute is set to true); and/or
c)	if the feature "UserDataCongestionExt" is also supported, request a list of top applications with maximum number that contribute the most to the traffic in uplink and/or downlink directions bythe "maxTopAppUlNbr" attribute and/or the "maxTopAppDlNbr" attribute.; and
-	if the feature "SMCCE" is supported and the event is "SM_CONGESTION", it shall provide:
1)	event specific filter information in the "event-filter" attribute which shall provide:
a)	identification of DNN in the "dnns" attribute; and/or 
b)	identification of  network slice(s) in the "snssais" attribute; and
2)	identification of target UE(s) via "supis" attribute in the "tgt-ue" attribute where the target UE(s) are one have the PDU Session for the DNN and/or S-NSSAI indicated by the event specific filter information.
Upon the reception of the HTTP GET request, the NWDAF shall:
-	analyse the requested analytic data according to the requested event.
If the HTTP request message from the NF service consumer is accepted, the NWDAF shall respond with "200 OK" status code with the message body containing the analytics with parameters as relevant for the requesting NF service consumer. The AnalyticsData data structure in the response body shall include:
-	analytics with the corresponding information as described in subclause 4.2.2.4.2.
If the request NWDAF Analytics data does not exist, the NWDAF shall respond with "204 No Content" status code. 
If the "timeAnaNeeded" attribute within EventReportingRequirement is provided during the request, if the time is reached but the requested analytics information is not ready, the consumer does not need to wait for the analytics information any longer, the NWDAF may send ana "500 Internal Server Error" status code to the NF service consumer. In addition, if the EneNA feature is supported, the NWDAF may provide, within the ReqFailureCause data in the response, the corresponding failure reason via a "problemDetails" attribute with the "cause" attribute set to "UNSATISFIED_REQUESTED_ANALYTICS_TIME" and a minimum time interval recommended by the NWDAF via a "rvWaitTime" attribute which is used by the NF service consumer to determine the time when analytics information is needed in similar future analytics requests.
[bookmark: _Toc70550580][bookmark: _Toc83233017][bookmark: _Toc85552914][bookmark: _Toc85557013][bookmark: _Toc88667515][bookmark: _Toc90655800]
*** 13th Change ***
[bookmark: _Toc70550582][bookmark: _Toc83233019][bookmark: _Toc85552916][bookmark: _Toc85557015][bookmark: _Toc88667517][bookmark: _Toc90655802]4.5.1.1	Overview
The Nnwdaf_MLModelProvision Sservice as defined in 3GPP TS 23.501 [2], 3GPP TS 23.288 [17] and 3GPP TS 23.503 [4], is provided by the Network Data Analytics Function (NWDAF) containing Model Training Logical Function (MTLF).
This service:
-	allows the NF service consumers to subscribe to and unsubscribe from different ML model analytics events; and
-	notifies the NF service consumers with a corresponding subscription about ML model information.
The types of analytics events include:
-	Slice load level information;
-	Network slice instance load level information;
-	Service experience;
-	NF load;
-	Network performance;
-	UE mobility;
-	UE communication;
-	Abnormal behaviour;
-	User data congestion; 
-	QoS sustainability;
-	SM congestion control experience;
-	Redundant transmission experience; and
-	WLAN performance.
[bookmark: _Hlk72429672]NOTE:	ML model provisioning is limited to a single vendor environment in this release of current specification.
[bookmark: _Toc70550583][bookmark: _Toc83233020][bookmark: _Toc85552917][bookmark: _Toc85557016][bookmark: _Toc88667518][bookmark: _Toc90655803]
*** 14th Change ***
[bookmark: _Toc83233022][bookmark: _Toc85552919][bookmark: _Toc85557018][bookmark: _Toc88667520][bookmark: _Toc90655805]4.5.1.3.1	Network Data Analytics Function (NWDAF)
The Network Data Analytics Function (NWDAF), containing Model Training Logical Function (MTLF), provides ML model information for different analytics events to NF service consumers.
The Network Data Analytics Function (NWDAF) allows NF service consumers to subscribe to and unsubscribe from one-time, periodic notification or notification when an event is detected.

*** 15th Change ***
[bookmark: _Toc83233032][bookmark: _Toc85552929][bookmark: _Toc85557028][bookmark: _Toc88667530][bookmark: _Toc90655815]4.5.2.3.2	Unsubscribe from event notifications 
Figure 4.5.2.3.2-1 shows a scenario where the NF service consumer sends a request to the NWDAF to unsubscribe from event notifications (see also 3GPP TS 23.288 [17]).
[image: ]
Figure 4.5.2.3.2-1: NF service consumer unsubscribes from notifications
The NF service consumer shall invoke the Nnwdaf_MLModelProvision_UnSubscribe service operation to unsubscribe to event notifications. The NF service consumer shall send an HTTP DELETE request with: "{apiRoot}/nnwdaf-mlmodelprovision/v1/subscriptions/{subscriptionId}" as Resource URI, where "{subscriptionId}" is the event subscriptionId of the existing subscription that is to be deleted.
Upon the reception of an HTTP DELETE request, if the NWDAF successfully processed and accepted the received HTTP DELETE request, the NWDAF shall: 
-	remove the corresponding subscription; and
-	respond with HTTP "204 No Content" status code.
If the feature "ES3XX" is supported, and the NWDAF determines the received HTTP DELETE request needs to be redirected, the NWDAF shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [6].
If the Individual NWDAF ML Model Provision Subscription resource does not exist, the NWDAF shall respond with "404 Not Found" status code.
[bookmark: _Toc28012785][bookmark: _Toc34266255][bookmark: _Toc36102426][bookmark: _Toc43563468][bookmark: _Toc45134011][bookmark: _Toc50031941][bookmark: _Toc51762861][bookmark: _Toc56640928][bookmark: _Toc59017896][bookmark: _Toc66231764][bookmark: _Toc68168925][bookmark: _Toc70550592][bookmark: _Toc83233038][bookmark: _Toc85552935][bookmark: _Toc85557034][bookmark: _Toc88667536][bookmark: _Toc90655821]
*** 16th Change ***
5.1.1	Introduction
The Nnwdaf_EventsSubscription Sservice shall use the Nnwdaf_EventsSubscription API.
The API URI of the Nnwdaf_EventsSubscription API shall be: 
{apiRoot}/<apiName>/<apiVersion>
The request URIs used in each HTTP requests from the NF service consumer towards the NWDAF shall have the Resource URI structure defined in subclause 4.4.1 of 3GPP TS 29.501 [7], i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificResourceUriPart>
with the following components:
-	The {apiRoot} shall be set as described in 3GPP TS 29.501 [7].
-	The <apiName> shall be "nnwdaf-eventssubscription".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in subclause 5.1.3.
[bookmark: _Toc28012791][bookmark: _Toc34266261][bookmark: _Toc36102432][bookmark: _Toc43563474][bookmark: _Toc45134017][bookmark: _Toc50031947][bookmark: _Toc51762867][bookmark: _Toc56640934][bookmark: _Toc59017902][bookmark: _Toc66231770][bookmark: _Toc68168931][bookmark: _Toc70550598][bookmark: _Toc83233044][bookmark: _Toc85552941][bookmark: _Toc85557040][bookmark: _Toc88667542][bookmark: _Toc90655827]
*** 17th Change ***
5.1.2.3	HTTP custom headers
The Nnwdaf_EventsSubscription Sservice API shall support the mandatory HTTP custom header fields specified in subclause 5.2.3.2 of 3GPP TS 29.500 [6] and may support the optional HTTP custom header fields specified in subclause 5.2.3.3 of 3GPP TS 29.500 [6].
In this release of the specification, no specific custom headers are defined for the Nnwdaf_EventsSubscription Sservice API.

*** 18th Change ***
[bookmark: _Toc28012795][bookmark: _Toc34266265][bookmark: _Toc36102436][bookmark: _Toc43563478][bookmark: _Toc45134021][bookmark: _Toc50031951][bookmark: _Toc51762871][bookmark: _Toc56640938][bookmark: _Toc59017906][bookmark: _Toc66231774][bookmark: _Toc68168935][bookmark: _Toc70550602][bookmark: _Toc83233048][bookmark: _Toc85552945][bookmark: _Toc85557044][bookmark: _Toc88667546][bookmark: _Toc90655831]5.1.3.2.1	Description
The NWDAF Events Subscriptions resource represents all subscriptions to the Nnwdaf_EventsSubscription Sservice at a given NWDAF. The resource allows an NF service consumer to create a new Individual NWDAF Event Subscription resource.

*** 19th Change ***
[bookmark: _Toc28012798][bookmark: _Toc34266268][bookmark: _Toc36102439][bookmark: _Toc43563481][bookmark: _Toc45134024][bookmark: _Toc50031954][bookmark: _Toc51762874][bookmark: _Toc56640941][bookmark: _Toc59017909][bookmark: _Toc66231777][bookmark: _Toc68168938][bookmark: _Toc70550605][bookmark: _Toc83233051][bookmark: _Toc85552948][bookmark: _Toc85557047][bookmark: _Toc88667549][bookmark: _Toc90655834]5.1.3.2.3.1	POST
This method shall support the URI query parameters specified in table 5.1.3.2.3.1-1.
Table 5.1.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 5.1.3.2.3.1-2 and the response data structures and response codes specified in table 5.1.3.2.3.1-3.
Table 5.1.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	NnwdafEventsSubscription
	M
	1
	Creates a new Individual NWDAF Event Subscription resource.



Table 5.1.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	NnwdafEventsSubscription
	M
	1
	201 Created
	The creation of an Individual NWDAF Event Subscription resource is confirmed and a representation of that resource is returned.

	NOTE:	The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6] also apply.



Table 5.1.3.2.3.1-4: Headers supported by the 201 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/nnwdaf-eventssubscription/v1/subscriptions/{subscriptionId}.



[bookmark: _Toc28012800][bookmark: _Toc34266270][bookmark: _Toc36102441][bookmark: _Toc43563483][bookmark: _Toc45134026][bookmark: _Toc50031956][bookmark: _Toc51762876][bookmark: _Toc56640943][bookmark: _Toc59017911][bookmark: _Toc66231779][bookmark: _Toc68168940][bookmark: _Toc70550607][bookmark: _Toc83233053][bookmark: _Toc85552950][bookmark: _Toc85557049][bookmark: _Toc88667551][bookmark: _Toc90655836]
*** 20th Change ***
[bookmark: _Toc28012801][bookmark: _Toc34266271][bookmark: _Toc36102442][bookmark: _Toc43563484][bookmark: _Toc45134027][bookmark: _Toc50031957][bookmark: _Toc51762877][bookmark: _Toc56640944][bookmark: _Toc59017912][bookmark: _Toc66231780][bookmark: _Toc68168941][bookmark: _Toc70550608][bookmark: _Toc83233054][bookmark: _Toc85552951][bookmark: _Toc85557050][bookmark: _Toc88667552][bookmark: _Toc90655837]5.1.3.3.1	Description
The Individual NWDAF Event Subscription resource represents a single subscription to the Nnwdaf_EventsSubscription Sservice at a given NWDAF.
[bookmark: _Toc28012802][bookmark: _Toc34266272][bookmark: _Toc36102443][bookmark: _Toc43563485][bookmark: _Toc45134028][bookmark: _Toc50031958][bookmark: _Toc51762878][bookmark: _Toc56640945][bookmark: _Toc59017913][bookmark: _Toc66231781][bookmark: _Toc68168942][bookmark: _Toc70550609][bookmark: _Toc83233055][bookmark: _Toc85552952][bookmark: _Toc85557051][bookmark: _Toc88667553][bookmark: _Toc90655838][bookmark: _Toc28012803][bookmark: _Toc34266273][bookmark: _Toc36102444][bookmark: _Toc43563486][bookmark: _Toc45134029]
*** 21st Change ***
5.1.3.3.2	Resource definition
Resource URI: {apiRoot}/nnwdaf-eventssubscription/v1/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in table 5.1.3.3.2-1.
Table 5.1.3.3.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See subclause 5.1.1.

	subscriptionId
	string
	Identifies a subscription to the Nnwdaf_EventsSubscription Sservice.



[bookmark: _Toc28012804][bookmark: _Toc34266274][bookmark: _Toc36102445][bookmark: _Toc43563487][bookmark: _Toc45134030][bookmark: _Toc50031962][bookmark: _Toc51762882][bookmark: _Toc56640949][bookmark: _Toc59017917][bookmark: _Toc66231785][bookmark: _Toc68168946][bookmark: _Toc70550613][bookmark: _Toc83233059][bookmark: _Toc85552956][bookmark: _Toc85557055][bookmark: _Toc88667557][bookmark: _Toc90655842]
*** 22nd Change ***
[bookmark: _Toc73564416][bookmark: _Toc85552958][bookmark: _Toc85557057][bookmark: _Toc88667559][bookmark: _Toc90655844]5.1.3.4.1	Description
The NWDAF Event Subscription Transfers resource represents all requests to transfer subscription(s) of the Nnwdaf_EventsSubscription Sservice at a given NWDAF. The resource allows an NF service consumer to provide information about analytics subscriptions that are requested to be:
-	prepared for transfer, leading to the creation of a new Individual NWDAF Event Subscription Transfer resource, which can be later modified, removed, or requested to be transferred.; and
-	transferred, leading to the execution of the necessary steps for transferring the analytics subscription.
[bookmark: _Toc73564421][bookmark: _Toc85552963][bookmark: _Toc85557062][bookmark: _Toc88667564][bookmark: _Toc90655849]
*** 23rd Change ***
[bookmark: _Toc73564422][bookmark: _Toc85552964][bookmark: _Toc85557063][bookmark: _Toc88667565][bookmark: _Toc90655850]5.1.3.5.1	Description
The Individual NWDAF Event Subscription Transfer resource represents a single request to transfer subscription(s) of the Nnwdaf_EventsSubscription Sservice at a given NWDAF.
[bookmark: _Toc73564423][bookmark: _Toc85552965][bookmark: _Toc85557064][bookmark: _Toc88667566][bookmark: _Toc90655851]
*** 24th Change ***
5.1.3.5.2	Resource definition
Resource URI: {apiRoot}/nnwdaf-eventssubscription/v1/transfers/{transferId}
This resource shall support the resource URI variables defined in table 5.1.3.5.2-1.
Table 5.1.3.5.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See subclause 5.1.1.

	transferId
	string
	Identifies a request to transfer subscription(s) of the Nnwdaf_EventsSubscription Sservice.



[bookmark: _Toc28012805][bookmark: _Toc34266275][bookmark: _Toc36102446][bookmark: _Toc43563488][bookmark: _Toc45134031][bookmark: _Toc50031963][bookmark: _Toc51762883][bookmark: _Toc56640950][bookmark: _Toc59017918][bookmark: _Toc66231786][bookmark: _Toc68168947][bookmark: _Toc70550614][bookmark: _Toc83233060][bookmark: _Toc85552970][bookmark: _Toc85557069][bookmark: _Toc88667571][bookmark: _Toc90655856]
*** 25th Change ***
[bookmark: _Toc28012807][bookmark: _Toc34266277][bookmark: _Toc36102448][bookmark: _Toc43563490][bookmark: _Toc45134033][bookmark: _Toc50031965][bookmark: _Toc51762885][bookmark: _Toc56640952][bookmark: _Toc59017920][bookmark: _Toc66231788][bookmark: _Toc68168949][bookmark: _Toc70550616][bookmark: _Toc83233062][bookmark: _Toc85552972][bookmark: _Toc85557071][bookmark: _Toc88667573][bookmark: _Toc90655858]5.1.5.1	General
Notifications shall comply with subclause 6.2 of 3GPP TS 29.500 [6] and subclause 4.6.2.3 of 3GPP TS 29.501 [7].
Table 5.3.3.4.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description (service operation)

	Event Notification
	{notificationURI}
	POST
	Reports one or several observed Events.



[bookmark: _Toc28012808][bookmark: _Toc34266278][bookmark: _Toc36102449][bookmark: _Toc43563491][bookmark: _Toc45134034][bookmark: _Toc50031966][bookmark: _Toc51762886][bookmark: _Toc56640953][bookmark: _Toc59017921][bookmark: _Toc66231789][bookmark: _Toc68168950][bookmark: _Toc70550617][bookmark: _Toc83233063][bookmark: _Toc85552973][bookmark: _Toc85557072][bookmark: _Toc88667574][bookmark: _Toc90655859]
*** 26th Change ***
[bookmark: _Toc28012809][bookmark: _Toc34266279][bookmark: _Toc36102450][bookmark: _Toc43563492][bookmark: _Toc45134035][bookmark: _Toc50031967][bookmark: _Toc51762887][bookmark: _Toc56640954][bookmark: _Toc59017922][bookmark: _Toc66231790][bookmark: _Toc68168951][bookmark: _Toc70550618][bookmark: _Toc83233064][bookmark: _Toc85552974][bookmark: _Toc85557073][bookmark: _Toc88667575][bookmark: _Toc90655860]5.1.5.2.1	Description
The Event Notification is used by the NWDAF to report one or several observed Events to aan NF service consumer that has subscribed to such Notifications via the Individual NWDAF Event Subscription Resource.
[bookmark: _Toc28012810][bookmark: _Toc34266280][bookmark: _Toc36102451][bookmark: _Toc43563493][bookmark: _Toc45134036][bookmark: _Toc50031968][bookmark: _Toc51762888][bookmark: _Toc56640955][bookmark: _Toc59017923][bookmark: _Toc66231791][bookmark: _Toc68168952][bookmark: _Toc70550619][bookmark: _Toc83233065][bookmark: _Toc85552975][bookmark: _Toc85557074][bookmark: _Toc88667576][bookmark: _Toc90655861]
*** 27th Change ***
5.1.5.2.2	Operation Definition
Callback URI: {notificationURI}
The operation shall support the callback URI variables defined in table 5.1.5.2.2-1, the request data structures specified in table 5.1.5.2.2-2 and the response data structures and response codes specified in table 5.1.5.2.2-3.
Table 5.1.5.2.2-1: Callback URI variables
	Name
	Data type
	Definition

	notificationURI
	Uri
	The Notification Uri as assigned within the Individual NWDAF Event Subscription and described within the NnwdafEventsSubscription type (see table 5.1.6.2.2-1).



Table 5.1.5.2.2-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	array(NnwdafEventsSubscriptionNotification)
	M
	1..N
	Provides Information about observed eEvents



Table 5.1.5.2.2-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	The receipt of the Notification is acknowledged.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection, during the event notification. The response shall include a Location header field containing an alternative URI representing the end point of an alternative NF consumer (service) instance where the notification should be sent.
Applicable if the feature "ES3XX" is supported.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection, during the event notification. The response shall include a Location header field containing an alternative URI representing the end point of an alternative NF consumer (service) instance where the notification should be sent.
Applicable if the feature "ES3XX" is supported.

	NOTE:	The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6] also apply.



Table 5.1.5.2.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI representing the end point of an alternative NF consumer (service) instance towards which the notification should be redirected.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the notification request is redirected.



Table 5.1.5.2.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI representing the end point of an alternative NF consumer (service) instance towards which the notification should be redirected.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance towards which the notification request is redirected.



[bookmark: _Toc28012812][bookmark: _Toc34266282][bookmark: _Toc36102453][bookmark: _Toc43563495][bookmark: _Toc45134038][bookmark: _Toc50031970][bookmark: _Toc51762890][bookmark: _Toc56640957][bookmark: _Toc59017925][bookmark: _Toc66231793][bookmark: _Toc68168954][bookmark: _Toc70550621][bookmark: _Toc83233067][bookmark: _Toc85552977][bookmark: _Toc85557076][bookmark: _Toc88667578][bookmark: _Toc90655863]
*** 28th Change ***
[bookmark: _Toc28012813][bookmark: _Toc34266283][bookmark: _Toc36102454][bookmark: _Toc43563496][bookmark: _Toc45134039][bookmark: _Toc50031971][bookmark: _Toc51762891][bookmark: _Toc56640958][bookmark: _Toc59017926][bookmark: _Toc66231794][bookmark: _Toc68168955][bookmark: _Toc70550622][bookmark: _Toc83233068][bookmark: _Toc85552978][bookmark: _Toc85557077][bookmark: _Toc88667579][bookmark: _Toc90655864]5.1.6.1	General
This subclause specifies the application data model supported by the API.
Table 5.1.6.1-1 specifies the data types defined for the Nnwdaf_EventsSubscription service based interface protocol.
Table 5.1.6.1-1: Nnwdaf_EventsSubscription specific Data Types
	Data type
	Section defined
	Description
	Applicability

	AbnormalBehaviour
	5.1.6.2.15
	Represents the abnormal behaviour information.
	AbnormalBehaviour

	Accuracy
	5.1.6.3.5
	Represents the preferred level of accuracy of the analytics.
	

	AdditionalMeasurement
	5.1.6.2.26
	
	AbnormalBehaviour

	AddressList
	5.1.6.2.28
	
	AbnormalBehaviour

	AnalyticsContextIdentifer
	5.1.6.2.43
	Contains information about available analytics contexts.
	EneNA

	AnalyticsMetadata
	5.1.6.3.14
	Represents the types of analytics metadata information that can be requested.
	Aggregation

	AnalyticsMetadataIndication
	5.1.6.2.36
	Contains analytics metadata values indicated to be used during analytics generation.
	Aggregation

	AnalyticsMetadataInfo
	5.1.6.2.37
	Contains analytics metadata information required for analytics aggregation.
	Aggregation

	AnalyticsSubscriptionsTransfer
	5.1.6.2.40
	Contains information about a request to transfer analytics subscriptions.
	EneNA

	AnySlice
	5.1.6.3.2
	Represents the any slices.
	

	BwRequirement
	5.1.6.2.25
	Represents bandwidth requirement.
	ServiceExperience

	CircumstanceDescription
	5.1.6.2.29
	
	AbnormalBehaviour

	CongestionInfo
	5.1.6.2.18
	
	UserDataCongestion

	CongestionType
	5.1.6.3.8
	
	UserDataCongestion

	DatasetStatisticalProperty
	5.1.6.3.15
	Dataset statistical properties of the data used to generate the analytics.
	Aggregation

	EventNotification
	5.1.6.2.5
	Describes Notifications about events that occurred.
	

	EventReportingRequirement
	5.1.6.2.7
	Represents the type of reporting the subscription requires.
	

	EventSubscription
	5.1.6.2.3
	Represents the subscription to a single event.
	

	Exception
	5.1.6.2.16
	Describes the Exception information.
	AbnormalBehaviour

	ExceptionId
	5.1.6.3.6
	Describes the Exception Id.
	AbnormalBehaviour

	ExceptionTrend
	5.1.6.3.7
	Describes the Exception Trend.
	AbnormalBehaviour

	ExpectedAnalyticsType
	5.1.6.3.11
	
	AbnormalBehaviour

	FailureEventInfo
	5.1.6.2.35
	Contains information on the event for which the subscription is not successful.
	

	IpEthFlowDescription
	5.1.6.2.27
	
	AbnormalBehaviour

	LoadLevelInformation
	5.1.6.3.2
	Represents load level information of the network slice and the optionally associated network slice instance.
	

	LocationInfo
	5.1.6.2.11
	
	UeMobility


	MatchingDirection
	5.1.6.3.12
	Defines the matching direction when crossing a threshold.
	NfLoad, QoSSustainability, UserDataCongestion, NetworkPerformance

	ModelInfo
	5.1.6.2.42
	Contains information about an ML model.
	EneNA

	NetworkPerfInfo
	5.1.6.2.23
	
	NetworkPerformance

	NetworkPerfRequirement
	5.1.6.2.22
	
	NetworkPerformance

	NetworkPerfType
	5.1.6.3.10
	
	NetworkPerformance

	NfLoadLevelInformation
	5.1.6.2.31
	Represents load level information of a given NF instance.
	NfLoad

	NfStatus
	5.1.6.2.32
	Provides the percentage of time spent on various NF states.
	NfLoad

	NwdafEvent
	5.1.6.3.4
	Describes the NWDAF Events.
	

	NnwdafEventsSubscription
	5.1.6.2.2
	Represents an Individual NWDAF Event Subscription resource.
	

	NnwdafEventsSubscriptionNotification
	5.1.6.2.4
	Represents an Individual NWDAF Event Subscription Notification resource.
	

	NwdafFailureCode
	5.1.6.3.13
	Identifies the failure reason.
	

	NotificationMethod
	5.1.6.3.3
	Represents the notification methods that can be subscribed.
	

	NsiIdInfo
	5.1.6.2.33
	Represents the S-NSSAI and the optionally associated Network Slice Instance Identifier(s).
	ServiceExperience
NsiLoad 
NsiLoadExt

	NsiLoadLevelInfo
	5.1.6.2.34
	Represents the load level information for an S-NSSAI and the optionally associated network slice instance.
	NsiLoad 
NsiLoadExt

	OutputStrategy
	5.1.6.3.16
	Represents the output strategy used for the reporting of the analytics.
	Aggregation

	QosRequirement
	5.1.6.2.20
	
	QoSSustainability

	QosSustainabilityInfo
	5.1.6.2.19
	Represents the QoS Sustainability information.
	QoSSustainability

	RetainabilityThreshold
	5.1.6.2.21
	
	QoSSustainability

	ServiceExperienceInfo
	5.1.6.2.24
	Represents the service experience information.
	ServiceExperience

	SliceLoadLevelInformation
	5.1.6.2.6
	Represents the slices and their load level information.
	

	SubscriptionTransferInfo
	5.1.6.2.41
	[bookmark: _Hlk77002702]Contains information about subscriptions that are requested to be transferred.
	EneNA

	TargetUeInformation
	5.1.6.2.8
	Identifies the target UE information.
	ServiceExperience
NfLoad
NetworkPerformance
UserDataCongestion
UserDataCongestionExt
UeMobility
UeCommunication
AbnormalBehaviour
QoSSustainability

	ThresholdLevel
	5.1.6.2.30
	Describes a threshold level.
	UserDataCongestion
NfLoad

	TimeUnit
	5.1.6.3.9
	
	QoSSustainability

	TrafficCharacterization
	5.1.6.2.14
	
	UeCommunication

	TransferRequestType
	5.1.6.3.17
	Represents the type of a request for analytics subscription transfer.
	EneNA

	TopApplication
	5.1.6.2.39
	Top application that contributes the most to the traffic.
	UserDataCongestionExt

	UeAnalyticsContextDescriptor
	5.1.6.2.44
	Contains information about available UE related analytics contexts.
	EneNA

	UeCommunication
	5.1.6.2.13
	
	UeCommunication

	UeMobility
	5.1.6.2.10
	
	UeMobility

	UserDataCongestionInfo
	5.1.6.2.17
	Represents the user data congestion information.
	UserDataCongestion



Table 5.1.6.1-2 specifies data types re-used by the Nnwdaf_EventsSubscription service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnwdaf service based interface. 
Table 5.1.6.1-2: Nnwdaf_EventsSubscription re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	5Qi
	3GPP TS 29.571 [8] 
	Identifies the 5G QoS identifier.
	QoSSustainability

	AddrFqdn
	3GPP TS 29.517 [22]
	Represents the IP address or FQDN of the Application Server.
	DnPerformance

	ApplicationId
	3GPP TS 29.571 [8]
	Identifies the application identifier.
	ServiceExperience 
UeCommunication
AbnormalBehaviour

	ArfcnValueNR
	3GPP TS 29.571 [8]
	Integer value indicating the ARFCN applicable for a downlink, uplink or bi-directional (TDD) NR global frequency raster.

Minimum = 0. Maximum = 3279165.
	ServiceExperienceExt

	BitRate
	3GPP TS 29.571 [8]
	String representing a bit rate that shall be formatted as follows:

pattern: "^\d+(\.\d+)? (bps|Kbps|Mbps|Gbps|Tbps)$"
Examples: 
"125 Mbps", "0.125 Gbps", "125000 Kbps".
	ServiceExperience
QoSSustainability

	DateTime
	3GPP TS 29.571 [8]
	Identifies the time.
	

	Dnai
	3GPP TS 29.571 [8]
	Identifies a user plane access to one or more DN(s).
	ServiceExperience

	Dnn
	3GPP TS 29.571 [8]
	Identifies the DNN.
	ServiceExperience
AbnormalBehaviour
UeCommunication

	DurationSec
	3GPP TS 29.571 [8]
	
	

	EthFlowDescription
	3GPP TS 29.514 [21]
	
	UeCommunication
AbnormalBehaviour

	ExpectedUeBehaviourData
	3GPP TS 29.503 [23]
	
	AbnormalBehaviour

	Float
	3GPP TS 29.571 [8]
	
	

	FlowDescription
	3GPP TS 29.514 [21]
	
	UeCommunication
AbnormalBehaviour

	FlowInfo
	3GPP  TS  29.122  [19]
	
	UserDataCongestionExt

	GroupId
	3GPP TS 29.571 [8]
	Identifies a group of UEs.
	UeMobility
UeCommunication NetworkPerformance 
AbnormalBehaviour
ServiceExperience

	Ipv4Addr
	3GPP TS 29.571 [8]
	
	

	Ipv6Addr
	3GPP TS 29.571 [8]
	
	

	NetworkAreaInfo
	3GPP TS 29.554 [18]
	Identifies the network area.
	ServiceExperience
QoSSustainability
AbnormalBehaviour
UeMobility
UserDataCongestion
NetworkPerformance 
NsiLoadExt

	NfInstanceId
	3GPP TS 29.571 [8]
	Identifies an NF instance.
	NfLoad

	NfSetId
	3GPP TS 29.571 [8]
	Identifies an NF Set instance.
	NfLoad

	NFType
	3GPP TS 29.510 [12]
	Indentifies a type of NF.
	NfLoad

	NsiId
	3GPP TS 29.531 [24]
	Identifies a Network Slice Instance.
	ServiceExperience
NsiLoad 
NsiLoadExt

	PacketDelBudget
	3GPP TS 29.571 [8]
	
	QoSSustainability

	PacketErrRate
	3GPP TS 29.571 [8]
	
	QoSSustainability

	PacketLossRate
	3GPP TS 29.517 [22]
	Indicates Packet Loss Rate.
	DnPerformance

	ProblemDetails
	3GPP TS 29.571 [8]
	Used in error responses to provide more detailed information about an error.
	

	QosResourceType
	3GPP TS 29.571 [8]
	Identifies the resource type in QoS characteristics.
	QoSSustainability

	RatType
	3GPP TS 29.571 [8]
	Identifies the RAT type.
	ServiceExperienceExt

	RedirectResponse
	3GPP TS 29.571 [8]
	Contains redirection related information.
	ES3XX

	ReportingInformation
	3GPP TS 29.523 [20]
	Represents the type of reporting the subscription requires.
	

	SamplingRatio
	3GPP TS 29.571 [8]
	
	

	ScheduledCommunicationTime
	3GPP TS 29.122 [19]
	
	UeMobility UeCommunication

	Snssai
	3GPP TS 29.571 [8]
	Identifies the S-NSSAI (Single Network Slice Selection Assistance Information).
	

	SpecificAnalyticsSubscription
	5.2.6.2.10
	Represents an existing subscription for a specific type of analytics to a specific NWDAF.
	EneNA

	Supi
	3GPP TS 29.571 [8]
	The SUPI for an UE.
	ServiceExperience,
NfLoad
NetworkPerformance,
UserDataCongestion
UeMobility
UeCommunication
AbnormalBehaviour

	Gpsi
	3GPP TS 29.571 [8]
	The GPSI for an UE.
	UserDataCongestionExt

	SupportedFeatures
	3GPP TS 29.571 [8]
	Used to negotiate the applicability of the optional features defined in table 5.1.8-1.
	

	SvcExperience
	3GPP TS 29.517 [22]
	
	ServiceExperience

	Tai
	3GPP TS 29.571 [8]
	Tracking Area Information
	EneNA

	TimeWindow
	3GPP TS 29.122 [19]
	
	

	Uinteger
	3GPP TS 29.571 [8]
	Unsigned Integer, i.e. only value 0 and integers above 0 are permissible.
	

	Uri
	3GPP TS 29.571 [8]
	
	

	UserLocation
	3GPP TS 29.571 [8]
	
	UeMobility 

	Volume
	3GPP TS 29.122 [19]
	
	UeCommunication
AbnormalBehaviour
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Table 5.1.6.2.2-1: Definition of type NnwdafEventsSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventSubscriptions
	array(EventSubscription)
	M
	1..N
	Subscribed events
	

	evtReq
	ReportingInformation
	O
	0..1
	Represents the reporting requirements of the event subscription. (NOTE 1, NOTE 2)
If omitted, the default values within the ReportingInformation data type apply.
	

	notificationURI
	Uri
	C
	0..1
	Identifies the recipient of Notifications sent by the NWDAF.
This parameter shall be supplied by the NF service consumer in the HTTP POST requests that create the subscriptions for event notifications and in the HTTP PUT requests that update the subscriptions for event notifications..
	

	eventNotifications
	array(EventNotification)
	C
	1..N
	Notifications about Individual Events.
Shall only be present if the immediate reporting indication in the "immRep" attribute within the "evtReq" attribute sets to true in the event subscription, and the reports are available.
	

	failEventReports
	array(FailureEventInfo)
	O
	1..N
	Supplied by the NWDAF. When available, shall contain the event(s) for which the subscription is not successful including the failure reason(s). 
	

	consNfInfo
	ConsumerNfInformation
	O
	0..1
	Represents the analytics consumer NF Information.
	EneNA

	prevSub
	SpecificAnalyticsSubscription
	O
	0..1
	Contains information about the previous analytics subscription that the NF service consumer had with NWDAF. This attribute may be provided only in the NnwdafEventsSubscription that is provided directly in the body of the POST request that creates a subscription resource. Within each element of the "eventSubscriptions" attribute of the "nwdafEvSub" attribute of this attribute, all the conditional attributes may be omitted independently of the value of the "event" attribute.
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	List of Supported features used as described in subclause 5.1.8.
This parameter shall be supplied by NF service consumer in the POST request that request the creation of an NWDAF Event Subscriptions resource, and shall be supplied by the NWDAF in the reply of corresponding request.
	

	NOTE 1:	If the "evtReq" attribute (of data type ReportingInformation) is provided and contains the "notifMethod" attribute, the notification method indicated by the "notifMethod" attribute within the ReportingInformation data type takes preference over the notification method indicated by the "notificationMethod" attribute within the EventSubscription data type. 
NOTE 2:	If the "evtReq" attribute (of data type ReportingInformation) is provided and contains the "repPeriod" attribute, the periodic reporting time indicated by the "repPeriod" attribute in the ReportingInformation data type takes preference over the periodic reporting time indicated by the "repetitionPeriod" attribute in the EventSubscription data type.



Editor's Note:	It is FFS to check if the description of the "prevSub" attribute fulfils stage 2 requirements about the information that needs to be included related to the previous subscription.
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*** 30th Change ***
5.1.6.2.3	Type EventSubscription
Table 5.1.6.2.3-1: Definition of type EventSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	anySlice
	AnySlice
	C
	0..1
	Default is "FALSE". (NOTE 1)
	

	appIds
	array(ApplicationId)
	C
	1..N
	Identification(s) of application to which the subscription applies. 
The absence of appIds means subscription to all applications. (NOTE 8)
	ServiceExperience
UeCommunication 
AbnormalBehaviour

	dnns
	array(Dnn)
	C
	1..N
	Identification(s) of DNN to which the subscription applies. Each DNN is a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only.
The absence of dnns means subscription to all DNNs.  (NOTE 8)
	ServiceExperience, AbnormalBehaviour
UeCommunication

	dnais
	array(Dnai)
	C
	1..N
	Identification(s) of user plane access to DN(s) which the subscription applies.
	ServiceExperience

	event
	NwdafEvent
	M
	1
	Event that is subscribed.
	

	extraReportReq
	EventReportingRequirement
	O
	0..1
	The extra event reporting requirement information. 
	

	loadLevelThreshold
	integer
	C
	0..1
	Indicates that the NWDAF shall report the corresponding network slice load level to the NF service consumer where the load level of the network slice identified by snssais is reached. (NOTE 4)

May be included when subscribed event is "SLICE_LOAD_LEVEL".
	

	matchingDir
	MatchingDirection
	O
	0..1
	A matching direction may be provided alongside a threshold. If omitted, the default value is CROSSED.
	NfLoad, QoSSustainability, UserDataCongestion, NetworkPerformance 

	nfLoadLvlThds
	array(ThresholdLevel)
	C
	1..N
	Shall be supplied in order to start reporting when an average load level is reached.(NOTE 4)
	NfLoad

	networkArea
	NetworkAreaInfo
	C
	0..1
	Identification of network area to which the subscription applies. 
The absence of networkArea means subscription to all network areas. (NOTE 7), (NOTE 8)(NOTE 7, NOTE 8)

	ServiceExperience UeMobility
UeCommunication
QoSSustainability
AbnormalBehaviour
UserDataCongestion
NetworkPerformance 
NsiLoadExt

	maxTopAppUlNbr
	Uinteger
	O
	0..1
	Indicates the requested maximum number of top applications that contribute the most to the traffic in Uplink direction. If this attribute is present with value zero or undefined, means the maximum number is not limited.
	UserDataCongestionExt

	maxTopAppDlNbr
	Uinteger
	O
	0..1
	Indicates the requested maximum number of top applications that contribute the most to the traffic in Downlink direction. If this attribute is present with value zero or undefined, means the maximum number is not limited.
	UserDataCongestionExt

	nfInstanceIds
	array(NfInstanceId)
	O
	1..N
	Identification(s) of NF instances.
	NfLoad

	nfSetIds
	array(NfSetId)
	O
	1..N
	Identification(s) of NF instance sets.
	NfLoad

	nfTypes
	array(NFType)
	O
	1..N
	Identification(s) of NF types.
	NfLoad

	notificationMethod
	NotificationMethod
	O
	0..1
	Indicate the notification method. (NOTE 2)
	

	nsiIdInfos
	array(NsiIdInfo)
	O
	1..N
	Each element identifies the S-NSSAI and the optionally associated network slice instance(s).
May be included when subscribed event is "NSI_LOAD_LEVEL" or 
"SERVICE_EXPERIENCE".
(NOTE 1)
	ServiceExperience 
NsiLoad 
NsiLoadExt

	nsiLevelThrds
	array(Uinteger)
	O
	1..N
	Identifies the load threshold for each S-NSSAI or S-NSSAI and the optionally associated network slice instance identified by the "nsiIds" attribute within the "nsiIdInfos" attribute. 
(NOTE 4)
	NsiLoad 
NsiLoadExt

	qosRequ
	QosRequirement
	C
	0..1
	Indicates the QoS requirements. It shall be included when subscribed event is "QOS_SUSTAINABILITY".
	QoSSustainability

	qosFlowRetThds
	array(RetainabilityThreshold)
	C
	1..N
	Represents the QoS flow retainability thresholds.Shall be supplied for the 5QI ("5qi" in "qosRequ") or resource type ("resType" in "qosRequ") of GBR resource type. (NOTE 4)
	QoSSustainability

	ranUeThrouThds
	array(BitRate)
	C
	1..N
	Represents the RAN UE throughput thresholds.
Shall be supplied for the 5QI ("5qi" in "qosRequ") or resource type ("resType" in "qosRequ") of non-GBR resource type. (NOTE 4)
	QoSSustainability

	repetitionPeriod
	DurationSec
	C
	0..1
	Shall be supplied for notification Method "PERIODIC" by the "notificationMethod" attribute.
	

	snssais
	array(Snssai)
	C
	1..N
	Identification(s) of network slice to which the subscription applies.
(NOTE 1), (NOTE 8)(NOTE 1, NOTE 8)
	

	tgtUe
	TargetUeInformation
	O
	0..1
	Identifies target UE information
	(NOTE 3)

	congThresholds
	array(ThresholdLevel)
	C
	1..N
	Represents the congestion threshold levels. (NOTE 4)
	UserDataCongestion

	nwPerfRequs
	array(NetworkPerfRequirement)
	C
	1..N
	Represents the network performance requirements. This attribute shall be included when subscribed eventisevent is "NETWORK_PERFORMANCE".
	NetworkPerformance

	bwRequs
	array(BwRequirement)
	O
	1..N
	Represents the bandwidth requirement for each application.
	ServiceExperience

	excepRequs
	array(Exception)
	C
	1..N
	Represents a list of Exception Ids with associated thresholds. May only be present when subscribed event is "ABNORMAL_BEHAVIOUR".
(NOTE 5, NOTE 6)
	AbnormalBehaviour

	exptAnaType
	ExpectedAnalyticsType
	C
	0..1
	Represents expected UE analytics type.
It shall not be present if the "excepRequs" attribute is provided. (NOTE 6)
	AbnormalBehaviour

	exptUeBehav
	ExpectedUeBehaviourData
	O
	0..1
	Represents expected UE behaviour.
	AbnormalBehaviour

	ratTypes
	array(RatType)
	O
	1..N
	Identification(s) of the RAT type which the subscription applies. (NOTE 9)
	ServiceExperienceExt

	freqs
	array(ArfcnValueNR)
	O
	1..N
	Idenfication(s) of the frequency of UE’s serving cell(s) where the subscription applies. (NOTE 9)
	ServiceExperienceExt

	listOfAnaSubsets
	array(AnalyticsSubset)
	O
	1..N
	The list of analytics subsets can be used to indicate the content of the analytics.
	EneNA

	NOTE 1:	The "anySlice" attribute is not applicable to features "UeMobility" and "NetworkPerformance". The "snssais" attribute is not applicable to features "ServiceExperience", "NsiLoad", "UeMobility" and "NetworkPerformance". When subscribed event is "SLICE_LOAD_LEVEL", the identifications of network slices, either information about slice(s) identified by "snssais", or "anySlice" set to "TRUE" shall be included. When subscribed event is "QOS_SUSTAINABILITY", "NF_LOAD", "UE_COMM", "ABNORMAL_BEHAVIOUR" or "USER_DATA_CONGESTION", the identifications of network slices identified by "snssais" is optional. When subscribed event is "NSI_LOAD_LEVEL" or "SERVICE_EXPERIENCE", either the "nsiIdInfos" attribute or "anySlice" set to "TRUE" shall be included.
NOTE 2:	When notificationMethod is not supplied, the default value is "THRESHOLD".
NOTE 3:	Applicability is further described in the corresponding data type. 
NOTE 4:	 This property shall be provided if the "notifMethod" in "evtReq" is set to "ON_EVENT_DETECTION" or "notificationMethod" in "eventSubscriptions" is set to "THRESHOLD" or omitted. 
NOTE 5:	Only "excepId" and "excepLevel" within the Exception data type apply to the "excepRequs" attribute within EventSubscription data type.
NOTE 6:	Either "excepRequs" or "exptAnaType" shall be provided if subscribed event is "ABNORMAL_BEHAVIOUR".
NOTE 7: 	For "NETWORK_PERFORMANCE", "SERVICE_EXPERIENCE" or "USER_DATA_CONGESTION" event, this attribute shall be provided if the event applied for all UEs (i.e. "anyUe" attribute set to true within the "tgtUe" attribute). For "QOS_SUSTAINABILITY", this attribute shall be provided.
NOTE 8: 	For "ABNORMAL_BEHAVIOUR" event with "anyUe" attribute in "tgtUe" attribute sets to true,
-	at least one of the "networkArea" and the "snssais" attribute should be included, if the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via the "excepRequs" attribute is mobility related;
-	at least one of the "networkArea", "appIds", "dnns" and "snssais" attribute should be included, if the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via the "excepRequs" attribute is communication related; 
-	the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via "excepRequs" attribute shall not be requested for both mobility and communication related analytics at the same time.
NOTE 9:	One or both of the property(ies) shall be provided when a consumer requires analytics for a UE or a group of UEs in an application or a set of applications over specific RAT type(s) and/or frequency(ies).



NOTE:	Care shall be taken to avoid excessive signalling.
Editor’s Note:	It’s FFS whether the "nfTypes", "nfSetIds", "nfInstanceIds" or "nfLoadLvlThds" attirbutes are applicable for the NsiLoadExt feature.
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*** 31st Change ***
5.1.6.2.4	Type NnwdafEventsSubscriptionNotification
Table 5.1.6.2.4-1: Definition of type NnwdafEventsSubscriptionNotification
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventNotifications
	array(EventNotification)
	M
	1..N
	Notifications about Individual Events.
	

	subscriptionId
	string
	M
	1
	String identifying a subscription to the Nnwdaf_EventsSubscription
 Sservice.
	




*** 32nd Change ***
[bookmark: _Toc28012820][bookmark: _Toc34266290][bookmark: _Toc36102461][bookmark: _Toc43563503][bookmark: _Toc45134046][bookmark: _Toc50031978][bookmark: _Toc51762898][bookmark: _Toc56640965][bookmark: _Toc59017933][bookmark: _Toc66231801][bookmark: _Toc68168962][bookmark: _Toc70550629][bookmark: _Toc83233075][bookmark: _Toc85552985][bookmark: _Toc85557084][bookmark: _Toc88667586][bookmark: _Toc90655871]5.1.6.2.7	Type EventReportingRequirement
Table 5.1.6.2.7-1: Definition of type EventReportingRequirement
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	accuracy
	Accuracy
	O
	0..1
	Preferred level of accuracy of the analytics.
	

	startTs
	DateTime
	O
	0..1
	UTC time indicating the start time of the observation period.
The absence of this attribute means subscription at the present time unless the “offsetPeriod” attribute is included. (NOTE 3)
	

	endTs
	DateTime
	O
	0..1
	UTC time indicating the end time of the observation period.
The absence of this attribute means subscription at the present time unless the “offsetPeriod” attribute is included.
If provided, it shall not be less than the start time. (NOTE 3)
	

	offsetPeriod
	integer
	O
	0..1
	Offset period in units of seconds to the reporting time, if the value is negative means statistics in the past offset period, otherwise a positive value means prediction in the future offset period. May be present if the "repPeriod" attribute is included within the "evtReq" attribute. (NOTE m) 
	EneNA

	sampRatio
	SamplingRatio
	O
	0..1
	Percentage of sampling (1%...100%) among impacted UEs.
Applicable to event targeting a group of UEs or any UE.
(NOTE 1)
	

	maxSupiNbr
	Uinteger
	O
	0..1
	Represents the maximum number of SUPIs expected in an object. 
Applicable for the event(s) providing a list of SUPIs during the analytics response.
	

	maxObjectNbr
	Uinteger
	O
	0..1
	Maximum number of objects expected for an analytics report. It’s only applicable for the event(s) which may provide more than one entries or objects during event notification.
	

	timeAnaNeeded
	DateTime
	O
	0..1
	UTC time indicating the time when analytcs information is needed. (NOTE 2)
	

	anaMeta
	array(AnalyticsMetadata)
	O
	1..N
	List of analytics metadata that are requested to be included.
	Aggregation

	anaMetaInd
	AnalyticsMetadataIndication
	O
	0..1
	Contains values for the analytics metadata that the NF service consumer wants to be used for generating the analytics.
	Aggregation

	NOTE 1:	The "sampRatio" attribute within EventReportingRequirement data type is not applicable for the Nnwdaf_EventsSubscription API.
NOTE 2:	For the Nnwdaf_EventsSubscription API, the "timeAnaNeeded" attribute is only applicable when the feature EneNA is supported.
NOTE 3:	When the "offsetPeriod" attribute is included, the "startTs" and "endTs" attributes shall not be included.




*** 33rd Change ***
[bookmark: _Toc34266314][bookmark: _Toc36102485][bookmark: _Toc43563527][bookmark: _Toc45134070][bookmark: _Toc50032002][bookmark: _Toc51762922][bookmark: _Toc56640989][bookmark: _Toc59017957][bookmark: _Toc66231825][bookmark: _Toc68168986][bookmark: _Toc70550653][bookmark: _Toc83233099][bookmark: _Toc85553009][bookmark: _Toc85557108][bookmark: _Toc88667610][bookmark: _Toc90655895]5.1.6.2.31	Type NfLoadLevelInformation
Table 5.1.6.2.31-1: Definition of type NfLoadLevelInformation
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	nfType
	NFType
	M
	1
	Type of the NF instance
	

	nfInstanceId
	NfInstanceId
	M
	1
	Identification of the NF instance
	

	nfSetId
	NfSetId
	O
	0..1
	Identification of the NF instance set
	

	nfStatus
	NfStatus
	O
	0..1
	Availability status of the NF
	

	nfCpuUsage
	integer
	C
	0..1
	Average usage CPU 
(NOTE 1) (NOTE 2)(NOTE 1, NOTE 2)
	

	nfMemoryUsage
	integer
	C
	0..1
	Average usage of memory (NOTE 1) (NOTE 2)(NOTE 1, NOTE 2)
	

	nfStorageUsage
	integer
	C
	0..1
	Average usage of storage (NOTE 1) (NOTE 2)(NOTE 1, NOTE 2)
	

	nfLoadLevelAverage
	integer
	C
	0..1
	Average load information (NOTE 1) (NOTE 2)(NOTE 1, NOTE 2)
	

	nfLoadLevelPeak
	integer
	O
	0..1
	Peak load information(NOTE  2)
	

	snssai
	Snssai
	C
	0..1
	Identifies an S-NSSAI.
Shall be present if the "snssais" was provided within EventSubscription during the subscription for event notification procedure.
	

	confidence
	Uinteger
	C
	0..1
	Indicates the confidence of the prediction. (NOTE 3)
Shall be present if the analytics result is a prediction.
Minimum = 0. Maximum = 100.
	

	NOTE 1:	At least one value shall be provided.
NOTE 2:	The values are percentages which are provided as estimated over a given period.
NOTE 3:	If the requested period identified by the "startTs" and "endTs" attributes in the "EventReportingRequirement" type is a future time period, which means the analytics result is a prediction. If no sufficient data is collected to provide the confidence of the prediction before the time deadline, the NWDAF shall return a zero confidence.




*** 34th Change ***
[bookmark: _Toc43563530][bookmark: _Toc45134073][bookmark: _Toc50032005][bookmark: _Toc51762925][bookmark: _Toc56640992][bookmark: _Toc59017960][bookmark: _Toc66231828][bookmark: _Toc68168989][bookmark: _Toc70550656][bookmark: _Toc83233102][bookmark: _Toc85553012][bookmark: _Toc85557111][bookmark: _Toc88667613][bookmark: _Toc90655898]5.1.6.2.34	Type NsiLoadLevelInfo
Table 5.1.6.2.34-1: Definition of type NsiLoadLevelInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	loadLevelInformation
	LoadLevelInformation
	M
	1
	Load level information of the network slice identified by the "snssai" attribute and if provided, the associated NSI ID identified by the "nsiId" attribute.
	

	snssai
	Snssai
	M
	1
	Identification of network slice to which the subscription applies.
	

	nsiId
	NsiId
	C
	0..1
	Identification of network slice instance associated with the S-NSSAI identified by the "snssai" attribute.
Shall be presented if the "nsiIds" attribute was provided within the NsiIdInfo data in the EventSubscription data during the subscription.
	

	resUsage
	ResourceUsage
	C
	0..1
	The current usage of the virtual resources assigned to the NF instances belonging to a particular network slice instance.
Shall be present if the list of analytics subset indicates that the resource usage shall be included in the analytics.
	NsiLoadExt

	numOfExceedLoadLevelThr
	integer
	C
	0..1
	Indicates the number of times the resource usage threshold of the network slice instance is reached or exceeded if a threshold value is provided by the consumer.
Shall be present if the list of analytics subset indicates that the number of times the resource usage threshold of the network slice instance being reached or exceeded shall be include in the analytics.
	NsiLoadExt

	exceedLoadLevelThrInd
	boolean
	C
	0..1
	Indicates whether the Load Level Threshold is met or exceeded by the statistics value. Set to "true" if the Load Level Threshold is met or exceeded, otherwise set to "false".
Shall be present if the list of analytics subset indicates that the indication of threshold being met or exceeded shall be included in the analytics.
	NsiLoadExt

	networkArea
	NetworkAreaInfo
	O
	0..1
	Identification of network area to which the subscription applies.
	NsiLoadExt

	timePeriod
	TimeWindow
	O
	0..1
	Indicates a start time and a stop time of the load level information identified by the "loadLevelInformation" attribute. 
	NsiLoadExt

	numOfUes
	NumberAverage
	O
	0..1
	Indicates the number of UE registrations at the S-NSSAI and the optionally associated network slice instance.
	NsiLoadExt

	numOfPduSess
	NumberAverage
	O
	0..1
	Indicates the number of PDU session establishments at the S-NSSAI and the optionally associated network slice instance.
	NsiLoadExt

	confidence
	Uinteger
	C
	0..1
	Indicates the confidence of the prediction. (NOTE Y)(NOTE)
Shall be present if the analytics result is a prediction.
Minimum = 0. Maximum = 100.
	NsiLoadExt

	NOTE:	If the requested period identified by the "startTs" and "endTs" attributes in the "EventReportingRequirement" type is a future time period, which means the analytics result is a prediction. If no sufficient data is collected to provide the confidence of the prediction before the time deadline, the NWDAF shall return a zero confidence.



Editor’s Note:	It’s FFS that whether the "numOfUes" and "numOfPduSess" attirbutes are optional or conditional provided under the new NsiLoadExt feature.
Editor’s Note:	It’s FFS that whether the "timePeriod" attribute is a time interval or time duration for the load level information of the network slice (instance).
Editor’s Note:	It’s FFS to implement the "Resource usage threshold crossings time period".
[bookmark: _Toc28012845][bookmark: _Toc34266331][bookmark: _Toc36102502][bookmark: _Toc43563546][bookmark: _Toc45134092][bookmark: _Toc50032024][bookmark: _Toc51762944][bookmark: _Toc56641013][bookmark: _Toc59017981][bookmark: _Toc66231849][bookmark: _Toc68169010][bookmark: _Toc70550677][bookmark: _Toc83233130][bookmark: _Toc85553046][bookmark: _Toc85557145][bookmark: _Toc88667653][bookmark: _Toc90655938][bookmark: _Hlk525137310]
*** 35th Change ***
5.1.9	Security
As indicated in 3GPP TS 33.501 [13] and 3GPP TS 29.500 [6], the access to the Nnwdaf_EventsSubscription API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [14]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [12]) plays the role of the authorization server.
If OAuth2 is used, a nan NF Sservice Cconsumer, prior to consuming services offered by the Nnwdaf_EventsSubscription API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [12], subclause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Sservice Cconsumer used for discovering the Nnwdaf_EventsSubscription service.
[bookmark: _Hlk530142087]The Nnwdaf_EventsSubscription API defines a single scope "nnwdaf-eventssubscription" for the entire service, and it does not define any additional scopes at resource or operation level.
[bookmark: _Toc28012847][bookmark: _Toc34266333][bookmark: _Toc36102504][bookmark: _Toc43563548][bookmark: _Toc45134094][bookmark: _Toc50032026][bookmark: _Toc51762946][bookmark: _Toc56641015][bookmark: _Toc59017983][bookmark: _Toc66231851][bookmark: _Toc68169012][bookmark: _Toc70550679][bookmark: _Toc83233132][bookmark: _Toc85553048][bookmark: _Toc85557147][bookmark: _Toc88667655][bookmark: _Toc90655940]
*** 36th Change ***
5.2.1	Introduction
The Nnwdaf_AnalyticsInfo Sservice shall use the Nnwdaf_AnalyticsInfo API.
The API URI of the Nnwdaf_AnalyticsInfo API shall be: 
{apiRoot}/<apiName>/<apiVersion>
The request URIs used in each HTTP requests from the NF service consumer towards the NWDAF shall have the Resource URI structure defined in subclause 4.4.1 of 3GPP TS 29.501 [7], i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificResourceUriPart>
with the following components:
-	The {apiRoot} shall be set as described in 3GPP TS 29.501 [7].
-	The<apiName> shall be "nnwdaf-analyticsinfo".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in subclause 5.2.3.
[bookmark: _Toc28012854][bookmark: _Toc34266340][bookmark: _Toc36102511][bookmark: _Toc43563555][bookmark: _Toc45134101][bookmark: _Toc50032033][bookmark: _Toc51762953][bookmark: _Toc56641022][bookmark: _Toc59017990][bookmark: _Toc66231858][bookmark: _Toc68169019][bookmark: _Toc70550686][bookmark: _Toc83233139][bookmark: _Toc85553055][bookmark: _Toc85557154][bookmark: _Toc88667662][bookmark: _Toc90655947]
*** 37th Change ***
[bookmark: _Toc28012855][bookmark: _Toc34266341][bookmark: _Toc36102512][bookmark: _Toc43563556][bookmark: _Toc45134102][bookmark: _Toc50032034][bookmark: _Toc51762954][bookmark: _Toc56641023][bookmark: _Toc59017991][bookmark: _Toc66231859][bookmark: _Toc68169020][bookmark: _Toc70550687][bookmark: _Toc83233140][bookmark: _Toc85553056][bookmark: _Toc85557155][bookmark: _Toc88667663][bookmark: _Toc90655948]5.2.3.1	Resource Structure


Figure 5.2.3.1-1: Resource URI structure of the Nnwdaf_AnalyticsInfo API
Table 5.2.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 5.2.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	NWDAF Analytics
	/analytics
	GET
	Retrieves the NWDAF analytics.

	NWDAF Context
	/context 
	GET
	Retrieves the NWDAF context information related to analytics subscriptions.



[bookmark: _Toc28012856][bookmark: _Toc34266342][bookmark: _Toc36102513][bookmark: _Toc43563557][bookmark: _Toc45134103][bookmark: _Toc50032035][bookmark: _Toc51762955][bookmark: _Toc56641024][bookmark: _Toc59017992][bookmark: _Toc66231860][bookmark: _Toc68169021][bookmark: _Toc70550688][bookmark: _Toc83233141][bookmark: _Toc85553057][bookmark: _Toc85557156][bookmark: _Toc88667664][bookmark: _Toc90655949]
*** 38th Change ***
[bookmark: _Toc28012857][bookmark: _Toc34266343][bookmark: _Toc36102514][bookmark: _Toc43563558][bookmark: _Toc45134104][bookmark: _Toc50032036][bookmark: _Toc51762956][bookmark: _Toc56641025][bookmark: _Toc59017993][bookmark: _Toc66231861][bookmark: _Toc68169022][bookmark: _Toc70550689][bookmark: _Toc83233142][bookmark: _Toc85553058][bookmark: _Toc85557157][bookmark: _Toc88667665][bookmark: _Toc90655950]5.2.3.2.1	Description
The NWDAF Analytics resource represents the analytics to the Nnwdaf_AnalyticsInfo Sservice at a given NWDAF.
[bookmark: _Toc73564502][bookmark: _Toc85553063][bookmark: _Toc85557162][bookmark: _Toc88667670][bookmark: _Toc90655955]
*** 39th Change ***
[bookmark: _Toc73564503][bookmark: _Toc85553064][bookmark: _Toc85557163][bookmark: _Toc88667671][bookmark: _Toc90655956]5.2.3.3.1	Description
The NWDAF Context resource represents the context information related to analytics subscriptions at the Nnwdaf_AnalyticsInfo Sservice at a given NWDAF.
[bookmark: _Toc28012864][bookmark: _Toc34266350][bookmark: _Toc36102521][bookmark: _Toc43563565][bookmark: _Toc45134111][bookmark: _Toc50032043][bookmark: _Toc51762963][bookmark: _Toc56641032][bookmark: _Toc59018000][bookmark: _Toc66231868][bookmark: _Toc68169029][bookmark: _Toc70550696][bookmark: _Toc83233149][bookmark: _Toc85553070][bookmark: _Toc85557169][bookmark: _Toc88667677][bookmark: _Toc90655962]
*** 40th Change ***
[bookmark: _Toc28012865][bookmark: _Toc34266351][bookmark: _Toc36102522][bookmark: _Toc43563566][bookmark: _Toc45134112][bookmark: _Toc50032044][bookmark: _Toc51762964][bookmark: _Toc56641033][bookmark: _Toc59018001][bookmark: _Toc66231869][bookmark: _Toc68169030][bookmark: _Toc70550697][bookmark: _Toc83233150][bookmark: _Toc85553071][bookmark: _Toc85557170][bookmark: _Toc88667678][bookmark: _Toc90655963][bookmark: _Toc28012877][bookmark: _Toc34266363][bookmark: _Toc36102534][bookmark: _Toc43563578][bookmark: _Toc45134127][bookmark: _Toc50032059][bookmark: _Toc51762979][bookmark: _Toc56641048][bookmark: _Toc59018016][bookmark: _Toc66231884][bookmark: _Toc68169045][bookmark: _Toc70550713][bookmark: _Toc83233168][bookmark: _Toc85553097][bookmark: _Toc85557196][bookmark: _Toc88667706][bookmark: _Toc90655991]5.2.6.1	General
This subclause specifies the application data model supported by the API.
Table 5.2.6.1-1 specifies the data types defined for the Nnwdaf_AnalyticsInfo service based interface protocol.
Table  5.2.6.1-1: Nnwdaf_AnalyticsInfo specific Data Types
	Data type
	Section defined
	Description
	Applicability

	AdditionInfoAnalyticsInfoRequest
	5.2.6.2.5
	Contains more details (not only the ProblemDetails) in case an Nnwdaf_AnalyticsInfo request is rejected.
	EneNA

	AdrfDataType
	5.2.6.3.5
	Represents a type of data that is stored in the ADRF.
	EneNA

	AnalyticsData
	5.2.6.2.2
	Describes analytics with parameters indicated in the request.
	

	ContextData
	5.2.6.2.6
	Contains context information related to analytics subscriptions corresponding with one or more context identifiers.
	EneNA

	ContextElement
	5.2.6.2.7
	Contains context information corresponding with a specific context identifier.
	EneNA

	ContextIdList
	5.2.6.2.8
	Contains list of context identifiers of context information of analytics subscriptions.
	EneNA

	ContextType
	5.2.6.3.4
	Identfies the type of analytics context information.
	EneNA

	EventFilter
	5.2.6.2.3
	Represents the event filters used to identify the requested analytics.
	

	EventId
	5.2.6.3.3
	Describes the type of analytics.
	

	HistoricalData
	5.2.6.2.9
	Contains historical data related to an analytics subscription.
	EneNA

	ProblemDetailsAnalyticsInfoRequest
	5.2.6.4.1
	Data type that extends ProblemDetails.
	EneNA

	RequestedContext
	5.2.6.2.11
	Contains types of analytics context information.
	EneNA

	SmcceInfo
	5.2.6.2.12
	Represents the analytics of Session Management congestion control experience information.
	SMCCE

	SmcceUeList
	5.2.6.2.13
	Represents the List of UEs classified based on experience level of Session Management congestion control.
	SMCCE

	SpecificAnalyticsSubscription
	5.2.6.2.10
	Represents an existing subscription for a specific type of analytics to a specific NWDAF.
	EneNA



Table 5.2.6.1-2 specifies data types re-used by the Nnwdaf_AnalyticsInfo service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnwdaf service based interface.
Table 5.2.6.1-2: Nnwdaf_AnalyticsInfo re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	AnalyticsContextIdentifier
	5.1.6.2.43
	Contains information about the available analytics contexts.
	EneNA

	AnalyticsMetadataInfo
	5.1.6.2.37
	Contains analytics metadata information required for analytics aggregation.
	Aggregation

	AnySlice
	5.1.6.3.2
	
	

	ApplicationId
	3GPP TS 29.571 [8]
	Identifies the application.
	ServiceExperience 
UeCommunication
AbnormalBehaviour

	ArfcnValueNR
	3GPP TS 29.571 [8]
	Integer value indicating the ARFCN applicable for a downlink, uplink or bi-directional (TDD) NR global frequency raster.

Minimum = 0. Maximum = 3279165.
	ServiceExperienceExt

	BwRequirement
	5.1.6.2.25
	
	ServiceExperience

	DateTime
	3GPP TS 29.571 [8]
	Identifies the time.
	

	Dnn
	3GPP TS 29.571 [8]
	Identifies the DNN.
	ServiceExperience 
AbnormalBehaviour
UeCommunication 
SMCCE

	Dnai
	3GPP TS 29.571 [8]
	Identifies a user plane access to one or more DN(s).
	ServiceExperience

	EventNotification
	5.1.6.2.5
	Describes Notifications about events that occurred.
	EneNA

	EventReportingRequirement
	5.1.6.2.7
	
	

	ExceptionId
	5.1.6.3.6
	
	AbnormalBehaviour

	ExpectedUeBehaviourData
	3GPP TS 29.503 [23]
	
	AbnormalBehaviour

	ExpectedAnalyticsType
	5.1.6.3.11
	
	AbnormalBehaviour

	GroupId
	3GPP  TS  29.571 [8]
	Internal Group Identifier of a group of UEs.
	UeMobility
UeCommunication
NetworkPerformance 
AbnormalBehaviour
ServiceExperience

	NetworkAreaInfo
	3GPP TS 29.554 [18]
	The network area information.
	UeMobility
NetworkPerformance
QoSSustainability
ServiceExperience
UserDataCongestion
AbnormalBehaviour 
NsiLoadExt

	NetworkPerfInfo
	5.1.6.2.23
	
	NetworkPerformance

	NetworkPerfType
	5.1.6.3.10
	Represents the network performance types.
	NetworkPerformance

	NfLoadLevelInformation
	5.1.6.2.31 
	Represents load level information of a given NF instance. 
	NfLoad

	NfInstanceId
	3GPP TS 29.571 [8]
	Identifies an NF instance
	NfLoad

	NfSetId
	3GPP TS 29.571 [8]
	Identifies an NF Set instance.
	NfLoad

	NFType
	3GPP TS 29.510 [12]
	Indentifies a type of NF.
	NfLoad

	NsiId
	3GPP TS 29.531 [24]
	Identifies a Network Slice Instance.
	ServiceExperience
NsiLoad 
NsiLoadExt

	NsiIdInfo
	5.1.6.2.33
	Identify the S-NSSAI and the associated Network Slice Instance(s).
	ServiceExperience
NsiLoad 
NsiLoadExt

	NsiLoadLevelInfo
	5.1.6.2.34
	Represents the load level information for an S-NSSAI and the associated network slice instance.
	NsiLoad 
NsiLoadExt

	NwdafEvent
	5.1.6.3.4
	Describes the NWDAF Events.
	EneNA

	NwdafEventsSubscription
	5.1.6.2.2
	Represents an Individual NWDAF Event Subscription resource.
	EneNA

	ProblemDetails
	3GPP TS 29.571 [8]
	Used in error responses to provide more detailed information about an error.
	

	QosRequirement
	5.1.6.2.20
	
	QoSSustainability

	QosSustainabilityInfo
	5.1.6.2.19
	
	QoSSustainability

	RatType
	3GPP TS 29.571 [8]
	Identifies the RAT type.
	ServiceExperienceExt

	SamplingRatio
	3GPP TS 29.571 [8]
	
	

	ServiceExperienceInfo
	5.1.6.2.24
	
	ServiceExperience

	Supi
	3GPP TS 29.571 [8]
	Identifies the UE.
	ServiceExperience,
NfLoad
NetworkPerformance
UserDataCongestion
UeMobility
UeCommunication
AbnormalBehaviour 
SMCCE

	SupportedFeatures
	3GPP TS 29.571 [8]
	Used to negotiate the applicability of the optional features defined in table 5.2.8-1.
	

	Snssai
	3GPP TS 29.571 [8]
	
	

	SliceLoadLevelInformation
	5.1.6.2.6
	
	

	TargetUeInformation
	5.1.6.2.8
	Identifies the target UE information.
	ServiceExperience
NfLoad
NetworkPerformance
UserDataCongestion
UserDataCongestionExt
UeMobility
UeCommunication
AbnormalBehaviour
QoSSustainability

	UeCommunication
	5.1.6.2.13
	
	UeCommunication

	UeMobility
	5.1.6.2.10
	
	UeMobility

	Uinteger
	3GPP TS 29.571 [8]
	Unsigned Integer, i.e. only value 0 and integers above 0 are permissible.
	

	UserDataCongestionInfo
	5.1.6.2.17
	
	UserDataCongestion

	AbnormalBehaviour
	5.1.6.2.15
	Represents the abnormal behaviour information.
	AbnormalBehaviour




*** 41st Change ***
5.2.9	Security
As indicated in 3GPP TS 33.501 [13] and 3GPP TS 29.500 [6], the access to the Nnwdaf_AnalyticsInfo API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [14]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [12]) plays the role of the authorization server.
If OAuth2 is used, a nan NF Sservice Cconsumer, prior to consuming services offered by the Nnwdaf_AnalyticsInfo API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [12], subclause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Sservice Cconsumer used for discovering the Nnwdaf_AnalyticsInfo service.
[bookmark: _Toc70550721][bookmark: _Toc83233176][bookmark: _Toc85553105][bookmark: _Toc85557204][bookmark: _Toc88667714][bookmark: _Toc90655999]The Nnwdaf_AnalyticsInfo API defines a single scope "nnwdaf-analyticsinfo" for the entire service, and it does not define any additional scopes at resource or operation level.
*** 42nd Change ***
5.3.2.3	HTTP custom headers
The Nnwdaf_DataManagement Sservice API shall support mandatory HTTP custom header fields specified in subclause 5.2.3.2 of 3GPP TS 29.500 [6] and may support HTTP custom header fields specified in subclause 5.2.3.3 of 3GPP TS 29.500 [6].
[bookmark: _Toc70550739][bookmark: _Toc83233194][bookmark: _Toc85553123][bookmark: _Toc85557222][bookmark: _Toc88667732][bookmark: _Toc90656017]In this release of the specification, no specific custom headers are defined for the Nnwdaf_DataManagement Sservice API.
*** 43rd Change ***
5.4.2.3	HTTP custom headers
The Nnwdaf_MLModelProvision Sservice API shall support mandatory HTTP custom header fields specified in subclause 5.2.3.2 of 3GPP TS 29.500 [6] and may support HTTP custom header fields specified in subclause 5.2.3.3 of 3GPP TS 29.500 [6].
In this release of the specification, no specific custom headers are defined for the Nnwdaf_MLModelProvision Sservice API.

*** 44th Change ***
[bookmark: _Toc83233198][bookmark: _Toc85553127][bookmark: _Toc85557226][bookmark: _Toc88667736][bookmark: _Toc90656021]5.4.3.2.1	Description
The NWDAF ML Model Provision Subscriptions resource represents all subscriptions to the Nnwdaf_MLModelProvision Sservice at a given NWDAF. The resource allows an NF service consumer to create a new Individual NWDAF ML Model Provision Subscription resource.

*** 45th Change ***
[bookmark: _Toc83233201][bookmark: _Toc85553130][bookmark: _Toc85557229][bookmark: _Toc88667739][bookmark: _Toc90656024]5.4.3.2.3.1	POST
This method shall support the URI query parameters specified in table 5.4.3.2.3.1-1.
Table 5.4.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



This method shall support the request data structures specified in table 5.4.3.2.3.1-2 and the response data structures and response codes specified in table 5.4.3.2.3.1-3.
Table 5.4.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	NwdafMLModelProvSubsc
	M
	1
	Creates a new Individual NWDAF ML Model Provision Subscription resource.



Table 5.4.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	NwdafMLModelProvSubsc
	M
	1
	201 Created
	The creation of an Individual NWDAF ML Model Provision Subscription resource is confirmed and a representation of that resource is returned.

	NOTE:	The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6] also apply.



Table 5.4.3.2.3.1-4: Headers supported by the 201 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/nnwdaf-mlmodelprovision/v1/subscriptions/{subscriptionId}


[bookmark: _Toc70550743][bookmark: _Toc83233203][bookmark: _Toc85553132][bookmark: _Toc85557231][bookmark: _Toc88667741][bookmark: _Toc90656026]
*** 46th Change ***
[bookmark: _Toc83233204][bookmark: _Toc85553133][bookmark: _Toc85557232][bookmark: _Toc88667742][bookmark: _Toc90656027]5.4.3.3.1	Description
The Individual NWDAF ML Model Provision Subscription resource represents a single subscription to the Nnwdaf_MLModelProvision Sservice at a given NWDAF.
[bookmark: _Toc83233205][bookmark: _Toc85553134][bookmark: _Toc85557233][bookmark: _Toc88667743][bookmark: _Toc90656028]
*** 47th Change ***
5.4.3.3.2	Resource definition
Resource URI: {apiRoot}/nnwdaf-mlmodelprovision/v1/subscriptions/{subscriptionId}
This resource shall support the resource URI variables defined in table 5.4.3.3.2-1.
Table 5.4.3.3.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	See subclause 5.4.1.

	subscriptionId
	string
	Identifies a subscription to the Nnwdaf_MLModelProvision Sservice.



[bookmark: _Toc70550746][bookmark: _Toc83233216][bookmark: _Toc85553145][bookmark: _Toc85557244][bookmark: _Toc88667754][bookmark: _Toc90656039]
*** 48th Change ***
[bookmark: _Toc83233217][bookmark: _Toc85553146][bookmark: _Toc85557245][bookmark: _Toc88667755][bookmark: _Toc90656040]5.4.6.1	General
This subclause specifies the application data model supported by the API.
Table 5.4.6.1-1 specifies the data types defined for the Nnwdaf_MLModelProvisionNnwdaf_ service based interface protocol.
Table  5.4.6.1-1: Nnwdaf_MLModelProvision specific Data Types
	Data type
	Section defined
	Description
	Applicability

	NwdafMLModelProvSubsc
	5.4.6.2.2
	
	

	NwdafMLModelProvNotif
	5.4.6.2.5
	
	

	MLEventSubscription
	5.4.6.2.3
	
	

	MLEventNotif
	5.4.6.2.6
	
	

	MLAnalyticsFilter
	5.4.6.2.4
	
	



Table 5.4.6.1-2 specifies data types re-used by the Nnwdaf_MLModelProvision service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnwdaf_MLModelProvisionNnwdaf service based interface. 
Table 5.4.6.1-2: Nnwdaf_MLModelProvision re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	DateTime
	3GPP TS 29.571 [8]
	Identifies the time.
	

	EventFilter
	5.2.6.2.3
	Identifies the filter for the subscribed event.
	

	NetworkAreaInfo
	3GPP TS 29.554 [18]
	Identifies the network area.
	

	NwdafEvent
	5.1.6.3.4
	
	

	RedirectResponse
	3GPP TS 29.571 [8]
	
	

	ReportingInformation
	3GPP TS 29.523 [20]
	Represents the requirements of reporting the subscription.
	

	SupportedFeatures
	3GPP TS 29.571 [8]
	
	

	TargetUeInformation
	5.1.6.2.8
	
	

	TimeWindow
	3GPP TS 29.122 [19]
	
	

	Uri
	3GPP TS 29.571 [8]
	
	


[bookmark: _Hlk56636785]

*** End of Changes ***
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