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1. Introduction

2. Reason for Change
Subscription to Notification clauses have the following Editor’s Notes that can be solved:
Editor's Note:	Per event specific subscription information is FFS.
There are two events defined: Service Area Coverage Change and PDUID Change. In both cases, the subscription only requires the indication of concerned event, SAC_CH and PDUID_CH
Editor's Note:	Whether the subscription to all the events is developed within a single clause or separated by events is FFS.
The subscription and the notification of the specified events is described separately per event when the specified SA2 behavior mandates specific settings of the specified (optional) functionality, other than the default one. For the currently specified events, it is proposed to describe them separately in individual clauses.
3. Conclusions
The above-mentioned Editor’s Note can be removed.
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.534 v0.4.0.

[bookmark: _Toc510696578][bookmark: _Toc35971370][bookmark: _Toc68594611]*** First Change ***
[bookmark: _Toc85734719][bookmark: _Toc493845656][bookmark: _Toc494194734][bookmark: _Toc528159043][bookmark: _Toc529259055]4.2.2.2	Initial provisioning of access and mobility related service information
This procedure is used to set up an NF service consumer AM context (e.g. an AF application AM context) for the service as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [14].
Figure 4.2.2.2-1 illustrates the initial provisioning of service information for the AM context.


Figure 4.2.2.2-1: Initial provisioning of service information for the AM context
When a NF service consumer requires an AM context is being established in the 5GS and the related access and mobility requirements are available at the NF service consumer, the NF service consumer shall invoke the Npcf_AMPolicyAuthorization_Create service operation by sending the HTTP POST request to the resource URI representing the "Application AM contexts" collection resource of the PCF, as shown in figure 4.2.2.2-1, step 1.
The NF service consumer shall include in the "AppAmContextData" data type in the payload body of the HTTP POST request a partial representation of the "Individual Application AM Context" resource, that shall include:
-	the notification URI where the PCF requests to the NF service consumer the termination of the application AM context encoded as "termNotifUri" attribute;
-	the SUPI encoded as "supi" attribute;
In the "AppAmContextData" data type in the payload body of the HTTP POST request, the NF service consumer may include:
-	the GPSI encoded as "gpsi" attribute;
-	the expiration time of the AM related policy encoded as "expiry" attribute;
-	the high throughput indication of the AM related policy encoded as "highThruInd" attribute;
-	the DNN encoded as "dnn" attribute;
-	the S-NSSAI encoded as "snssai" attribute; and
-	the service area coverage information for the registered SUPI encoded as "covReq" attribute.
Editor's Note:	The definition of the application identifier(s) and the possibility for an AF to include more than one application identifier is pending SA2’s feedback.
Editor's Note:	Whether the dnn and the snssai attributes are needed is FFS.
Editor's Note:	Whether more information than the allowed TAIs will be provided by the AF is FFS.
The NF service consumer may also include the "evSubsc" attribute of "AmEventsSubscData" data type to request the notification of access and mobility policy changes events. The NF service consumer shall include within the "evSubsc" attribute:
-	the notification URI where the NF service consumer receives the events notification encoded as "eventNotifUri" attribute; and
-	the events to subscribe to in the "events" attribute. For each subscribed event in the "events" attribute, the NF service consumer shall include the event identifier within the "event" attribute and may include the description of the event reporting mode as specified in clause 4.2.5.2.
The events subscription data is provisioned in the "AM Policy Events Subscription" sub-resource.
The NF service consumer may include within the "evSubsc" attribute specific per event subscription information, if applicable, and as described in clause 4.2.2.3.
Editor's Note:	Per event specific subscription information is FFS.
The PCF shall check whether the received access and mobility related service information requires access and mobility policies to be created and provisioned in the AMF. Provisioning of access and mobility policies shall be carried out as specified at 3GPP TS 29.507 [16].
Editor's Note:	Error responses are FFS.
If the PCF created an "Individual Application AM Context" resource, the PCF shall send to the NF service consumer a "201 Created" response to the HTTP POST request, as shown in figure 4.2.2.2-1, step 2. The PCF shall include in the "201 Created" response:
-	a Location header field; and
-	an "AppAmContextRespData" data type in the payload body.
The Location header field shall contain the URI of the created Individual application AM context resource i.e. "{apiRoot}/npcf-am-policyauthorization/{apiVersion}/app-am-contexts/{appAmContextId}".
The "AppAmContextRespData" data type payload body shall contain the representation of the created "Individual application AM context" resource within the "AppAmContextData" data type. When the request included event subscription information:
-	the "AppAmContextData" data type shall also include the "AM Policy Events Subscription" sub-resource representation within the "evSubsc" attribute; and
-	when the NF service consumer requested the immediate reporting and the current value is available, the "AppAmContextRespData" data type shall include the corresponding event(s) notification, encoding the event identifier within the "repEvents" attribute and the applicable event(s) information as specified within the "AmEventsNotification" data type.
The acknowledgement towards the NF service consumer should take place before or in parallel with any required access and mobility policy provisioning towards the AMF.
NOTE:	The behaviour when the NF service consumer does not receive the HTTP response message, or when it arrives after the internal timer waiting for it has expired, or when it arrives with an indication different than a success indication, are outside the scope of this specification and is based on operator policy.

*** Next Change ***
[bookmark: _Toc85734723]4.2.3.2	Modification of AM related service information
This procedure is used to modify an existing AF application AM context as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [14].
Figure 4.2.3.2-1 illustrates the modification of access and mobility service information using HTTP PATCH method.


Figure 4.2.3.2-1: Modification of access and mobility service information using HTTP PATCH
The NF service consumer may modify the AF application AM context information at any time (e.g. due to an AF application AM context modification or an internal NF service consumer trigger) and invoke the Npcf_AMPolicyAuthorization_Update service operation by sending an HTTP PATCH request message to the resource URI representing the concerned "Individual application AM context" resource, as shown in figure 4.2.3.2-1, step 1, with the modifications to apply.
The JSON body within the PATCH request shall include the "AppAmContextUpdateData" data type and shall be encoded according to "JSON Merge Patch", as defined in IETF RFC 7396 [18].
The NF service consumer may create, modify or remove access and mobility service information by including updated values within the "AppAmContextUpdateData" data type as follows:
-	the NF service consumer may update the "termNotifUri" attribute, to request that subsequent termination notifications are sent to a new NF service consumer;
-	the NF service consumer may create or update the previously provided access and mobility service information (see subclause 4.2.2.2); and
-	the NF service consumer may delete the previously provided attribute(s) by setting them to null value, to indicate that the previously provided access and mobility service information no longer applies.
Editor's Note:	It is FFS the complete list of attributes the NF service consumer may include in the update request.
The NF service consumer may also create, modify or remove events subscription information by sending an HTTP PATCH request message to the resource URI representing the concerned "Individual application AM context" resource.
The NF service consumer shall create event subscription information by including the "evSubsc" attribute of "AmEventsSubscDataRm" data type with the corresponding list of events to subscribe to within the "events" attribute, and the callback URI where to receive the event notifications within the "eventNotifUri" attribute. For each subscribed event in the "events" attribute, the NF service consumer shall include the event identifier within the "event" attribute and may include the description of the event reporting mode as specified in clause 4.2.5.2.
The NF service consumer shall update existing event subscription information by including an updated value of the "evSubsc" attribute of the "AmEventsSubscDataRm" data type as follows:
-	the "eventNotifUri" attribute may include an updated value of the callback URI;
-	the "events" attribute shall include the new complete list of subscribed events; and
NOTE:	When the NF service consumer requests to remove an event, this event is not included in the "events" attribute.
-	the per specific event subscription information is included/removed, if applicable, and as described in clause 4.2.3.3.
Editor's Note:	Per event specific subscription information is FFS.
The NF service consumer shall remove existing event subscription information by setting to null the "evSubsc" attribute.
Editor's Note:	Error responses are FFS.
If the PCF determines the received HTTP PATCH request needs to be redirected, the PCF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [4].
If the request is accepted, the PCF shall update the AM related service information with the new information received and/or update the associated AM events subscription. Due to the updated service information and/or AM events subscription, the PCF may need to create, modify or delete the related access and mobility policies and provide the updated information towards the AMF following the corresponding procedures specified in 3GPP TS 29.507 [16].
The PCF shall reply to the NF service consumer with an HTTP "200 OK" response message and include the "AppAmContextRespData" data type payload body which shall include:
-	the representation of the modified "Individual Application AM Context" resource within the "AppAmContextData" data type; and
-	when the request included the creation or the update of the subscription to notification event(s):
a)	the representation of the "AM Policy Events Subscription" sub-resource within the "evSubsc" attribute included in the "AppAmContextData" data type; and
b)	when the NF service consumer requested the immediate reporting of the new subscribed event(s) and the current value(s) is available, "AppAmContextRespData" data type shall include the corresponding event(s) notification encoding the event identifier within "repEvents" attribute and the applicable event(s) information as specified within the "AmEventsNotification" data type.
The HTTP response message towards the NF service consumer should take place before or in parallel with any required access and mobility policy provisioning towards the SMF.
[bookmark: _Toc85734724]
*** Next Change ***
4.2.3.3	Modification of the subscription to service area coverage change outcome
This procedure is used by a NF service consumer to subscribe to notifications about whether the updated service area coverage provided in the access and mobility service information has been provisioned to the AMF as the corresponding Service Area Restrictions or cannot be provisioned, and about subsequent changes in the service area coverage, if the event was not previously subscribed. This procedure also enables to modify or remove a previous subscription to service area coverage changes. 
The NF service consumer shall include in the HTTP PATCH request message described in clause 4.2.3.2 the "evSubsc" attribute as encoded as follows:
-	To create a subscription (i.e., the "SAC_CH" event was not previously subscribed) the NF service consumer shall include the "evSubsc" attribute encoded as specified in clause 4.2.2.3.
-	To modify an existing subscription, (i.e., the "SAC_CH" event was previously subscribed) the NF service consumer shall include within the "evSubc" attribute the "events" attribute with the updated subscription information for the "event" attribute set to "SAC_CH" as specified in clause 4.2.2.3.
-	To remove an existing subscription (i.e., the "SAC_CH" event was previously subscribed):
a.	If there are other events whose subscription the NF service consumer wants to keep, the NF service consumer shall include the "events" attribute without any event entry with the "event" attribute set to "SAC_CH".
b.	If there are no other events whose subscription the NF service consumer wants to keep, the NF service consumer shall set to null the "evSubsc" attribute.
The PCF shall reply to the NF service consumer as described in clause 4.2.3.2.
When the service area coverage change event is met in the PCF, the PCF notifies to the NF service consumer as described in clause 4.2.7.4.
NOTE:	When the previously provided service area coverage requirements are completely removed by the NF service consumer, or the requested service area coverage policy expires, the NF service consumer should also unsubscribe to SAC_CH event to prevent the stale subscription information from remaining on the PCF.

*** Next Change ***
[bookmark: _Toc85734729]4.2.5.1	General
The Npcf_AMPolicyAuthorization_Subscribe service operation enables to manage subscriptions to events for an existing AF application AM context. The Npcf_AMPolicyAuthorization_Subscribe service operation also enables to manage subscriptions to events without an existing AF application AM context.
Such subscriptions to events shall be created:
-	within the AF application AM context establishment procedure by invoking the Npcf_AMPolicyAuthorization_Create service operation, as described in clause 4.2.2;
-	within the AF application AM context modification procedure by invoking the Npcf_AMPolicyAuthorization_Update service operation, as described in clause 4.2.3; or
-	by invoking the Npcf_AMPolicyAuthorization_Subscribe service operation for the existing AF application AM context, as described in clause 4.2.5.2.
-	by invoking the Npcf_AMPolicyAuthorization_Subscribe service operation when there is no existing Individual application AM context and the NF service consumer does not provide Access and Mobility related service information, as described in clause 4.2.5.3.
The following procedures using the Npcf_AMPolicyAuthorization_Subscribe service operation is supported:
-	Subscription to events for an existing AF application AM context.
-	Subscription to events without an existing AF application AM context.
-	Subscription to PDUID changes.
Editor's Note:	Whether the subscription to all the events is developed within a single clause or separated by events is FFS.


*** Next Change ***
[bookmark: _Toc85734730]4.2.5.2	Handling of subscription to events for the existing AF application AM context 
This procedure is used to create a subscription to events for the existing AF application AM context or to modify an existing subscription, as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [14].
Figure 4.2.5.2-1 illustrates the creation of events subscription information using HTTP PUT method.


Figure 4.2.5.2-1: Creation of events subscription information using HTTP PUT
Figure 4.2.5.2-2 illustrates the modification of events subscription information using HTTP PUT method.


Figure 4.2.5.2-2: Modification of events subscription information using HTTP PUT
When the NF service consumer decides to create a subscription to one or more events for the existing AF application AM context or to modify an existing subscription previously created by itself at the PCF, the NF service consumer shall invoke the Npcf_AMPolicyAuthorization_Subscribe service operation by sending the HTTP PUT request to the resource URI representing the "AM Policy Events Subscription" sub-resource in the PCF, as shown in figure 4.2.5.2-1, step 1 and figure 4.2.5.2-2, step 1.
NOTE 1:	The NF service consumer builds the "AM Policy Events Subscription" sub-resource URI by adding the path segment "/events-subscription" at the end of the resource URI of the "Individual application AM context" resource, received in the Location header field of the resource creation response as specified in clause 4.2.2.2.
The NF service consumer shall provide in the "AmEventsSubscData" data type of the body of the HTTP PUT request:
-	the "events" attribute with the list of events to be subscribed; and
-	the "eventNotifUri" attribute, that includes the callback URI where the PCF shall send the notification of the subscribed events.
NOTE 2:	The "eventNotifUri" attribute within the "AmEventsSubscData" data structure can be modified to request that subsequent notifications are sent to a new NF service consumer.
For each subscribed event included in the "events" attribute, the NF service consumer type shall include the event identifier within the "event" attribute and may include the description of the event reporting mode, as follows:
a.	immediate reporting indication as "immRep" attribute;
b.	event notification method (periodic, one time, on event detection) as "notifMethod" attribute;
c.	maximum number of reports as "maxReportNbr" attribute; 
d.	monitoring Duration as "monDur" attribute; and/or
e.	repetition period for periodic reporting as "repPeriod" attribute.
The NF service consumer may provide within the "AmEventsSubscData" data type specific per event subscription information, if applicable, and as described in clause 4.2.2.3.
Editor's Note:	Per event specific subscription information is FFS.
NOTE:	The NF service consumer can use this service operation to subscribe/unsubscribe to events that matched based on the provided requested policy related to the AM context (e.g. SAC_CH event, which is matched based on the requested service area coverage). In these cases, to avoid the PCF keeping stale subscription information, the NF service consumer needs to ensure that the concerned requested policy exists together with the event subscription, i.e. the event subscription is removed when the related policy is removed.
Upon the reception of the HTTP PUT request from the NF service consumer, the PCF shall decide whether the received HTTP PUT request is accepted.
Editor's Note:	Error responses are FFS.
If the PCF determines the received HTTP PUT request needs to be redirected, the PCF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [4].
If the PCF accepted the HTTP PUT request to create a subscription to events, the PCF shall create the "AM Policy Events Subscription" sub-resource and shall send the HTTP response message to the NF service consumer as shown in figure 4.2.5.2-1, step 2. The PCF shall include in the "201 Created" response:
-	a Location header field that shall contain the URI of the created "AM Policy Events Subscription" sub-resource i.e. "{apiRoot}/npcf-am-policyauthorization/{apiVersion}/app-am-contexts/{appAmContextId}/events-subscription"; and
-	a response body with the "AmEventsSubscRespData" data type, which:
a)	shall contain the created "AM Policy Events Subscription" sub-resource encoded in the attributes of the "AmEventsSubscData" data type; and
b)	if the NF service consumer requested the immediate reporting and the current value is available, may contain the corresponding event(s) notification by encoding event identifier within the "repEvents" the attribute and the applicable event(s) information as specified within the "AmEventsNotification" data type.
If the PCF accepted the HTTP PUT request to modify the events subscription, the PCF shall modify the "AM Policy Events Subscription" sub-resource and shall send to the NF service consumer:
-	the HTTP "204 No Content" response (as shown in figure 4.2.5.2-2, step 2a); or
-	the HTTP "200 OK" response (as shown in figure 4.2.5.2-2, step 2b) including in the "AmEventsSubscRespData" data type:
a)	the updated representation of the "AM Policy Events Subscription" sub-resource encoded within the attributes of the "AmEventsSubscData" data type; and
b)	if one or more of the updated subscribed events are already met in the PCF, the notification of these events by including the event identifier within the "repEvents" attribute and the applicable event(s) information as specified within the "AmEventsNotification" data type.
When the "monDur" attribute is included in the response, it represents a server selected expiry time that is equal or less than a possible expiry time in the request.

*** Next Change ***
[bookmark: _Toc85734802]5.6.2.4	Type: AmEventsSubscData
Table 5.6.2.4-1: Definition of type AmEventsSubscData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventNotifUri
	Uri
	M
	1
	Indicates the callback URI where the PCF sends the access and mobility changes events met.
	

	events
	array(AmEventData)
	O
	1..N
	Indicates the one or more access and mobility related events.
	



Editor's Note:	The complete list of attributes is FFS.

*** Next Change ***
[bookmark: _Toc85734805]5.6.2.7	Type AmEventsSubscDataRm
This data type is defined as the AmEventsSubscData type, but:
-	with the OpenAPI "nullable: true" property; and
-	the attributes are defined as optional.
Table 5.6.2.7-1: Definition of type AmEventsSubscDataRm
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventNotifUri
	Uri
	O
	1..N
	Indicates the callback URI where the PCF sends the access and mobility changes events met.
	

	events
	array(AmEventData)
	O
	1..N
	Indicates the one or more access and mobility related events.
	



Editor's Note:	The complete list of attributes is FFS.

*** End of Changes ***
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