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1. Introduction
According to TS 23.288, NWDAF may register in UDM for UE-related analytics. This allows consumers to discover an NWDAF which is already serving a specific UE.
In addition, a PCF may learn which NWDAFs being used by AMF, SMF and UPF for a specific UE, via signalling in AM/SM policy associations. This enables a PCF to select the same NWDAF instance that is already being used for a specific UE.
2. Reason for Change
The procedures for NWDAF registering in NRF and UDM, as well as consumers discovering such NWDAF are not specified.
The procedures for PCF learning NWDAF IDs for served UEs are not specified.
Above procedures facilitate NWDAF Discovery and Selection for UE related analytics, and although the NRF and UDM services are defined in CT4, while no specific NWDAF related procedures are described, hence consider to add UE analytics related NWDAF Discovery and Selection procedures in this specification filling the gap of end to end signaling flow.
3. Conclusions
Procedures for NWDAF registering and discovery in NRF and UDM are added.
Procedures for consumers discovering an NWDAF with the help of UDM are added.
Procedures for PCF learning NWDAF Ids for served UEs are added.
4. Proposal
The following changes are proposed to be added to 3GPP TS 29.552 v0.4.0.


* * * First Change * * * *
[bookmark: _Toc85735136]1	Scope
The present document specifies detailed call flows of Network Data Analytics over the Nnwdaf, Nsmf, Npcf, Nbsf, Nnef, Naf, Ndccf, Nadrf, and Nmfaf, and Nudm service-based interfaces and their relationship with the flow level signalling in 5G system.
NOTE:	The call flows depicted in this Technical Specification do not cover all traffic cases. 
The stage 2 definition and procedures of Network Data Analytics are contained in 3GPP TS 23.288 [2] and 3GPP TS 23.502 [3]. The 5G System Architecture is defined in 3GPP TS 23.501 [4].
Detailed definitions of the involved services are provided in 3GPP TS 29.520 [5], 3GPP TS 29.508 [6], 3GPP TS 29.523 [7], 3GPP TS 29.554 [8], 3GPP TS 29.521 [9], 3GPP TS 29.522 [10], 3GPP TS 29.591 [11], 3GPP TS 29.517 [12], 3GPP TS 29.574 [15], 3GPP TS 29.575 [16], and 3GPP TS 29.576 [17], 3GPP TS 29.503 [m], 3GPP TS 29.510 [n], 3GPP TS 29.507 [o] and 3GPP TS 29.512 [p].
The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition of the 5G System are specified in 3GPP TS 29.500 [13] and  3GPP TS 29.501 [14].

* * * Next Change * * * *
[bookmark: _Toc85735137]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[5]	3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".
[6]	3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".
[7]	3GPP TS 29.523: "5G System; Policy Control Event Exposure Service; Stage 3".
[8]	3GPP TS 29.554: "5G System; Background Data Transfer Policy Control Service; Stage 3".
[9]	3GPP TS 29.521: "5G System; Binding Support Management Service; Stage 3".
[10]	3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".
[11]	3GPP TS 29.591: "5G System; Network Exposure Function Southbound Services; Stage 3".
[12]	3GPP TS 29.517: "5G System; Application Function Event Exposure Service; Stage 3".
[13]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[14]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[15]	3GPP TS 29.574: "5G System; Data Collection Coordination Services; Stage 3".
[16]	3GPP TS 29.575: "5G System; Analytics Data Repository Services; Stage 3".
[17]	3GPP TS 29.576: "5G System; Messaging Framework Adaptor Services; Stage 3".
[18]	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".
[19]	3GPP TS 28.532: "Management and orchestration; Generic management services".
[m]	3GPP TS 29.503: "5G System; Unified Data Management Services; Stage 3".
[n]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3"
[o]	3GPP TS 29.507: "5G System; Access and Mobility Policy Control Service; Stage 3"
[p]	3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3"
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[bookmark: _Toc85735141]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
ADRF	Analytics Data Repository Function
AF	Application Function
AMF	Access and Mobility Management Function
DCCF	Data Collection Coordination Function
MFAF	Messaging Framework Adaptor Function
ML	Machine Learning
NEF	Network Exposure Learning
NWDAF	Network Data Analytics Function
PCF	Policy Control Function
SMF	Session Management Function
MTLF	Model Training Logical Function
AnLF	Analytics Logical LFunction
UDM	Unified Data Management
NRF	Network Repository Function

* * Next Change * * * *

5.x	Procedures for NWDAF Discovery and Selection
5.x.1	General
NWDAF may be deployed in multiple configuration options. Not all these configurations require the same registration, discovery and selection procedures. The discovery and selection may depend on the NWDAF deployment option and the types of analytics it procedures, (i.e., whether it is related to Network Functions or to UEs) or the data that is able to collect from NFs.
5.x.2	Procedures related to NRF
5.x.2.1	General
5.x.2.2		NWDAF Registration in NRF
NWDAF registers in NRF as a regular network function. See TS 29.510 [n] for details.
5.x.2.3	Consumer discovery and selection of NWDAF in NRF
A consumer of analytics services may use the NRF for discovering an NWDAF containing AnLF.
If the NWDAF service consumer needs to discover an NWDAF containing AnLF that is able to collect data from particular data sources identified by their NF Set IDs or NF types, the consumer may query NRF with the Nnrf_NFDiscovery_NFDiscover service operation, providing the NF Set IDs (serving-nf-set-id attribute) or NF types (serving-nf-type attribute) in the discovery request. See TS 29.510 [n] for details.
5.x.3	Procedures related to UDM 
5.x.3.1	General
5.x.3.2		NWDAF containing AnLF Registration/Deregistration in UDM
5.x.3.2.1	NWDAF containing AnLF Registration in UDM
For UE-related analytics, an NWDAF containing AnLF may register in UDM using the Nudm_UECM_Register service operation (see TS 29.503 [m] clause 5.3.2.2.8). This is useful especially in scenarios of co-location of the NWDAF containing AnLF with other network functions (e.g., AMF, SMF) and in certain deployment models. Figure 5.x.3.2.1-1 illustrates the signalling flow.


Figure 5.x.3.2.1-1: NWDAF containing AnLF registration in UDM
1.	NWDAF containing AnLF triggers a registration in UDM, e.g. based on local configuration in the NWDAF containing AnLF, the reception of a new Analytics subscription request, start of collection of UE related data or an OAM configuration action. 
2.	The NWDAF containing AnLF registers into UDM for the served UE, by sending Nudm_UECM_Registration request (UE ID of the served user, NWDAF Instance ID, NF Set ID, Analytics ID(s)). 
3.	UDM sends a response to NWDAF containing AnLF. A successful response consists of a "200 OK" or "201 Created". If the operation cannot be authorized, UDM responds with a "403 Forbidden" response code. See TS 29.503 [m] for details.
5.x.3.2.2	NWDAF containing AnLF Update of Registration in UDM
If an NWDAF containing AnLF has previously registered in UDM for one or more analytics IDs for a given UE, the NWDAF containing AnLF may modify the registration at any time. This may be due to, e.g., the NWDAF containing AnLF adds one or more Analytic IDs for the UE, or the NWDAF containing AnLF removes one or more Analytics IDs, but keep registered in UDM for at least one Analytic ID. The NWDAF containing AnLF sends an Nudm_UECM_Update service operation (NWDAF registration ID, added or removed Analytics ID(s)), see TS 29.503 [m] clause 5.3.2.6.4. Figure 5.x.3.2.2-1 illustrates the signalling flow.


Figure 5.x.3.2.2-1: NWDAF containing AnLF registration update in UDM
1.	If an NWDAF containing AnLF has previously registered one or more Analytics IDs for a UE in UDM, the NWDAF containing AnLF triggers an update of the registration in UDM, e.g. based on the NWDAF containing AnLF serving the UE of one or more additional Analytic ID(s) or based on the NWDAF containing AnLF not serving the UE for one or more Analytic ID(s) but serving the UE for at least one Analytic ID. 
2.	The NWDAF containing AnLF updates its registration in UDM for the served UE, by sending Nudm_UECM_Update request (NWDAF Registration Id, added or removed Analytic ID(s)). 
3.	Upon success UDM sends a "204 No Content" response to the NWDAF containing AnLF. If the UE is not registered yet the UDM sends a "404 Not Found" response. See TS 29.503 [m] for details.

5.x.3.2.3	NWDAF containing AnLF De-Registration in UDM
If an NWDAF containing AnLF has previously registered in UDM for one or more analytics ID for a given UE, when the NWDAF containing AnLF no longer serves the UE, e.g., it does not collect data for the UE for that Analytics ID or does no keep produce analytic reports or does not keep any data related to the UE, the NWDAF containing AnLF should de-register from UDM by invoking the Nudm_UECM_Deregistration service operation (NWDAF registration ID, Analytics ID(s)), see TS 29.503 [m] clause 5.3.2.4.8). Figure 5.x.3.2.3-1 illustrates the signalling flow.


Figure 5.x.3.2.3-1: NWDAF containing AnLF deregistration from UDM
1.	If an NWDAF containing AnLF has previously registered one or more Analytics IDs for a UE in UDM, the NWDAF containing AnLF triggers a complete deregistration from UDM, e.g. based on the NWDAF containing AnLF not collecting data any longer for the UE, or the NWDAF containing AnLF not producing analytics reports for the UE, or the NWDAF containing AnLF not keeping analytics data for the UE. 
2.	The NWDAF containing AnLF deregisters from UDM for the served UE, by sending Nudm_UECM_Deregistration request (NWDAF Registration Id). 
3.	UDM sends a "204 No Content" response to the NWDAF containing AnLF. See TS 29.503 [m] for details.

5.x.3.3	Consumer discovery and selection of NWDAF containing AnLF in UDM
For UE related analytics, if the NWDAF service consumer needs to discover an NWDAF containing AnLF that is serving or holds data for a UE, the NWDAF serving consumer may query UDM with the target SUPI and the Analytics ID. If the response from UDM indicates multiple candidate NWDAFs, the NWDAF service consumer may, e.g., determine an instance of an NWDAF containing AnLF that has registered in UDM (registrationTime attribute) around the time of interest of the data or analytics, and may also query NRF, as specified in clause 5.x.2.3 in order to determine the capabilities of these NWDAFs and select the most appropriate one. Figure 5.x.3.3-1 illustrates the signalling flow.


Figure 5.x.3.2.3-1: Discovery of NWDAF containing AnLF in UDM
1.	The NWDAF service consumer sends an Nudm_UECM_Get request to the UDM (UE ID, Analytics ID(s), NF type = NWDAF).
2.	The NWDAF containing AnLF deregisters from UDM for the served UE, by sending Nudm_UECM_Deregistration request (NWDAF Registration Id). 
3.	Upon success, UDM sends a "200 OK" response to the service consumer including the NWDAF information registered for the UE ID. If the UE is not registered yet the UDM sends a "404 Not Found" response. See TS 29.503 [m] for details.
5.x.4	Procedures for PCF learning NWDAF IDs for served UEs
PCF may receive from AMF and SMF the IDs of the NWDAFs containing AnLF that are used by AMF, SMF, and UPF, so that the PCF may select the same NWDAF containing AnLF being used for a specific UE.
When the AMF creates or updates an Access and Mobility Policy Association for a UE, the AMF may include the IDs of the NWDAF containing AnLF that are used by the AMF, along with their Analytic ID(s), in the Npcf_AMPolicyControl_Create/Update service operations, as illustrated in Figure 5.x.4-1. See details in TS 29.507 [o].



Figure 5.x.4-1: PCF leaning from AMF NWDAFs containing AnLF
The PCF may select those NWDAF instances discovered through the Npcf_AMPolicyControl_Create/Update request as the ones to use for their associated analytic ID(s) for the UE for which those AM Policy Associations are related to.
When the SMF creates or updates a Session Management Policy Association for a UE, the SMF may include the IDs of the NWDAF containing AnLF that are used by the SMF and UPF, along with their Analytic ID(s), in the Npcf_SMPolicyControl_Create/Update service operations, as illustrated in Figure 5.x.4-2. See details in TS 29.512 [p].


Figure 5.x.4-2: PCF leaning from SMF and UPF NWDAFs containing AnLF
The PCF may select those NWDAF instances discovered through the Npcf_SMPoliycControl_Create/Update request as the ones to subscribe for their associated analytic ID(s) for the UE for which those SM Policy Associations are related to.

* * * End of Changes * * * *
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