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1. Introduction
N/A.
2. Reason for Change
The SA2 has updated the input parameters of Npcf_AMPolicyAuthorization service. In S2-2107105, the definition of the outcome was clarified. In S2-2107104 and S2-2107106, list of AF Application Identifiers and (DNN, S-NSSAI) combination were removed for Npcf_AMPolicyAuthorization service.
3. Conclusions
Clarify the definition of the outcome and remove the related Editor's Note. Remove the Application Identifiers and (DNN, S-NSSAI) combination parameters and the related Editor's Note.
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.534 v0.4.0.


* * * First Change * * * *
[bookmark: _Toc85734719][bookmark: _Toc85734741]4.2.2.2	Initial provisioning of access and mobility related service information
This procedure is used to set up an NF service consumer AM context (e.g. an AF application AM context) for the service as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [14].
Figure 4.2.2.2-1 illustrates the initial provisioning of service information for the AM context.


Figure 4.2.2.2-1: Initial provisioning of service information for the AM context
When a NF service consumer requires an AM context is being established in the 5GS and the related access and mobility requirements are available at the NF service consumer, the NF service consumer shall invoke the Npcf_AMPolicyAuthorization_Create service operation by sending the HTTP POST request to the resource URI representing the "Application AM contexts" collection resource of the PCF, as shown in figure 4.2.2.2-1, step 1.
The NF service consumer shall include in the "AppAmContextData" data type in the payload body of the HTTP POST request a partial representation of the "Individual Application AM Context" resource, that shall include:
-	the notification URI where the PCF requests to the NF service consumer the termination of the application AM context encoded as "termNotifUri" attribute;
-	the SUPI encoded as "supi" attribute;
In the "AppAmContextData" data type in the payload body of the HTTP POST request, the NF service consumer may include:
-	the GPSI encoded as "gpsi" attribute;
-	the expiration time of the AM related policy encoded as "expiry" attribute;
-	the high throughput indication of the AM related policy encoded as "highThruInd" attribute;
-	the DNN encoded as "dnn" attribute;
-	the S-NSSAI encoded as "snssai" attribute; and
-	the service area coverage information for the registered SUPI encoded as "covReq" attribute.
Editor's Note:	The definition of the application identifier(s) and the possibility for an AF to include more than one application identifier is pending SA2’s feedback.
Editor's Note:	Whether the dnn and the snssai attributes are needed is FFS.
Editor's Note:	Whether more information than the allowed TAIs will be provided by the AF is FFS.
The NF service consumer may also include the "evSubsc" attribute of "AmEventsSubscData" data type to request the notification of access and mobility policy changes events. The NF service consumer shall include within the "evSubsc" attribute:
-	the notification URI where the NF service consumer receives the events notification encoded as "eventNotifUri" attribute; and
-	the events to subscribe to in the "events" attribute. For each subscribed event in the "events" attribute, the NF service consumer shall include the event identifier within the "event" attribute and may include the description of the event reporting mode as specified in clause 4.2.5.2.
The events subscription data is provisioned in the "AM Policy Events Subscription" sub-resource.
The NF service consumer may include within the "evSubsc" attribute specific per event subscription information, if applicable.
Editor's Note:	Per event specific subscription information is FFS.
The PCF shall check whether the received access and mobility related service information requires access and mobility policies to be created and provisioned in the AMF. Provisioning of access and mobility policies shall be carried out as specified at 3GPP TS 29.507 [16].
Editor's Note:	Error responses are FFS.
If the PCF created an "Individual Application AM Context" resource, the PCF shall send to the NF service consumer a "201 Created" response to the HTTP POST request, as shown in figure 4.2.2.2-1, step 2. The PCF shall include in the "201 Created" response:
-	a Location header field; and
-	an "AppAmContextRespData" data type in the payload body.
The Location header field shall contain the URI of the created Individual application AM context resource i.e. "{apiRoot}/npcf-am-policyauthorization/{apiVersion}/app-am-contexts/{appAmContextId}".
The "AppAmContextRespData" data type payload body shall contain the representation of the created "Individual application AM context" resource within the "AppAmContextData" data type. When the request included event subscription information:
-	the "AppAmContextData" data type shall also include the "AM Policy Events Subscription" sub-resource representation within the "evSubsc" attribute; and
-	when the NF service consumer requested the immediate reporting and the current value is available, the "AppAmContextRespData" data type shall include the corresponding event(s) notification, encoding the event identifier within the "repEvents" attribute and the applicable event(s) information as specified within the "AmEventsNotification" data type.
The acknowledgement towards the NF service consumer should take place before or in parallel with any required access and mobility policy provisioning towards the AMF.
NOTE:	The behaviour when the NF service consumer does not receive the HTTP response message, or when it arrives after the internal timer waiting for it has expired, or when it arrives with an indication different than a success indication, are outside the scope of this specification and is based on operator policy.

* * * Next Change * * * *
4.2.7.4	Notification about service area coverage change outcome
When the PCF becomes aware that the request received from the NF service consumer to change the service area coverage is performed, it shall inform the NF service consumer accordingly if the NF service consumer has previously subscribed to the "SAC_CH" event as described in clauses 4.2.2.3 and 4.2.3.3. 
The PCF shall notify the NF service consumer by including the AmEventsNotification data type in the body of the HTTP POST request as described in clause 4.2.7.2. The PCF shall include:
-	an entry with the "event" attribute set to "SAC_CH" in the "evNotifs" attribute;
-	the applied service area coverage in the "covReq" attribute;
Editor's Note:	Whether more information than the allowed TAIs will be provided within the applied service area coverage is FFS. Also, whether the "covReq" attribute is mandatory or conditional is FFS.
-	the "outcome" attribute, which shall include:
a.	when the PCF is notifying about the successful provisioning of the requested service area coverage in the AMF, the "SUCCESSFUL" value within the "outcome" attribute; or
b.	when the PCF is notifying about the unsuccessful provisioning of the requested service area coverage in the AMF, the "UNSUCCESSFUL" value within the "outcome" attribute.
Editor's Note:	The definition of the "outcome" is FFS.
NOTE:	The outcome is considered successful if the request was successfully executed, no matter whether the current service area coverage that is returned is the same as the service area coverage provided by the AF or different from it.
If the NF service consumer indicated that the notification method is "ONE_TIME" during the subscription, once the report is performed, the subscription to this event is automatically terminated in the PCF. The NF service consumer, to be notified of the subsequent service area coverage change outcome, shall create a new subscription to the "SAC_CH" event.
If the NF service consumer indicated that the notification method is "ON_EVENT_DETECTION" during the subscription, the subscription to this event is kept in the PCF until the NF service consumer terminates the subscription as described in clause 4.2.3.2 or 4.2.6.2. The NF service consumer shall be notified the subsequent service area coverage change outcome as specified in bullets a and b above without requiring a new subscription.
In addition, if the notification method is set to "ON_EVENT_DETECTION", when the PCF determines that the subsequent changes of the provisioned service area coverage are not triggered by the NF service consumer (e.g., based on PCF internal policies), the PCF shall report the current service area coverage to the NF service consumer, and shall include:
-	the "SAC_CH" event within the "event" attribute; and
-	the applied service area coverage in the "covReq" attribute.
Editor's Note:	Whether more information than the allowed TAIs will be provided within the applied service area coverage is FFS. Also, whether the "covReq" attribute is mandatory or conditional is FFS.
Upon receipt of the HTTP POST request from the PCF, the NF service consumer shall acknowledge the request by sending a "204 No Content" response as described in clause 4.2.7.2.

* * * Next Change * * * *
[bookmark: _Toc510696633][bookmark: _Toc35971428][bookmark: _Toc85723408][bookmark: _Toc85723859][bookmark: _Toc85734797]5.6.1	General
This clause specifies the application data model supported by the API.
Table 5.6.1-1 specifies the data types defined for the Npcf_AMPolicyAuthorization service based interface protocol.
Table 5.6.1-1: Npcf_AMPolicyAuthorization specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	AmEvent
	5.6.3.3
	It represents the event the PCF can notify to the NF service consumer.
	

	AmEventNotification
	5.6.2.9
	Represents the notification of an event.
	

	AmEventData
	5.6.2.8
	It contains the event identifier and the related event reporting information.
	

	AmEventOutcome
	5.6.3.4
	Represents the outcome that the PCF can notify to the NF service consumer.
	

	AmEventsNotification
	5.6.2.5
	It describes the notification about the events occurred within an Individual application AM context resource.
	

	AmEventsSubscData
	5.6.2.4
	[bookmark: _Hlk29892632]It represents the AM Policy Events Subscription resource and identifies the events the application subscribes to. 
	

	AmEventsSubscDataRm
	5.6.2.7
	This data type is defined in the same way as the "AmEventsSubscData" data type, but with the OpenAPI "nullable: true" property.
	

	AmEventsSubscRespData
	5.6.4.2
	It represents a response to an AM Policy Events Subscription request and contains the created/updated AM Policy Events Subscription resource. It may also include the Notification of the events met at the time of subscription.
It is represented as a non-exclusive list of two data types: AmEventsSubscData and AmEventsNotification.
	

	AmTerminationCause
	5.6.3.5
	It represents the cause values that the PCF should report when requesting to an NF service consumer the deletion of an "AF application AM context" resource.
	

	AmTerminationInfo
	5.6.2.6
	It includes information related to the termination of the Individual Application AM Context resource.
	

	AppAmContextData
	5.6.2.2
	It represents an Individual application AM context resource.
	

	AppAmContextRespData
	5.6.4.1
	It represents a response to a modification or creation request of an Individual application AM context resource.
It is represented as a non-exclusive list of two data types AppAmContextData and AmEventsNotification.
	

	AppAmContextUpdateData
	5.6.2.3
	It describes the modifications to an Individual application AM context resource.
	

	PduidInformation
	5.6.2.10
	Contains the PDUID and its validity timer.
	



Table 5.6.1-2 specifies data types re-used by the Npcf_AMPolicyAuthorization service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_AMPolicyAuthorization service based interface.
Table 5.6.1-2: Npcf_AMPolicyAuthorization re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	DateTimeRm
	3GPP TS 29.571 [20]
	DateTime
	

	Dnn
	3GPP TS 29.571 [20]
	Identifies a DNN.
	

	DurationSec
	3GPP TS 29.571 [20]
	Indicates a period of time in units of seconds.
	

	Gpsi
	3GPP TS 29.571 [20]
	Identifies a GPSI.
	

	NotificationMethod
	3GPP TS 29.508 [21]
	It includes information about the notification methods that can be subscribed by the NF service consumer.
	

	Pduid
	3GPP TS 29.555 [24]
	String containing a PDUID
	

	RedirectResponse
	3GPP TS 29.571 [20]
	Contains redirection related information.
	

	Snssai
	3GPP TS 29.571 [20]
	Identifies the S-NSSAI.
	

	Supi
	3GPP TS 29.571 [20]
	Identifies the SUPI.
	

	SupportedFeatures
	3GPP TS 29.571 [20]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	

	Uinteger
	3GPP TS 29.571 [20]
	Unsigned integer.
	

	Uri
	3GPP TS 29.571 [20]
	String providing a URI.
	



* * * Next Change * * * *
[bookmark: _Toc510696636][bookmark: _Toc35971431][bookmark: _Toc85734800]5.6.2.2	Type: AppAmContextData
Table 5.6.2.2-1: Definition of type AppAmContextData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	evSubc
	AmEventsSubscData
	O
	0..1
	Represents the subscription to one or more AM policy events.
	

	supi
	Supi
	M
	1
	Identifies the SUPI.
	

	gpsi
	Gpsi
	O
	0..1
	Identifies the GPSI.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	This IE represents a list of Supported features used as described in clause 5.8.
It shall be supplied by the NF service consumer in the POST request that requests a creation of an Individual application AM context resource.
It shall be supplied by the PCF in the response to the POST request that requests a creation of an Individual application AM context resource.
	

	termNotifUri
	Uri
	M
	1
	Identifies the callback URI where the PCF notifies termination requests.
	

	expiry
	DurationSec
	O
	0..1
	Indicates the time duration that the policy shall last.
	

	highThruInd
	boolean
	C
	0..1
	Indicates whether high throughput is desired for the indicated UE traffic. Set to "true" if high throughput is desired; otherwise set to "false". Default value is "false" if omitted.
(NOTE)
	

	dnn
	Dnn
	O
	0..1
	The DNN of the PDU session, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only.
	

	snssai
	Snssai
	O
	0..1
	Identifies an S-NSSAI.
	

	covReq
	string
	C
	0..1
	Identifies a list of Tracking Areas for which the provided requirements apply.
(NOTE)
	

	NOTE: 	Either the "highThruInd" attribute, the "covReq" attribute or both of them shall be included.



Editor's Note:	The definition of the application identifier(s) and the possibility for an AF to include more than one application identifier is pending SA2’s feedback.
Editor's Note:	The data type of "covReq" attribute is FFS.

* * * Next Change * * * *
[bookmark: _Toc85734801]5.6.2.3	Type: AppAmContextUpdateData
Table 5.6.2.3-1: Definition of type AppAmContextUpdateData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	evSubsc
	AmEventsSubscDataRm
	O
	0..1
	Represents the subscription to one or more AM policy events.
	

	termNotifUri
	Uri
	O
	0..1
	Identifies the callback URI where the PCF notifies termination requests.
	

	expiry
	DateTimeRm
	O
	0..1
	The expiration time of the AM related policy.
	

	highThruInd
	boolean
	O
	0..1
	Indicates whether high throughput is desired for the indicated UE traffic. Set to "true" if high throughput is desired; otherwise set to "false". 
	

	dnn
	Dnn
	O
	0..1
	The DNN of the PDU session, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only.
	

	snssai
	Snssai
	O
	0..1
	Identifies an S-NSSAI.
	

	covReq
	string
	O
	0..1
	Identifies a list of Tracking Areas for which the provided requirements apply.
	

	NOTE: 	The "highThruInd" attribute, the "covReq" attribute or both of them may be included.



Editor's Note:	The complete list of attributes is FFS.
Editor's Note:	The encoding of the covReq attribute is FFS.
Editor's Note:	whether the GPSI, when available, can be provided as an input parameter in addition to the SUPI is FFS.
Editor's Note:	The definition of the application identifier(s) and the possibility for an AF to include more than one application identifier is pending SA2’s feedback.
Editor's Note:	Whether the expiration time of the policies is represented as an expiry time or a start/stop date is FFS.

* * * Next Change * * * *
[bookmark: _Toc85734807]5.6.2.9	Type: AmEventNotification
Table 5.6.2.9-1: Definition of type AmEventNotification
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	event
	AmEvent
	M
	1
	Notified event.
	

	covReq
	string
	C
	0..1
	The list of allowed TAIs. It shall be present when the notified event is "SAC_CH".
	

	outcome
	AmEventOutcome
	C
	0..1
	Describes the outcome of the request of service area coverage change. It shall be omitted when the PCF notifies about the subsequent service area coverage change outcome.
	



Editor's Note:	The definition of "outcome" attribute is FFS.
Editor's Note:	The data type of "covReq" attribute is FFS.

* * * Next Change * * * *
[bookmark: _Toc85723420][bookmark: _Toc85723871][bookmark: _Toc85734829]A.2	Npcf_AMPolicyAuthorization API
[bookmark: _Toc510696653][bookmark: _Hlk515639407]openapi: 3.0.0
info:
  title: Npcf_AMPolicyAuthorization Service API
  version: 1.0.0-alpha.4
  description: |
    PCF Access and Mobility Policy Authorization Service.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.534 V0.4.0; 5G System; Access and Mobility Policy Authorization Service; Stage 3.
  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.534/'
#
servers:
  - url: '{apiRoot}/npcf-am-policyauthorization/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501
#
security:
  - {}
  - oAuth2ClientCredentials:
    - npcf-am-policyauthorization
paths:
  /app-am-contexts:
    post:
      summary: Creates a new Individual Application AM Context resource
      operationId: PostAppAmContexts
      tags:
        - Application AM contexts (Collection)
      requestBody:
        description: Contains the information for the creation the resource
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/AppAmContextData'
      responses:
        '201':
          description: Successful creation of the resource
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/AppAmContextRespData'
          headers:
            Location:
              description: 'Contains the URI of the created individual application AM context resource, according to the structure: {apiRoot}/npcf-am-policyauthorization/{apiVersion}/app-am-contexts/{appAmContextId} or the URI of the created AM Policy events subscription subresource, according to the structure: {apiRoot}/npcf-am-policyauthorization/{apiVersion}/app-am-contexts/{appAmContextId}/events-subscription}'
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
      callbacks:
        terminationRequest:
          '{$request.body#/termNotifUri}':
            post:
              requestBody:
                description: Request of the termination of the Individual Application AM Context
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/AmTerminationInfo'
              responses:
                '204':
                  description: The receipt of the notification is acknowledged.
                '307':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'
                '401':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/503'
                default:
                  $ref: 'TS29571_CommonData.yaml#/components/responses/default'
        amEventNotification:
          '{$request.body#/evSubsc/eventNotifUri}':
            post:
              requestBody:
                description: Notification of an event occurrence in the PCF.
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/AmEventsNotification'
              responses:
                '204':
                  description: The receipt of the notification is acknowledged
                '307':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'
                '401':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/503'
                default:
                  $ref: 'TS29571_CommonData.yaml#/components/responses/default'
#
  /app-am-contexts/{appAmContextId}:
    get:
      summary: "Reads an existing Individual Application AM Context"
      operationId: GetAppAmContext
      tags:
        - Individual Application AM Context (Document)
      parameters:
        - name: appAmContextId
          description: string identifying the resource
          in: path
          required: true
          schema:
            type: string
      responses:
        '200':
          description: A representation of the resource is returned.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/AppAmContextData'
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29571_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
#
    patch:
      summary: "Modifies an existing Individual Application AM Context"
      operationId: ModAppAmContext
      tags:
        - Individual Application AM Context (Document)
      parameters:
        - name: appAmContextId
          description: string identifying the resource
          in: path
          required: true
          schema:
            type: string
      requestBody:
        description: modification of the resource.
        required: true
        content:
          application/merge-patch+json:
            schema:
              $ref: '#/components/schemas/AppAmContextUpdateData'
      responses:
        '200':
          description: successful modification of the resource and a representation of that resource is returned. If a subscribed event is matched, the event notification is also included in the response.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/AppAmContextRespData'
        '204':
          description: The successful modification
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
      callbacks:
        amEventNotification:
          '{$request.body#/evSubsc/eventNotifUri}':
            post:
              requestBody:
                description: Notification of an event occurrence in the PCF.
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/AmEventsNotification'
              responses:
                '204':
                  description: The receipt of the notification is acknowledged
                '307':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'
                '401':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/503'
                default:
                  $ref: 'TS29571_CommonData.yaml#/components/responses/default'
#
    delete:
      summary: Deletes an existing Individual Application AM Context
      operationId: DeleteAppAmContext
      tags:
        - Individual Application AM Context (Document)
      parameters:
        - name: appAmContextId
          description: string identifying the Individual Application AM Context resource
          in: path
          required: true
          schema:
            type: string
      responses:
        '204':
          description: The deletion is confirmed without returning additional data.
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
#
  /app-am-contexts/{appAmContextId}/events-subscription:
    put:
      summary: creates or modifies an AM Policy Events Subscription subresource.
      operationId: updateAmEventsSubsc
      tags:
        - AM Policy Events Subscription (Document)
      parameters:
        - name: appAmContextId
          description: string identifying the AM Policy Events Subscription subresource
          in: path
          required: true
          schema:
            type: string
      requestBody:
        description: Creation or modification of an AM Policy Events Subscription subresource.
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/AmEventsSubscData'
      responses:
        '201':
          description: The creation of the AM Policy Events Subscription subresource is confirmed and its representation is returned. If an AM Event is matched, the response also includes the notification.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/AmEventsSubscRespData'
          headers:
            Location:
              description: 'Contains the URI of the created AM Policy Events Subscription subresource, according to the structure: {apiRoot}/npcf-am-policyauthorization/{apiVersion}/app-am-contexts/{appAmContextId}/events-subscription}'
              required: true
              schema:
                type: string
        '200':
          description: The modification of the AM Policy Events Subscription subresource is confirmed and its representation is returned. If an AM Event is matched, the response also includes the notification.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/AmEventsSubscRespData'
        '204':
          description: The modification of the AM Policy Events Subscription subresource is confirmed without returning additional data.
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
      callbacks:
        amEventNotification:
          '{$request.body#/evSubsc/eventNotifUri}':
            post:
              requestBody:
                description: Contains the information for the notification of an event occurrence in the PCF.
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/AmEventsNotification'
              responses:
                '204':
                  description: The receipt of the notification is acknowledged.
                '307':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'
                '401':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/503'
                default:
                  $ref: 'TS29571_CommonData.yaml#/components/responses/default'
    delete:
      summary: deletes the AM Policy Events Subscription subresource
      operationId: DeleteAmEventsSubsc
      tags:
        - AM Policy Events Subscription (Document)
      parameters:
        - name: appAmContextId
          description: string identifying the Individual Application AM Context resource.
          in: path
          required: true
          schema:
            type: string
      responses:
        '204':
          description: The deletion of the of the AM Policy Events Subscription subresource is confirmed without returning additional data.
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29571_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'
#
#
components:
#
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{nrfApiRoot}/oauth2/token'
          scopes:
            npcf-am-policyauthorization: Access to the Npcf_AMPolicyAuthorization API
#
  schemas:
#
    AppAmContextData:
      description: Represents an Individual Application AM Context resource.
      type: object
      required:
        - supi
        - termNotifUri
      properties:
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        gpsi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        termNotifUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        evSubsc:
          $ref: '#/components/schemas/AmEventsSubscData'
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        expiry:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'
        highThruInd:
          type: boolean
          description: Indicates whether high throughput is desired for the indicated UE traffic.
        dnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        snssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        covReq:
          type: string
          description: Indicates a list of traffic areas for the indicated UE traffic.
      anyOf:
          - required: [highThruInd]
          - required: [covReq]
#
#
    AppAmContextUpdateData:
      description: Describes the modifications to an Individual Application AM resource.
      type: object
      properties:
        termNotifUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        evSubsc:
          $ref: '#/components/schemas/AmEventsSubscDataRm'
        expiry:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTimeRm'
        highThruInd:
          description: Indicates whether high throughput is desired for the indicated UE traffic.
          type: boolean
        dnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        snssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        covReq:
          type: string
          description: Indicates a list of traffic areas for the indicated UE traffic.
#
    AmEventsSubscData:
      description: It represents the AM Policy Events Subscription subresource and identifies the events the application subscribes to.
      type: object
      required:
        - eventNotifUri
      properties:
        eventNotifUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        events:
          type: array
          items:
            $ref: '#/components/schemas/AmEventData'
          minItems: 1
#
    AmEventsNotification:
      description: Describes the notification about the events occurred within an Individual Application AM Context resource.
      type: object
      required:
        - repEvents
      properties:
        evSubsUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        repEvents:
          type: array
          items:
            $ref: '#/components/schemas/AmEventNotification'
          minItems: 1
        pduidInfo:
          $ref: '#/components/schemas/PduidInformation'
#
    AmTerminationInfo:
      description: Includes information related to the termination of the Individual Application AM Context resource.
      type: object
      required:
        - resUri
        - termCause
      properties:
        resUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        termCause:
          $ref: '#/components/schemas/AmTerminationCause'
#
    AmEventsSubscDataRm:
      description: This data type is defined in the same way as the AmEventsSubscData but with the OpenAPI nullable property set to true.
      type: object
      properties:
        eventNotifUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        events:
          type: array
          items:
            $ref: '#/components/schemas/AmEventData'
          minItems: 1
      nullable: true
#
    AmEventData:
      description: This data type contains the event identifier and the related event reporting information.
      type: object
      properties:
        event:
          $ref: '#/components/schemas/AmEvent'
        immRep:
          type: boolean
        notifMethod:
          $ref: 'TS29508_Nsmf_EventExposure.yaml#/components/schemas/NotificationMethod'
        maxReportNbr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        monDur:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        repPeriod:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'
#
    AmEventNotification:
      description: Describes the notification of a subscription.
      type: object
      required:
        - event
      properties:
        event:
          $ref: '#/components/schemas/AmEvent'
        covReq:
          type: string
        outcome:
          $ref: '#/components/schemas/AmEventOutcome'
#
    PduidInformation:
      description: Contains the ProSe Discovery UE ID and its validity timer.
      type: object
      required:
        - expiry
        - pduid
      properties:
        expiry:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        pduid:
          $ref: 'TS29555_N5g-ddnmf_Discovery.yaml#/components/schemas/Pduid'
#
# ENUMERATIONS DATA TYPES
#
    AmTerminationCause:
      description: It represents the cause values that the PCF should report when requesting to an NF service consumer the deletion of an "AF application AM context" resource.
      anyOf:
        - type: string
          enum:
            - UE_DEREGISTERED
            - UNSPECIFIED
            - INSUFFICIENT_RESOURCES
        - type: string
#
    AmEventOutcome:
      description: It represents the outcome the PCF can notify to the NF service consumer.
      anyOf:
        - type: string
          enum:
            - SUCCESSFUL
            - UNSUCCESSFUL
        - type: string
#
    AmEvent:
      anyOf:
      - type: string
        enum:
          - SAC_CH
          - PDUID_CH
      - type: string
      description: >
        Possible values are
        - SAC_CH: Service Area Coverage Change
        - PDUID_CH: The PDUID assigned to a UE for the UE ProSe Policies changed
#
#
    AppAmContextRespData:
      description: It represents a response to a modification or creation request of an Individual Application AM resource. It may contain the notification of the already met events
      anyOf:
        - $ref: '#/components/schemas/AppAmContextData'
        - $ref: '#/components/schemas/AmEventsNotification'
#
    AmEventsSubscRespData:
      description: Identifies the events the application subscribes to within an AM Policy Events Subscription subresource data. It may contain the notification of the already met events
      anyOf:
        - $ref: '#/components/schemas/AmEventsSubscData'
        - $ref: '#/components/schemas/AmEventsNotification'
#


* * * End of Changes * * * *
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