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*** First Change ***
[bookmark: _Toc493228757]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.203: "Policy and charging control architecture".
[3]	IETF RFC 793: "Transmission Control Protocol".
[4]	Void.IETF RFC 2616: "Hypertext Transfer Protocol – HTTP/1.1".
[5]	3GPP TS 29.201: "Representational State Transfer (REST) reference point between Application Function (AF) and Protocol Converter (PC)".
[6]	IETF  RFC  1786: "Uniform Resource Locators (URL)".
[7]	3GPP TS 33.210: "3G security; Network Domain Security (NDS); IP network layer security".
[8]	IETF  RFC  1983: "“Internet Users' Glossary".
[9]	Void.
[10]	IETF  RFC  7159: "The JavaScript Object Notation (JSON) Data Interchange Format".
[11]	Void.
[12]	IETF  RFC  5789: "PATCH Method for HTTP".
[13]	IETF  RFC  3986: "Uniform Resource Identifier (URI): Generic Syntax".
[14]	IETF  RFC  6902: "JavaScript Object Notation (JSON) Patch".
[15]	IETF  RFC  6901: "JavaScript Object Notation (JSON) Pointer".
[16]	IETF draft-newton-json-content-rules-09: "A Language for Rules Describing JSON Content".
NOTE:	This individual draft will not further progress in IETF. It is available from the following link: https://www.ietf.org/archive/id/draft-newton-json-content-rules-09.txt.
 [17]	3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".
[18]	3GPP TS 29.213: "Policy and charging control signalling flows and Quality of Service (QoS) parameter mapping".
[19]	IETF RFC 2818: "HTTP Over TLS".
[20]	3GPP TS 23.003: "Numbering, addressing and identification".
[21]	IETF RFC 6733: "Diameter Base Protocol".
[nr1]	IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".
[nr2]	IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".
[nr3]	IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests".
[nr4]	IETF RFC 7233: "Hypertext Transfer Protocol (HTTP/1.1): Range Requests".
[nr5]	IETF RFC 7234: "Hypertext Transfer Protocol (HTTP/1.1): Caching".
[nr6]	IETF RFC 7235: "Hypertext Transfer Protocol (HTTP/1.1): Authentication".

*** Next Change ***
[bookmark: _Toc493228773]5.1	Introduction
The following layers of the protocol stack for the St reference point between PCRF and TSSF are described in subclauses:
-	TCP as defined in IETF RFC 793 [3] provides the communication service at the transport layer.
-	An optional communication security layer can be added between the transport and the application delivery layer (see subclause  6).
-	The application delivery layer provides the transport of the specific application communication data using HTTP/1.1 as defined in IETF RFC 7230 [nr1], IETF RFC 7231 [nr2], IETF RFC 7232 [nr3], IETF RFC 7233 [nr4], IETF RFC 7234 [nr5] and IETF RFC 7235 [nr6].HTTP [4].
-	The specific application communication layer constitutes the transport of the JSON content type.
Figure 5.1.1 illustrates the protocol stack of the RESTful St reference point.


Figure 5.1.1: Protocol stack of the RESTful St reference point

*** Next Change ***
[bookmark: _Toc493228776]5.3.1	Methods
Methods indicate to the server what action has to be performed. Every HTTP request message has a method. The following HTTP methods as defined in IETF RFC 7231 [nr2]IETF RFC 2616 [4] and IETF RFC 5789 [12] can be used:
-	POST:
-	Used to create a resource state. The request URI defines the address responsible for the creation of the resource.
-	Used to report traffic steering rule enforcement failures from the TSSF to the PCRF. The notification report is provided in the body of the message. The request URI defines the address of the impacted resource.
-	PUT: Used to replace a resource state. The full state of the resource is provided in the body of the message. The request URI defines the resource which will be replaced.
-	PATCH: The PATCH method applies partial modifications to a resource. The request URI defines the resource which will be modified.
-	GET: Used to retrieve a resource state. The request URI defines the resource which is queried. The server returns the resource state representation within the body of the response.
-	DELETE: Used to delete a resource state. The request URI defines the resource which will be deleted.
Every HTTP request results in a response message that comes back with a status code and further information in its body, if required. The PCRF waits for this response before initiating a further request for the same resource. 

*** Next Change ***
[bookmark: _Toc493228787]5.3.5	HTTP status codes
A subset of the HTTP status codes as defined in IETF RFC 7231 [nr2]IETF RFC 2616 [4] are applicable to the REST based St interface. Table 5.3.5-1 lists the applicable status codes for the St interface for the current release. Note that if the PCRF or TSSF receive a response with a status code not listed in the table below, they shall treat it based on the class of the status code as defined in IETF RFC 7231 [nr2] [4].
Table 5.3.5-1: St HTTP status codes
	Status Code 
	Description

	200 OK
	The HTTP request has succeeded. The information returned with the response is dependent on the method used in the request. 

	201 Created
	The HTTP POST request has been fulfilled and resulted in a new resource being created at the TSSF.

	204 No Content
	The recipient has fulfilled the request but does not need to return an entity-body.

	400 Bad Request
	The request could not be processed due to something that is perceived to be a client error (e.g., malformed request syntax, invalid request message framing, or deceptive request routing).understood by the recipient due to malformed syntax. The sender should not repeat the request without modifications. 

	403 Forbidden
	The recipient understood the request, but is refusing to fulfill it.

	404 Not Found
	The recipient has not found any resources matching the Request-URI.

	405 Method Not Allowed
	The method specified in the Request-Line is not allowed for the resource identified by the Request-URI. 

	408 Request Timeout
	The recipient  did not respond to the request within the time that the sender is prepared to wait. The sender may repeat the request without modifications at any later time. 

	412 Precondition Failed
	The precondition given in one or more of the request-header fields evaluated to false when it was tested on the recipient. 

	413 PayloadRequest Entity Too Large
	The recipient is refusing to process a request because the request entity is larger than the recipient is willing or able to process. 

	414 Request-URI Too LongLarge
	The recipient is refusing to service the request because the Request-URI is longer than the recipient is willing to interpret.

	500 Internal Server Error
	The recipient encountered an unexpected condition which prevented it from fulfilling the request. 

	501 Not Implemented
	The recipient does not support the functionality required to fulfill the request. 

	503 Service Unavailable
	The recipient is currently out of service.




*** Next Change ***
[bookmark: _Toc493228791]5.3.7.1	3gpp-Optional-Features
This header is used by the PCRF to advertise the optional features that are supported by the PCRF.
The encoding of the header follows the ABNF as defined in IETF RFC 7231 [nr2][4]. 
3gpp-Optional-Features = "3gpp-Optional-Features" ":" 1#token

An example is: 3gpp-Optional-Features: feature1, feature2


*** Next Change ***
[bookmark: _Toc493228792]5.3.7.2	3gpp-Required-Features
This header is used by the PCRF to announce the mandatory features that must be supported in TSSF.
This header is also used by the TSSF to indicate the missing features that must be supported in PCRF.
The encoding of the header follows the ABNF as defined in IETF RFC 7231 [nr2][4]. 
3gpp-Required-Features = "3gpp-Required-Features" ":" 1#token

An example is: 3gpp-Required-Features: feature1, feature2


*** Next Change ***
[bookmark: _Toc493228793]5.3.7.3	3gpp-Accepted-Features
The header is used by the TSSF to confirm the commonly supported set of features with the PCRF.
The encoding of the header follows the ABNF as defined in IETF RFC 7231 [nr2][4]. 
3gpp-Accepted-Features = "3gpp-Accepted-Features" ":" 1#token

An example is: 3gpp-Accepted-Features: feature1, feature2

*** Next Change ***
[bookmark: _Toc493228794]5.3.7.4	3gpp-Notification-Base-URL
This header is used by the PCRF to provide the notification base URL.
The encoding of the header follows the ABNF as defined in IETF RFC 7231 [nr2] [4].
3gpp-Notification-Base-URL = "3gpp-Notification-Base-URL " ":" 1#token

An example is: 3gpp-Notification-Base-URL: http://pcrfserver.example.com:8080/stapplication/notification


*** End of Changes ***

image1.emf
L1

L2

Physical layer

TCP

HTTP

JSON

PCRF

L1

L2

IP

TCP

HTTP

JSON

TSSF

IP

Data link layer

Network layer

Transport layer

Application delivery

Specific application communication

REST-St


Microsoft_Visio_2003-2010_Drawing.vsd
L2


L1


Physical layer


TCP


HTTP


JSON


PCRF


L1


L2


IP


TCP


HTTP


JSON


TSSF


IP


Data link layer


Network layer


Transport layer


Application delivery


Specific application communication


REST-St



