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Additional discussion(if needed):
Proposed changes:
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Figure 4.3.2.2.2-1 shows a scenario where the NF service consumer (e.g. PCF) sends a request to the NWDAF to request and get from NWDAF analytics information (as shown in 3GPP TS 23.288 [17]).


Figure 4.3.2.2.2-1: Requesting a NWDAF Analytics information
The NF service consumer (e.g. PCF) shall invoke the Nnwdaf_AnalyticsInfo_Request service operation when requesting the NWDAF analytics information. The NF service consumer shall send an HTTP GET request on the resource URI "{apiRoot}/nnwdaf-analyticsinfo/v1/analytics" representing the "NWDAF Analytics" (as shown in figure 4.3.2.2.2-1, step 1), to request analytics data according to the query parameter value of the "event-id" attribute. In addition, the following information may be provided:
-	common reporting requirement in the "ana-req" attribute as follows:
1)	identification of time window for the requested analytics data applies via identification of date-time(s) in the "startTs" and "endTs" attributes;
2)	preferred level of accuracy of the analytics in "accuracy" attribute; 
3)	percentage of sampling among impacted UEs in the "sampRatio" attribute; 
4)	maximum number of objects in the “maxObjectNbr” attribute;
5)	maximum number of SUPIs expected for an analytics report in the "maxSupiNbr" attribute; 
6) 	identification of time when analytics information is needed in the "timeAnaNeeded" attribute;
7)	indication of which analytics metadata is requested to be delivered with the response in the "anaMeta" attribute if the feature "Aggregation" is supported; and/or
8)	requested values for the analytics metadata information to be used for the generation of the analytics in the "anaMetaInd" attribute if the feature "Aggregation" is supported.
Editor's Note: It is FFS to specify if the "partitionCriteria" attribute of the "ana-req" attribute may be used in this service and to implement all the corresponding changes in the API, the data model etc, as required.
For different event types:
-	if the event is "LOAD_LEVEL_INFORMATION", it shall provide the event specific filter information within "event-filter" attribute including identification(s) of the network slice via:
1)	identification of network slice(s) in the "snssais" attribute; or
2)	any slices indication in the "anySlice" attribute. 
-	if the feature "NsiLoad" is supported and the event is "NSI_LOAD_LEVEL", it shall provide the event specific filter information within "event-filter" attribute including identification(s) of the network slice via:
1)	identification of network slice(s) and the optionally associated instance(s) if available, in the "nsiIdInfos" attribute; or
NOTE 1:		The network slice instance of a PDU session is not available in the PCF.
2)	any slices indication in the "anySlice" attribute.
-	if the feature "NfLoad" is supported and the event is "NF_LOAD", it shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis" or "anyUe" in the "tgt-ue" attribute;
NOTE m1:	Only NF instances of type AMF and SMF which are serving the UE can be determined using a SUPI in "supis" attribute.
NOTE m2:	If a list of the NF Instance IDs (or respectively of NF Set IDs) is provided, the NWDAF needs to provide the analytics for each designated NF instance (or respectively for each NF instance belonging to each designated NF Set). In such case the target UE(s) of the Analytics Reporting need be ignored.
 and
the "event-filter" attribute may provide:
a)	either list of NF instance IDs in the "nfInstanceIds" attribute or list of NF set IDs in the "nfSetIds" attribute if the identification of target UE(s) applies to all UEs;
b)	list of NF instance types in the "nfTypes" attribute; and/or
c)	identification of network slice(s) in the "snssais" attribute;
m)	optional area of interest by "networkArea" attribute; and/or
n)	an optional list of analytics subsets by "listOfAnaSubsets" attribute with value(s) only applicable to NF_LOAD event;
-	if the feature "UeMobility" is supported and the event is "UE_MOBILITY", it shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis" or "intGroupIds" attribute in the "tgt-ue" attribute;
and may provide:
1)	event specific filter information in the "event-filter" attribute:
a)	identification of network area to which the subscription applies via identification of network area by "networkArea" attribute;
-	if the feature "UeCommunication" is supported and the event is "UE_COMM", it shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis" or "intGroupIds" attribute in the "tgt-ue" attribute;
and may provide:
1)	event specific filter information in the "event-filter" attribute:
a)	identification of the application as "appIds" attribute;
b)	identification of network area to which the subscription applies via identification of network area by "networkArea" attribute;
c)	identification of DNN in the "dnns" attribute; and 
d)	identification of  network slice(s) in the "snssais" attribute;
-	if the feature "NetworkPerformance" is supported and the event is "NETWORK_PERFORMANCE", it shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis", "intGroupIds" or "anyUe" attribute in the "tgt-ue" attribute; and
2)	event specific filter information in the "event-filter" attribute which shall provide:
a)	the network performance types via "nwPerfTypes" attribute; and
the "event-filter" attribute may provide:
a)	identification of network area to which the subscription applies via identification of network area by "networkArea" attribute (mandatory if "anyUe" attribute is set to true).
-	if the feature "ServiceExperience" is supported and the event is "SERVICE_EXPERIENCE", it shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis", "intGroupIds" or "anyUe" attribute in the "tgt-ue" attribute;
2)	event specific filter information in the "event-filter" attribute which shall provide:
a)	any slices indication in the "anySlice" attribute or identification of network slice(s) together with the optionally associated network slice instance(s) if available, via the "nsiIdInfos" attribute; and 
NOTE 2:		The network slice instance of a PDU session is not available in the PCF.
the "event-filter" attribute may provide:
a)	identification of application(s) to which the subscription applies via "appIds" attribute;
b)	identification of DNN via identification of Dnn(s) by "dnns" attribute; 
c)	identification of user plane accesses to one or more DN(s) where applications are deployed via "dnais" attribute;
d)	identification of network area to which the subscription applies via identification of network area by "networkArea" attribute (mandatory if "anyUe" attribute is set to true);
e)	if "appIds" attribute is provided, the bandwidth requirement of each application by "bwRequs" attribute;
f)	identification of RAT type where the UE camps on by "ratTypes" attribute if the feature "ServiceExperienceExt" is also supported;
g)	identification of frequency to UE’s serving cell by "freqs" attribute if the feature "ServiceExperienceExt" is also supported.
-	if the feature "QoSSustainability" is supported and the event is "QOS_SUSTAINABILITY", it shall provide:
1)	event specific filter information in the "event-filter" attribute which shall provide:
a)	identification of network area to which the subscription applies via identification of network area by "networkArea" attribute; 
b)	QoS requirements via "qosRequ" attribute; and
2)	identification of target UE(s) to which the subscription applies by "anyUe" in the "tgt-ue" attribute;
the "event-filter" attribute may provide:
a)	identification of network slice(s) by "snssais" attribute;
-	if the feature "AbnormalBehaviour" is supported and the event is "ABNORMAL_BEHAVIOUR", it shall provide:
1)	identification of target UE(s) to which the subscription applies by "supis", "intGroupIds" or "anyUe" attribute in the "tgt-ue" attribute; and
2)	event specific filter information in the "event-filter" attribute which shall provide 
a)	either the expected analytics type via "exptAnaType" attribute or a list of exception Ids via "excepIds" attribute. If the expected analytics type via "exptAnaType" attribute is provided, the NWDAF shall derive the corresponding Exception Ids from the received expected analytics type as follows:
-	if "exptAnaType" attribute sets to "MOBILITY", the corresponding list of Exception Ids are "UNEXPECTED_UE_LOCATION", "PING_PONG_ACROSS_CELLS", "UNEXPECTED_WAKEUP" and "UNEXPECTED_RADIO_LINK_FAILURES";
-	if "exptAnaType" attribute sets to "COMMUN", the corresponding list of Exception Ids are "UNEXPECTED_LONG_LIVE_FLOW", "UNEXPECTED_LARGE_RATE_FLOW", "SUSPICION_OF_DDOS_ATTACK", "WRONG_DESTINATION_ADDRESS" and "TOO_FREQUENT_SERVICE_ACCESS";
-	if "exptAnaType" attribute sets to "MOBILITY_AND_COMMUN", the corresponding list of Exception Ids includes all above derived exception Ids.
The derived list of Exception Ids are used by the NWDAF to notify the NF service consumer when UE’s behaviour is exceptional based on one or more Exception Ids within the list. 
If the "anyUe" attribute in the "tgt-ue" attribute sets to "true",
a)	the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via "excepIds" attribute shall not be requested for both mobility and communication related analytics at the same time.
b)	if the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via "excepIds" attribute is mobility related, at least one of identification of network area by "networkArea" attribute and identification of network slice(s) by "snssais" attribute should be provided; 
c)	if the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via "excepIds" attribute is communication related, at least one of identification of network area by "networkArea" attribute, identification of application(s) by "appIds" attribute, identification of DNN(s) in the "dnns" attribute and identification of network slice(s) by "snssais" attribute should be provided;
the "event-filter" attribute may provide:
1)	expected UE behaviour via "exptUeBehav" attribute.
-	if the feature "UserDataCongestion" is supported and the event is "USER_DATA_CONGESTION", it shall provide one of the following attributes:
1)	identification of target UE(s) via "supis" "gpsis" (if feature "UserDataCongestionExt" is supported)  or "anyUe" attribute within "tgt-ue" attribute;
and may provide:
1)	event specific filter information in the "event-filter" attribute which may provide:
a)	identification of network slice(s) by "snssais" attribute;
b)	identification of network area to which the subscription applies via identification of network area by "networkArea" attribute (mandatory if "anyUe" attribute is set to true); and/or
c)	if the feature "UserDataCongestionExt" is also supported, request a list of top applications with maximum number that contribute the most to the traffic in uplink and/or downlink directions bythe "maxTopAppUlNbr" attribute and/or the "maxTopAppDlNbr" attribute. 
-	if the feature "SMCCE" is supported and the event is "SM_CONGESTION", it shall provide:
1)	event specific filter information in the "event-filter" attribute which shall provide:
a)	identification of DNN in the "dnns" attribute; and/or 
b)	identification of  network slice(s) in the "snssais" attribute;
2)	identification of target UE(s) via "supis" attribute in the "tgt-ue" attribute where the target UE(s) are one have the PDU Session for the DNN and/or S-NSSAI indicated by the event specific filter information.
Upon the reception of the HTTP GET request, the NWDAF shall:
-	analyse the requested analytic data according to the requested event
If the HTTP request message from the NF service consumer is accepted, the NWDAF shall respond with "200 OK" status code with the message body containing the analytics with parameters as relevant for the requesting NF service consumer. The AnalyticsData data structure in the response body shall include:
-	analytics with the corresponding information as described in subclause 4.2.2.4.2.
If the request NWDAF Analytics data does not exist, the NWDAF shall respond with "204 No Content". 
If the "timeAnaNeeded" attribute within EventReportingRequirement is provided during the request, if the time is reached but the requested analytics information is not ready, the consumer does not need to wait for the analytics information any longer, the NWDAF may send an "500 Internal Server Error" status code to the NF service consumer. In addition, if the EneNA feature is supported, the NWDAF may provide, within the ReqFailureCause data in the response, the corresponding failure reason via a "problemDetails" attribute with the "cause" attribute set to "UNSATISFIED_REQUESTED_ANALYTICS_TIME" and a minimum time interval recommended by the NWDAF via a "rvWaitTime" attribute which is used by the NF service consumer to determine the time when analytics information is needed in similar future analytics requests.

*** 2nd Change ***
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Table 5.2.6.2.3-1: Definition of type EventFilter
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	anySlice
	AnySlice
	C
	0..1
	Default is "FALSE". (NOTE 1)
	

	appIds
	array(ApplicationId)
	C
	1..N
	Identification(s) of application. The absence of appIds means applicable to all applications. (NOTE 4)
	ServiceExperience 
UeCommunication AbnormalBehaviour

	dnns
	array(Dnn)
	C
	1..N
	Identification(s) of DNN. Each DNN is a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only. The absence of dnns means applicable to all DNNs. (NOTE 4)
	ServiceExperience
UeCommunication
AbnormalBehaviour
SMCCE

	dnais
	array(Dnai)
	C
	1..N
	Identification(s) of user plane accesses to DN(s) which the subscription applies. It may be included when event-id is "SERVICE_EXPERIENCE".
	ServiceExperience

	snssais
	array(Snssai)
	C
	1..N
	Identification(s) of network slice to which the subscription belongs. (NOTE 1), (NOTE 4)
	

	nfInstanceIds
	array(NfInstanceId)
	O
	1..N
	Identification(s) of NF instances.
	NfLoad

	nfSetIds
	array(NfSetId)
	O
	1..N
	Identification(s) of NF instance sets.
	NfLoad

	nfTypes
	array(NFType)
	O
	1..N
	Identification(s) of NF types.
	NfLoad

	networkArea
	NetworkAreaInfo
	C
	0..1
	This IE represents the network area where the NF service consumer wants to know the analytics result. (NOTE 2), (NOTE 4)
	UeMobility 
UeCommunication
NetworkPerformance
QoSSustainability
ServiceExperience
UserDataCongestion
AbnormalBehaviour 
NsiLoadExt
NfLoadExt

	maxTopAppUlNbr
	Uinteger
	O
	0..1
	Indicates the requested maximum number of top applications that contribute the most to the traffic in Uplink direction. If this attribute is present with value zero or undefined, means the maximum number is not limited.
	UserDataCongestionExt

	maxTopAppDlNbr
	Uinteger
	O
	0..1
	Indicates the requested maximum number of top applications that contribute the most to the traffic in Downlink direction. If this attribute is present with value zero or undefined, means the maximum number is not limited.
	UserDataCongestionExt

	nsiIdInfos
	array(NsiIdInfo)
	O
	1..N
	Each element identifies the S-NSSAI and the optionally associated network slice instance(s).
May be included when subscribed event is "NSI_LOAD_LEVEL" or 
"SERVICE_EXPERIENCE".
(NOTE 1)
	ServiceExperience
NsiLoad 
NsiLoadExt

	nwPerfTypes
	array(NetworkPerfType)
	C
	1..N
	Represents the network performance types. This attribute shall be included when event-id is "NETWORK_PERFORMANCE".
	NetworkPerformance

	qosRequ
	QoSRequirement
	C
	0..1
	Represents the QoS requirements. This attribute shall be included when event-id is "QOS_SUSTAINABILITY".
	QoSSustainability

	bwRequs
	array(BwRequirement)
	O
	1..N
	Represents the media/application bandwidth requirement for each application.
It may only be present if "appIds" attribute is provided.
	ServiceExperience

	excepIds
	array(ExceptionId)
	C
	1..N
	Represents a list of Exception Ids.
(NOTE 3)
	AbnormalBehaviour

	exptAnaType
	ExpectedAnalyticsType
	C
	0..1
	Represents expected UE analytics type.
(NOTE 3)
	AbnormalBehaviour

	exptUeBehav
	ExpectedUeBehaviourData
	O
	0..1
	Represents expected UE behaviour.
	AbnormalBehaviour

	ratTypes
	array(RatType)
	O
	1..N
	Identification(s) of the RAT type which the subscription applies. (NOTE 5)
	ServiceExperienceExt

	freqs
	array(ArfcnValueNR)
	O
	1..N
	Idenfication(s) of the frequency of UE’s serving cell(s) where the subscription applies. (NOTE 5)
	ServiceExperienceExt

	NOTE 1:	The "anySlice" attribute is not applicable to features "UeMobility" and "NetworkPerformance". The "snssais" attribute is not applicable to features "ServiceExperience", "NsiLoad", "UeMobility" and "NetworkPerformance". When event-id in the request is "LOAD_LEVEL_INFORMATION", the identifications of network slices, either information about slice(s) identified by the "snssais" attribute, or "anySlice" set to "TRUE", shall be included. When subscribed event is "NSI_LOAD_LEVEL" or "SERVICE_EXPERIENCE", either the "nsiIdInfos" attribute or anySlice set to "TRUE" shall be included. When subscribed event is "QOS_SUSTAINABILITY", "NF_LOAD", "UE_COMM", "ABNORMAL_BEHAVIOUR" or "USER_DATA_CONGESTION", the identifications of network slices identified by the "snssais" attribute is optional.
NOTE 2:	For "NETWORK_PERFORMANCE", "SERVICE_EXPERIENCE" or "USER_DATA_CONGESTION" event, this attribute shall be provided if the event applied for all UEs (i.e. "anyUe" attribute set to true). For "QOS_SUSTAINABILITY", this attribute shall be provided.
NOTE 3:	Either "excepIds" or "exptAnaType" shall be provided if event-id in the request is "ABNORMAL_BEHAVIOUR".
NOTE 4:	For "ABNORMAL_BEHAVIOUR" event with "anyUe" attribute in "tgt-ue" attribute sets to true,
-	at least one of the "networkArea" and the "snssais" attribute should be included, if the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via the "excepIds" attribute is mobility related;
-	at least one of the "networkArea", "appIds", "dnns" and "snssais" attribute should be included, if the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via the "excepIds" attribute is communication related; 
-	the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via "excepIds" attribute shall not be requested for both mobility and communication related analytics at the same time.
NOTE 5:	One or both of the property(ies) shall be provided when a consumer requires analytics for a UE or a group of UEs in an application or a set of applications over specific RAT type(s) and/or frequency(ies).



NOTE:	Care shall be taken to avoid excessive signalling.
Editor’s Note:	It’s FFS whether the "nfTypes", "nfSetIds" and "nfInstanceIds" attirbutes are applicable for the NsiLoadExt feature.

*** 3rd Change ***
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The optional features in table 5.2.8-1 are defined for the Nnwdaf_AnalyticsInfo API. They shall be negotiated using the extensibility mechanism defined in subclause 6.6 of 3GPP TS 29.500 [6].
Table 5.2.8-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	UeMobility
	This feature indicates the support of analytics based on UE mobility information.

	2
	UeCommunication
	This feature indicates the support of analytics based on UE communication information.

	3
	NetworkPerformance
	This feature indicates the support of analytics based on network performance.

	4
	ServiceExperience
	This feature indicates support for the event related to service experience.

	5
	QoSSustainability
	This feature indicates support for the event related to QoS sustainability.

	6
	AbnormalBehaviour
	This feature indicates support for the event related to abnormal behaviour information.

	7
	UserDataCongestion
	This feature indicates the support of the analytics related on user data congestion.

	8
	NfLoad
	This feature indicates the support of the analytics related to the load of NF instances.

	9
	NsiLoad
	This feature indicates the support of the analytics related to the load level of Network Slice and the optionally associated Network Slice Instance.

	10
	EneNA
	This feature indicates support for the enhancements of network data analytics requirements.

	11
	UserDataCongestionExt
	This feature indicates support for the extensions to the event related to user data congestion. Supporting this feature also requires the support of feature UserDataCongestion.

	12
	Aggregation
	This feature indicates support for analytics aggregation. Supporting this feature also requires the support of feature EneNA.

	13
	NsiLoadExt
	This feature indicates support for the extensions to the event related to the load level of Network Slice and the optionally associated Network Slice Instance. Supporting this feature also requires the support of feature NsiLoad.

	14
	ServiceExperienceExt
	This feature indicates support for the extensions to the event related to service experience. Supporting this feature also requires the support of feature ServiceExperience.

	15
	SMCCE
	This feature indicates support for the event related to SM congestion control experience.

	n
	NfLoadExt
	This feature indicates support for the extensions to the event related to the load of NF instances, including NF load over area of interest. Supporting this feature also required the support of feature NfLoad.



*** End of Changes ***
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