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*** First Change ***
[bookmark: _Toc28012039][bookmark: _Toc34122889][bookmark: _Toc36037839][bookmark: _Toc38875220][bookmark: _Toc43191699][bookmark: _Toc45133093][bookmark: _Toc51316597][bookmark: _Toc51761777][bookmark: _Toc56674754][bookmark: _Toc56675145][bookmark: _Toc59016131][bookmark: _Toc63167729][bookmark: _Toc66262237][bookmark: _Toc68166743][bookmark: _Toc73537860][bookmark: _Toc75351736][bookmark: _Toc83231545][bookmark: _Toc85534840][bookmark: _Toc88559303][bookmark: _Toc90653355]4.2.2.1	General
The Npcf_SMPolicyControl_Create service operation provides means for the SMF to request the creation of a corresponding SM Policy Association with PCF.
The Session Management procedures of the SMF and related policies are defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [6].
The following procedures using the Npcf_SMPolicyControl_Create service operation are supported:
-	Request the creation of a corresponding SM Policy Association with the PCF.
-	Provisioning of PCC rules.
-	Provisioning of policy control request triggers.
-	Provisioning of charging related information for a PDU session.
-	Provisioning of revalidation time.
-	Policy provisioning and enforcement of authorized AMBR per PDU session.
-	Policy provisioning and enforcement of authorized default QoS.
-	Provisioning of PCC rule for Application Detection and Control.
-	3GPP PS Data Off Support.
-	IMS Emergency Session Support.
-	Request Usage Monitoring Control.
-	Access Network Charging Identifier report.
-	Request for the successful resource allocation notification.
-	Provisioning of IP Index Information.
-	Negotiation of the QoS flow for IMS signalling.
-	PCF resource cleanup.
-	Access traffic steering, switching and splitting support.
-	DNN Selection Mode Support.
-	Detection of the SM Policy Association enabling Time Sensitive Communications and Time Synchronization.
-	Support of Dual Connectivity end to end redundant User Plane paths.
-	Request of Presence Reporting Area Change Report.
When the EMDBV feature defined in subclause 5.8 is supported by both the PCF and the SMF, the PCF shall use the extMaxDataBurstVol attribute instead of the maxDataBurstVol attribute to signal maximum data burst volume values higher than 4095 Bytes.
When the EMDBV feature is supported by the PCF but not supported by the SMF and the PCF needs to signal maximum data burst volume values higher than 4095 Bytes, the PCF shall use the maxDataBurstVol attribute set to 4095 Bytes.
For values lower than or equal to 4095 Bytes, the PCF shall use the maxDataBurstVol attribute.
NOTE:	Maximum data burst volume values are sent by the PCF in responses to the SMF or in an SM Policy Association Update request i.e. after feature negotiation, so the PCF knows whether the SMF supports the EMDBV feature.
Editor’s note:	Time Sensitive Communication related support is FFS.

*** Next Change ***
[bookmark: _Toc28012059][bookmark: _Toc34122911][bookmark: _Toc36037861][bookmark: _Toc38875242][bookmark: _Toc43191721][bookmark: _Toc45133115][bookmark: _Toc51316619][bookmark: _Toc51761799][bookmark: _Toc56674776][bookmark: _Toc56675167][bookmark: _Toc59016153][bookmark: _Toc63167751][bookmark: _Toc66262260][bookmark: _Toc68166766][bookmark: _Toc73537883][bookmark: _Toc75351759][bookmark: _Toc83231568][bookmark: _Toc85534865][bookmark: _Toc88559328][bookmark: _Toc90653380]4.2.3.1	General
The UpdateNotify service operation provides updated Session Management related policies to the NF service consumer (SMF) or triggers the deletion of the context of SM related policies. The POST method is used for both update and terminatedelete operations.
The following procedures using the Npcf_SMPolicyControl_UpdateNotify service operation are supported:
-	PCF initiated update of the policies associated with a PDU session.
-	PCF initiated deletion of the SM Policy Association of a PDU session.
-	Provisioning of PCC rules.
-	Provisioning of policy control request triggers.
-	Provisioning of revalidation time.
-	Policy provisioning and enforcement of the authorized AMBR per PDU session.
-	Policy provisioning and enforcement of the authorized default QoS.
-	Provisioning of PCC rules for Application Detection and Control.
-	3GPP PS Data Off Support.
-	IMS Emergency Session Support.
-	Request Access Network Information.
-	Request Usage Monitoring Control.
-	Request for the result of PCC rule removal.
-	Access Network Charging Identifier request.
-	Request successful resource allocation notifications.
-	IMS Restoration Support.
-	P-CSCF Restoration Enhancement Support.
-	Access traffic steering, switching and splitting support.
-	Policy provisioning and enforcement of AF session with required QoS.
-	Forwarding of TSC user plane node management information and port management information received from the TSN AF or TSCTSF.
-	Provisioning of TSCAI input information and TSC QoS related data.
-	Policy provisioning of QoS Monitoring to assist URLLC Service.
-	Policy decision and condition data error handling.
-	Request of Presence Reporting Area Change Report.
-	PCC Rule Error Report.
-	Session Rule Error Report.

*** Next Change ***
[bookmark: _Toc28012086][bookmark: _Toc34122938][bookmark: _Toc36037888][bookmark: _Toc38875270][bookmark: _Toc43191750][bookmark: _Toc45133144][bookmark: _Toc51316648][bookmark: _Toc51761828][bookmark: _Toc56674807][bookmark: _Toc56675198][bookmark: _Toc59016184][bookmark: _Toc63167782][bookmark: _Toc66262291][bookmark: _Toc68166797][bookmark: _Toc73537914][bookmark: _Toc75351790][bookmark: _Toc83231599][bookmark: _Toc85534897][bookmark: _Toc88559360][bookmark: _Toc90653412]4.2.4.1	General
The Npcf_SMPolicyControl_Update service operation provides means for the NF service consumer to inform the PCF that a policy control request trigger condition has been met and for the PCF to inform the NF service consumer of any resulting update of the Session Management related policies.
The following procedures using the Npcf_SMPolicyControl_Update service operation are supported:
-	Provisioning of PCC rules.
-	Provisioning of policy control request triggers.
-	Request the policy based on revalidation time.
-	Policy provisioning and enforcement of authorized AMBR per PDU session.
-	Policy provisioning and enforcement of authorized default QoS.
-	Application detection information reporting.
-	Indication of QoS Flow Termination Implications.
-	3GPP PS Data Off Support.
-	Request and report Access Network Information.
-	Request Usage Monitoring Control and report Accumulated Usage.
-	Ipv6 Multi-homing support.
-	Request and report the result of PCC rule removal.
-	Access Network Charging Identifier Request and report.
-	Request and report the successful resource allocation notification.
-	Negotiation of the QoS flow for IMS signalling.
-	Notification about Service Data Flow QoS target enforcement.
-	Request the termination of SM Policy association.
-	Reporting of TSC user plane node management information and port management information.
-	QoS Monitoring Report.
-	Policy decision and condition data error handling.
-	Request the policy after DDN failure events.
-	Presence Reporting Area Information Report.
-	PCC Rule Error Report.
-	Session Rule Error Report.
-	UE initiates a resource modification support.
-	Trace Control.
Editor’s note:	Time Sensitive Communication related support is FFS.

*** End of Changes ***

