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Additional discussion(if needed):
Proposed changes:
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Figure 4.2.4.2-1 illustrates the notification about subscribed events.


Figure 4.2.4.2-1: Notification about subscribed events
If the AF observes application related event(s) for which an NF service consumer has subscribed, the AF shall send an HTTP POST request as shown in step 1 of figure 4.2.4.2-1, with the "{notifUri}" as request URI containing the value previously provided by the NF service consumer within the corresponding subscription, and the "AfEventExposureNotif" data structure.
The "AfEventExposureNotif" data structure shall include:
a)	the notification correlation ID provided by the NF service consumer during the subscription as "notifId" attribute; and
b)	information about the observed event(s) within the "eventNotifs" attribute that shall contain for each observed event an "AfEventNotification" data structure that shall include:
1)	the application related event as "event" attribute;
2)	the time at which the event was observed encoded as "timeStamp" attribute;
3)	if the "event" attribute is "SVC_EXPERIENCE": 
-	service experience information about the application involved in the reported event in the "svcExprcInfos" attribute;
4)	if the "event" attribute is "UE_MOBILITY":
-	UE mobility information associated with the application as "ueMobilityInfos" attribute;
5)	if the "event" attribute is "UE_COMM":
-	application communication information associated with the application as "ueCommInfos" attribute;
6)	if the "event" attribute is "EXCEPTIONS":
-	exceptions information associated with a service flow as "excepInfos" attribute;
7)	if the "event" attribute is "COLLECTIVE_BEHAVIOUR":
-	collective beahviour information associated with the UEs and its applications as "collBhvrInfs" attribute; and
8)	if the "event" attribute is "USER_DATA_CONGESTION":
-	 information associated with the UEs and its applications as "congestionInfos" attribute;
98)	if the "event" attribute is "PERF_DATA":
-	performance data information associated with the application as "perfDataInfos" attribute.
If the NF service consumer cannot successfully fulfil the received HTTP POST request due to an internal error or an error in the HTTP POST request, the NF service consumer shall send an HTTP error response as specified in clause 5.7. 
If the feature "ES3XX" is supported, and the NF service consumer determines the received HTTP POST request needs to be redirected, the NF service consumer shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [5].
Upon successful reception of the HTTP POST request with "{notifUri}" as request URI and "AfEventExposureNotif" data structure as request body, the NF service consumer shall send a "204 No Content" HTTP response, as shown in step 2 of figure 4.2.4.2-1.

*** 2nd Change ***
5.6.2.5	Type EventFilter
Table 5.6.2.5-1: Definition of type EventFilter
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability
(NOTE 4)

	gpsis
	array(Gpsi)
	O
	1..N
	Each element represents external UE identifier.
(NOTE 1, NOTE 2)
	

	supis
	array(Supi)
	O
	1..N
	Each element represents a SUPI identifying a UE (NOTE 1, NOTE 2)
	

	exterGroupIds
	array(ExtGroupId)
	O
	1..N
	Each element represents a group of UEs identified by an External Group Identifier.
(NOTE 1, NOTE 2)
	

	interGroupIds
	array(GroupId)
	O
	1..N
	Each element represents a group of UEs identified by an Internal Group Identifier (NOTE 1, NOTE 2)
	

	anyUeInd
	Boolean
	O
	0..1
	Identifies whether the request applies to any UE. 
This attribute shall set to "true" if applicable for any UE, otherwise, set to "false".
May only be present and sets to "true" if "AfEvent" sets to "SVC_EXPERIENCE", or "EXCEPTIONS" or "USER_DATA_CONGESTION".
(NOTE 2)
	ServiceExperience
Exceptions
UserDataCongestion

	appIds
	array(ApplicationId)
	O
	1..N
	Each element indicates an application identifier.
If absent, the EventFilter data applies to any application (i.e. all applications)
(NOTE 3)
	

	locArea
	LocationArea5G
	O
	0..1
	Represents area of interest. (NOTE 5)
	

	collAttrs
	array(CollectiveBehaviourFilter)
	O
	1..N
	Each element indicates a collective attribute parameter type and value.
	CollectiveBehaviour

	NOTE 1:	For untrusted AF, only gpsis and exterGroupIds are applicable. For trusted AF, only supis and interGroupIds are applicable.
NOTE 2:	For an applicable feature, only one attribute identifying the target UE shall be provided.
NOTE 3:	For event "UE_COMM", "UE_MOBILITY", "EXCEPTIONS" and "PERF_DATA", the "appIds" attribute, if present, shall include only one element. 
NOTE 4:	Properties marked with a feature as defined in clause 5.8 are applicable as described in clause 6.6 of 3GPP TS 29.500 [5]. If no features are indicated, the related property applies for all the features. 
NOTE 5:	The NetworkAreaInfo data within the LocationArea5G data is only applicable for trusted AF. In addition, for event "SERVICE_EXPERIENCE", only the "tais" attribute within the NetworkAreaInfo data is applicable for the trusted AF.



*** End of Changes ***
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