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*** First Change ***
[bookmark: _Toc28012049][bookmark: _Toc34122899][bookmark: _Toc36037849][bookmark: _Toc38875230][bookmark: _Toc43191709][bookmark: _Toc45133103][bookmark: _Toc51316607][bookmark: _Toc51761787][bookmark: _Toc56674764][bookmark: _Toc56675155][bookmark: _Toc59016141][bookmark: _Toc63167739][bookmark: _Toc66262247][bookmark: _Toc68166753][bookmark: _Toc73537870][bookmark: _Toc75351746][bookmark: _Toc83231555]4.2.2.9	IMS Emergency Session Support
A SMF that requests PCC Rules at PDU Session Establishment for an IMS emergency session in a PLMN or an SNPN shall send an HTTP POST message to the PCF, as defined in subclause 4.2.2.2, including the "dnn" attribute containing the Emergency DNN. The SMF may include the SUPI, within the "supi" attribute, and if the SUPI is not available or unauthenticated, the SMF shall include the PEI, within the "pei" attribute, the "invalidSupi" attribute set to "true" and an implementation specific value within the "supi" attribute. The SMF may include the rest of the attributes described in subclause 4.2.2.2. The SMF may also include the GPSI, if available, within the "gpsi" attribute.
NOTE:	IMS Emergency services are not supported for SNPN when the UE accesses the SNPN over NWu via a PLMN.
The PCF shall detect that a PDU session is restricted to IMS Emergency services when the "dnn" attribute included in the HTTP POST message received from the SMF includes a data network identifier that matches one of the Emergency DNs from the configurable list. The PCF does not perform in this case subscription check procedures with UDR; it uses instead the locally configured operator policies to make authorization and policy decisions. The PCF:
-	shall provision PCC Rules restricting the access to Emergency Services (e.g. P-CSCF(s), DHCP(s), DNS(s) and SUPL(s) addresses), as required by local operator policies, in a response message to the SMF according to the procedures described in subclause 4.2.6;
-	may provision the authorized QoS that applies to the default QoS flow in the response message to the SMF within the "authDefQos" attribute of a session rule according to the procedures described in subclause 4.2.3.6, except for obtaining the authorized QoS upon interaction with the UDR. The value of the "priorityLevel" attribute included within the "arp" attribute shall be assigned as required by local operator policies (e.g. if an IMS Emergency session is prioritized, the "priorityLevel" attribute may contain a value that is reserved for an operator domain use of IMS Emergency sessions). If the "accessType" attribute is set to "3GPP_ACCESS", the values of the "preemptCap" and the "preemptVuln" attributes included within the "arp" attribute shall be assigned as required by local operator policies,
-	may provision the authorized session AMBR in the response message to the SMF, according to the procedures described in subclause 4.2.3.5.
When the SMF detects that the provisioning of PCC Rules failed, the PCC rule error handling procedures shall be performed.

*** End of Changes ***

