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**Additional discussion(if needed):**

**Proposed changes:**

\*\*\* 1st Change \*\*\*

### 4.4.26 Procedures for AM Policy Authorization

\*\*\* 2nd Change \*\*\*

#### 4.4.26.1 General

The procedures are used by AF to send request to NEF for AM Policy Authorization, and for NEF to authorize an AF triggered AM Policy Authorization request and trigger a respective Npcf\_AMPolicyAuthorization request. This service also allows the AF to subscribe/unsubscribe the notification of event(s) for the existing AF application AM context.

The following procedures support:

- Create/Modify/Delete of AF triggered application AM context; and

- Subscribe/Unsubscribe/Notify event(s) for the existing AF application AM context.

\*\*\* 3rd Change \*\*\*

#### 4.4.26.2 Creation of a new Individual Application AM Context

In order to create a new subscription of a new Individual application AM context resource for a given AF, the AF shall initiate an HTTP POST request to the NEF for the "Application AM Contexts" resource. The HTTP POST message shall include AppAmContextExpData data structure as request body. The AppAmContextExpData data structure shall include:

- identification of an individual UE via a "gpsi" attribute;

and may include:

- subscription to AM policy event(s) notification as "evSubscs" attribute;

- list of AF Application Identifier as "afAppIds" attribute;

- a high throughput requirement Indication as "highThruInd" attribute;

- service coverage requirements as "covReqs" attribute;

- list of traffic filtering information as "trafficFilters" attribute or "ethTrafficFilters" attribute;

- policy duration requirement as "policyDuration" attribute.

Editor's note: Whether may include "afAppIds" attribute, "trafficFilters" attribute or "ethTrafficFilters" attribute is FFS.

Upon receipt of the corresponding HTTP POST message, if the AF is authorized by the NEF to request the AM policy authorization, the NEF shall trigger a respective Npcf\_AMPolicyAuthorization\_Create request as defined in 3GPP TS 29.534 [43]. If the request is accepted by the PCF and the PCF informs the NEF with a successful response, the NEF shall create a new subscription and assign a subscription identifier for the "Individual application AM Context" resource. Then the NEF shall send a HTTP "201 Created" response with AppAmContextExpRespData data structure as response body and a Location header field containing the URI of the created individual subscription resource to the AF.

If the NEF receives an error code from the PCF, the NEF shall not create the resource and shall respond to the AF with a proper error status code.

\*\*\* 4th Change \*\*\*

#### 4.4.26.3 Modification of an existing individual Application AM Context

In order to modify an existing individual Application AM Context resource, the AF shall initiate an HTTP PATCH request to the NEF for the "Individual application AM Context" resource. The body of the HTTP PATCH message shall include the AppAmContextExpUpdateData data type as defined in subclause 5.17.1.3.3.3.

Upon receipt of the corresponding HTTP PATCH message, if the AF is authorized by the NEF to modify the AM policy authorization request, the NEF shall interact with the PCF to modify an existing application AM context by using Npcf\_AMPolicyAuthorization\_Update request as defined in 3GPP TS 29.534 [43]. If the modification request is accepted by the PCF and the PCF informs the NEF with a successful response, the NEF shall update the existing application AM context for the "Individual application AM Context" resource. Then the NEF shall send a HTTP response including "200 OK" status code with AppAmContextExpRespData data structure or "204 No Content" status code to the AF.

If the NEF receives an error code from the PCF, the NEF shall not modify the resource and shall respond to the AF with a proper error status code.

\*\*\* 5th Change \*\*\*

#### 4.4.26.4 Deletion of an existing individual Application AM Context

To delete an existing application AM context, the AF shall initiate an HTTP DELETE request to the NEF for the "Individual application AM Context" resource.

Upon receipt of the corresponding HTTP DELETE message, if the AF is authorized to delete the application AM context, the NEF shall interact with the PCF to delete an existing application AM context at the PCF by using Npcf\_AMPolicyAuthorization\_Delete request as defined in 3GPP TS 29.534 [43]. If the request is accepted by the PCF and informs the NEF with a successful response, the NEF shall delete the existing application AM context for the "Individual application AM Context" resource. Then the NEF shall send a HTTP "204 No Content" response to the AF.

If the NEF receives an error code from the PCF, the NEF shall take proper error handling action and shall respond to the AF with a proper error status code.

\*\*\* 6th Change \*\*\*

#### 4.4.26.5 Create or modify subscription to notification of AM policy event

In order to create or modify the subscription to notification of AM policy event(s) for the application AM context, the AF shall send an HTTP PUT message to the NEF to the sub-resource "AM Policy Events Subscription", the HTTP PUT message shall include AmEventsSubscData data structure as request body.

Upon receipt of the HTTP request from the AF, if the AF is authorized, the NEF shall interact with the PCF to subscribe to, or modify the subscription to the AM policy event notification by using Npcf\_AMPolicyAuthorization\_Subscribe request as defined in 3GPP TS 29.534 [43]. If the request is accepted by the PCF and the PCF informs the NEF with a successful response, the NEF shall create a new AM policy event subscription sub-resource in an existing application AM context or modify an existing AM policy event subscription to the "AM Policy Events Subscription" sub-resource. Then the NEF shall send an HTTP "201 Created" or "200 OK" response code with AmEventsSubscRespData data structure as response body to the AF.

If the NEF receives an error code from the PCF, the NEF shall not create or modify the sub-resource and shall respond to the AF with a proper error status code.

\*\*\* 7th Change \*\*\*

#### 4.4.26.6 Unsubscription to notification of AM policy event

In order to delete existing subscribed AM policy event(s) within the existing Individual application AM context, the AF shall initiate the HTTP DELETE request message to the NEF to the "AM Policy Events Subscription" sub-resource.

Upon receipt of the corresponding HTTP DELETE message, if the AF is authorized to delete the notification of AM policy event(s), the NEF shall interact with the PCF to delete an existing subscription of notification to AM policy event(s) within the existing application AM context at the PCF by using Npcf\_AMPolicyAuthorization\_Unsubscribe request as defined in 3GPP TS 29.534 [43]. If the request is accepted by the PCF and informs the NEF with a successful response, the NEF shall delete the existing subscription to notification of AM policy event(s) within the existing application AM context for the "AM Policy Events Subscription" resource. Then the NEF shall send a HTTP "204 No Content" response to the AF.

If the NEF receives an error code from the PCF, the NEF shall take proper error handling action and shall respond to the AF with a proper error status code.

\*\*\* 7th Change \*\*\*

#### 4.4.26.7 Notification of AM policy event

If the NEF receives an AM policy event notification from the PCF indicating that the subscribed AM policy event has been detected, the NEF shall provide a notification to AF by sending HTTP POST message that include the AmEventsNotification data structure in the request body. Upon receipt of the AM policy event notification, the AF shall respond with a "204 No Content" status code to confirm the received notification to the NEF.

\*\*\* End of Changes \*\*\*