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* * * First Change * * * 
[bookmark: _Toc28012006][bookmark: _Toc34122856][bookmark: _Toc36037806][bookmark: _Toc38875187][bookmark: _Toc43191666][bookmark: _Toc45133060][bookmark: _Toc51316564][bookmark: _Toc51761744][bookmark: _Toc56674721][bookmark: _Toc56675112][bookmark: _Toc59016098][bookmark: _Toc63167696][bookmark: _Toc66262204][bookmark: _Toc68166710][bookmark: _Toc73537827][bookmark: _Toc75351703][bookmark: _Toc83231512][bookmark: _Toc34122909][bookmark: _Toc36037859][bookmark: _Toc38875240][bookmark: _Toc43191719][bookmark: _Toc45133113][bookmark: _Toc51316617][bookmark: _Toc51761797][bookmark: _Toc56674774][bookmark: _Toc56675165][bookmark: _Toc59016151][bookmark: _Toc63167749][bookmark: _Toc66262257][bookmark: _Toc68166763][bookmark: _Toc73537880][bookmark: _Toc75351756][bookmark: _Toc81057120]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".
[7]	3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter mapping; Stage 3".
[8]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[9]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[10]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[11]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[12]	3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".
[13]	3GPP TS 29.244: "Interface between the Control Plane and the User Plane of EPC Nodes".
[14]	Void. 
[15]	3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Control Data, Application Data and Structured Data for Exposure; Stage 3".
[16]	3GPP TS 23.228: "IP multimedia subsystem; Stage 2".
[17]	3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[18]	3GPP TS 29.214: "Policy and Charging Control over Rx reference point 5".
[19]	3GPP TS 32.291: "5G System; Charging service; Stage 3".
[20]	3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[21]	3GPP TS 23.380: "IMS Restoration Procedures".
[22]	3GPP TS 29.502: "5G System; Session Management Services; Stage 3".
[23]	3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".
[24]	3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace control and configuration management".
[25]	3GPP TS 29.507: "5G System; Access and Mobility Policy Control Service; Stage 3".
[26]	3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".
[27]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[28]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[29]	3GPP TS 29.510: "Network Function Repository Services; Stage 3".
[30]	3GPP TS 32.290: "5G system; Services, operations and procedures of charging using Service Based Interface (SBI)".
[31]	IETF RFC 7807: "Problem Details for HTTP APIs".
[32]	3GPP TS 29.122: "T8 reference point for Northbound APIs".
[33]	3GPP TS 23.527: "5G System; Restoration Procedures".
[34]	3GPP TS 29.503: "5G System; Unified Data Management Services; Stage 3".
[35]	3GPP TS 32.255: "Charging management; 5G data connectivity domain charging; stage 2".
[36]	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".
[37]	3GPP TS 29.274: "3GPP Evolved Packet System (EPS); Evolved General Packet Radio Service (GPRS) Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".
[38]	3GPP TR 21.900: "Technical Specification Group working methods".
[39]	3GPP TS 29.521: "5G System; Binding Support Management Service; Stage 3".
[40]	3GPP TS 29.524: "Cause codes mapping between 5GC interfaces; Stage 3".
[41]	3GPP TS 24.008: "Mobile radio interface Layer 3 specification".
[42]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".
[43]	3GPP TS 24.193: "Access Traffic Steering, Switching and Splitting (ATSSS); Stage 3".
[44]	3GPP TS 24.519: "Time-Sensitive Networking (TSN) Application Function (AF) to Device-Side TSN Translator (DS-TT) and Network-Side TSN Translator (NW-TT) protocol aspects; Stage 3".
[45]	IEEE 802.1Q: "Virtual Bridged Local Area Networks".
[46]	3GPP TS 29.551: "5G System; Packet Flow Description Management Service; Stage 3".
[47]	BBF TR-456: "AGF Functional Requirements".
[bookmark: _Hlk8920865][48]	CableLabs WR-TR-5WWC-ARCH: "5G Wireless Wireline Converged Core Architecture".
[nn]	3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".

* * * Second Change * * * 
[bookmark: _Toc28012045][bookmark: _Toc34122895][bookmark: _Toc36037845][bookmark: _Toc38875226][bookmark: _Toc43191705][bookmark: _Toc45133099][bookmark: _Toc51316603][bookmark: _Toc51761783][bookmark: _Toc56674760][bookmark: _Toc56675151][bookmark: _Toc59016137][bookmark: _Toc63167735][bookmark: _Toc66262243][bookmark: _Toc68166749][bookmark: _Toc73537866][bookmark: _Toc75351742][bookmark: _Toc81057106]4.2.2.5	Policy provisioning and enforcement of authorized AMBR per PDU session
The SMF may include either the UDM subscribed Session-AMBR or, if the "DN-Authorization" feature is supported, the DN-AAA authorized Session-AMBR per PDU session within the "subsSessAmbr" attribute in the SmPolicyContextData data structure, as defined in subclause 4.2.2.2. When both the UDM subscribed Session-AMBR and the DN-AAA authorized Session-AMBR are available in the SMF, the DN-AAA authorized Session-AMBR shall take precedence over the UDM subscribed Session-AMBR.
In home routed roaming, and if the "VPLMN-QoS-Control" feature is supported, the SMF shall provide the Ssession-AMBR constraints received from the VPLMN, if available, within the "vplmnQos" attribute.
The PCF shall authorize the Ssession -AMBR based on the operator's policy and, in the home routed scenario, shall ensure that the authorized Ssession -AMBR value does not exceed the Ssession -AMBR value provided by the VPLMN, if available.
NOTE:	If the SMF does not provide the Ssession -AMBR constraints in the VPLMN to the PCF, the PCF considers that no Ssession -AMBR constrains apply unless operator policies define any.
When network slice data rate policy control applies, the PCF shall authorize the Session-AMBR as described in subclause 4.2.6.x. 
The PCF shall provision the authorized Ssession -AMBR to the SMF in the response to the received HTTP POST message, as defined in subclauses 4.2.6.3.1 and 4.2.6.3.2.
Upon reception of the authorized Ssession- AMBR from the PCF, the SMF shall apply the corresponding procedures towards the access network, the UE and the UPF for the enforcement of the Session-AMBR for the concerned PDU session.

[bookmark: _Toc28012050][bookmark: _Toc34122900][bookmark: _Toc36037850][bookmark: _Toc38875231][bookmark: _Toc43191710][bookmark: _Toc45133104][bookmark: _Toc51316608][bookmark: _Toc51761788][bookmark: _Toc56674765][bookmark: _Toc56675156][bookmark: _Toc59016142][bookmark: _Toc63167740][bookmark: _Toc66262248][bookmark: _Toc68166754][bookmark: _Toc73537871][bookmark: _Toc75351747][bookmark: _Toc83231556]* * * Third Change * * * 
4.2.2.x	Network slice related data rate policy control
When an Npcf_SMPolicyControl_Create request is received, the PCF may check if the S-NSSAI to which the received request relates is subject to network slice data rate policy control. If it is the case, the PCF shall apply network slice data rate control as described in subclause 4.2.6.x.

* * * Fourth Change * * * 
4.2.3.x	Network slice related data rate policy control
At the time a PCF-initiated change of the authorized Session-AMBR occurs or PCC Rule(s) for GBR service data flow(s) need to be provisioned at the SMF, the PCF may check if the concerned S-NSSAI is subject to network slice data rate policy control. If it is the case, the PCF shall apply network slice data rate control as described in subclause 4.2.6.x.
* * * Fifth Change * * * 
4.2.4.x	Network slice related data rate policy control
When an Npcf_SMPolicyControl_Update request that requires a change of the authorized Session-AMBR and/or MBR update(s) for PCC Rule(s) corresponding to GBR service data flow(s) is received, the PCF may check if the S-NSSAI to which the received request relates is subject to network slice data rate policy control. If it is the case, the PCF shall apply network slice data rate control as described in subclause 4.2.6.x.

* * * Sixth Change * * * 
4.2.5.x	Network slice related data rate policy control
When an Npcf_SMPolicyControl_Delete request is received, the PCF may check if the S-NSSAI to which the received request relates is subject to network slice data rate policy control. If it is the case, the PCF shall apply network slice data rate control as described in subclause 4.2.6.x.

* * * Seventh Change * * * 
[bookmark: _Toc28012165][bookmark: _Toc34123018][bookmark: _Toc36037968][bookmark: _Toc38875350][bookmark: _Toc43191831][bookmark: _Toc45133226][bookmark: _Toc51316730][bookmark: _Toc51761910][bookmark: _Toc56674897][bookmark: _Toc56675288][bookmark: _Toc59016274][bookmark: _Toc63167872][bookmark: _Toc66262382][bookmark: _Toc68166888][bookmark: _Toc73538006][bookmark: _Toc75351882][bookmark: _Toc81057247]4.2.6.6.2	Policy provisioning and enforcement of authorized QoS per service data flow
The Provisioning of authorized QoS per service data flow is a part of PCC rule provisioning procedure, as described in subclause 4.2.6.2.1.
The authorized QoS per service data flow shall be provisioned within a QosData data structure. The PCF shall include a "qosDecs" attribute containing the corresponding QoS data decision within the SmPolicyDecision data structure and include the reference to this QoS data decision within the "refQosData" attribute of the PccRule data instance.
When network slice data rate policy control applies and the authorized QoS per service data flow refers to a 5QI of GBR type, the PCF shall derive the authorized QoS per service data flow as described in subclause 4.2.6.x.
Within the QoS data decision, for 5QI of GBR type or delay critical GBR type, the PCF shall include the authorized GBR 5QI or delay critical GBR 5QI respectively within the "5qi" attribute, the ARP within the "arp" attribute, and max bandwidth in uplink within the "maxbrUl" attribute and/or max bandwidth in downlink within the "maxbrDl" attribute, the guaranteed bandwidth in uplink within the "gbrUl" attribute and/or the guaranteed bandwidth in downlink within the "gbrDl" attribute. If the PCF determines that the application traffic can be adapted to the change in the QoS based on the configuration (e.g. if the AF is capable to trigger rate adaptation), the PCF may request a notification when authorized GBR or delay critical GBR cannot be guaranteed or can be guaranteed again by including the "qnc" attribute set to true.
Within the QoS data decision, for 5QI of non-GBR type, the PCF shall include the authorized non-GBR 5QI within the "5qi" attribute and the ARP within the "arp" attribute. The PCF may authorize the max bandwidth in uplink within the "maxbrUl" attribute and/or max bandwidth in downlink within the "maxbrDl" attribute.
When the PCF authorizes a standardized 5QI but a Priority Level, an Averaging Window and/or a Maximum Data Burst Volume which are different from the standardized value in the table 5.7.4-1 of 3GPP TS 23.501 [2] are required, the PCF shall include the Priority Level within the "priorityLevel" attribute, the Averaging Window within the "averWindow" attribute and/or the Maximum Data Burst Volume within the "maxDataBurstVol" attribute or the "extMaxDataBurstVol" attribute (if supported, see subclause 4.2.2.1).
NOTE 1:	For the non-standardized or non-configured 5QI, the PCF needs to authorize explicitly signalled QoS Characteristics associated with the 5QI if the PCF has not provisioned it.
If the configured policy allows at reception of the service information from the AF and the application of the rules of the QoS mapping procedures defined in 3GPP TS 29.513 [7] subclause 7.3.2 for the received service information result in a 5QI of 1 associated with the corresponding flows, and the RAN-Support-Info feature as defined subclause 5.8 is supported, the PCF shall determine the Maximum Packet Loss Rate for UL and DL for those flows associated within 5QI of 1. In this case, the PCF shall include the value of Maximum Packet Loss Rate for UL within the "maxPacketLossRateUl" attribute and/or the value of Maximum Packet Loss Rate for DL within the "maxPacketLossRateDl" attribute.
NOTE 2:	If CHEM feature is supported, then PCF as described in subclause 7.2.3 of 3GPP TS 29.513 [7] or based on local configuration, the PCF sets the downlink and uplink maximum packet loss rates corresponding to either the most robust codec mode or the least robust codec mode of the negotiated set in each direction.
If the PCF wants to ensure that a PCC Rule is always bound to the default QoS flow, the policy provisioning for the related authorized QoS shall be done as described in subclause 4.2.6.2.10.
The SMF shall perform a QoS flow binding based on the QoS information within the Qos data decision as defined in subclause 6.4 of 3GPP TS 29.513 [7] after the SMF installs or activates the PCC rules.
The SMF shall reserve the resources necessary for the guaranteed bitrate for the PCC rule upon receipt of a PCC rule provisioning including QoS information. For GBR QoS flows the SMF should set the QoS flow's GBR to the sum of the GBRs of all PCC rules that are active/installed and bound to that GBR QoS flow. For GBR QoS flow the SMF should set the QoS flow's MBR to the sum of the MBRs of all PCC rules that are active/installed and bound to that GBR QoS flow.
NOTE 3:	Since the PCF controls the GBR value in the PCC rule, the PCF can prevent that uplink GBR resources are reserved by providing an uplink GBR value of zero for that PCC rule This may be useful e.g. for a PCC rule with application identifier as the uplink traffic can be received in other QoS flow than the one the PCC rule is bound to.
The SMF shall assign  a QFI if a new QoS flow needs to be established and shall derive, if applicable, the QoS profile required towards the Access Network,  the QoS rule required towards the UE and the QoS information with PDRs towards to the UPF. If multiple PCC rules with the Maximum Packet Loss Rate for UL and DL are bound to the same QoS flow, the SMF shall choose the lowest value per direction related to the PCC rules within the QoS profile towards to the access network.
If one or more of the 5QI, ARP, QNC, Priority level, Averaging Window and Maximum Data Burst Volume attributes of a PCC rule are modified to the same updated values for all the PCC rules bound to the same QoS flow, then the SMF should modify the corresponding attributes for that impacted QoS flow.
Upon deactivation or removal of a PCC rule, the SMF shall free the resources reserved for that PCC rule, and initiate the corresponding procedure with access network, UE and UPF to remove the resources.
* * * Eighth Change * * * 
[bookmark: _Toc28012163][bookmark: _Toc34123016][bookmark: _Toc36037966][bookmark: _Toc38875348][bookmark: _Toc43191829][bookmark: _Toc45133224][bookmark: _Toc51316728][bookmark: _Toc51761908][bookmark: _Toc56674895][bookmark: _Toc56675286][bookmark: _Toc59016272][bookmark: _Toc63167870][bookmark: _Toc66262380][bookmark: _Toc68166886][bookmark: _Toc73538004][bookmark: _Toc75351880][bookmark: _Toc83231690]4.2.6.x	Network slice related data rate policy control
4.2.6.x.1	General
A PCF that supports network slice related data rate policy control shall be able to control and manage the network slice data rate.
A Maximum Slice Data Rate may be configured by the operator (e.g. based on an SLA related to the associated network slice identified by an S-NSSAI).
NOTE 1:	The Maximum Slice Data Rate defines the maximum allowed aggregate data rate across all GBR and Non-GBR QoS Flows within the network slice identified by an S-NSSAI as defined in 3GPP TS 29.519 [15].
NOTE 2:	The maximum data rate of Non-GBR QoS Flow(s) is controlled via the authorized Session-AMBR, while the maximum data rate of a GBR QoS Flow is controlled via the authorized MBR value of the associated PCC rule.
The PCF shall determine, based on local configuration, if the network slice data rate is controlled via PCF-based monitoring by using QoS parameters or with assistance of the NWDAF.
The PCF shall monitor the data rate of the network slice and ensure that it does not exceed the Maximum Slice Data Rate for that network slice by e.g. rejecting new SM Policy Associations, changing the authorized Session-AMBR values (if allowed by the HPLMN), changing the MBR values in PCC rules belonging to GBR service data flows or other actions depending on operator's policies.
NOTE 3:	Based on operator's policies, it is also possible for the PCF to accept that new PDU session(s) or PCC rule(s) belonging to GBR service data flow(s) lead to exceeding the Maximum Slice Data Rate and apply a different charging for them. Once the Maximum Slice Data Rate is no longer exceeded, the PCF can decide to go back to applying the previous charging.
NOTE 4:	Subject to operator policy and national/regional regulations, prioritised services and emergency services may be exempted from network slice data rate policy control.
NOTE 5:	A single PCF can be used for the monitoring and limitation of the network slice related data rate. To enable this, the SMF has to select the same PCF instance for all PDU Sessions of the UE to the S-NSSAI. 
Editor’s Note:	Details for the selection of the same PCF instance for all PDU sessions will be specified in TS 29.513. A reference to that TS will be added when covered. 
4.2.6.x.2	PCF-based network slice data rate policy control by using QoS parameters
If the NWDAF is not deployed or not used for network slice data rate policy control and PCF-based monitoring of network slice data rate by using QoS parameters applies, the UDR shall maintain the Remaining Maximum Slice Data Rate per S-NSSAI as part of the network slice specific policy control data as defined in 3GPP TS 29.519 [15].
Whenever the PCF needs to calculate the data rate related to authorized Session-AMBR and/or the MBR(s) of the GBR Service Data Flow(s), the PCF shall obtain the Remaining Maximum Slice Data Rate by interacting with the UDR as defined in 3GPP TS 29.519 [15]. When the PCF interacts with the UDR may be based on operator policies.
When the PCF needs to provide the authorized Session-AMBR and/or install new or updated PCC Rule(s) and/or delete PCC Rule(s) related to GBR service data flow(s), the PCF shall:
-	calculate the difference between the previously authorized Session-AMBR, if applicable, and the new authorized Session-AMBR; and/or
-	calculate the difference between the previously authorized MBR and the new authorized MBR(s) for the authorized PCC Rule(s) related to GBR service data flow(s);
And then:
-	Calculate the utilized data rate, i.e. the sum of the previously calculated differences, which is to be substracted from the Remaining Maximum Slice Data rate.
NOTE 1:	For example, when the PCF modifies as part of the same operation the MBR of PCC Rule A from 100 to 150 and the MBR of PCC Rule B from 30 to 20, deletes PCC Rule C with an MBR of 50 and adds a PCC Rule D of MBR 75, the final calculated value will be +50-10-50+75, i.e. 65. If the authorized Session-AMBR is also updated from 1000 to 2000, the final derived value will be 1065.
NOTE 2:	The utilized data rate can be a negative value. In this case, the final Remaining Maximum Slice Data Rate is increased.
Therefore, the PCF shall behave as follows:
-	At PDU session establishment, the PCF shall check whether the Remaining Maximum Slice Data Rate is higher than the calculated utilized data rate (e.g. based on the authorized Session-AMBR). If it is the case, the PCF shall deduct the value of the utilized data rate from the Remaining Maximum Slice Data Rate for the concerned S-NSSAI in the UDR. If however the Remaining Maximum Slice Data Rate is not sufficient, the PCF may reject the establishment of the SM Policy Association with an HTTP "403 Forbidden" response message including the "cause" attribute of the ProblemDetails data structure set to "EXCEEDED_SLICE_DATA_RATE".
-	At PDU session modification initiated by the SMF, the PCF shall check whether the Remaining Maximum Slice Data Rate is higher than the calculated utilized data rate (e.g. based on the authorized Session-AMBR). If it is the case, the PCF shall deduct the value of the utilized data rate from the Remaining Maximum Slice Data Rate for the concerned S-NSSAI in the UDR. If however the Remaining Maximum Slice Data Rate is not sufficient, the PCF may reject the modification of the SM Policy Association with an HTTP "403 Forbidden" response message including the "cause" attribute of the ProblemDetails data structure set to "EXCEEDED_SLICE_DATA_RATE".
-	When a PCC rule of a GBR service data flow is installed, modified, removed, activated or deactivated in the SMF,
-	the PCF shall derive the authorized QoS for the service data flow and the associated utilized data rate and update the Remaining Maximum Slice Data Rate for the concerned S-NSSAI in the UDR accordingly;
-	the PCF may request the SMF to confirm that the resources associated to that PCC rule are successfully allocated as defined in subclause 4.2.6.5.5 or released as defined in subclauses 4.2.3.13 and 4.2.4.12;
-	if the SMF reports that some of or all the resources cannot be successfully allocated, the PCF shall recalculate the authorized QoS for the service data flow and the associated utilized data rate and update the Remaining Maximum Slice Data Rate for the concerned S-NSSAI in the UDR accordingly.
-	When the authorized Session-AMBR changes and/or one or several PCC Rule(s) of a GBR service data flow(s) are installed, removed or modified, the PCF shall calculate the new utilized data rate and update the Remaining Maximum Slice Data Rate for that S-NSSAI in the UDR accordingly.
-	At PDU session termination, the PCF shall add the value of the related previously utilized data rate (i.e. based on the authorized Session-AMBR allocated to the PDU session and the previously utilized data rate by the removed PCC Rule(s) related to GBR service data flow(s)) to the Remaining Maximum Slice Data Rate for the concerned S-NSSAI in the UDR.
-	If the Remaining Maximum Slice Data Rate for that S-NSSAI reaches a (operator defined) threshold that indicates that it is closer or equal to zero, the PCF may apply policy decision(s) to strengthen the traffic restrictions for the concerned PDU Session(s).
-	If the Remaining Maximum Slice Data Rate for that S-NSSAI returns to a value below the (operator defined) threshold, the PCF may apply policy decision(s) to recover the initially derived value(s) for the concerned PDU Session(s).
NOTE 3:	While the Remaining Maximum Slice Data Rate is relatively high, the PCF can be configured to maintain a local Remaining Maximum Slice Data Rate and to only interact with the UDR to update the Remaining Maximum Slice Data Rate when a certain threshold is reached, or a certain time window has passed. The higher the configured values are the lower the chances for an accurate limitation of the slice data rate becomes. When multiple PCFs for the same S-NSSAI are deployed, each PCF can also subscribe to the change of the Network slice specific policy control data in the UDR. The UDR will then send a notification to each subscribed PCF when the Remaining Maximum Slice Data Rate per S-NSSAI changes.
NOTE 4:	Multiple PCFs responsible for PDU Sessions of UEs to the same S-NSSAI can read and update the Remaining Maximum Slice Data Rate for the S-NSSAI in the UDR using the conditional requests with preconditions for the update of the Remaining Maximum Slice Data Rate, this mechanism using Etags is defined in Table 5.2.2.2-2 of 3GPP TS 29.500 [4] to ensure a proper update of the UDR data in case of simultaneous access from different PCFs.
4.2.6.x.3	Network slice data rate policy control with assistance of the NWDAF
If the NWDAF is used for network slice data rate policy control, the PCF uses the Data Volume Dispersion Analytics provided by the NWDAF. For this purpose, the PCF subscribes to the NWDAF for periodic reporting of the Data Volume Dispersion Analytics statistics for all the UEs using the concerned network slice. The PCF subscribes to the NWDAF for Data Volume Dispersion Analytics reporting at the establishment of the first PDU session within the concerned S-NSSAI (subject to network slice data rate limitation) and cancels this subscription at the termination of the last PDU session within the concerned S-NSSAI.
Editor's Note:	It is FFS to check and update the descriptions of the subscription to NWDAF with the information required for that purpose, once Data Volume Dispersion Analytics reporting has been defined in 3GPP TS 29.520 [nn].
The PCF calculates the utilized data rate of the S-NSSAI by using the Data Volume Dispersion Analytics statistics reported by the NWDAF. When the utilized data rate of the S-NSSAI in UL and/or DL is getting close to or exceeding respectively the value of the "mbrUl" attribute and/or the value of the "mbrDl" attribute of the SlicePolicyData data structure as defined in 3GPP TS 29.519 [15], based on operator policy, the PCF may apply policy decision(s) to strengthen the traffic restrictions for individual PDU sessions and/or PCC rules. For example:
· The PCF may reject the creation or modification of SM Policy Associations that require the increase of the utilized data rate for the S-NSSAI with an HTTP "403 Forbidden" response message including the "cause" attribute of the ProblemDetails data structure set to "EXCEEDED_SLICE_DATA_RATE".
· The PCF may refrain from sending new and/or updated PCC Rules that require the increase of the utilized data rate. 
When the utilized data rate of the S-NSSAI in UL and/or DL falls below respectively the value of the "mbrUl" attribute and/or the value of the "mbrDl" attribute of the SlicePolicyData data structure, the PCF may relax the traffic restrictions for individual PDU sessions and/or PCC rules.
When multiple PCFs for the same S-NSSAI are deployed, each PCF subscribes to the analytics from the NWDAF separately.
NOTE:	When multiple PCFs are used for the concerned S-NSSAI, the NWDAF triggers Data Volume Dispersion Analytics notifications towards all these PCFs, but their policy decisions can be different.
* * * Nineth Change * * * 
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The application errors defined for the Npcf_SMPolicyControl API are listed in table 5.7.3-1 and 5.7.3-2. The PCF shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.7.3-1 when PCF acts as a server. The NF service consumer shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.7.3-2 when NF service consumer acts as a server.
Table 5.7.3-1: Application errors when PCF acts as a server
	Application Error
	HTTP status code
	Description

	USER_UNKNOWN
	400 Bad Request
	The HTTP request is rejected because the end user specified in the request is unknown to the PCF. (NOTE 1) (NOTE 3)

	ERROR_INITIAL_PARAMETERS
	400 Bad Request
	The HTTP request is rejected because the set of session or subscriber information needed by the PCF for rule selection is incomplete or erroneous or not available for the decision to be made. (E.g. QoS, , RAT type, subscriber information) (NOTE 1) (NOTE 2) (NOTE 3)

	ERROR_TRIGGER_EVENT
	400 Bad Request
	The HTTP request is rejected because the set of session information sent the message originated due to a trigger been met is incoherent with the previous set of session information for the same session. (E.g. trigger met was RAT changed, and the RAT notified is the same as before) (NOTE 2) (NOTE 3)

	ERROR_TRAFFIC_MAPPING_INFO_REJECTED
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept one or more of the traffic mapping filters provided by the NF service consumer in a PCC Request. (NOTE 2) (NOTE 3)

	ERROR_CONFLICTING_REQUEST
	403 Forbidden
	The HTTP request is rejected because the PCF cannot accept the UE-initiated resource request as a network-initiated resource allocation is already in progress that has packet filters that cover the packet filters in the received UE-initiated resource request. The NF service consumer shall reject the attempt for UE-initiated resource request. (NOTE 2) (NOTE 3)

	LATE_OVERLAPPING_REQUEST
	403 Forbidden
	The request is rejected because it collides with and exiting Policy Association with a more recent originating timestamp. (NOTE 1)

	POLICY_CONTEXT_DENIED
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept the NF service consumer request due to operator policies and/or local configuration. (NOTE 1) (NOTE 2) (NOTE 3)

	VALIDATION_CONDITION_NOT_MET
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept the NF service consumer request because the validation condition of background data transfer policy is not met. (NOTE 1) (NOTE 3)

	PENDING_TRANSACTION
	400 Bad Request
	This error shall be used when the PendingTransaction feature is supported and the PCF receives an incoming request on a policy association while it has an ongoing transaction on the same policy association and cannot handle the request as described in subclause 9.2 of 3GPP TS 29.513 [7]. (NOTE 2)

	INVALID_BDT_POLICY
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept the NF service consumer request because the background data transfer policy is invalid. (NOTE 1)

	EXCEEDED_SLICE_DATA_RATE
	403 Forbidden
	The HTTP request is rejected because the PCF does not accept the NF service consumer request because the authorized data rate exceeds the consumed data rate for that slice. (NOTE 1) (NOTE 2)

	NOTE 1:	These application errors are used by the create service operation (see subclause 4.2.2.2) and included in the responses to the POST request.
NOTE 2:	These application errors are used by the update service operation (see subclause 4.2.4.2) and included in the responses to the POST request.
NOTE 3:	The Cause codes mapping performed by NF service consumer between this Application Error and the 5GSM related value is specified in subclause 5.2.2.2 of 3GPP TS 29.524 [40].




Table 5.7.3-2: Application errors when NF service consumer acts as a server to receive a notification
	Application Error
	HTTP status code
	Description

	PCC_RULE_EVENT
	400 Bad Request
	The HTTP request is rejected because all the PCC rules provisioned by the PCF in the request cannot be installed/activated. It is used to inform the PCF that the request failed, and should not be attempted again. (NOTE)

	PCC_QOS_FLOW_EVENT
	400 Bad Request
	The HTTP request is rejected because for some reason all the PCC rules provisioned by the PCF in the request cannot be enforced or modified successfully in a network initiated procedure. It is used to inform the PCF that the request could not be satisfied at the time it was received, but may be able to satisfy the request in the future. (NOTE)

	UE_STATUS_SUSPEND
	400 Bad Request
	The HTTP request is rejected because the UE’s status is suspended and the policy decisions received from the PCF cannot be enforced by the NF service consumer. Applicable only to functionality introduced with the PolicyUpdateWhenUESuspends feature as described in subclause 5.8. (NOTE)

	RULE_PERMANENT_ERROR
	400 Bad Request
	The HTTP request is rejected because all the PCC rules and/or session rules provisioned by the PCF in the request cannot be installed/activated. It is used to inform the PCF that the request failed, and should not be attempted again. Applicable only to functionality introduced with the SessionRuleErrorHandling feature as described in subclause 5.8. (NOTE)

	RULE_TEMPORARY_ERROR
	400 Bad Request
	The HTTP request is rejected because for some reason all the PCC rules and/or session rules provisioned by the PCF in the request cannot be enforced or modified successfully in a network initiated procedure. It is used to inform the PCF that the request could not be satisfied at the time it was received, but may be able to satisfy the request in the future. Applicable only to functionality introduced with the SessionRuleErrorHandling feature as described in subclause 5.8. (NOTE)

	PENDING_TRANSACTION
	400 Bad Request
	This error shall be used when the PendingTransaction feature is supported and the NF service consumer receives an incoming request on a policy association while it has an ongoing transaction on the same policy association and cannot handle the request as described in subclause 9.2 of 3GPP TS 29.513 [7]. (NOTE)

	NOTE:	These application errors are used by the UpdateNotify service operation (see subclause 4.2.3.2) and included in the responses to the POST request.



* * * End of Changes * * *
