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[bookmark: foreword][bookmark: _Toc73170989]Foreword
[bookmark: spectype3]This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall		indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should		indicates a recommendation to do something
should not	indicates a recommendation not to do something
may		indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can		indicates that something is possible
cannot		indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will		indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not		indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
[bookmark: introduction]The constructions "is" and "is not" do not indicate requirements.
[bookmark: scope][bookmark: _Toc73170990]
1	Scope
The present document specifies detailed call flows of Network Data Analytics over the Nnwdaf, Nsmf, Npcf, Nbsf, Nnef, Naf, Ndccf, Nadrf and Nmfaf service-based interfaces and their relationship with the flow level signalling in 5G system.
NOTE:	The call flows depicted in this Technical Specification do not cover all traffic cases. 
The stage 2 definition and procedures of Network Data Analytics are contained in 3GPP TS 23.288 [2] and 3GPP TS 23.502 [3]. The 5G System Architecture is defined in 3GPP TS 23.501 [4].
Detailed definitions of the involved services are provided in 3GPP TS 29.520 [5], 3GPP TS 29.508 [6], 3GPP TS 29.523 [7], 3GPP TS 29.554 [8], 3GPP TS 29.521 [9], 3GPP TS 29.522 [10], 3GPP TS 29.591 [11], 3GPP TS 29.517 [12], 3GPP TS 29.574 [15], 3GPP TS 29.575 [16] and 3GPP TS 29.576 [17].
The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition of the 5G System are specified in 3GPP TS 29.500 [13] and 3GPP TS 29.501 [14].
[bookmark: references][bookmark: _Toc73170991]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[5]	3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".
[6]	3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".
[7]	3GPP TS 29.523: "5G System; Policy Control Event Exposure Service; Stage 3".
[8]	3GPP TS 29.554: "5G System; Background Data Transfer Policy Control Service; Stage 3".
[9]	3GPP TS 29.521: "5G System; Binding Support Management Service; Stage 3".
[10]	3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".
[11]	3GPP TS 29.591: "5G System; Network Exposure Function Southbound Services; Stage 3".
[12]	3GPP TS 29.517: "5G System; Application Function Event Exposure Service; Stage 3".
[13]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[14]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[15]	3GPP TS 29.574: "5G System; Data Collection Coordination Services; Stage 3".
[16]	3GPP TS 29.575: "5G System; Analytics Data Repository Services; Stage 3".
[17]	3GPP TS 29.576: "5G System; Messaging Framework Adaptor Services; Stage 3".
[18]	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".
[19]	3GPP TS 28.532: "Management and orchestration; Generic management services".
[bookmark: definitions][bookmark: _Toc73170992]3	Definitions of terms, symbols and abbreviations
This clause and its three subclauses are mandatory. The contents shall be shown as "void" if the TS/TR does not define any terms, symbols, or abbreviations.
[bookmark: _Toc73170993]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc73170994]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc73170995]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
ADRF	Analytics Data Repository Function
AF	Application Function
DCCF	Data Collection Coordination Function
MFAF	Messaging Framework Adaptor Function
ML	Machine Learning
NEF	Network Exposure Learning
NWDAF	Network Data Analytics Function
PCF	Policy Control Function
SMF	Session Management Function
MTLF	Model Training Logical Function
AnLF	Analytics Logical Lunction
[bookmark: clause4][bookmark: _Toc28005428][bookmark: _Toc36038100][bookmark: _Toc45133297][bookmark: _Toc51762125][bookmark: _Toc59016530][bookmark: _Toc73170996]4	Reference Architecture for Data Analytics
This clause will provide the reference architecture for data analysis.
[bookmark: _Toc73170997]5	Signalling Flows for the Network Data Analytics Framework
[bookmark: _Toc73170998]5.1	General
This clause will provide a general introduction for Signalling Flows for the Network Data Analytics Framework. 

[bookmark: _Toc73170999]5.2	Analytics Exposure Procedures
[bookmark: _Toc28005462][bookmark: _Toc36038134][bookmark: _Toc45133331][bookmark: _Toc51762159][bookmark: _Toc59016564][bookmark: _Toc73171000]5.2.1	General
The analytics exposure procedures allow the NF service consumers (i.e. NFs, OAM and AFs) to obtain the analytics information from the NWDAF.
[bookmark: _Toc28005463][bookmark: _Toc36038135][bookmark: _Toc45133332][bookmark: _Toc51762160][bookmark: _Toc59016565][bookmark: _Toc73171001]5.2.2	Network data analytics Subscribe/Unsubscribe/Notify
[bookmark: _Toc73171002]5.2.2.1	Analytics Subscribe/Unsubscribe/Notify initiated by 5GC NFs, OAM or AFs
This procedure is used by the NF service consumers (i.e. NFs, OAM and AFs) to subscribe to/unsubscribe from analytics information directly from the NWDAF, it is also used by the NWDAF to notify the observed analytics event(s) to the NF service consumer if subscribed before.


Figure 5.2.2.1-1: Analytics Subscribe/Unsubscribe/Notify initiated by 5GC NFs, OAM or AFs
1.	In order to subscribe to notification(s) of analytics information from the NWDAF, the NF service consumer invokes Nnwdaf_EventsSubscription_Subscribe service operation by sending an HTTP POST request targeting the resource "NWDAF Events Subscriptions". The request includes the subscribed events and may include event filter information.
In order to update the existing subscription, the NF service consumer invokes Nnwdaf_EventsSubscription_Subscribe service operation by sending an HTTP PUT request with Resource URI of the resource "Individual NWDAF Event Subscription".
2.	The NWDAF responds to the Nnwdaf_EventsSubscription_Subscribe service operation. Upon receipt of the HTTP POST request, if the subscription is accepted to be created, the NWDAF responds to the NF service consumer with "201 Created", and the URI of the created subscription is included in the Location header field.
Upon receipt of the HTTP PUT request, if the subscription is accepted to be updated, the NWDAF responds to the NF service consumer with "200 OK" or "204 No Content"
3.	If the NWDAF observes the subscribed event(s), the NWDAF invokes Nnwdaf_EventsSubscription_Notify service operation to report the event(s) by sending an HTTP POST request with {notificationURI} as Notification URI.
4.	The NF service consumer sends an HTTP "204 No Content" response to the NWDAF.
5.	In order to unsubscribe to the notification(s) of analytics information from the NWDAF, the NF service consumer invokes Nnwdaf_EventsSubscription_Unsubscribe service operation by sending an HTTP DELETE request targeting the resource "Individual NWDAF Event Subscription", to the NWDAF to unsubscribe from analytics information. The request includes the event subscriptionId of the existing subscription that is to be deleted.
6.	The NWDAF responds to the Nnwdaf_EventsSubscription_Unsubscribe service operation. If the unsubscription is accepted, the NWDAF responds with "204 No Content".
NOTE:	For details of Nnwdaf_EventsSubscription_Subscribe/Unsubscribe/Notify service operations refer to 3GPP TS 29.520 [5].
[bookmark: _Toc73171003]5.2.2.2	Analytics Subscribe/Unsubscribe/Notify initiated by AFs via the NEF
This procedure is used by the AF to subscribe to/unsubscribe from analytics information from the NWDAF via the NEF, it is also used by the NWDAF to notify the analytics event(s) to the AF via the NEF, if subscribed before.


Figure 5.2.2.2-1: Analytics Subscribe/Unsubscribe/Notify initiated by AFs via the NEF
1.	In order to subscribe to notification(s) of analytics exposure via the NEF, the AF invokes the Nnef_AnalyticsExposure_Subscribe request by sending an HTTP POST request message targeting the resource "Analytics Exposure Subscriptions" as defined in subclause 4.4.14.1 of 3GPP TS 29.522 [10].
In order to update an existing analytics exposure subscription, the AF shall send an HTTP PUT request message to the NEF to the resource "Individual Analytics Exposure Subscription" requesting to change the subscription.
2.	Upon receipt of the HTTP request from the AF, if the AF is authorized with the requested analytics event(s) and the requested parameters comply with the inbound restriction in the analytics exposure mapping, the NEF shall invoke Nnwdaf_EventsSubscription_Subscribe service operation as described in step 1 in subclause 5.2.2.1.
3.	The NWDAF responds to the Nnwdaf_EventsSubscription_Subscribe service operation as described in step 2 in subclause 5.2.2.1.
[bookmark: _Hlk80962725]4.	Upon receipt of the HTTP request response from the NWDAF, the NEF shall invoke the Nnef_AnalyticsExposure_Subscribe response message by mapping and forwarding the response to the AF. 
5.	If the NWDAF observes the subscribed event(s), the NWDAF invokes Nnwdaf_EventsSubscription_Notify service operation as described in step 3 in subclause 5.2.2.1 to the NEF.
6.	If the NEF receives an analytics information notification from the NWDAF indicating that the subscribed analytics event has been detected, the NEF shall invoke the Nnef_AnalyticsExposure_Notify request by sending HTTP POST request message provide a notification to the AF request including the AnalyticsEventNotification data structure at least with the detected analytics event identified by the notification URI together with the notification correlation identifier received during creation of the Individual Analytics Exposure Subscription. 
7.	Upon receipt of the analytics event notification, the AF shall respond the NEF with a "204 No Content" status code to confirm the received notification in Nnef_AnalyticsExposure_Notify response message.
8.	The NEF shall forward the HTTP "204 No Content" response to the NWDAF.
9.	In order to delete an existing analytics exposure subscription, the AF shall invoke the Nnef_AnalyticsExposure_Unsubscribe request by sending an HTTP DELETE request message to the NEF to the resource "Individual Analytics Exposure Subscription".
10.	If the NEF receives an HTTP DELETE request from the AF, the NEF shall invoke the Nnwdaf_EventsSubscription_Unsubscribe service operation as described in step 5 in subclause 5.2.2.1.
[bookmark: _Hlk77261355]11.	The NWDAF responds to the Nnwdaf_EventsSubscription_Unsubscribe service operation as described in step 6 in subclause 5.2.2.1.
12.	The NEF shall forward the HTTP "204 No Content" response to the AF.
NOTE:	Details of AnalyticsExposure API refer to subclause 4.4.14 and subclause 5.6 of 3GPP TS 29.522 [4].
[bookmark: _Toc28005464][bookmark: _Toc36038136][bookmark: _Toc45133333][bookmark: _Toc51762161][bookmark: _Toc59016566][bookmark: _Toc73171004]5.2.3	Network data analytics information request
[bookmark: _Toc73171005]5.2.3.1	Analytics information request initiated by 5GC NFs, OAM or AFs
This procedure is used by the NF service consumers (i.e. 5GC NFs, OAM and AFs) to retrieve analytics information directly from the NWDAF.


Figure 5.2.3.1-1: Network data analytics info request procedure
1.	The NF Service Consumer invokes Nnwdaf_AnalyticsInfo_Request service operation by sending an HTTP GET request targeting the resource "NWDAF Analytics", to the NWDAF to request the analytics information. The request includes analytics identifier and related event filter information.
2.	The NWDAF responds to the Nnwdaf_AnalyticsInfo_Request service operation. If the request is accepted, the response includes the requested analytics information with "200 OK".
NOTE:	For details of Nnwdaf_AnalyticsInfo_Request service operation refer to 3GPP TS 29.520 [5].
[bookmark: _Toc73171006]5.2.3.2	Analytics information request initiated by AFs via the NEF
This procedure is used by the AFs to retrieve analytics information from the NWDAF via the NEF.


Figure 5.2.3.2-1: Analytics Request initiated by AFs via the NEF
[bookmark: _Hlk77340573]1.	In order to fetch analytics information, the AF invoke the Nnef_AnalyticsExposure_Fetch request by sending an HTTP POST request message to the NEF to the customized operation URI "{apiRoot}/3gpp-analyticsexposure/v1/fetch" as defined in subclause 4.4.14.2 of 3GPP TS 29.522 [10].
2.	Upon receipt of the HTTP request from the AF, if the AF is authorized with the requested analytics event(s) and the requested parameters comply with the inbound restriction in the analytics exposure mapping, the NEF shall invoke the Nnwdaf_AnalyticsInfo_Request service operation as described in step 1 in subclause 5.2.3.1.
3.	The NWDAF responds with the analytics information as described in step 2 in subclause 5.2.3.1 to the NEF.
4.	The NEF responds with the analytics information to the AF.
NOTE:	Details of AnalyticsExposure API refer to subclause 4.4.14 and subclause 5.6 of 3GPP TS 29.522 [4].

[bookmark: _Toc73171007]5.2.4	Analytics Exposure via DCCF
This procedure is used by NF service consumer(s) (e.g. NFs/OAM) based on local configuration, to subscribe/unsubscribe to NWDAF analytics event(s) via the DCCF, and upon the delivery option "Delivery via DCCF" configured on the DCCF, also used by DCCF to notify the NF service consumer(s) of the analytics information via the DCCF if subscribed before.


Figure 5.2.4-1: Analytics Exposure via DCCF
1.	In order to subscribe to notification(s) of analytics exposure via the DCCF based on local configuration, the NF service consumer invokes the Ndccf_DataManagement_Subscribe service operation by sending an HTTP POST request message targeting the resource "undefined resource name", the HTTP POST message shall include the undefined name of data structure as request body with parameters as defined in subclause 5.7.4 of 3GPP TS 29.574 [15].
2.	The DCCF determine whether the historical data handling is applicable or not.
[bookmark: _Hlk77848919][bookmark: _Hlk80988309]	If the historical data handling is not applicable or not supported, the DCCF shall proceed step 3a, skip step 3b, step 4b, step 5b, step 3c, step 4c and step 5c.
	If the historical data is available in an ADRF, the DCCF shall proceed step 3a and step 3b, skip step 3c, step 4c and step 5c.
[bookmark: _Hlk77850890]	If the historical data is available in an NWDAF, the DCCF shall proceed step 3a and step 3c, skip step 3b, step 4b and step 5b.
Editor's Note:	It is FFS that how the DCCF determines whether the historical data handling is applicable, based on some input data which will be defined later.
3a.	The DCCF shall determine whether the analytics requested are already being collected.
	If the requested analytics are already being collected by an NF service consumer, the DCCF adds the new NF service consumer to the list of NF service consumers that are subscribed for these analytics. 
4a	If the analytics requested at step 1 are not already available yet, the DCCF shall invoke the Nnwdaf_EventsSubscription_Subscribe service operation by sending an HTTP POST request message request to the NWDAF targeting the resource "NWDAF Events Subscriptions" to subscribe to a new analytics exposure subscription, or if the analytics subscribed in step 1 partially matches an analytics that is already being collected by the DCCF from an NWDAF, and a modification of this subscription to the NWDAF would satisfy both the existing analytics subscriptions as well as the newly requested analytics, by sending an HTTP PUT request to the resource "Individual Analytics Exposure Subscription " to replace an existing analytics exposure subscription. The request includes the subscribed event(s) and event filter information received from the NF service consumer, mapping to the parameters as defined in subclause 5.1 of 3GPP TS 29.520 [5].
NOTE:	If the NWDAF instance or NWDAF Set is not identified by the NF service consumer, the DCCF determines the NWDAF instances that can provide analytics. If the consumer requested storage of analytics in an ADRF but an ADRF ID is not provided by the NF service consumer, or the collected analytics is to be stored in an ADRF according to configuration on the DCCF, the DCCF selects an ADRF to store the collected data.
5a	The NWDAF responds to the Nnwdaf_EventsSubscription_Subscribe service operation. 
Upon receipt of the HTTP POST request, if the subscription is accepted to be created, the NWDAF responds to the DCCF with "201 Created", and the URI of the created subscription is included in the Location header field.
Upon receipt of the HTTP PUT request, if the subscription is accepted to be updated, the NWDAF responds to the DCCF with "200 OK" or "204 No Content".
3b	If the historical data handling is applicable, and the DCCF determine to retrieve analytics data from the ADRF, the DCCF shall determine which ADRF instances might provide the analytics.
4b	In order to retrieve the historical analytics data from the ADRF, the DCCF shall invoke the Nadrf_DataManagement_RetrievalSubscribe service operation by sending an HTTP POST request message targeting the resource "undefined resource name", the HTTP POST message shall include the undefined name of data structure as request body with parameters as defined in subclause 5.1.6 of 3GPP TS 29.575 [16].
5b	The ADRF responds to the Nadrf_DataManagement_RetrievalSubscribe service operation.
Upon receipt of the HTTP POST request, if the subscription is accepted to be created, the ADRF responds to the DCCF with "201 Created", and the URI of the created subscription is included in the Location header field.
3c	If the historical data handling is applicable, and the DCCF determine to retrieve analytics data from the NWDAF, the DCCF shall determine which NWDAF instances might provide the analytics as described and proceed step 4b.
4c	In order to retrieve the historical analytics data from the NWDAF, the DCCF shall invoke the Nnwdaf_DataManagement_Subscribe service operation by sending an HTTP POST request message targeting the resource " NWDAF Data Management Subscriptions", the HTTP POST message shall include the undefined name of data structure as request body with parameters as defined in subclause 5.3.6 of 3GPP TS 29.520 [5].
5c	The NWDAF responds to the Nnwdaf_DataManagement_Subscribe service operation.
Upon receipt of the HTTP POST request, if the subscription is accepted to be created, the NWDAF responds to the DCCF with "201 Created", and the URI of the created subscription is included in the Location header field.
6.	The DCCF responds to the Ndccf_DataManagement_Subscribe service operation with HTTP "204 No Content" status code.
7a.	(conditional)When the analytics are available, the NWDAF invokes the Nnwdaf_EventsSubscription_Notify service operation by sending an HTTP POST request message to notify the analytics information to the DCCF.
8a.	The DCCF responds to the Nnwdaf_EventsSubscription_Notify service operation with HTTP "204 No Content" status code.
7b.	(conditional)When the historical analytics data are available in the ADRF, the ADRF shall invoke the Nadrf_DataManagement_RetrievalNotify service operation by sending an HTTP POST request message to notify the historical data to the DCCF.
8b.	The DCCF responds to the Nadrf_DataManagement_RetrievalNotify service operation with HTTP "204 No Content" status code.
7c.	(conditional)When the historical analytics data are available in the NWDAF, the NWDAF shall invoke the Nnwdaf_DataManagement_Notify service operation by sending an HTTP POST request message to notify the historical data to the DCCF.
8c.	The DCCF responds to the Nnwdaf_DataManagement_Notify service operation with HTTP "204 No Content" status code.
9.	Upon the delivery option "Delivery via DCCF" configured on the DCCF. the DCCF invoke the Ndccf_DataManagement_Notify service operation by sending HTTP POST request message(s) to send the analytics data to all notification endpoints indicated in step 1. Analytics sent to notification endpoints may be processed and formatted by the DCCF so they conform to delivery requirements for each NF service consumer or notification endpoint.
NOTE:	According to Formatting Instructions provided by the NF service consumer, multiple notifications from a NWDAF can be combined in a single Ndccf_DataManagement_Notify so many notifications from an NWDAF results in fewer notifications (or one notification) to the NF service consumer. Alternatively, a notification can instruct the analytics notification endpoint to fetch the analytics from the DCCF.
10.		The NF service consumer responds to the Ndccf_DataManagement_Notify service operation with HTTP "204 No Content" status code.
11.	(conditional) The NF service consumer invoke the Ndccf_DataManagement_Fetch service operation by sending and HTTP GET request method to fetch the analytics from the DCCF before an expiry time, if received the fetch instruction in NdccfDataManagement_Notify service operation in step 9.
12.	The NF service consumer responds to the Ndccf_DataManagement_Fetch service operation with HTTP "204 No Content" status code.
13.	When the NF service consumer no longer need the subscription to the analytics requested in step 1, shall invoke the Ndccf_DataManagement_Unsubscribe service operation by sending an HTTP DELETE request message with "{xxx}" as Resource URI, where "{subscriptionId}" is the event subscriptionId of the existing subscription that is to be deleted., using the Subscription Correlation Id received in response to its subscription in step 1. The DCCF removes the NF service consumer from the list of NF service consumers that are subscribed for these analytics.
14.	The DCCF responds to the Ndccf_DataManagement_Unsubscribe service operation with HTTP "204 No Content" status code, upon removed the NF service consumer from the list of NF service consumers that are subscribed for these analytics
15a.	If there are no other NF service consumers subscribed to the analytics, the DCCF invoke the Nnwdaf_EventsSubscription_Unsubscribe service operation by sending a HTTP DELETE request message to the NWDAF.
16a.	The NWDAF responds to the Nnwdaf_EventsSubscription_Unsubscribe service operation with HTTP "204 No Content" status code, upon the analytics event(s) subscription is removed.
15b.	If DCCF determine that no other NF service consumers requiring the historical analytics data from the ADRF, the DCCF may invoke the Nadrf_DataManagement_RetrievalUnSubscribe service operation by sending a HTTP DELETE request message to the ADRF.
16b.	The ADRF responds to the Nadrf_DataManagement_RetrievalUnSubscribe service operation with HTTP "204 No Content" status code, upon the analytics data retrieval subscription is removed.
15c.	If DCCf determine that no other NF service consumers requiring the historical analytics data from the NWDAF, the DCCF may invoke the Nnwdaf_DataManagement_UnSubscribe service operation by sending a HTTP DELETE request message to the NWDAF.
16c.	The NWDAF responds to the Nnwdaf_DataManagement_UnSubscribe service operation with HTTP "204 No Content" status code, upon the analytics data subscription is removed.
Editor's Note:	It is FFS on all the undefined resource names and undefined data type names, which will be defined later.
[bookmark: _Toc73171008]5.2.5	Analytics Exposure via DCCF and MFAF
Editor’s Note:	detailed procedure for this clause will be updated later.

[bookmark: _Toc73171009]5.3	Analytics Aggregation from Multiple NWDAFs
This clause provides signalling flows to support Analytics Aggregation from Multiple NWDAFs. 

[bookmark: _Toc73171010]5.4	Analytics Context Information Transferring
This clause provides signalling flows to support Analytics Context Information Transferring. 

[bookmark: _Toc73171011]5.5	Data Collection
This clause provides signalling flows to support Data Collection. 

[bookmark: _Toc73171012]5.6	ML Model provisioning procedures
5.6.1	General
The ML Model provisioning procedures allow the NF service consumers (i.e. NWDAF (MTLF+AnLF), NWDAF (AnLF)) to obtain the ML model information on the related Analytics from another NWDAF (i.e. an NWDAF containing MTLF).
5.6.2	ML Model Subscribe/Unsubscribe/Notify procedure
The procedure is used by an NF service consumer to subscribe to/unsubscribe from the ML model information on the related Analytics on NWDAF containing MTLF, and also used by the NWDAF containing MTLF to notify the ML model information to the NF service consumer if it subscribed to the ML model information previously.


Figure 5.6.2-1: ML Model Subscribe/Unsubscribe/Notify procedure
1.	In order to subscribe to ML model information, the NF service consumer invokes Nnwdaf_MLModelProvision_Subscribe service operation by sending an HTTP POST request targeting the resource "NWDAF ML Model Provision Subscriptions". The request shall include the event ID(s) and the notification URI, and may include the event filter information, the target UE information, the expected time interval during which the ML model shall be reported and the expiry time.
In order to modify the existing subscription, the NF service consumer invokes Nnwdaf_MLModelProvision_Subscribe service operation by sending an HTTP PUT request with Resource URI of the resource "Individual NWDAF ML Model Provision Subscription".
2.	The NWDAF containing MTLF responds to the Nnwdaf_MLModelProvision_Subscribe service operation. Upon receipt of the HTTP POST request, if the subscription is accepted to be created, the NWDAF containing MTLF responds to the NF service consumer with "201 Created", and the URI of the created subscription is included in the Location header field.
Upon receipt of the HTTP PUT request, if the subscription is accepted to be updated, the NWDAF containing MTLF responds to the NF service consumer an HTTP "200 OK" with a response body containing a representation of the updated subscription or "204 No Content".
3.	If the NWDAF containing MTLF determines that the subscribed ML model information is available, the NWDAF containing MTLF invokes MLModelProvision_Notify service operation to report the ML model information by sending an HTTP POST request to the NF service consumer identified by the notification URI received during the creation/modification of the subscriptions. The request shall include the event ID, the subscriptionId and either the address (e.g. URL or FQDN) of ML Model file or the ADRF ID, and may include the period of validity that indicates the time period when the provided ML model applies and spatial validity that indicates the area where the provided ML model applies.
4.	The NF service consumer responds to the NWDAF containing MTLF with an HTTP "204 No Content" message.
5.	In order to unsubscribe from the notification(s) of the ML model information, the NF service consumer invokes Nnwdaf_MLModelProvision_Unsubscribe service operation by sending an HTTP DELETE request, which targets the resource "Individual NWDAF ML Model Provision Subscription", to the NWDAF containing MTLF.
6.	If the request is accepted, the NWDAF containing MTLF deletes the subscription and responds to the NF service consumer with an HTTP "204 No Content" message.
NOTE:	For details of Nnwdaf_MLModelProvision_Subscribe /Unsubscribe/Notify service operations refer to 3GPP TS 29.520 [5].
[bookmark: _Toc73171013]5.7	Procedures for Specific Network Data Analytics
[bookmark: _Toc73171014]5.7.1	General

[bookmark: _Toc73171015]5.7.2	Network Slice (Instance) load level Analytics
This clause provides signalling flows to support Network Slice (Instance) load level Analytics.

[bookmark: _Toc73171016]5.7.3	Observed Service Experience Analytics
This clause provides signalling flows to support Observed Service Experience Analytics.

[bookmark: _Toc73171017]5.7.4	NF load Analytics
This clause provides signalling flows to support NF load analytics.

[bookmark: _Toc73171018]5.7.5	Network Performance Analytics
This clause provides signalling flows to support Network Performance Analytics. 

[bookmark: _Toc73171019]5.7.6	UE Mobility Analytics
This procedure is used by the NF to obtain UE mobility analytics, which is calculated by the NWDAF based on the information collected from the AMF, AF and/or OAM. If the NF is an AF which is untrusted, the AF will request analytics via the NEF as described in clause 5.2.3.2.


Figure 5.7.6-1: Procedure for UE Mobility analytics
1a.	In order to obtain the UE mobility analytics, the NF may invoke Nnwdaf_AnalyticsInfo_Request service operation as described in clause 5.2.3.1.
1b-1c.	In order to obtain the UE mobility analytics, the NF may invoke Nnwdaf_EventsSubscription_Subscribe service operation as described in clause 5.2.2.1.
2a-2b.	The NWDAF may invoke Namf_EventExposure_Subscribe service operation as described in clause 5.3.2.2.2 of 3GPP TS 29.518 [TS29518]. This step may be skipped when e.g. the UE mobility information is available. The AMF responds to the NWDAF an HTTP "201 Created" response.
3a-3b.	If step 2a and step 2b are performed, the AMF invokes Namf_EventExposure_Notify service operation as described in clause 5.3.2.4 of 3GPP TS 29.518 [TS29518]. The NWDAF responds to the AMF an HTTP "204 No Content" response.
4a-4b.	If the AF is trusted, the NWDAF may invoke Naf_EventExposure_Subscribe service operation to the AF directly by sending an HTTP POST request targeting the resource "Application Event Subscriptions". The AF responds to the NWDAF an HTTP "201 Created" response.
5a-5b.	If step 4a and step 4b are performed, the AF invokes Naf_EventExposure_Notify service operation by sending an HTTP POST request to the NWDAF identified by the notification URI received in step 4a. The NWDAF responds to the AF an HTTP "204 No Content" response.
6a-6d.	If the AF is untrusted, the NWDAF may invoke Nnef_EventExposure_Subscribe service operation to the NEF by sending an HTTP POST request targeting the resource "Network Exposure Event Subscriptions" and then the NEF invokes Naf_EventExposure_Subscribe service operation by sending an HTTP POST request targeting the resource "Application Event Subscriptions". The AF responds to the NEF an HTTP "201 Created" response and then the NEF responds to the NWDAF an HTTP "201 Created" response.
7a-7d.	If step 6a to step 6d are performed, the AF invokes Naf_EventExposure_Notify service operation by sending an HTTP POST request to the NEF identified by the notification URI received in step 6b and the NEF invokes Nnef_EventExposure_Notify service operation by sending an HTTP POST request to the NWDAF identified by the notification URI received in step 6a. The NWDAF responds to the NEF an HTTP "204 No Content" response and then the NEF responds to the AF an HTTP "204 No Content" response.
8.	The NWDAF may invoke "streaming data reporting service reportStreamData" service operation to the OAM as described in clause 12.5.1.1.5 of 3GPP TS 28.532 [TS28532].
9.	The NWDAF may invoke the "File data reporting service subscribe" service operation to the OAM as described in clause 12.6.1.1.3 of 3GPP TS 28.532 [TS28532] or invoke "File data reporting service listAvailableFiles" service operation to the OAM as described in clause 12.6.1.1.2 of 3GPP TS 28.532 [TS28532].
10. The NWDAF calculates the requested UE mobility analytics based on the data collected from AMF, AF and/or OAM.
11a.	If step 1a is performed, the NWDAF responds to the Nnwdaf_AnalyticsInfo_Request service operation as described in clause 5.2.3.1.
11b-11c.	If step 1b and step 1c are performed, the NWDAF invokes Nnwdaf_EventsSusbcription_Notify service operation as described in clause 5.2.2.1.
12a-12b.	The same as step 3a and step 3b.
13a-13b.	The same as step 5a and step 5b.
14a-14d.	The same as step 7a and step 7d.
15.	The same as step 9.
16.	The same as step 10.
17a-17b.	The same as step 11b and step 11c.
NOTE 1:	For details of Naf_EventExposure_Subscribe/Notify service operations refer to 3GPP TS 29.517 [12].
NOTE 2:	For details of Nnef_EventExposure_Subscribe/Notify service operations refer to 3GPP TS 29.591 [11].
[bookmark: _Toc73171020]5.7.7	UE Communication Analytics
This procedure is used by the NF to obtain UE communication analytics, which is calculated by the NWDAF based on the information collected from the AMF, SMF and/or AF. If the NF is an AF which is untrusted, the AF will request analytics via the NEF as described in clause 5.2.3.2.


Figure 5.7.7-1: Procedure for UE Communication analytics
1a.	In order to obtain the UE communication analytics, the NF may invoke Nnwdaf_AnalyticsInfo_Request service operation as described in clause 5.2.3.1.
1b-1c.	In order to obtain the UE communication analytics, the NF may invoke Nnwdaf_EventsSubscription_Subscribe service operation as described in clause 5.2.2.1.
2a-2b.	The NWDAF may invoke Namf_EventExposure_Subscribe service operation as described in clause 5.3.2.2.2 of 3GPP TS 29.518 [TS29518] to retrieve one or more Type Allocation codes, UE connection management state, UE access behaviour trends and UE location trends from AMF. The AMF responds to the NWDAF an HTTP "201 Created" response.
3a-3b.	If step 2a and step 2b are performed, the AMF may invoke Namf_EventExposure_Notify service operation as described in 3GPP TS 29.518 [TS29518] clause 5.3.2.4. The NWDAF responds to the AMF an HTTP "204 No Content" response.
4a-4b.	The NWDAF may invoke Nsmf_EventExposure_Subscribe service operation by sending an HTTP POST request targeting the resource "SMF Notification Subscriptions" to request the information of the UE and/or N4 session related data to calculate the analytics. The SMF responds to the NWDAF an HTTP "201 Created" response.
5a-5b.	If step 4a and step 4b are performed, the SMF may invoke Nsmf_EventExposure_Notify service operation by sending an HTTP POST request to the NWDAF identified by the notification URI received in step 4a. The NWDAF responds to the SMF an HTTP "204 No Content" response.
6a-6b.	If the AF is trusted, the NWDAF may invoke Naf_EventExposure_Subscribe service operation by sending an HTTP POST request targeting the resource "Application Event Subscriptions" to request the service data from AF directly. The AF responds to the NWDAF an HTTP "201 Created" response.
7a-7b.	If step 6a and step 6b are performed, the AF may invoke Naf_EventExposure_Notify service operation by sending an HTTP POST request to the NWDAF identified by the notification URI received in step 6a. The NWDAF responds to the AF an HTTP "204 No Content" response.
8a-8d.	If the AF is untrusted, the NWDAF may invoke Nnef_EventExposure_Subscribe service operation to the NEF by sending an HTTP POST request targeting the resource "Network Exposure Event Subscriptions" and then the NEF invokes Naf_EventExposure_Subscribe service operation by sending an HTTP POST request targeting the resource "Application Event Subscriptions". The AF responds to the NEF an HTTP "201 Created" response and then the NEF responds to the NWDAF an HTTP "201 Created" response.
9a-9d.	If step 8a to step 8d are performed, the AF may invoke Naf_EventExposure_Notify service operation by sending an HTTP POST request to the NEF identified by the notification URI received in step 8b and the NEF invokes Nnef_EventExposure_Notify service operation by sending an HTTP POST request to the NWDAF identified by the notification URI received in step 8a. The NWDAF responds to the NEF an HTTP "204 No Content" response and then the NEF responds to the AF an HTTP "204 No Content" response.
10. The NWDAF calculates the requested UE communication analytics based on the data collected from AMF, SMF and/or AF.
11a.	If step 1a is performed, the NWDAF responds to the Nnwdaf_AnalyticsInfo_Request service operation as described in clause 5.2.3.1.
11b-11c.	If step 1b and step 1c are performed, the NWDAF may invoke Nnwdaf_EventsSusbcription_Notify service operation as described in clause 5.2.2.1.
12a-12b.	The same as step 3a and step 3b.
13a-13b.	The same as step 5a and step 5b.
14a-14b.	The same as step 7a and step 7b.
15a-15d.	The same as step 9a and step 9d.
16.	The same as step 10.
17a-17b.	The same as step 11b and step 11c.
NOTE 1:	For details of Nsmf_EventExposure_Subscribe/Notify service operations refer to 3GPP TS 29.508 [6].
NOTE 2:	For details of Naf_EventExposure_Subscribe/Notify service operations refer to 3GPP TS 29.517 [12].
NOTE 3:	For details of Nnef_EventExposure_Subscribe/Notify service operations refer to 3GPP TS 29.591 [11].
[bookmark: _Toc73171021]5.7.8	Expected UE behavioural Analytics
This procedure is used by the NF to obtain the expected UE behavioural parameters, which are calculated by the NWDAF based on the information collected from the AMF, SMF, AF and/or OAM. If the NF is an AF which is untrusted, the AF will request analytics via the NEF as described in clause 5.2.3.2.


Figure 5.7.8-1: Procedure for Expected behavioural Analytics
1a.	In order to obtain the expected UE behavioural parameters, the NF may invoke Nnwdaf_AnalyticsInfo_Request service operation as described in clause 5.2.3.1.
1b-1c.	In order to obtain expected UE behavioural parameters, the NF may invoke Nnwdaf_EventsSubscription_Subscribe service operation as described in clause 5.2.2.1.
2a.	If the event is set to "UE_MOBILITY", the NWDAF collects data from AMF, AF and/or OAM as described in clause 5.7.6 from step 2a to step 9.
2b.	If the event is set to "UE_COMM", the NWDAF collects data from AMF, SMF and/or AF as described in clause 5.7.7 from step 2a to step 9d.
3. The NWDAF calculates the expected UE behavioural parameters based on the collected data from AMF, SMF, AF and/or OAM.
4a.	If step 1a is performed, the NWDAF responds to the Nnwdaf_AnalyticsInfo_Request service operation as described in clause 5.2.3.1.
4b-4c.	If step 1b and step 1c are performed, the NWDAF invokes Nnwdaf_EventsSusbcription_Notify service operation as described in clause 5.2.2.1.
5a-5b.	The AMF, SMF, AF and/or OAM send the notifications to the NWDAF if it has subscribed to the related events in step 2a or step 2b.
6.	The same as step 3.
7a-7b.	The same as step 4b and step 4c.
[bookmark: _Toc73171022]5.7.9	Abnormal behaviour Analytics
This clause provides signalling flows to support Abnormal behaviour Analytics. 

[bookmark: _Toc73171023]5.7.10	User Data Congestion Analytics
This clause provides signalling flows to support User Data Congestion Analytics. 

[bookmark: _Toc73171024]5.7.11	QoS Sustainability Analytics
This clause provides signalling flows to support QoS Sustainability Analytics. 

[bookmark: _Toc73171025]5.7.12	Dispersion Analytics
This clause provides signalling flows to support Dispersion Analytics. 

[bookmark: _Toc73171026]5.7.13	WLAN Performance Analytics
This clause provides signalling flows to support WLAN Performance Analytics. 

[bookmark: _Toc73171027]5.7.14	Session Management Congestion Control Experience Analytics
This clause provides signalling flows to support Session Management Congestion Control Experience Analytics. 

[bookmark: _Toc73171028]5.7.15	Redundant Transmission Experience Analytics
This clause provides signalling flows to support Redundant Transmission Experience Analytics. 

[bookmark: _Toc73171029]5.7.16	DN Performance Analytics
This clause provides signalling flows to support DN Performance Analytics. 
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