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1. Introduction
<Introduction part (optional)>
2. Reason for Change
Error handling, Feature negotiation and Security need to be specified.
3. Conclusions

4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.565.

* * * First Change * * * *
[bookmark: _Toc510696647][bookmark: _Toc35971443][bookmark: _Toc67903560][bookmark: _Toc81065825][bookmark: _Toc35971444][bookmark: _Toc67903561][bookmark: _Toc78815819]6.2.7	Error Handling
[bookmark: _Toc81065826]6.2.7.1	General
HTTP error handling shall be supported as specified in clause 5.2.4 of 3GPP TS 29.500 [4].
For the Ntsctsf_QoSandTSCAssistance API, HTTP error responses shall be supported as specified in clause 4.8 of 3GPP TS 29.501 [5]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [4] shall be supported for an HTTP method if the corresponding HTTP status codes are specified as mandatory for that HTTP method in table 5.2.7.1-1 of 3GPP TS 29.500 [4].
Editor's Note:	Error/redirection responses are FFS.
In addition, the requirements in the following clauses are applicable for the Ntsctsf_QoSandTSCAssistance API.
[bookmark: _Toc81065827]6.2.7.2	Protocol Errors
No specific procedures for the Ntsctsf_QoSandTSCAssistance service are specified.
[bookmark: _Toc81065828]6.2.7.3	Application Errors
The application errors defined for the Ntsctsf_QoSandTSCAssistance service are listed in Table 6.2.7.3-1.
Table 6.2.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	
	
	



Editor's Note:	Error/redirection responses are FFS.
[bookmark: _Toc81065829]6.2.8	Feature negotiation
The optional features in table 6.2.8-1 are defined for the Ntsctsf_QoSandTSCAssistance API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 6.2.8-1: Supported Features
	Feature number
	Feature Name
	Description

	
	
	



[bookmark: _Toc532994477][bookmark: _Toc35971448][bookmark: _Toc67903565][bookmark: _Toc81065830][bookmark: _Hlk525137310]6.2.9	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the Ntsctsf_QoSandTSCAssistance API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the Ntsctsf_QoSandTSCAssistance API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the Ntsctsf_QoSandTSCAssistance service.
The Ntsctsf_QoSandTSCAssistance API defines a single scope "ntsctsf-qos-tscai" for the entire service, and it does not define any additional scopes at resource or operation level.
* * * End of Changes * * * *

