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*** Next Change ***
5.2.8.3.1
General

The Northbound APIs defined in this specification may support the HTTP custom headers specified in Table 5.2.8.3.1-1 below. A description of each custom header and the normative requirements related to when to include them are also provided in Table 5.2.8.3.1-1.

Table 5.2.8.3.1-1: Optional HTTP custom headers

	Name
	Reference
	Description

	Nb-Api-Sender-Timestamp
	subclause 5.2.8.3.2
	This header may be used to indicate the date and time (with a millisecond granularity) at which an HTTP request or response is originated. This may be used e.g. for measuring signalling delays in Northbound interfaces. 

	Nb-Api-Max-Rsp-Time
	subclause 5.2.8.3.3
	This header may be used in a HTTP request to indicate the duration during which the HTTP client waits for a response.

	Nb-Api-Lci
	subclause 5.2.8.3.4
	This header may be used by a SCEF to send Load Control Information (LCI) to the sending entity (e.g. SCS/AS, AF).

	Nb-Api-Oci
	subclause 5.2.8.3.5
	This header may be used by an overloaded SCEF in an API response message, or in a notification request message to signal Overload Control Information (OCI) to the sending entity (e.g. SCS/AS, AF).
This header may also be used by an overloaded sending entity (e.g. SCS/AS, AF) in a notification response or in an API request to signal Overload Control Information (OCI) to the SCEF.

	Nb-Api-Sender-Instance-Id
	subclause 5.2.8.3.x
	This header is used in a HTTP request to indicate the sender (e.g., SCS/AS) instance identifier.


*** Next Change ***
5.2.8.3.x
Nb-Api-Sender-Instance-Id
It includes the identifier of sender instance with data type string. The format shall be a Universally Unique Identifier (UUID) version 4, as described in IETF RFC 4122 [4122].
*** Next Change ***
5.2.x
SCS/AS instance change
During resource creation (e.g., POST), the SCS/AS may include a Nb-Api-Sender-Instance-Id custom header to indicate the SCS/AS instance ID. If SCS/AS instance is changed, such information is updated by the new SCS/AS instance in subsequent HTTP request (e.g., PUT). The new SCS/AS instance may request to update the notification target address (if applicable) and other data in a PUT/PATCH request.
*** End of Changes ***
