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CT3 needs to complete the stage 3 work on Application Context Relocation (ACR) in Rel-17. This paper analyses the selected T-EAS declaration procedure and the ACR launching procedure and identifies considering stage 2 status and stage 3 protocol implementation perspective.
1. Discussion

To accomplish service continuity 3GPP TS 23.558 has defined several procedures related to application context relocation (ACR). In particular, there are two procedures which allow to request/select a target EAS (T-EAS); Selected T-EAS declaration and ACR launching procedures.

CT3 has now introduced the Eees_SelectedTargetEAS API (covering the selected target EAS declaration procedure) in 3GPP TS 29.558 while CT1 is working on the ACR launching procedure. However, there seems not need of having two different APIs.

When analyzing both procedures for stage 3 design one can see that ACR launching procedure (over EDGE-1) could include or better includes the functionality of the selected T-EAS declaration (over EDGE-3). This is more clear when analyzing the messages defined for both procedures and the information they convey.

Quote of clause 8.8.3.7.1:
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Figure 1: Selected target EAS declaration procedure

1.
The S-EAS sends Selected target EAS declaration request message to the S-EES. The request includes the information of the selected T-EAS.

2.
The S-EES checks whether the requesting EAS is authorized to perform operation. If authorized, the S-EES responds to the received request with Selected target EAS notification declaration response message. The S-EES also determines the selected T-EES based on the declared T-EAS selection, which may be included in the target information notification sent to the EEC as described in clause 8.8.3.5.
Quote of clause 8.8.3.4:
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Figure 2: ACR launching procedure

1.
The EEC or the S‑EAS sends an ACR request message to the EES in order to start ACR. The ACR request message includes ACR action to indicate either ACR initiation request or ACR determination request. If the procedure is triggered by the S‑EAS, the ACR request message is only for ACR determination.

An ACR request for ACR initiation sent by the EEC:

-
includes an indication of whether the EEC requests the EES to perform EAS notification; and

-
provides information used by EES to perform AF traffic influence as in 3GPP TS 23 501 [2].

An ACR request for ACR determination sent either by the EEC or the EAS informs the EES that the need for ACR has been detected by the requestor.

2.
The EES checks if the requestor is authorized for this operation. If authorized, the EES processes the request and performs the required operations.

If the request in step 1 is for ACR initiation:

-
the EES may use information provided in the request to apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable), as described in 3GPP TS 23.501 [2], clause 5.6.7.1; and

-
if the EAS notification indication is provided in the step 1 request and the EAS has subscribed to receive such notification, the EES shall notify the EAS about the need to start ACR.

If the request in step 1 is for ACR determination, the EES decides to execute ACR as described in clause 8.8.2.5.

3.
The EES responds to the requestor's request with an ACR response message.

Quote of clause 8.8.4.17 for the request of the selected target EAS declaration procedure:

Table 8.8.4.17-1: Selected target EAS declaration request
	Information element
	Status
	Description

	UE ID
	M
	The identifier of the UE.

	Security credentials
	M
	Security credentials.

	Selected EAS ID
	M
	Selected EAS identifier.

	Selected EAS Endpoint
	M
	Endpoint of the selected EAS.


Quote of clause 8.8.4.17 for the ACR request of the ACR launching procedure:

Table 8.8.4.4-1: ACR request
	Information element
	Status
	Description

	Requestor Identifier
	M
	Unique identifier of the requestor (i.e. EECID or EASID).

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EASID
	O
	Identifier of the EAS

	UE identifier (NOTE 4)
	O
	The identifier of the UE (i.e. GPSI).

	ACR action (NOTE 3)
	M
	Indicates the ACR action (ACR initiation or ACR determination)

	ACR initiation data (NOTE 2)
	O
	ACR initiation IEs to be included in an ACR request message when ACR action indicates it is ACR initiation request.

	> T-EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS.

	> DNAI of the T-EAS
	O
	DNAI information associated with the T-EAS.

	> N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to the T-EAS DNAI.

	> EAS notification indication
	M
	Indicates whether to notify the EAS about the need of ACR.

	> S-EAS endpoint (NOTE 1)
	O
	Endpoint information of the S-EAS

	> EEC context relocation details
	O
	Information required for EEC context relocation using the EEC context push or EEC context pull mechanisms.

	>> EEC Context ID (NOTE 5)
	O
	Identifier of the EEC Context 

	>> S-EES ID (NOTE 5)
	O
	Identifier of the EES that provided EEC context ID.

	>> S-EES endpoint (NOTE 5)
	O
	The endpoint address (e.g. URI, IP address) of the EES that provided EEC context ID.

	>> T-EES ID (NOTE 6)
	O
	Identifier of the T-EES. 

	>> T-EES endpoint (NOTE 6)
	O
	The endpoint address (e.g. URI, IP address) of the T-EES. 

	ACR determination data (NOTE 2)
	O
	ACR determination IEs to be included in an ACR request message when ACR action indicates it is ACR determination request.

	> S-EAS endpoint
	M
	Endpoint information of the S-EAS

	NOTE 1:
This IE shall be present if the EAS notification indication indicates that the EAS needs to be informed.

NOTE 2:
Either ACR initiation or ACR determination shall be included corresponding to the ACR action.

NOTE 3:
This IE shall indicate ACR determination if the request originates from the S‑EAS.

NOTE 4:
This IE shall be present if the request originates from the EEC.
NOTE 5:
This IE may be present only if the request originates from the EEC towards the T-EES.
NOTE 6:
This IE may be present only if the request originates from the EEC towards the S-EES.


Please, note that the ACR request already provide all necessary information for a request of selected target EAS. Hence, the ACR request can be used for the selected target EAS declaration request message.

It is important to indicate that the UE identifier is optional for the case when an S-EAS sends the requests when for the selected target EAS declaration procedure is mandatory. However, one can actually wonder why it is optional for the ACR launching procedure as without the UE identity is not possible to correlate the request.

Quote of clause 8.8.4.18 for the response of the selected target EAS declaration procedure:

Table 8.8.4.18-1: Selected target EAS declaration response

	Information element
	Status
	Description

	Result
	O
	Indicates that the request was successful.

	Failure response
	O
	Indicates that the request failed.

	> Cause
	O
	Indicates the failure cause.


The stage 2 definition of the messges seems not optimal for stage 3 design as all information elements are in fact optional when this should not be the case. As per other messages, a result should be mandatory and this result will convey the result operation, i.e., success or failure. In case of failure then a cause could be provided to indicate the reason of the failure to the receiver.

Quote of clause 8.8.4.5 for the ACR response of the ACR launching procedure:

Table 8.8.4.5-1: ACR response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the ACR request was successful.

	Failure response
	O
	Indicates that the ACR request failed.

	> Cause
	O
	Indicates the cause of ACR request failure


Additionally, the ACR response can provide means for response of a selected target EAS request so it can be used for the Selected target EAS declaration response.
2 Conclusion
This paper has discussed and analysed the problems of the selected T-EAS declaration procedure and related messages in order to define the stage 3 details.

When analyzing the ACR launching procedure and the selected T-EAS declaration procedure the related functionality of the latest can be provided by the messages of the former (i.e., ACR launching procedure).Hence, the ACR launching procedure and the selected target EAS declaration APIs can be merged. There is not need of havinng different APIs for different ACR “scenarios”. The same procedures and APIs should be used in different scenarios to produce proper design and implementation of the feature.

Additionally, ACR response message seems not to be properly design from stage 3 perspective and the ACR request message needs an update regarding the UE identifier information element.
Hence, the authors of this paper propose to liaise SA6 about the issues with the ACR procedures and messages so that proper stage 3 design and work can be perfomed by the group.
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