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* * * Start of changes * * * *
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The NEF Northbound interface is between the NEF and the AF. It specifies RESTful/RPC APIs that allow the AF to access the services and capabilities provided by 3GPP network entities and securely exposed by the NEF.
This document also specifies the procedures triggered at the NEF by API requests from the AF and by event notifications received from 3GPP network entities.
The stage 2 level requirements and signalling flows for the NEF Northbound interface are defined in 3GPP TS 23.502 [2].
The NEF Northbound interface supports the following procedures:
1)	Procedures for Monitoring
2)	Procedures for Device Triggering
3)	Procedures for resource management of Background Data Transfer
4)	Procedures for CP Parameters, Network Configuration Parameters Provisioning, 5G LAN Parameters Provisioning, ACS Configuration Parameter Provisioning, Location Privacy Indication Parameters Provisioning, Time Synchronization Exposure and ECS address provisioning 
5)	Procedures for PFD Management
6)	Procedures for Traffic Influence
7)	Procedures for changing the chargeable party at session set up or during the session
8)	Procedures for setting up an AF session with required QoS
9)	Procedures for MSISDN-less Mobile Originated SMS
10)	Procedures for non-IP data delivery
11)	Procedures for analytics information exposure
12)	Procedure for applying BDT policy
13)	Procedures for Enhanced Coverage Restriction Control
14)	Procedures for IPTV Configuration 
15)	Procedures for Service Parameter Provisioning
16)	Procedures for RACS Parameter Provisioning 
17)	Procedures for Mobile Originated Location Request 
18)	Procedures for AKMA
19)	Procedures for AF triggered Access and Mobility Influence
20)	Procedures for AF triggered Access and Mobility Policy Authorization
Which correspond to the following services respectively, supported by the NEF as defined in 3GPP TS 23.502 [2]:
1)	Nnef_EventExposure service and Nnef_APISupportCapability service
2)	Nnef_Trigger service
3)	Nnef_BDTPNegotiation service 
4)	Nnef_ParameterProvision service
5)	Nnef_PFDManagement service
6)	Nnef_TrafficInfluence service
7)	Nnef_ChargeableParty service
8)	Nnef_AFsessionWithQoS service
9)	Nnef_MSISDN-less_MO_SMS service
10)	Nnef_NIDDConfiguration and Nnef_NIDD services
11)	Nnef_AnalyticsExposure service
12)	Nnef_ApplyPolicy service
13)	Nnef_ECRestriction service
14)	Nnef_IPTVConfiguration service 
15)	Nnef_ServiceParameter service 
16)	Nnef_UCMFProvisioning service 
17)	Nnef_Location service 
18)	Nnef_AKMA service
19)	Nnef_AMInfluence service
20)	Nnef_AMPolicyAuthorization service
aa)	Nnef_SliceStatus service
NOTE 1:	For Nnef_PFDManagement service, only the Nnef_PFDManagement_Create/Update/Delete service operations are applicable for the NEF Northbound interface.
NOTE 2:	For Nnef_NIDD service, NF consumer other than the AF does not use the NEF Northbound interface.
NOTE 3:	For Nnef_NIDDConfiguration service, the Nnef_NIDDConfiguration_Trigger service operation is only applicable for the NEF Northbound interface.
NOTE 4:	The Nnef_APISupportCapability service is only applicable in the MonitoringEvent API when the monitoring type sets to "API_SUPPORT_CAPABILITY".

* * * Next changes * * * *
4.4.x	Procedures for Network Slice Admission Control information retrieval
This procedure is used by the AF to retrieve the network slice status information related to Network Slice Admission Control for a given network slice identified by an S-NSSAI, i.e. either the current number of registered UEs within the network slice, the current number of established PDU Sessions within the network slice or both. The procedure is applicable for a given network slice identified by an S-NSSAI.
In order to retrieve information about either the number of registered UEs within a given network slice, the number of the established PDU Sessions within a given network slice or both, an AF sends a Nnef_SliceStatus_Retrieval Request message to the NEF. The request body shall include the SacInfoRequest data structure which shall contain:
-	within the "snssai" attribute, the targeted network slice, identified by an S-NSSAI, for which network slice status information related to Network Slice Admission Control is requested;
-	within the "events" attribute, the information to be reported, i.e. either the number of registered UEs within the network slice identified by the "snssai" attribute, the number of established PDU Sessions within the network slice identified by the "snssai" attribute or both;
and may contain:
-	within the "suppFeat" attribute, the features supported by the AF.
The NEF checks whether the AF is authorized or not. If the AF is authorized, the NEF may query the NRF to find the NSACF responsible for the requested S-NSSAI. Then, the NEF interacts with the NSACF using the Nnsacf_SliceStatus service to retrieve the network slice status information requested by the AF.
Editor's Note:	The Nnsacf_SliceStatus service will be defined by CT4.
The NEF forwards the received information in a Nnef_SliceStatus_Retrieval Response message to the AF. The response body shall include the SacInformation data structure which shall contain:
-	within the "snssai" attribute, the concerned network slice, identified by an S-NSSAI, for which the reported network slice status information related to Network Slice Admission Control is related;
-	within the "events" attribute, the type of information that is reported, i.e. either the number of registered UEs within the network slice identified by the "snssai" attribute, the number of established PDU Sessions within the network slice identified by the "snssai" attribute or both;
-	within the "eventRepInfo" attribute, the reported network slice status information related to Network Slice Admission Control, i.e. either the current number of registered UEs (e.g. represented in percentage of the maximum number of the registered UEs) within the network slice identified by the "snssai" attribute, the current number of established PDU Sessions (e.g. represented in percentage of the maximum number of the established PDU Sessions) within the network slice identified by the "snssai" attribute or both;
and may contain:
-	within the "suppFeat" attribute, the features supported by both the AF and the NEF.

* * * End of changes * * * *
