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	Reason for change:
	According to TS 24.501, 5.5.1.2.2, in the UE Registration Request message the UE policy container includes the UE STATE INDICATION message. Considering the encoding of the UE policy container only allows that one message is included, the UE POLICY PROVISIONING REQUEST message could not be sent during Initial Registration.
According to TS 24.587, The UE policy container with the UE POLICY PROVISIONING REQUEST message can only be included in the UE triggered V2X Policy provisioning procedure using the NAS transport procedure.

==== Excerpts from TS 24.501 v17.3.1====
 5.5.1.2.2	Initial registration initiation
…
If the UE has one or more stored UE policy sections identified by a UPSI with the PLMN ID part indicating the HPLMN or the selected PLMN, the UE shall set the Payload container type IE to "UE policy container" and include the UE STATE INDICATION message (see annex D) in the Payload container IE of the REGISTRATION REQUEST message.
…
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Table D.6.1.1: UE policy delivery service message type
	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	…
	0
	0
	0
	0
	0
	0
	0
	
	Reserved

	0
	0
	0
	0
	0
	0
	0
	1
	
	MANAGE UE POLICY COMMAND message

	0
	0
	0
	0
	0
	0
	1
	0
	
	MANAGE UE POLICY COMPLETE message

	0
	0
	0
	0
	0
	0
	1
	1
	
	MANAGE UE POLICY COMMAND REJECT message

	0
	0
	0
	0
	0
	1
	0
	0
	
	UE STATE INDICATION message

	0
	0
	0
	0
	0
	1
	0
	1
	
	UE POLICY PROVISIONING REQUEST message (see NOTE)

	0
	0
	0
	0
	0
	1
	1
	0
	
	UE POLICY PROVISIONING REJECT message (see NOTE)

	All other values are reserved

	NOTE:	Coding and usage of UE POLICY PROVISIONING REQUEST message and UE POLICY PROVISIONING REJECT message are specified in 3GPP TS 24.587 [19B].


=== Excerpt from TS 24.587 v17.2.0====
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In order to initiate the UE-requested V2X policy provisioning procedure, the UE shall create a UE POLICY PROVISIONING REQUEST message (see example in figure 5.3.2.2.1). The UE:
a)	shall allocate a PTI value currently not used and set the PTI IE to the allocated PTI value;
b)	shall include the Requested UE policies IE indicating whether the UE policies for V2X communication over PC5, the UE policies for V2X communication over Uu or both are requested;
c)	shall transport the UE POLICY PROVISIONING REQUEST message using the NAS transport procedure as specified in 3GPP TS 24.501 [6] clause 5.4.5; and
d)	shall start timer T5040.
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· Update 5.6.2.1.2 and 5.6.2.1.3 to specify that the (V-)(H-) PCF may deliver V2XP and N2 PC5 policy during the UE Policy Association modification, and subscribe with UDR to notification of service parameters for V2X changes, if not previously done. During the UE Policy Association modification procedure the PCF may subscribe to Namf_Communication notifications, if not previously done (no other UE policies were delivered before)
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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
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For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GC	5G Core Network
5QI	5G QoS Identifier
5G VN	5G Virtual Network
AF	Application Function
AMBR	Aggregate Maximum Bit Rate
AMF	Access and Mobility Management Function
ARP	Allocation and Retention Priority
AW	Average Window 
BDT	Background Data Transfer
BSF	Binding Support Function
CHEM	Coverage and Handoff Enhancements using Multimedia error robustness feature
CHF	Charging Function
DN-AAA	Data Network Authentication, Authorization and Accounting
DTS	Data Transport Service
LBO	Local Breakout
MBR	Maximum Bitrate
MCS	Mission Critical Service
MPD	Media Presentation Description
MPS	Multimedia Priority Service
NEF	Network Exposure Function
NPLI	Network Provided Location Information
NRF	Network Repository Function
NSSAI	Network Slice Selection Assistance Information
NWDAF	Network Data Analytics Function
PCC	Policy and Charging Control
PCF	Policy Control Function
PDB	Packet Delay Budget
PER	Packet Error Rate
PFD	Packet Flow Description
PFDF	Packet Flow Description Function
PMIC	Port Management Information Container
PL	Priority Level
PSAP	Public Safety Access Point
P-CSCF	Proxy Call Session Control Function
QNC	QoS Notification Control
QoS	Quality of Service
SCP	Service Communication Proxy
SDP	Session Description Protocol
SEPP	Security Edge Protection Proxy
SMF	Session Management Function
S-NSSAI	Single Network Slice Selection Assistance Information
TSN	Time Sensitive Networking
UDR	Unified Data Repository
UMIC	User plane node Management Information Container
UPF	User Plane Function
UPSI	UE policy section identifier
URSP	UE Route Selection Policy
V2X	Vehicle-to-Everything
V2XP	Vehicle-to-Everything Policy
*** 2nd Change ***
5.5.8	AF-based service parameter provisioning




Figure 5.5.8-1: AF-based service parameter provisioning procedure
1.	To provide service specific parameters (e.g. for URSP influence, V2X, or 5G ProSe) to a UE or a group of UEs, the AF invokes the Nnef_ServiceParameter_Create service operation to the NEF by sending an HTTP POST request to the "Service Parameter Subscriptions" resource.
	To update existing service specific parameters, the AF invokes the Nnef_ServiceParameter_Update service operation by sending an HTTP PUT or PATCH request to the concerned "Individual Service Parameter Subscription" resource.
	To remove existing service specific parameters, the AF invokes the Nnef_ServiceParameter_Delete service operation by sending an HTTP DELETE request to the concerned "Individual Service Parameter Subscription" resource.
NOTE 1:	For further details on the Nnef_ServiceParameter_Create/Update/Delete service operations, refer to 3GPP TS 29.522 [24].
2.	Upon reception of the AF request, the NEF authorizes it and then performs the mapping of the information provided by the AF into associated information needed by the 5GC (e.g. GPSI to SUPI), as described in 3GPP TS 23.502 [3].
3-4.	When receiving the Nnef_ServiceParameter_Create request, the NEF invokes the Nudr_DataRepository_Create service operation to store the received service parameters in the UDR by sending an HTTP PUT request to the "Individual Service Parameter Data" resource, and the UDR replies with a "201 Created" response (if the processing of the request is successful).
	When receiving the Nnef_ServiceParameter_Update request, the NEF invokes the Nudr_DataRepository_Update service operation to request the modification of the service parameters in the UDR by sending an HTTP PUT/PATCH request to the concerned "Individual Service Parameter Data" resource, and the UDR replies with a "200 OK" or "204 No Content" response (if the processing of the request is successful).
	When receiving the Nnef_ServiceParameter_Delete request, the NEF invokes the Nudr_DataRepository_Delete service operation to request the deletion of the service parameters from the UDR by sending an HTTP DELETE request to the concerned "Individual Service Parameter Data" resource, and the UDR replies with a "204 No Content" response (if the processing of the request is successful).
5.	The NEF sends back an HTTP response message to the AF correspondingly.
6A.	If the PCF(s) have previously subscribed to the changes of service parameters during the UE Policy Association Establishment procedure (see subclause 5.6.1), then:
6a.	The UDR invokes the Nudr_DataRepository_Notify service operation to the PCF(s) that have subscribed to the changes of service parameters by sending an HTTP POST request to the associated callback URI(s) "{notificationUri}";
6b.	The PCF(s) send back "204 No Content" response(s) to the UDR; and
6c.	The PCF(s) may derive UE policies (e.g. URSP, V2X, and/or 5G ProSe policies) based on the received service parameters and initiate a UE Policy Association Modification procedure (see subclause 5.6.2.2) to deliver the UE policies to the UE.
6B.		Otherwise, the PCF(s) use the service parameters stored in the UDR as follows:
6a.	When the PCF received during UE Policy Association Establishment procedure (see subclause 5.6.1) the V2X capabilities and/or ProSe capabilities, the PCF may use them determine UE policies (e.g. V2X and/or ProSe policies) based on the retrieved service parameter from the UDR, and delivers the V2X and/or ProSe policy and the V2X N2 PC5 and/or ProSe N2 PC5 policy to the UE during UE Policy Association Establishment procedure (see subclause 5.6.2.1).
6c.	When later on the PCF receives the UE Policy Association Modification procedure (see subclause 5.6.2.1) with the UE policy provisioning request message from the AMF with the requested V2X Policy and/or ProSe Policy, the PCF(s) retrieve the service parameters in the UDR, if not previously retrieved, by invoking the Nudr_DataRepository_Query service operation, may determine UE policies (e.g. URSP, V2X, and/or 5G ProSe policies) based on the retrieved service parameters, the received requested V2X and/or ProSe policies, and the previously received UE capabilities, and deliver the UE policies and corresponding V2X N2 PC5 and/or ProSe N2 PC5 policy to the UE during UE Policy Association ModificationEstablishment procedure (see subclause 5.6.2.21).
NOTE 2:	For further details on the Nudr_DataRepository_Create/Update/Delete/Notify service operations, refer to 3GPP TS 29.504 [27] and 3GPP TS 29.519 [12].

*** 3rd Change ***
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Figure 5.6.1.2-1: UE Policy Association Establishment procedure - Non-roaming
1.	The AMF receives the registration request from the AN. Based on local policy, and the authorized capabilities received from the UE, as defined in subclause 4.2.2.1 of 3GPP TS 29.525 [31], the AMF selects to contact the PCF to create the UE policy association with the PCF and to retrieve the UE policy. The AMF invokes the Npcf_UEPolicyControl_Create service operation by sending an HTTP POST request to the "UE Policy Associations" resource. The request includes the parameters as defined in subclause 4.2.2.1 of 3GPP TS 29.525 [31].
2-3.	If the PCF does not have the subscription data or the latest list of UPSIs for the UE, it invokes the Nudr_DataRepository_Query service operation to the UDR by sending an HTTP GET request to the "UEPolicySet" resource. The UDR sends an HTTP "200 OK" response to the PCF with the latest UPSIs and its content, and/or the subscription data.
	Additionally, if the "EnhancedBackgroundDataTransfer" feature defined in 3GPP TS 29.504 [27] is supported, the PCF invokes the Nudr_DataRepository_Query service operation to the UDR by sending the HTTP GET request to the "Applied BDT Policy Data" resource to retrieve the applied BDT Policy Data. The UDR sends an HTTP "200 OK" response with the stored applied BDT Policy Data. And then, if the corresponding transfer policy is not locally stored in the PCF, the PCF invokes the Nudr_DataRepository_Query service operation by sending the HTTP GET request to the "IndividualBdtData" resource or the "BdtData" collection resource with the URI query parameter "bdt-ref-ids" as specified in 3GPP TS 29.519 [12], to retrieve the related Background Data Transfer policy information (i.e. Time window and Location criteria) stored in the UDR. The UDR sends an HTTP "200 OK" response to the PCF.
Additionally, the PCF may invokes the Nudr_DataRepository_Query service operation to the UDR by sending the HTTP GET request to the "Service Parameter Data" resource to retrieve the service parameter data. The UDR sends an HTTP "200 OK" response with the stored service parameter data.
Additionally, the PCF invokes the Nudr_DataRepository_Query service operation to the UDR by sending the HTTP GET request to the "5GVnGroupsInternal" resource to retrieve the group configuration of the received 5G VN Group Id as specified in 3GPP TS 29.505 [47], if not internally available.
NOTE:	The PCF can internally store the retrieved 5G VN group configuration data for later use for other SUPIs that belong to the same Internal-Group-Id.
4-5.	The PCF may request notifications from the UDR on changes in the subscription information, and in this case, the PCF shall invoke the Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "PolicyDataSubscriptions" resource. The UDR sends an HTTP "201 Created" response to acknowledge the subscription.
	Additionally, if the "EnhancedBackgroundDataTransfer" feature defined in 3GPP TS 29.504 [27] is supported, to request notifications from the UDR on changes in the applied BDT Policy Data, the PCF invokes the Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "ApplicationDataSubscriptions" resource. The UDR sends an HTTP "201 Created" response to acknowledge the subscription.
	Additionally, if the PCF retrieved service parameters from UDR, the PCF requests notifications from the UDR on changes in the service parameter data, the PCF invokinges the Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "ApplicationDataSubscriptions" resource. The UDR sends an HTTP "201 Created" response to acknowledge the subscription.
	Additionally, to request notifications from the UDR on changes in the 5G VN group configuration data associated to each of the Internal-Group-Id provided to the PCF, the PCF invokes the Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "SubscriptionDataSubscriptions" resource as specified in 3GPP TS 29.505 [47], if not internally available. The UDR sends an HTTP "201 Created" response to acknowledge the subscription.
6.	The PCF determines whether and which UE policy has to be provisioned or updated as defined in subclause 4.2.2.2.1 of 3GPP TS 29.525 [31], and can determine applicable Policy Control Request Trigger(s).
	If the "V2X" feature is supported, the PCF determines whether the V2XP and the V2X N2 PC5 policy haves to be provisioned as defined in subclause 4.2.2.3 of 3GPP TS 29.525 [31].
	If the "ProSe" feature is supported, the PCF determines whether the 5G ProSe N2 PC5 policy has to be provisioned as defined in subclause 4.2.2.4 of 3GPP TS 29.525 [31].
	In addition, the PCF checks if the size of determined UE policy exceeds a predefined limit.
NOTE:	NAS messages from AMF to UE do not exceed the maximum size limit allowed in NG-RAN (PDCP layer), so the predefined size limit in PCF is related to that limitation.
-	If the size is under the limit then the UE policy information is included in a single Namf_Communication_N1N2MessageTransfer service operation and messages 10 to 13 are thus executed one time.
-	If the size exceeds the predefined limit, the PCF splits the UE policy information in smaller logical independent UE policy information fragments and ensures the size of each is under the predefined limit. Each UE policy information fragment will be then sent in separated Namf_Communication_N1N2MessageTransfer service operations and messages 10 to 13 are thus executed several times, one time for each UE policy information fragment.
7.	The PCF sends an HTTP "201 Created" response to the AMF with the Policy Control Request Trigger(s) if applicable.
8.	To subscribe to notifications of N1 message for UE Policy Delivery Result, the PCF invokes Namf_Communication_N1N2MessageSubscribe service operation to the AMF by sending the HTTP POST method with the URI of the "N1N2 Subscriptions Collection for Individual UE Contexts" resource.
9.	The AMF sends an HTTP "201 Created" response to the PCF.
10.	If the PCF determines to provision or update the UE policy in step 6, the PCF sends the UE policy to the UE via the AMF by invoking the Namf_Communication_N1N2MessageTransfer service operation.
	If the "V2X" feature is supported and the PCF determines to provision V2X N2 PC5 policy in step 6, the PCF sends the V2X N2 PC5 policy to the UE via the AMF by invoking the Namf_Communication_N1N2MessageTransfer service operation.
	If the "ProSe" feature is supported and the PCF determines to provision 5G ProSe N2 PC5 policy in step 6, the PCF sends the5G ProSe N2 PC5 policy to the UE via the AMF by invoking the Namf_Communication_N1N2MessageTransfer service operation.
	The PCF can provision the UE policy and V2X N2 PC5 policy and/or 5G ProSe N2 PC5 Policy in the same message.
11.	The AMF sends a response to the Namf_Communication_N1N2MessageTransfer service operation.
12.	When receiving the UE Policy container, the AMF forwards the response of the UE to the PCF using Namf_Communication_N1MessageNotify service operation.
13.	The PCF sends a response to the Namf_Communication_N1MessageNotify service operation.
14-15.	The PCF maintains the latest list of UE policy sections delivered to the UE (in step 8) and updates the UE policy information for the subscriber including the latest list of UPSIs and its content in the UDR by invoking the Nudr_DataRepository_Update service operation.
-	If there is no UE policy information retrieved in step 3, the PCF sends an HTTP PUT request to the "UEPolicySet" resource, and the UDR sends an HTTP "201 Created" response.
-	Otherwise, the PCF sends an HTTP PUT/PATCH request to the "UEPolicySet" resource, and the UDR sends an HTTP "200 OK" or "204 No Content" response accordingly.
*** 4th Change ***
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Figure 5.6.1.3-1: UE Policy Association Establishment procedure - Roaming
1.	The AMF receives the registration request from the AN. Based on local policy, and the capabilities received from the UE, as defined in subclause 4.2.2.1 of 3GPP TS 29.525 [31], the AMF decides to establish UE Policy Association with the V-PCF. The AMF invokes the Npcf_UEPolicyControl_Create service operation by sending an HTTP POST request to the "UE Policy Associations" resource. The request includes the parameters as defined in subclause 4.2.2.1 of 3GPP TS 29.525 [31].
2.	The V-PCF invokes the Npcf_UEPolicyControl_Create service operation by sending an HTTP POST request to the "UE Policy Associations" resource to forward the information received from AMF to the H-PCF. The request includes the parameters received in step 1. The V-PCF also provides the H-PCF the Notification URI where to send a notification when the policy is updated.
3-6.	These steps are the same as steps 2-5 in subclause 5.6.1.2, except the description of "EnhancedBackgroundDataTransfer" feature is not applicable.
7.	The H-PCF determines whether and which UE policy has to be provisioned or updated as defined in subclause 4.2.2.2.1 of 3GPP TS 29.525 [31], and may determine applicable Policy Control Request Trigger(s).
	If the "V2X" feature is supported, the H-PCF determines whether the V2XP and the V2X N2 PC5 policy haves to be provisioned as defined in subclause 4.2.2.3 of 3GPP TS 29.525 [31].
	If the "ProSe" feature is supported, the H-PCF determines whether the 5G ProSe N2 PC5 policy has to be provisioned as defined in subclause 4.2.2.4 of 3GPP TS 29.525 [31].
	In addition, the H-PCF checks if the size of determined UE policy exceeds a predefined limit.
NOTE 1:	NAS messages from AMF to UE do not exceed the maximum size limit allowed in NG-RAN (PDCP layer), so the predefined size limit in H-PCF is related to that limitation.
	If the size is under the limit then the UE policy information is included in Npcf_UEPolicyControl_Create response service operation.
-	If the size exceeds the predefined limit, the H-PCF splits the UE policy information in smaller logical independent UE policy information fragments and ensures the size of each is under the predefined limit. One fragment will be sent in Npcf_UEPolicyControl_Create response service operation, and others will be sent by initiating the PCF-initiated UE Policy Association Modification procedure specified in subclause 5.6.2.2.3.
8.	The H-PCF sends an HTTP "201 Created" response to the V-PCF with the decided UE policy, Policy Control Request Trigger(s) and N2 PC5 policy if available.
9.	The V-PCF invokes Nudr_DataRepository_Query service operation to the UDR by sending an HTTP GET request to the "PlmnUePolicySet" resource to retrieve the list of UPSIs and its content stored in the V-UDR for the PLMN ID of this UE. Alternatively, the V-PCF can have this information configured locally.
10.	The V-UDR sends an HTTP "200 OK" response to the V-PCF with the UE policy information.
11.	The V-PCF may request notifications from the V-UDR on changes in UE policy information, and in this case, the PCF shall invoke the Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "PolicyDataSubscriptions" resource.
12.	The V-UDR sends an HTTP "201 Created" response to acknowledge the subscription from the V-PCF.
13.	The V-PCF determines whether and which UE policy has to be provisioned or updated as defined in subclause 4.2.2.2.1 of 3GPP TS 29.525 [31], and may determine applicable Policy Control Request Trigger(s). If the V-PCF received the V2X N2 PC5 policy and/or the 5G ProSe N2 PC5 policy from the H-PCF, the V2X N2 PC5 policy and/or the 5G ProSe N2 PC5 policy have to be provisioned as defined in subclauses 4.2.2.3 and 4.2.2.4 of 3GPP TS 29.525 [31].
	In addition, the V-PCF checks if the size of determined UE policy exceeds a predefined limit.
NOTE 2:	NAS messages from AMF to UE do not exceed the maximum size limit allowed in NG-RAN (PDCP layer), so the predefined size limit in V-PCF is related to that limitation.
-	If the size is under the limit then the UE policy information is included in a single Namf_Communication_N1N2MessageTransfer service operation and messages 17 to 22 are thus executed one time.
-	If the size exceeds the predefined limit, the V-PCF splits the UE policy information in smaller logical independent UE policy information fragments and ensures the size of each is under the predefined limit. Each UE policy information fragment will be then sent in separated Namf_Communication_N1N2MessageTransfer service operations and messages 17 to 22 are thus executed several times, one time for each UE policy information fragment.
14.	The V-PCF sends an HTTP "201 Created" response to the AMF with the Policy Control Request Trigger(s) if available.
15.	To subscribe to notifications of N1 message for UE Policy Delivery Result, the V-PCF invokes Namf_Communication_N1N2MessageSubscribe service operation to the AMF by sending the HTTP POST method with the URI of the "N1N2 Subscriptions Collection for Individual UE Contexts" resource.
16.	The AMF sends an HTTP "201 Created" response to the V-PCF.
17. The V-PCF invokes the Namf_Communication_N1N2MessageTransfer service operation to send the policy decided locally in step 13 and to forward the policy received from the H-PCF in step 8.
18.	The AMF sends a response to the Namf_Communication_N1N2MessageTransfer service operation.
19.	When receiving the UE Policy container for the result of the UE policy, the AMF forwards the response of the UE to the V-PCF using Namf_Communication_N1MessageNotify service operation.
20. The V-PCF sends a response to the Namf_Communication_N1MessageNotify service operation.
21.	Upon receipt of the UE Policy container belonging to the H-PLMN in step 19, the V-PCF invokes the Npcf_UEPolicyControl_Update service operation by sending an HTTP POST request to the "Individual UE Policy Association" resource to forward the response of the UE to the H-PCF.
22.	The H-PCF sends an HTTP "200 OK" response to the V-PCF.
23-24.	The H-PCF maintains the latest list of UE policy information delivered to the UE and updates UE policy including the latest list of UPSIs and its content in the H-UDR by invoking the Nudr_DataRepository_Update service operation.
-	If there is no UE policy information retrieved in step 4, the H-PCF sends an HTTP PUT request to the "UEPolicySet" resource, and the UDR sends an HTTP "201 Created" response.
-	Otherwise, the H-PCF sends an HTTP PUT/PATCH request to the "UEPolicySet" resource, and the H-UDR sends an HTTP "200 OK" or "204 No Content" response accordingly.
*** 5th Change ***
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Figure 5.6.2.1.2-1: AMF-initiated UE Policy Association Modification procedure – Non-roaming
1.	When the AMF detects a Policy Control Request Trigger condition is met or when the new AMF decides to establish the UE Policy Association with the old PCF during AMF relocation, it invokes the Npcf_UEPolicyControl_Update service operation to the PCF by sending an HTTP POST request to the "Individual UE Policy Association" resource with information on the conditions that have changed.
	When the AMF detects that the UE requests UE policies using NAS transport as defined in subclause 4.2.3.1 of 3GPP TS 29.525 [31], it invokes the Npcf_UEPolicyControl_Update service operation to the PCF by sending an HTTP POST request to the "Individual UE Policy Association" resource with information of the received UE Policy container.
2-3.	When the PCF receives the UE policy container, the PCF invokes the Nudr_DataRepository_Query service operation to the UDR if not previously done by sending the HTTP GET request to the "Service Parameter Data" resource to retrieve the service parameter data. The UDR sends an HTTP "200 OK" response with the stored service parameter data
4-5.	The PCF requests notifications from the UDR on changes in the service parameter data if not previously done invoking the Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "ApplicationDataSubscriptions" resource. The UDR sends an HTTP "201 Created" response to acknowledge the subscription.
62.	The PCF makes the policy decision including the applicable updated Policy Control Request Trigger(s) and/or created or updated UE Policy and/or created or updated V2X N2 PC5 policy, if the "V2X" feature is supported, and/or updated 5G ProSe N2 PC5 policy, if the "ProSe" feature is supported. The PCF checks if the size of determined UE policy exceeds a predefined limit the same as step 6 in subclause 5.6.1.2. 
73.	The PCF sends an HTTP "200 OK" response to the AMF with the applicable updated Policy Control Request Trigger(s).
84.	If the PCF decided to create and/or update the UE policy, and/or create or update the V2X N2 PC5 policy and/or 5G ProSe N2 PC5 policy in step 6 2, steps 8 and 9 if not previously done, and steps 10-13 as specified in Figure 5.6.1.2-1 are executed. The PCF can provision the determined UE policies, the V2X N2 PC5 and 5G ProSe N2 PC5 policy in the same Namf_Communication_N1N2MessageTransfer service operation.
95-106.	If the PCF decided to update the UE policy in step 6 2, the PCF maintains the latest list of UE policy information delivered to the UE and updates UE policy including the latest list of UPSIs and its content in the UDR by invoking the Nudr_DataRepository_Update service operation. The PCF sends an HTTP PUT/PATCH request to the "UEPolicySet" resource, and the UDR sends an HTTP "204 No Content" response.
*** 6th Change ***
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Figure 5.6.2.1.3-1: AMF-initiated UE Policy Association Modification procedure - Roaming
1.	When the AMF detects a Policy Control Request Trigger condition is met or when the new AMF decides to establish the UE Policy Association with the old PCF during AMF relocation, it invokes the Npcf_UEPolicyControl_Update service operation to the V-PCF by sending an HTTP POST request to the "Individual UE Policy Association" resource with information on the conditions that have changed.
	When the AMF detects the UE requests UE policies using NAS transport as defined in subclause 4.2.3.1 of 3GPP TS 29.525 [31], it invokes the Npcf_UEPolicyControl_Update service operation to the V-PCF by sending an HTTP POST request to the "Individual UE Policy Association" resource with information of the received UE Policy container.
2.	The V-PCF forwards the information received from AMF in step 1 to the H-PCF by sending an HTTP POST request to the "Individual UE Policy Association" resource if the H-PCF has subscribed the notification.
3.	The H-PCF makes the policy decision including the applicable updated Policy Control Request Trigger(s) and/or created or updated UE Policy and/or created or updated V2X N2 PC5 policy, if the "V2X" feature is supported, and/or updated 5G ProSe N2 PC5 policy, if the "ProSe" feature is supported.
	In addition, the H-PCF checks if the size of determined UE policy exceeds a predefined limit.
NOTE:	NAS messages from AMF to UE do not exceed the maximum size limit allowed in NG-RAN (PDCP layer), so the predefined size limit in H-PCF is related to that limitation.
-	If the size is under the limit then the UE policy information is included in Npcf_UEPolicyControl_Update response service operation.
-	If the size exceeds the predefined limit, the H-PCF splits the UE policy information in smaller logical independent UE policy information fragments and ensures the size of each is under the predefined limit. One fragment will be sent in Npcf_UEPolicyControl_Update response service operation, and others will be then sent by initiating the PCF-initiated UE Policy Association Modification procedure specified in subclause 5.6.2.2.3.
4.	The H-PCF sends an HTTP "200 OK" response to the V-PCF with the updated policy information decided in step 3.
5. 	The V-PCF makes the policy decision including the applicable updated Policy Control Request Trigger(s) and/or updated UE Policy. The V-PCF checks if the size of determined UE policy exceeds a predefined limit the same as step 13 in subclause 5.6.1.3.
6.	The V-PCF sends an HTTP "200 OK" response to the AMF with the applicable updated Policy Control Request Trigger(s).
7.	If the V-PCF decided to create or update the UE policy in step 5 or the V-PCF received the UE Policy, V2X N2 PC5 policy and/or 5G ProSe N2 PC5 policy in step 4, steps 15 and 16 if not previously done, and steps 17-22 as specified in Figure 5.6.1.3-1 are executed.
8-9.	If the H-PCF decided to update the UE policy in step  3, the H-PCF maintains the latest list of UE policy information delivered to the UE and updates UE policy including the latest list of UPSIs and its content in the H-UDR by invoking the Nudr_DataRepository_Update service operation. The PCF sends an HTTP PUT/PATCH request to the "UEPolicySet" resource, and the UDR sends an HTTP "204 No Content" response.
** End of Changes ***
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