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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
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[bookmark: _Toc11247179][bookmark: _Toc27044295][bookmark: _Toc36033337][bookmark: _Toc45131467][bookmark: _Toc49775752][bookmark: _Toc51746672][bookmark: _Toc66360214][bookmark: _Toc68104719][bookmark: _Toc74755348][bookmark: _Toc75351059]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
AF	Application Function
AS	Application Server
ASP	Application Service Provider
BDT	Background Data Transfer
CAPIF	Common API Framework
CP	Communication Pattern
DDN	Downlink Data Notification
DNN	Data Network Name
DL	Downlink
eNB	Evolved Node B
GMD	Group Message Delivery
[bookmark: _Hlk37434481]IMEI-TAC	Type Allocation Code part of an IMEI
IWK-SCEF	Interworking SCEF
JSON	JavaScript Object Notation
LC	Load Control
LCI	Load Control Information
MIME	Multipurpose Internet Mail Extensions
MT	Mobile Terminated
MTC	Machine Type Communications 
MT-LR	Mobile Terminated Location Request
NEF	Network Exposure Function
NIDD	Non-IP Data Delivery
NP	Network Parameter
NSAC	Network Slice Admission Control
OCI	Overload Control Information
OLC	OverLoad Control
PCRF	Policy and Charging Rule Function
PDN	Packet Data Network
PFD	Packet Flow Description
PFDF	Packet Flow Description Function
RCAF	RAN Congestion Awareness Function
REST	Representational State Transfer
SACH	Service Announcement Channel
SCEF	Service Capability Exposure Function
SCS	Services Capability Server
S-NSSAI	Single Network Slice Selection Assistance Information
TAI	Tracking Area Identity
TLTRI	T8 Long Term Transaction Reference ID
TSC	Time Sensitive Communication
TSCAI	Time Sensitive Communication Assistance Information
WB	Wide Band
YAML	YAML Ain't Markup Language

* * * Next changes * * * *
5.2.8.3.1	General
The Northbound APIs defined in this specification may support the HTTP custom headers specified in Table 5.2.8.3.1-1 below. A description of each custom header and the normative requirements related to when to include them are also provided in Table 5.2.8.3.1-1.
Table 5.2.8.3.1-1: Optional HTTP custom headers
	Name
	Reference
	Description

	Nb-Api-Sender-Timestamp
	subclause 5.2.8.3.2
	This header may be used to indicate the date and time (with a millisecond granularity) at which an HTTP request or response is originated. This may be used e.g. for measuring signalling delays in Northbound interfaces. 

	Nb-Api-Max-Rsp-Time
	subclause 5.2.8.3.3
	This header may be used in a HTTP request to indicate the duration during which the HTTP client waits for a response.

	Nb-Api-Lci
	subclause 5.2.8.3.y
	This header may be used by a SCEF to send Load Control Information (LCI) to the sending entity (e.g. SCS/AS, AF).

	Nb-Api-Oci
	subclause 5.2.8.3.z
	This header may be used by an overloaded SCEF in an API response message, or in a notification request message to signal Overload Control Information (OCI) to the sending entity (e.g. SCS/AS, AF).

This header may also be used by an overloaded sending entity (e.g. SCS/AS, AF) in a notification response or in an API request to signal Overload Control Information (OCI) to the SCEF.
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[bookmark: _Toc19708944][bookmark: _Toc27745019][bookmark: _Toc29803172][bookmark: _Toc35969923][bookmark: _Toc36050717][bookmark: _Toc44847430][bookmark: _Toc51845083][bookmark: _Toc51845414][bookmark: _Toc51846934][bookmark: _Toc57022564][bookmark: _Toc57023934]5.2.8.3.y	Nbi-Api-Lci
The header contains a comma-delimited list (see IETF RFC 7230 [16]) of Load Control Information (LCI). See clause 5.2.xx.
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [16].
Nb-Api-Lci =	"Nb-Api-Lci:" 1#(RWS timestamp ";" RWS lcMetric ")
timestamp	=	"Timestamp:" RWS DQUOTE date-time DQUOTE
Mandatory parameter. The date-time type is specified in IETF RFC 5322 [aa] and clause 7.1.1.1 of IETF RFC 7231 [17]. It indicates the timestamp associated with the load control information.
lcMetric =	"Load-Metric:" RWS (DIGIT / %x31-39 DIGIT / "100") "%"
Mandatory parameter. Load-Metric is up to 3 digits long decimal string and the value range shall be from 0 to 100.
EXAMPLE:	Load Control Information:
Nbi-Api-Lci: Timestamp: "Tue, 04 Feb 2021 08:50:28 GMT"; Load-Metric: 50%
[bookmark: _Toc19708945][bookmark: _Toc27745020][bookmark: _Toc29803173][bookmark: _Toc35969924][bookmark: _Toc36050718][bookmark: _Toc44847431][bookmark: _Toc51845084][bookmark: _Toc51845415][bookmark: _Toc51846935][bookmark: _Toc57022565][bookmark: _Toc57023935]
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5.2.8.3.z	Nb-Api-Oci
The header contains a comma-delimited list of Overload Control Information (OCI). See clause 5.2.xx.
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [16].
Nb-Api-Oci =	"Nb-Api-Oci:" 1#(RWS timestamp ";" RWS validityPeriod ";" RWS olcMetric ")
timestamp	=	"Timestamp:" RWS DQUOTE date-time DQUOTE
Mandatory parameter. The date-time type is specified in IETF RFC 5322 [aa] and clause 7.1.1.1 of IETF RFC 7231 [17]. It indicates the timestamp at which the overload control information was generated.
validityPeriod =	"Period-of-Validity:" RWS 1*DIGIT "s"
Mandatory parameter. Period of validity is a timer that is measured in seconds. Once the timer expires, the OCI becomes invalid.
olcMetric =	"Overload-Reduction-Metric:" RWS (DIGIT / %x31-39 DIGIT / "100") "%"
Mandatory parameter. Overload-Reduction-Metric up to 3 digits long decimal string and the value range shall be from 0 to 100.
EXAMPLE 1:	Overload Control Information:
Nbi-Api-Oci: Timestamp: "Tue, 04 Feb 2021 08:50:28 GMT"; Period-of-Validity: 90s; Overload-Reduction-Metric: 25%

* * * Next changes * * * *
[bookmark: _Toc74755481][bookmark: _Toc75351192]5.2.xx	Support of Load and Overload Control
The Load Control mechanisms defined in subclause 6.3 of 3GPP TS 29.500 [44] may be supported by T8 APIs with the following differences:
-	The "Load Control based on load signalled via the NRF" mechanism defined in subclause 6.3.2 of 3GPP TS 29.500 [44] shall not be supported; and
-	The "Load Control based on LCI Header" mechanism defined in subclause 6.3.3 of 3GPP TS 29.500 [44] may be supported with the following differences:
-	The Load Control "scope" and all the related provisions are not applicable;
-	The "NF Service Consumer" corresponds to the sending entity (e.g. SCEF, SCS/AS, AF) of the message in T8 APIs and the "NF Service Producer" corresponds to the receiving entity  (e.g. SCEF, SCS/AS, AF) of the message in T8 APIs;
-	The provisions related to the SCP (Service Communication Proxy) and SEPP (Security Edge Protection Proxy) entities are not applicable; and
-	The "3gpp-Sbi-Lci" custom HTTP header corresponds to the "Nbi-Api-Lci" custom HTTP header defined in subclause 5.2.8.3.y for T8 APIs.
-	The provisions and mechanisms using the NRF (i.e. 5GC NF Repository Function) are not applicable.
The Overload Control mechanisms defined in subclause 6.4 of 3GPP TS 29.500 [44] may be supported by T8 APIs with the following differences:
-	The "Overload Control based on HTTP status codes" mechanism defined in subclause 6.4.2 of 3GPP TS 29.500 [44] may be supported with the following differences:
-	The "NF Service Consumer" corresponds to the sending entity (e.g. SCEF, SCS/AS, AF) of the message in T8 APIs and the "NF Service Producer" corresponds to the receiving entity  (e.g. SCEF, SCS/AS, AF) of the message in T8 APIs;
and
-	The "Overload Control based on OCI Header" mechanism defined in subclause 6.4.3 of 3GPP TS 29.500 [44] may be supported with the following differences:
-	The Overload Control "scope" and all the related provisions are not applicable;
-	The "NF Service Consumer" corresponds to the sending entity (e.g. SCEF, SCS/AS, AF) of the message in T8 APIs and the "NF Service Producer" corresponds to the receiving entity  (e.g. SCEF, SCS/AS, AF) of the message in T8 APIs;
-	The provisions related to the SCP (Service Communication Proxy) and SEPP (Security Edge Protection Proxy) entities are not applicable; and
-	The "3gpp-Sbi-Oci" custom HTTP header corresponds to the "Nbi-Api-Oci" custom HTTP header defined in subclause 5.2.8.3.z for T8 APIs.
-	The provisions and mechanisms using the NRF (i.e. 5GC NF Repository Function) are not applicable.
Editor's Note:	How the support of these mechanisms is exchanged between the concerned entities is FFS.
Editor's Note:	How reslection is performed is FFS.
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