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*** First Change ***
[bookmark: _Toc28005427][bookmark: _Toc36038099][bookmark: _Toc45133296][bookmark: _Toc51762124][bookmark: _Toc59016529][bookmark: _Toc68167498][bookmark: _Toc75350832][bookmark: _Toc28005435][bookmark: _Toc36038107][bookmark: _Toc45133304][bookmark: _Toc51762132][bookmark: _Toc59016537][bookmark: _Toc68167506][bookmark: _Toc75350840]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GC	5G Core Network
5QI	5G QoS Identifier
5G VN	5G Virtual Network
AF	Application Function
AMBR	Aggregate Maximum Bit Rate
AMF	Access and Mobility Management Function
ARP	Allocation and Retention Priority
AW	Average Window 
BDT	Background Data Transfer
BSF	Binding Support Function
CHEM	Coverage and Handoff Enhancements using Multimedia error robustness feature
CHF	Charging Function
DN-AAA	Data Network Authentication, Authorization and Accounting
DTS	Data Transport Service
LBO	Local Breakout
MBR	Maximum Bitrate
MCS	Mission Critical Service
MPD	Media Presentation Description
MPS	Multimedia Priority Service
NEF	Network Exposure Function
[bookmark: _Hlk16691621]NID	Network Identifier
NPLI	Network Provided Location Information
NRF	Network Repository Function
NSSAI	Network Slice Selection Assistance Information
NWDAF	Network Data Analytics Function
PCC	Policy and Charging Control
PCF	Policy Control Function
PDB	Packet Delay Budget
PER	Packet Error Rate
PFD	Packet Flow Description
PFDF	Packet Flow Description Function
PMIC	Port Management Information Container
PL	Priority Level
PSAP	Public Safety Access Point
P-CSCF	Proxy Call Session Control Function
QNC	QoS Notification Control
QoS	Quality of Service
SCP	Service Communication Proxy
SDP	Session Description Protocol
SEPP	Security Edge Protection Proxy
SMF	Session Management Function
S-NSSAI	Single Network Slice Selection Assistance Information
SNPN	Stand-alone Non-Public Network
TSN	Time Sensitive Networking
UDR	Unified Data Repository
UMIC	User plane node Management Information Container
UPF	User Plane Function
UPSI	UE policy section identifier
URSP	UE Route Selection Policy

*** Next Change ***
[bookmark: _Toc28005428][bookmark: _Toc36038100][bookmark: _Toc45133297][bookmark: _Toc51762125][bookmark: _Toc59016530][bookmark: _Toc68167499][bookmark: _Toc75350833]4	Reference architecture
The policy framework functionality in 5G is comprised of the functions of the Policy Control Function (PCF), the policy and charging enforcement functionality supported by the SMF and UPF, the access and mobility policy enforcement functionality supported by the AMF, the Network Data Analytics Function (NWDAF), the Network Exposure Function (NEF), the Charing Function (CHF), the Unified Data Repository (UDR) and the Application Function (AF). For the roaming scenario, the Security Edge Protection Proxy (SEPP) is deployed between the V-PCF and H-PCF. 3GPP TS 23.503 [4] specifies the 5G policy framework stage 2 functionality.


Figure 4.1-1a: Overall non-roaming 5G Policy framework architecture (service based representation)


Figure 4.1-1b: Overall non-roaming 5G Policy framework architecture (reference point representation)
NOTE 1:	The N4 interface is not part of the Policy Framework architecture but shown in the figures for completeness.
NOTE 2:	If an SCP is deployed it can be used for indirect communication between NFs and NF services as described in Annex E of 3GPP TS 23.501 [2].
The Nchf service for online and offline charging consumed by the SMF is defined in 3GPP TS 32.240 [28].
The Nchf service for Spending Limit Control consumed by the PCF is defined in 3GPP TS 29.594 [23].
NOTE n3:	The roaming scenarios for SNPNs are not supported in this Release.


Figure 4.1-2a: Overall roaming policy framework architecture - LBO (service based representation)


Figure 4.1-2b: Overall roaming policy framework architecture - LBO (reference point representation)
NOTE n43:	In the LBO scenario, the PCF in the VPLMN may interact with the AF in order to generate PCC rules for services delivered via the VPLMN. The PCF in the VPLMN uses locally configured policies according to the roaming agreement with the HPLMN operator as input for PCC rule generation. The PCF in VPLMN has no access to subscriber policy information from the HPLMN to retrieve input for PCC Rule generation. The interactions between the PCF in the VPLMN and the PCF in the HPLMN through the Npcf service based interface enables the PCF in the HPLMN to provision UE policies to the PCF in the VPLMN, as described in 3GPP TS 23.503 [4] subclause 5.2.5.
NOTE n54:	In the LBO scenario, AF requests targeting a DNN (and slice) and / or a group of UEs are stored in the UDR by the NEF. The PCF in the VPLMN subscribes to and get notification from the UDR in the VPLMN for those AF requests. Details are defined in subclause 5.6.7 of 3GPP TS 23.501 [2].
NOTE n65:	For the sake of clarity, SEPPs are not depicted in the roaming reference point architecture figures.
NOTE n76:	N4 and N32 are not service based interfaces.


Figure 4.1-3a: Overall roaming policy framework architecture - home routed scenario (service based representation)


Figure 4.1-3b: Overall roaming policy framework architecture - home routed scenario (reference point representation)
NOTE n87:	For the sake of clarity, SEPPs are not depicted in the roaming reference point architecture figures.
NOTE n98:	N4 and N32 are not service based interfaces.
NOTE n109:	An SCP can be used for indirect communication between NFs and NF services within the VPLMN, within the HPLMN, or in within both VPLMN and HPLMN. For simplicity, the SCP is not shown in the roaming architecture.
To allow the 5G system to interwork with AFs related to existing services, e.g. IMS based services, Mission Critical Push To Talk services, the PCF shall support the corresponding Rx procedures and requirements defined in 3GPP TS 29.214 [18]. This facilitates the migration from EPC to 5GC without requiring these AFs to upgrade to support the N5 interface.


Figure 4.1-4: Interworking between 5G Policy framework and AFs supporting Rx interface

*** Next Change ***
5.1.2.1.2	AM Policy Association Modification with old PCF during AMF relocation
This procedure is performed when AMF relocation is performed and the old PCF is selected by the new AMF. 


Figure 5.1.2.1.2-1: AMF-initiated AM Policy Association Modification with old PCF during AMF relocation procedure
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
1.	When the old AMF and the new AMF belong to the same PLMN or the same SNPN, the old AMF transfers to the new AMF about the AM Policy Association information including, e.g. policy control request trigger(s), and the resource URI (i.e. {apiRoot}/npcf-am-policy-control/v1/policies/{polAssoId}) of AM Policy Association at the (V-)PCF). 
2.	Based on local policies, the new AMF decides to contact with (V-)PCF and update the resource identified by the resource URI received in step 1.
3.	The new AMF invokes the Npcf_AMPolicyControl_Update service operation to the (V-) PCF by sending the HTTP POST request to the "Individual AM Policy Association" resource with the Notification URI of the new AMF. The request may also include the met policy control request trigger(s) and corresponding information, and the new alternate or backup IP addresses or FQDN.
4.	The (V-)PCF updates the stored information provided by the old AMF with the information provided by the new AMF and makes the policy decision.
5.	The PCF sends an HTTP "200 OK" response to the AMF with the updated Access and Mobility control policy information and/or the updated Policy Control Request Trigger parameters as described in subclause 4.2.3.3 of 3GPP TS 29.507 [7].
6.	The AMF deploys the Access and Mobility control policy if received, which includes, e.g. storing the Service Area Restrictions, provisioning the Service Area Restrictions to the NG-RAN and UE, and/or provisioning the RFSP index to the NG-RAN when the UE is registered in the 3GPP access.
[bookmark: _Toc28005473][bookmark: _Toc36038145][bookmark: _Toc45133342][bookmark: _Toc51762170][bookmark: _Toc59016575][bookmark: _Toc68167544][bookmark: _Toc75350875]
*** Next Change ***
5.5.3.1	General
As described in 3GPP TS 23.501 [2] subclause 5.6.7, an AF may send requests to influence SMF routing decisions for User Plane traffic of PDU Sessions. The AF may also provide in its request subscriptions to SMF events (e.g. UP path change).
The following cases are included in this clause: 
	AF requests targeting an individual UE address: such requests are routed (by the AF or by the NEF) to an individual PCF using the BSF or by configuration as described in subclause 5.5.3.2.
NOTE 1:	Such requests target an on-going PDU Session. Whether the AF needs to use the NEF or not depends on local deployment.
	AF requests targeting PDU Sessions that are not identified by an UE address: For such requests the AF shall contact the NEF and the NEF stores the AF request information in the UDR. PCF(s) that have subscribed to the modification of the AF request information receive a corresponding notification from the UDR. This is described in subclause 5.5.3.3.
NOTE 2:	Such requests can target on-going or future PDU Sessions.
NOTE 3:	The 5GC functions used in the following procedures are assumed to all belong to the same PLMN (HPLMN in non-roaming case or VPLMN in the case of a PDU Session in LBO mode) or to the same SNPN.
NOTE n4:	The roaming scenarios for SNPNs are not supported in this Release.
NOTE n54:	AF requests invoked from an AF located in the HPLMN for home routed roaming scenario are not supported.
NOTE n65:	For details of Nnef_TrafficInfluence_Create/Update/Delete/AppRelocationInfo service operations refer to 3GPP TS 29.522 [24].
NOTE n76:	For details of the Nudr_DataRepository_Create/Update/Delete service operations refer to 3GPP TS 29.519 [12] and 3GPP TS 29.504 [27].
NOTE n87:	For details of the Nsmf_EventExposure_Notify/AppRelocationInfo service operations refer to 3GPP TS 29.508 [8].
NOTE n98:	For details of the Npcf_PolicyAuthorization_Create/Update/Delete service operations refer to 3GPP TS 29.514 [10].
NOTE n109:	For details of the Npcf_SMPolicyControl_UpdateNotify service operation refer to 3GPP TS 29.512 [9].
NOTE n110:	For details of the Nbsf_Management_Discovery service operation refer to 3GPP TS 29.521 [22].

*** Next Change ***
[bookmark: _Toc28005519][bookmark: _Toc36038191][bookmark: _Toc45133388][bookmark: _Toc51762218][bookmark: _Toc59016623][bookmark: _Toc68167593][bookmark: _Toc75350924]8.1	General
The PCF discovery and selection procedures are needed when there are multiple and separately addressable PCFs in a PLMN or an SNPN. It is also possible that a PCF may serve only specific DN(s).
These procedures correlate the AF service session establishment over N5 or Rx with the associated PDU session (Session binding) handled over N7.
These procedures enable the AMF and SMF to address the PCF.
These procedures enable the NEF to address the PCF.
The SCP is involved in the case of delegated discovery and selection.

*** Next Change ***
[bookmark: _Toc28005547][bookmark: _Toc36038219][bookmark: _Toc45133416][bookmark: _Toc51762246][bookmark: _Toc59016651][bookmark: _Toc68167621][bookmark: _Toc75350952]Annex B (normative):
Signalling Flows for IMS
The signalling flows in clause 5 are also applicable for IMS services provided for a PLMN or an SNPN. This Annex adds flows that show interactions with SIP/SDP signalling of the IMS when the Npcf_PolicyAuthorization service is used by the P-CSCF and both, the PCF and the P-CSCF support the "IMS_SBI" feature, and when the P-CSCF uses the Rx reference point with the PCF.
NOTE n1:	In PLMNs or SNPNs where both Rx and Npcf_PolicyAuthorization are used it is implementation specific how the P-CSCF determines the applicable interface/protocol to use with the PCF - e.g. Separate P-CSCF's used for Rx and Npcf_PolicyAuthorization, local routing configuration in the P-CSCF.
NOTE n2:	In this Release only IMS voice and emergency services are provided for SNPN.

*** Next Change ***
[bookmark: _Toc28005563][bookmark: _Toc36038235][bookmark: _Toc45133432][bookmark: _Toc51762262][bookmark: _Toc59016667][bookmark: _Toc68167637][bookmark: _Toc75350968]B.8	Subscription to Notification of Change of PLMN Identifier at IMS Registration
This clause covers the optional Subscription to Notifications of change in the PLMN identifier upon an initial IMS Registration procedure. The PLMN identifier or SNPN identifier where the UE is currently located is provided within the Notification of change in the PLMN identifier.
NOTE n1:	The SNPN identifier consists of the PLMN identifier and the NID.


Figure B.8-1: Subscription to Notification of change of PLMN Identifier at initial IMS Registration
1.	The user initiates an initial SIP Registration procedure. 
2.	The P-CSCF requests the creation of a new "Individual Application Session Context" resource with the intention to subscribe to notification of PLMN Identifier Change. The P-CSCF sends an HTTP POST request message to the PCF.
2a. The P-CSCF requests the establishment of a new Diameter Rx session with the intention to subscribe to notification of PLMN Identifier Change. The P-CSCF sends a Diameter AAR command to the PCF.
NOTE n21:	It should be possible for the P-CSCF to request the subscription to notification of IMS Signalling path status and IP-CAN Type changes also in this step.
3.	The PCF performs session binding and identifies corresponding PCC Rules related to IMS Signalling.
4.	The PCF confirms the subscription to notification of PLMN Identifier Change and replies with an HTTP "201 Created" message back to the P-CSCF.
4a. The PCF confirms the subscription to notification of PLMN Identifier Change and replies with a Diameter AAA command back to the P-CSCF.
5-7. The SIP Registration procedure is completed successfully (user has been authenticated and registered within the IMS Core NW).
8.	If the PCF had not previously subscribed to the required QoS level events from the PDU session for the affected PCC Rules, then the PCF shall do so now. The PCRF initiates procedures according to figure 5.2.2.2.1-1.
NOTE n32:	If the PLMN identifier or the SNPN identifier is not available in step 4 (step 4a for Rx case), the P-CSCF will wait to get it in step 8 before progressing the SIP Register, i.e. steps 5, 6 and 7 will occur after step 8.

*** End of Changes ***
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